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	Title:
	SUPL 2.0  ULP, CONRR D29, 30 & 51-2, Emergency
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	LOC

	Doc to Change:
	OMA-TS-ULP-V2_0-20080206-D

	Submission Date:
	25 Feb 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Åke Busin, Ericsson

	Replaces:
	n/a


1 Reason for Change

Resolution of comment D29, 30 & 51-2 in CONRR. 

	D29
	2007.10.10
	T
	5.1.22
	Source: Ericsson
Form: Doc#0039

Comment: In 5.1.22.1 step C, a statement “SUPL INIT SHALL contain E-SLP address if the E-SLP is not the H-SLP of the SET.  The flow description and the security mechanism does however not care whether E-SLP is provided in SUPL INIT or defaulted. The restriction on E-SLP seems thus not be needed.

The comments applies also to 5.1.22.2 step D, 5.1.22.3 step E and

5.1.22.4 step F 

Proposed Change: Remove sentence

	D20
	2007.10.10
	T
	5.1.22
	Source: Ericsson
Form: Doc#0039

Comment: In 5.1.22.1 step E, 

It’s stated “…establish IP connection using either the H-SLP, …”. It shall read “…establish IP connection using either the default E-SLP address , …”

The comments applies also to 5.1.22.2 step F, 5.1.22.3 step G and

5.1.22.4 step H

Proposed Change: Correct sentence

	D51-2
	2007.10.10
	T
	6.1.5.1
	Source: Ericsson
Form: Doc#0039

Comment:  To prevent DoS attacks it is suggested that the format of the E-SLP FQDN is restricted to "E-SLP.*.*.*" This would allow for operators to filter DNS lookups to illegal E-SLPs.
Proposed Change: 


R01: Wording in section 6.5.1 improved.
R02: Editorial correction to last two bullets in sec 6.1.5.1 . The added sentence in 6.1.5.2 reworded.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR.
6 Detailed Change Proposal
Emergency Services Location Requests

Regulatory requirements will dictate the conditions under which the SET should accept emergency SUPL INIT messages. For example, in many cases, the regulatory requirements only require the SET to process emergency SUPL INIT messages if the SET is currently engaged in an emergency call. Consequently, the conditions (under which the SET should accept emergency SUPL INIT messages) are outside the scope of this document.
5.1.15.1 Non-Roaming Successful Case – Proxy mode
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Figure 1: Network Initiated Emergency Services Non-Roaming Successful Case – Proxy Mode

NOTE:
See Error! Reference source not found. for timer descriptions.
A. SUPL Agent issues an MLP ELIR message to the E-SLP, with which SUPL Agent is associated. The MLP ELIR message may include the SET IP address and location data. The E-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. 
If a previously computed position which meets the requested QoP is available at the E-SLP and no notification and verification is required according to local regulatory requirements, the E-SLP SHALL directly proceed to step H. If notification and verification or notification only is required, the E-SLP SHALL proceed to step B. 

B. The E-SLP may use any location data and/or SET IP address received in step A to verify that the target SET is currently not SUPL roaming.

NOTE:
The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

C. The E-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL INIT MAY contain the desired QoP. The E-SLP SHALL also include Notification element in the SUPL INIT message indicating location for emergency services and, according to local regulatory requirements, whether notification or verification to the target SET is or is not required. Before the SUPL INIT message is sent the E-SLP also computes and stores a hash of the message.
If in step A the E-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The E-SLP SHALL then directly proceed to step H. 

NOTE:
Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step D and use the procedures described in step E to establish an IP connection to the E-SLP.

D. The SET takes needed action preparing for establishment or resumption of a secure connection. 

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure connection to the E-SLP using either the provisioned  H-SLP or defaulted E-SLP address, if no E-SLP address was received in step C, or the E-SLP address received in step C. The SET then sends a SUPL POS INIT message to start a positioning session with the E-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a coarse position calculated based on information received in the SUPL POS INIT message is available that meets the required QoP, the E-SLP SHALL directly proceed to step G and not engage in a SUPL POS session.

F. The E-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the E-SLP SHALL then determine the posmethod. If required for the posmethod the E-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 
The SET and the E-SLP MAY exchange several successive positioning procedure messages. 
The E-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the E-SLP (SET-Based). 

G. Once the position calculation is complete the E-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the IP connection to the E-SLP and release all resources related to this session.

H. The E-SLP sends the position estimate back to the SUPL Agent by means of the MLP ELIA message and the E-SLP SHALL release all resources related to this session.

5.1.15.2 Non-Roaming Successful Case – Non-Proxy mode
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Figure 2: Network Initiated Emergency Sevices Non-Roaming Successful Case – Non-Proxy mode

NOTE:
See Error! Reference source not found. for timer descriptions.
A. SUPL Agent issues an MLP ELIR message to the SLC component of the E-SLP, with which SUPL Agent is associated. The MLP ELIR message may include the SET IP address and location data. The E-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. 
If a previously computed position which meets the requested QoP is available at the E-SLC and no notification and verification is required according to local regulatory requirements, the E-SLC SHALL directly proceed to step M. If notification and verification or notification only is required, the E-SLC SHALL proceed to step B. 

B. The E-SLC may use any location data and/or SET IP address received in step A to verify that the target SET is currently not SUPL roaming.
The E-SLC MAY also verify that the target SET supports SUPL.

NOTE:
The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The E-SLC and E-SPC may exchange information necessary to setup the SUPL POS session.

D. The E-SLC initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message contains at least session-id, address of the SPC, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL INIT MAY contain the desired QoP. The E-SLC shall also include the Notification element in the SUPL INIT message indicating location for emergency services and, according to local regulatory requirements, whether notification or verification to the target SET is or is not required. 
If in step A the E-SLC decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The E-SLC SHALL then directly proceed to step M. 

NOTE:
Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step E and use the procedures described in step F to establish an IP connection to the E-SLC.

E. The SET takes needed action preparing for establishment or resumption of a secure connection.

F. The SET establishes a secure connection to the E-SLC using either the provisioned H-SLP or defaulted E-SLP address, if no E-SLP address was received in step D, or the E-SLP address provided in step D. The SET then checks the proxy/non-proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the E-SLC.The SUPL AUTH REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

G. The E-SLC creates SPC_SET_Key and SPC-TID to be used for mutual E-SPC/SET authentication and sends both in an SUPL AUTH RESP message to the SET. The E-SLC also forwards SPC_SET_Key and SPC-TID to the E-SPC through internal communication. 

H. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes an IP connection to the E-SPC according to the address received in step D. The SET and E-SPC may perform mutual authentication and the SET sends a SUPL POS INIT message to start a positioning session with the E-SPC. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the E-SLC and release all resources related to this session.

I. The E-SLC and E-SPC may collaborate to determine the initial location or coarse location of the SET to aid in the position determination process. If the initial location meets the requested QoP, the E-SLP proceeds directly to step K.

J. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the E-SPC SHALL determine the posmethod. If required for the posmethod the E-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message 
The SET and the E-SPC MAY exchange several successive positioning procedure messages. 
The E-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the E-SPC (SET-Based). 

K. Once the position calculation is complete the E-SPC sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the SUPL session is finished. The SET SHALL release the IP connection to the E-SPC and release all resources related to this session.

L. The E-SPC also informs the E-SLC of the end of the SUPL session. Unless the E-SLC already knows the position, e.g., from step I, the E-SPC informs the E-SLC of the determined position from step J. The E-SPC SHALL release all resources related to this session.

M. The E-SLC sends the position estimate back to the SUPL Agent using an MLP ELIA message. The E-SLC SHALL release all resources related to this session.

5.1.15.3 Roaming with V-SLP Positioning Successful Case – Proxy mode 

SUPL Roaming where the V-SLP is involved in the positioning calculation.


[image: image3.emf]SUPL

Agent

Target SET

MLP ELIR (msid, client-id,eqop)

SUPL INIT (session-id, posmethod, SLP mode, 

E-SLP Address)

RLP-SSRLIR(SUPL START (session-id, msid,eqop))

MLP ELIA (posresult)

B

A

C

D

J

I

SUPL POS (session-id, RRLP/RRC/TIA-801)

SUPL END (session-id)

E-SLP

V-SLP

RLP-SSRP (SUPL POS INIT(session-id, lid SET capabilities)

E

F

G

H

RLP-SSRP(SUPL POS (session-id))

SUPL POS INIT (session-id, lid, SET capabilities, ver)

RLP-SSRP (SUPL END(session-id, posresult)

Data connection 

setup

K

L

Roaming Verification

Routing Info

ST3

ST2

UT2

UT3

RLP-SSRLIA(SUPL RESPONSE (session-id))


Figure 3: Network Initiated Emergency Services Roaming with V-SLP Positioning Successful Case – Proxy mode 

NOTE:
See Error! Reference source not found. for timer descriptions.
A. SUPL Agent issues an MLP ELIR message to the E-SLP, with which SUPL Agent is associated. The MLP ELIR message may include the SET IP address and location data. The E-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. If a previously computed position which meets the requested QoP is available at the E-SLP and no notification and verification is required according to local regulatory requirements, the E-SLP SHALL directly proceed to step L. If notification and verification or notification only is required, the E-SLP SHALL proceed to step E.

B. The E-SLP may use any location data and/or SET IP address received in step A to verify that the target SET is currently SUPL roaming. 

NOTE:
The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

C. The E-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known to E-SLP (lid and SET capabilities) shall be populated with arbitrary values by E-SLP and be ignored by V-SLP. The SET part of the session-id will not be included in this message by the E-SLP to distinguish this scenario from a SET Initiated scenario.

D. The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the E-SLP.

E. The E-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL INIT MAY contain the desired QoP. The E-SLP SHALL also include Notification element in the SUPL INIT message indicating location for emergency services and, according to local regulatory requirements, whether notification or verification to the target SET is or is not required. Before the SUPL INIT message is sent the E-SLP also computes and stores a hash of the message.
If in step A the E-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the E-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the E-SLP. The E-SLP SHALL then directly proceed to step L. 

NOTE:
Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step F and use the procedures described in step G to establish an IP connection to the E-SLP.

F. The SET takes needed action preparing for establishment or resumption of a secure connection. 

G. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure connection to the E-SLP using either the provisioned H-SLP or defaulted E-SLP address, if no E-SLP address was received in step E, or the E-SLP address received in step E. The SET then sends a SUPL POS INIT message to start a positioning session with the E-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. 

H. The E-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. The E-SLP then tunnels the SUPL POS INIT message to the V-SLP. 

I. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod. If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. If the V-SLP already calculated a position satisfying the requested QoP the V-SLP terminates the positioning session and informs the E-SLP about the termination and position by sending a SUPL END to the E-SLP tunnelled over RLP. The E-SLP proceeds to step K and returns the positioning result. The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via the E-SLP.
The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP via E-SLP (SET-Based).

J. Once the position calculation is complete the V-SLP sends the SUPL END message towards the SET, which is tunnelled over RLP via the E-SLP. The V-SLP SHALL release all resources related to this session.

K. The E-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the IP connection to the E-SLP and release all resources related to this session.

L. The E-SLP sends the position estimate back to the SUPL Agent by means of the MLP ELIA message.

5.1.15.4 Roaming with V-SPC Positioning Successful Case – Non-Proxy-mode 

SET Roaming where the V-SLP is involved in the positioning calculation.
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Figure 4: Network Initiated Emergency Services Roaming with V-SPC Positioning Successful Case – Non-Proxy-mode 

NOTE:
See Error! Reference source not found. for timer descriptions.
A. SUPL Agent issues an MLP ELIR message to the E-SLP, with which SUPL Agent is associated. The MLP ELIR message may include the SET IP address and location data. The E-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. If a previously computed position which meets the requested QoP is available at the E-SLP and no notification and verification is required according to local regulatory requirements, the E-SLP SHALL directly proceed to step P. If notification and verification or notification only is required, the E-SLP SHALL proceed to step F after having performed the Roaming Verification and Routing Info procedures of step B.

B. The E-SLP may use any location data and/or SET IP address received in step A to verify that the target SET is currently SUPL roaming.

NOTE:
The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The E-SLP allocates a session-id for the SUPL session and decides that the V-SPC will provide assistance data or perform the position calculation. The E-SLP sends an RLP SSRLIR to the V-SLC to inform the V-SLC that the target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known to E-SLP (lid and SET capabilities) shall be populated with arbitrary values by E-SLP and be ignored by V-SLP. The SET part of the session-id will not be included in this message by the E-SLP to distinguish this scenario from a SET Initiated scenario.

D. The V-SLC informs the V-SPC of an incoming SUPL positioning session.

E. The V-SLC acknowledges that V-SPC is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the E-SLP. The message includes at least session-id, posmethod and the address of the V-SPC.

F. The E-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message contains at least session-id, address of the V-SPC, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL INIT MAY contain the desired QoP. The E-SLP SHALL also include Notification element in the SUPL INIT message indicating location for emergency services and, according to local regulatory requirements, whether notification or verification to the target SET is or is not required.
If in step A the E-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the E-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the E-SLP. The E-SLP SHALL then directly proceed to step P. 

NOTE:
Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step G and use the procedures described in step H to establish an IP connection to the E-SLP.

G. The SET takes needed action preparing for establishment or resumption of a secure connection. 

H. The SET establishes a secure connection to the E-SLP using either the provisioned  H-SLP or defaulted E-SLP address, if no E-SLP address was received in step F, or the E-SLP address provided in step F. The SET then checks the proxy/non-proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the E-SLP. The SUPL AUTH REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

I. The E-SLC creates SPC_SET_Key and SPC-TID to be used for mutual V-SPC/SET authentication. The E-SLP forwards SPC_SET_Key and SPC-TID to the V-SLC through an RLP SSRP message. The V-SLC forwards SPC_SET_Key and SPC-TID to the V-SPC through internal communication.

J. The E-SLP returns a SUPL AUTH RESP to the SET. The SUPL AUTH RESP message SHALL contain the session-id, SPC_SET_Key and SPC-TID. 

K. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes an IP connection to the V-SPC according to the address received in step F. The SET and V-SPC may perform mutual authentication and the SET sends a SUPL POS INIT message to start a SUPL positioning session with the V-SPC. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the E-SLP and release all resources related to this session.
The V-SPC informs the V-SLC that the positioning procedure is started.

L. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SPC SHALL determine the posmethod. If required for the posmethod, the V-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 
The SET and the V-SPC MAY exchange several successive positioning procedure messages. If the V-SPC already calculated a position satisfying the requested QoP the V-SPC terminates the positioning session with a SUPL END and informs the V-SLC about the termination. The V-SLC proceeds to step O and returns the positioning result.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

M. Once the position calculation is complete the V-SPC sends a SUPL END message to the SET informing it that no further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all resources related to this session.

N. The V-SPC informs the V-SLC that the positioning procedure is completed and returns the position result. The V-SPC SHALL release all resources related to this session.

O. The V-SLC sends a RLP SSRP to the E-SLP carrying the position result. The V-SLC SHALL release all resources related to this session.

P. The E-SLP sends the position estimate back to the SUPL Agent by means of the MLP ELIA message

6.1.5 Authentication Mechanisms applicable to an E-SLP

Note: emergency SUPL sessions are always Network Initiated.

Support for this feature will be dictated by the appropriate emergency services regulatory bodies.

6.1.5.1 E-SLP FQDN

The FQDN of the E-SLP shall  be:
1. The FQDN provided to the SET as E-SLP address in the SUPL INIT. The E-SLP FQDN shall have format "e-slp.xxx.xxx.xxx.xxx.xxx" where "xxx" can be any valid string.
2. If FQDN is not provided in SUPL INIT, the provisioned H-SLP address shall be used.
3. If FQDN is not available as per 1 or 2 above, the FQDN shall be defaulted to one of the two alternatives below.

1. If connected to a GSM/UMTS bearer network “e-slp.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org”. In this case, the MCC and MNC correspond to the serving GSM/UMTS network as defined in [3GPP 23.167]. 
2. If connected to a CDMA bearer network “e-slp.mnc<MNC>.mcc<MCC>.pub.3gpp2network.org” . In this case, the MCC and MNC correspond to the serving CDMA network as defined in [3GPP2 X.S0049-0].
6.1.5.2 Processing Emergency SUPL INIT messages

SET based integrity verification and message origin authentication of SUPL INIT messages is not used by an E-SLP. Thus, the MAC field in an emergency SUPL INIT MUST NOT be populated.
During an emergency call, a SET SHALL NOT apply end-to-end protection of emergency SUPL INIT messages.

Some protection is offered by the use of E-SLP whitelists. The E-SLP whitelist is based on the current position estimate of the SET (such as CellID and/or NetworkID). The E-SLP whitelist is used by a SET to determine the order in which the SET should process received emergency SUPL INIT messages: the E-SLP whitelist SHALL NOT be used for discarding emergency SUPL INIT messages.
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