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1 Reason for Change

Add Signalling compression function to LOCSIP TS. This needs to modify the sections of Location Client, Location Server, L-RLS and the references part.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP TS document accordingly.

6 Detailed Change Proposal

Change 1:  Remove notes on Sigcomp in last paragraph of section 5.1.3 

Change 2:  Add Sigcomp support in section 5.1 “Location Client”
5.1.z      Compression of Subscription Signaling

5.1.z.1      Compression of the SIP Signaling
In order to reduce the amount of access network bandwidth needed to transmit the SUBSCRIBE and NOTIFY requests, the Location Client implemented in a UE SHOULD support Signaling Compression (SigComp) according to [RFC3320] and updated by [RFC4896], procedures to apply SigComp to SIP according to [RFC5049] and mechanisms for discovering SigComp support at the SIP layer according to [RFC3486].
If the Location Client implemented in a UE supports all these functionalities, the Location Client:

· SHALL support the SIP dictionary specified in [RFC3485] and updated by [RFC4896];

· SHALL support the geopriv related Presence static dictionary specified in [RFC5112];
· SHALL use both dictionaries to compress the first message;

· SHALL send compressed SIP messages in accordance with [RFC3486] and [RFC5049]; and

· MAY support the negative acknowledgement mechanism specified in [RFC4077].

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the signaling compression procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] SHALL be used

5.1.z.2      Compression of the Body of a NOTIFY Request 
A Location Client implemented in a UE subscribing for Location Information MAY, if it does not support SIP signaling compression according to [RFC3320], [RFC4896], [RFC3485], [RFC5112], [RFC3486] and [RFC5049], or it detects that [RFC5112] is not supported by the SIP/IP Core, indicate that it supports to compress the body of a NOTIFY request by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value ‘gzip’ in the SUBSCRIBE request.

A Location Client indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the Content-Encoding header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before performing Location Information processing (defined in section 5.1.1).
Change 3:  Add Sigcomp support in section 5.2 “Location Server”
5.2.z      Compression of Location Traffic
5.2.z.1     Compression of the Body of a NOTIFY Request 
If a received SUBSCRIBE request contains an Accept-Encoding header field with the value ‘gzip’, Location Server SHALL, dependent on the local policy, compress the NOTIFY request body using GZIP algorithm [RFC1952] and add a Content-Encoding header field with the value ‘gzip’ to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core.

Change 4:  Add Sigcomp support in L-RLS back-end subscription, section 5.3.1
5.3.1  Back-end Subscriptions

For list subscriptions to the location, the L-RLS SHALL generate back-end subscriptions to learn the Location Information of Targets in the list.

For back-end subscriptions using SIP, the L-RLS: 

· SHALL support subscription and notification of Location Information, according to the procedures described in section 5.1.1, 5.1.2, 5.1.3 and 5.1.4; and
· MAY support conditional subscriptions according to the procedures described in 5.1.6 
· MAY indicate that it supports that the body of NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value ‘gzip’ in the SUBSCRIBE request. An L-RLS indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the Content-Encoding header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before processing the body of the SIP NOTIFY request.
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert a URI value from the P-Asserted-Identity header of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in draft-ietf-sip-identity-03) as required by [RFC4662].

If the local policy instructs, the L-RLS SHALL limit the number of back-end subscriptions. The L-RLS:

· SHALL initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· SHALL return no <instance> element for those <resource> elements that could not be subscribed from the URI List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the Location Client adds Targets to the list while the list subscription is active, the L-RLS SHALL generate back-end subscriptions for the newly added Targets, and SHALL include the newly added Targets in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

When the Location Client removes Targets from the list while the list subscription is active, the L-RLS SHALL terminate back-end subscriptions to the recently removed Targets, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

The URI List can be changed when the URI List document stored in Shared List XDMS is updated. 

When the Location Client refreshes the subscription, the L-RLS SHOULD refresh the back-end subscriptions accordingly. The L-RLS SHOULD try to re-generate the back-end subscriptions for those Targets whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.
Change 5:  Add Sigcomp support in section 5.3 “Location Resource List Sever”
5.3.z     Compression of Location Subscription Traffic
5.3.z.1    Compression of the Body in a NOTIFY Request

If the L-RLS receives a SUBSCRIBE request containing an Accept-Encoding header field with the value ‘gzip’, the L-RLS SHALL, dependent on the local policy, compress the NOTIFY request body using the GZIP algorithm [RFC1952] and add a Content-Encoding header field with the value ‘gzip’ to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core. 

Change 6:  Add references for Sigcomp support

2. References

2.2 Normative References
	[RFC3320]
	IETF RFC 3320 “Signaling Compression (SigComp)”, R. Price et al., Jan 2003, URL: http://www.ietf.org/rfc/rfc3320.txt

	[RFC3485]
	IETF RFC 3485 “The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, M. Garcia-Martin et al., Feb 2003, URL: http://www.ietf.org/rfc/rfc3485.txt

	[RFC3486]
	IETF RFC 3486 “Compressing the Session Initiation Protocol (SIP)”, G. Camarillo, Feb 2003, URL: http://www.ietf.org/rfc/rfc3486.txt

	[RFC4077]
	IETF RFC 4077 “A Negative Acknowledgement Mechanism for Signaling Compression”, A.B. Roach, May 2005, URL: http://www.ietf.org/rfc/rfc4077.txt

	[RFC4896]
	IETF RFC 4896 “Signaling Compression (SigComp) Corrections and Clarifications”, A. Surtees et al., Jun 2007, URL: http://www.ietf.org/rfc/rfc4896.txt

	[RFC5049]
	IETF RFC 5049 “Applying Signaling Compression (SigComp) to the Session Initiation Protocol (SIP)”, C. Bormann et al., Dec 2007, URL: http://www.ietf.org/rfc/rfc5049.txt
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	IETF RFC 5112 “The Presence-Specific Static Dictionary for Signaling Compression (Sigcomp)”, M. Garcia-Martin, Jan 2008, URL: http://www.ietf.org/rfc/rfc5112.txt
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