Doc# OMA-LOC-2008-0524-INP_LOCSIP_1_0_RLS_Comparison[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-LOC-2008-0524-INP_LOCSIP_1_0_RLS_Comparison
Input Contribution



Input Contribution

	Title:
	LOCSIP, RLS to L-RLS comparison
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	LOC WG

	Submission Date:
	14 Oct 2008

	Source:
	Åke Busin, Ericsson

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

The impact of a proposed reuse of RLS in Presence enabler needs to be assessed.

2 Summary of Contribution

The specification for RLS in Presence and L-RLS in LOCSIP are compared.
3 Detailed Proposal

Comparison of related section in Presence TS and LOCSIP TS:
Identified difference
Identified problem 
	
	PRESENCE (section 5.6)
	LOCSIP  (section 5.3)

	1
	5.6 Resource List Server

The Resource List Server (RLS) accepts and manages subscriptions to: 

· Presence Lists and Request-contained Presence Lists, which enable a Watcher to subscribe to the Presence Information of multiple Presentities using a single subscription; andRequest-contained Watcher Information Lists, which enable a Watcher Information Subscriber to subscribe to the Watcher Information of multiple Presentities using a single subscription.
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.


	5.3 LOCATION RESOURCE LIST SERVER

The Location Resource List Server (L-RLS) is the functional entity that accepts and manages location subscriptions of predefined groups and URI Lists, which enables a Location Client application to subscribe to the Location Information of multiple Targets using a single subscription transaction.  

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.



	2
	5.6.1 General

The RLS: 

· SHALL support subscriptions to Presence Lists, according to the RLS procedures described in [RFC4662]; 

· MAY support subscriptions to Request-contained Presence Lists according to the RLS procedures described in [RFC5367] sections “URI-List Document Format” and “Resource List Server Behavior”; and

· MAY support subscriptions to Request-contained Watcher Information Lists according to the RLS procedures described in [RFC5367] sections “URI-List Document Format” and “Resource List Server Behavior”. 

If subscriptions to Request-contained Presence Lists or Request-contained Watcher Information Lists are supported , the RLS SHALL support “multipart/mixed” content type in SUBSCRIBE requests as described in [RFC2046]. 

The RLS SHALL, before accepting a subscription to a Presence List, perform authorization of the usage of the Presence List by the Watcher, per local policy. If the Presence List subscription is authorized, the RLS SHALL resolve the Presence List into individual Presentities according to section 5.6.6. 

When sending a list notification, the RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of the Presentity in the Presence List, Request-contained Presence List or Request-contained Watcher Information List.
NOTE: If a Presentity is identified by a pres URI or a tel URI in the Presence List, Request-contained Presence List or Request-contained Watcher Information List, the pres URI or the tel URI is included in the RLMI document even if the RLS has knowledge of an equivalent SIP URI.

	The L-RLS SHALL support subscriptions to URI Lists, according to the L-RLS procedures described in [RFC4662] and MAY support subscriptions to Request-contained URI Lists according to the L-RLS procedures described in [IETF-URIListSub] sections “URI-List Document Format” and “Resource List Server Behavior”. If subscriptions to Request-contained URI Lists are supported, the L-RLS SHALL support “multipart/mixed” content type in SUBSCRIBE requests as described in [RFC2046]. 

The L-RLS SHALL, before accepting a subscription to a URI List, perform authorization of the usage of the URI List by the Location Client, per local policy. If the URI List subscription is authorized, the L-RLS SHALL resolve the Location List into individual Targets according to section 5.3.1 and make back-end subscriptions. 

When sending a list notification, the L-RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of the Target in the Location List or Request-contained URI List.
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	5.6.2 Back-end Subscriptions

If the RLS supports the view sharing procedures described in [IETF-ViewShare] section 3, it SHOULD indicate support for this extension and optimize the number of back-end subscriptions.
For back-end subscriptions using SIP, the RLS: 

· SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863];

· if the Request-contained Watcher Information List is supported, SHALL support the ‘application/watcherinfo+xml’ content type according to [RFC3858], the ‘multipart/mixed’ content type according to [RFC2046] and the ‘application/simple-filter+xml’ content type according to [RFC4661];
· SHALL support subscription and notification of Presence Information, according to the subscriber procedures described in [RFC3265] and [RFC3856]; 

· if the Request-contained Watcher Information List is supported, SHALL support subscription and notification of Watcher Information, according to the subscriber procedures described in [RFC3265] and [RFC3857];
· SHALL support SIP extension for partial notifications, according to the Watcher procedures described in [RFC5263] and partial presence extension to PIDF, according to [RFC5262];

· SHOULD support event notification filtering, according to the  procedures described in section 5.6.3;

· SHALL support the ‘multipart/related’ content type as described in [RFC2387] and advertise its support for the ‘multipart/related’ content type by using the Accept header field in the SUBSCRIBE request for the back-end subscription;

· SHALL support the content indirection mechanism described in [RFC4483]. If the Watcher advertised the support for the ‘message/external-body’ content type by using the Accept header field in the SUBSCRIBE request, the RLS SHALL advertise the support for the ‘message/external-body’ content type by using the Accept header field in the SUBSCRIBE request for the back-end subscription;

· SHALL support conditional subscriptions according to the subscriber procedures described in [IETF-SubNotEtag]; 

· SHALL support event notification supression according to the procedures in described in section 0; and
· MAY indicate that it supports that the body of a NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value ‘gzip’ in the SUBSCRIBE request. An RLS indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the Content-Encoding header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before processing the body of the SIP NOTIFY request.
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert a URI value from the P-Asserted-Identity header field of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in [RFC4474]) as required by [RFC4662].

If the list subscription is identified as anonymous (see section Error! Reference source not found.), the RLS SHALL generate back-end subscriptions as anonymous using the Watcher Privacy procedures as defined in section Error! Reference source not found..

If the OTA Provisioning parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST or local policy instructs, the RLS SHALL limit the number of back-end subscriptions. The RLS:

· SHALL initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· SHALL return no <instance> element for those <resource> elements that could not be subscribed from the Presence List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the Watcher adds Presentities to the list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added Presentities, and SHALL include the newly added Presentities in the next list notification. This procedure SHALL NOT require the Watcher to re-subscribe to the list.

When the Watcher removes Presentities from the list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed Presentities, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Watcher to re-subscribe to the list.

The Presence List can be changed either directly, when the Presence List document stored in RLS XDMS is updated, or indirectly, when the URI List stored in the Shared List XDMS and referenced in the Presence List document is updated.

When the Watcher refreshes the subscription, the RLS SHOULD refresh the back-end subscriptions accordingly. The RLS SHOULD try to re-generate the back-end subscriptions for those Presentities whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.


	5.3.1 Back-end Subscriptions

For list subscriptions to the location, the L-RLS SHALL generate back-end subscriptions to learn the Location Information of Targets in the list.

For back-end subscriptions using SIP, the L-RLS: 

· SHALL support subscription and notification of Location Information, according to the procedures described in section 5.1.1, 5.1.2, 5.1.3 and 5.1.4; and   #1
· MAY support conditional subscriptions according to the procedures described in 5.1.6  #2
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert a URI value from the P-Asserted-Identity header of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in draft-ietf-sip-identity-03) as required by [RFC4662].

If the local policy instructs, the L-RLS SHALL limit the number of back-end subscriptions. The L-RLS:

· SHALL initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· SHALL return no <instance> element for those <resource> elements that could not be subscribed from the URI List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the Location Client adds Targets to the list while the list subscription is active, the L-RLS SHALL generate back-end subscriptions for the newly added Targets, and SHALL include the newly added Targets in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

When the Location Client removes Targets from the list while the list subscription is active, the L-RLS SHALL terminate back-end subscriptions to the recently removed Targets, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

The URI List can be changed when the URI List document stored in Shared List XDMS is updated. 

When the Location Client refreshes the subscription, the L-RLS SHOULD refresh the back-end subscriptions accordingly. The L-RLS SHOULD try to re-generate the back-end subscriptions for those Targets whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.

#1 (from sec 5.1)
5.1.1 Location Information Processing
5.1.2 Subscription to Location Information
The Location Client SHOULD include a Feature tag
5.1.3 Event Notification Filtering

5.1.4 Specifying required location QoS parameters
#2
5.1.6 Conditional Event Notification
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	5.6.3 Event Notification Filtering

The RLS SHOULD support event notification filtering according to the following procedures:

· Event notification filtering, according to the RLS and notifier procedures described in [RFC4660] with the clarifications described in this section; and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the RLS supports event notification filtering and 

· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS:

· SHALL, if the filter element contains a “uri” attribute and its value matches with the URI of a Presentity in the Presence List, Request-contained Presence List or Request-contained Watcher Information List, supply the filter document in the back-end subscription to the matching Presentity;

· SHALL, if the filter element contains a “domain” attribute and its value matches with the domain of a set of Presentities in the Presence List, Request-contained Presence List or Request-contained Watcher Information List, supply the filter document in the back-end subscriptions to the Presentities  matching the “domain” attribute, but not matching the “uri” attribute in other filters in the filter-set; and

· SHALL, if the filter element does not contain a “uri” or “domain” attribute, supply the filter document in the back-end subscriptions to all Presentities in the Presence List, Request-contained Presence List or Request-contained Watcher Information List not matching a “uri” or a “domain” attribute in other filters in the filter-set.

· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the Watcher or Watcher Information Subscriber, the RLS SHALL indicate it to the Watcher or Watcher Information Subscriber as specified in [RFC4660]. 

For every filter propagated in a back-end subscription targeted to a Presentity, the RLS SHALL remove the “uri” or “domain” attribute if included in the RLS filter obtained from the Watcher or Watcher Information Subscriber.


	5.6.4 Event Notification Filtering

The L-RLS MAY support location event notification filtering according to the procedures described in [IETF-Location-Filters].

Note: Any filtering function in L-RLS is for further study.
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	5.6.4 Conditional Event Notifications

The RLS SHALL support the notifier procedures defined in [IETF-SubNotEtag].

5.6.4.1 Generating Entity Tags
The RLS:

· SHALL generate entity tags for the full resource list state including the RLMI and the list of presence documents or Watcher Information documents as described in [IETF-SubNotEtag] “List Subscriptions”; and

· SHALL include the entity tag in all NOTIFY requests as described in [IETF-SubNotEtag].

5.6.4.2 Generation of Notifications

If the Watcher or Watcher Information Subscriber requested condition for suppressing a NOTIFY request or a NOTIFY request body evaluates to true, the RLS SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [IETF-SubNotEtag].


	Defined by ref to section 5.1.6:
5.1.6  Conditional Event Notification

Conditional event notification is a mechanism that allows the Location Client to condition the subscription request to whether the state has changed since the previous notification was received.  When such a condition is met, either the body of the location event notification or the entire notification message is suppressed.

A Location Client MAY issue a conditional SUBSCRIBE request according to the subscriber procedures defined in [IETF-SubNotEtag]. If supported, the SUBSCRIBE request SHALL include a Suppress-If-Match header field to indicate the conditional subscription.



	
	5.6.5 Handling of Event Notification Suppression
The RLS SHALL support event notification suppression according to the procedures described in this section.

If the RLS receives a SUBSCRIBE request including:

· a wildcarded Suppress-If-Match header field using the special "*" entity-tag value as described in [IETF-SubNotEtag] “Generating SUBSCRIBE Requests”; or

· a throttle parameter set to the remaining subscription expiration value as described in [IETF-EventThrottle] “Selecting the Throttle Interval”,
the RLS SHALL suppress the generation of event notifications until a Watcher or Watcher Information Subscriber cancels the suppression with a re-SUBSCRIBE request or the subscription state changes.


	Note: Absent in LOCSIP
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	5.6.6 XDM Functions

In order to resolve Presence Lists into individual Presentities, the RLS:

· SHALL support retrieval of XML documents stored in the RLS XDMS and Shared List XDMS, according to [XDM_Core] “Document Management” (via the PRS-10 and PRS-9 reference points, respectively); 

· SHALL support the Presence List Application Usage as specified in [PRS_RLSXDM] “Presence List”; and 

· SHALL support the URI List Application Usage as specified in [XDM_List] “URI List”.

On receiving a SUBSCRIBE request directed at a Presence List identified by a Request-URI, the RLS either:

· SHALL access the “index” document in the Global Tree using the XCAP path
[XCAP Root URI]/rls-services/global/index; or

· SHALL access the “index” document in the Users Tree using the XCAP path [XCAP Root URI]/rls-services/users/[XUI]/index, if the RLS has knowledge about the XUI of the Primary Principal of the Presence List.

NOTE: The latter procedure may be preferred when the RLS has a need to handle multiple Presence Lists owned by a single Primary Principal (i.e. contained in the same “index” document) and the XUI is known (e.g. included as part of the Presence List URI in the Request-URI of the SUBSCRIBE request as defined by the URI template in [XDM_Core] “Provisioned XDMC Parameters”).

The RLS SHALL retrieve the Presence List from the contents of the <service> element within the index document whose “uri” attribute value matches the Request-URI of the received SUBSCRIBE request.  If the RLS is unable to retrieve the presence list from the RLS XDMS, the RLS SHALL reject the SUBSCRIBE request with a 404 (Not Found) response.

The Presence List can contain references to URI Lists stored in the Shared List XDMS.  If the RLS is unable to retrieve a URI List from the Shared List XDMS, then that URI List SHOULD be ignored; if so, the Watcher is made aware of this when the URIs which could not be de-referenced are omitted from the list notification.

The RLS MAY subscribe to changes made to XML documents stored in the RLS XDMS and Shared List XDMS.  If so, the RLS SHALL follow the procedures defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the PRS-4 reference point). 

When realized in 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL insert a URI from the received P-Asserted-Identity header field (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) from the SUBSCRIBE request in the X-3GPP-Asserted-Identity header field, as defined in [3GPP-TS_24.109] or the X-XCAP-Asserted-Identity header field as defined in [XDM_Core], of the HTTP GET request.


	5.3.3 XDM Functions

In order to resolve URI Lists into individual Targets, the L-RLS:

· SHALL support retrieval of XML documents stored in the RLS XDMS and Shared List XDMS, according to [XDM_Core] “Document Management” (via the LS-5 reference point); 

· SHALL support the URI List Application Usage as specified in [XDM_List] “URI List”.

If the L-RLS is unable to retrieve a URI List from the Shared List XDMS, then that URI List SHOULD be ignored; if so, the Location Client SHOULD be made aware of this when the URIs which could not be de-referenced are omitted from the list notification.

The L-RLS MAY subscribe to changes made to XML documents stored in the Shared List XDMS.  If so, the L-RLS SHALL follow the procedures defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the LS-5 reference point). 

When realized in 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL insert a URI from the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) from the SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP-TS_24.109] or the X-XCAP-Asserted-Identity header as defined in [XDM_Core], of the HTTP GET request.
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	5.6.7 Applying Event Notification Throttling
Subject to rate limitations described below, the RLS SHALL generate notifications when it receives updated Presence Information from back-end subscriptions.

The RLS MAY have local throttling configuration settings that limit the rate at which notification are generated (i.e. the shortest time period between two NOTIFY requests). In this case, the RLS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.  

The RLS SHALL support Watcher requested event notification throttling. The RLS SHALL follow the notifier procedures described in [IETF-EventThrottle]. 

If the RLS has a local throttling configuration setting and it is lower than the Watcher proposed throttle value, the RLS SHALL accept the Watcher proposed throttle value. 

If the local throttling configuration setting is higher than the Watcher proposed throttle value, the RLS SHALL adjust the Watcher proposed throttle value to the local throttling configuration setting and send it back to the Watcher as described in [IETF-EventThrottle].

If multiple back-end notifications arrive while rate control restrictions apply, the RLS MAY aggregate those notifications (i.e. combine the presence content into a single NOTIFY request) and transmit them when those restrictions expire.  The mechanism by which multiple notifications are aggregated is described in [RFC4662].


	5.3.4  Event Notification Throttling

Subject to rate limitations described below, the L-RLS SHALL generate notifications when it receives updated Location Information from back-end subscriptions.

The L-RLS MAY have local throttling configuration settings that limit the rate at which notification are generated (i.e. the shortest time period between two NOTIFY requests). In this case, the L-RLS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.  

The L-RLS MAY also support Location Client requested event notification throttling. If supported, the L-RLS SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the L-RLS has a local throttling configuration setting and it is lower than the Location Client proposed throttle value, the L-RLS MAY lower the Location Client proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Location Client proposed throttle value, the L-RLS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.

If multiple back-end notifications arrive while rate control restrictions apply, the L-RLS MAY aggregate those notifications (i.e. combine the location content into a single NOTIFY request) and transmit them when those restrictions expire.  The mechanism by which multiple notifications are aggregated is described in [RFC4662].

Note: Aggregating the notifications may cause problem if the Location Client has special QoS requirement on the age of location.
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	5.6.8  Compression of Presence Subscription Traffic

5.2.1.1 Compression of the Body in a NOTIFY Request

If the RLS receives a SUBSCRIBE request containing an Accept-Encoding header field with the value ‘gzip’, the RLS SHALL, dependent on local policy, compress the NOTIFY request body using the GZIP algorithm [RFC1952] and add a Content-Encoding header field with the value ‘gzip’ to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core. 


	Note: From OMA-LOC-2008-0506-CR_LOCSIP_TS_SigComp
5.3.z     Compression of Location Subscription Traffic

5.3.z.1    Compression of the Body in a NOTIFY Request

If the L-RLS receives a SUBSCRIBE request containing an Accept-Encoding header field with the value ‘gzip’, the L-RLS SHALL, dependent on the local policy, compress the NOTIFY request body using the GZIP algorithm [RFC1952] and add a Content-Encoding header field with the value ‘gzip’ to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core. 




Summary and conclusion:
Following differences has been identified:
1. Watcher Information List is supported by RLS but not L-RLS.
2. View Share is supported by RLS but not L-RLS.

3. Location QoS parameter document specified for L-RLS but not RLS.

4. Partial Notification is supported by RLS but not L-RLS.

5. Event Notification Suppression is supported by RLS but not L-RLS.
Following problem issues has been identified:
1. L-RLS uses feature tag in backend subscription to enable routing to the Location Server.

2. Event Notification filtering in L-RLS uses a filter document type ‘application/location-delta filter+xml” that is not known to the RLS.

3. Throttling mechanism in RLS may contradict to some QoS parameters e.g. age of location.
The above analysis indicates that RLS and L-RLS have significant parts in common but that RLS require extension/modification to enable LOCSIP to use RLS. In addition it needs to be described how/if functions supported by RLS but not L-RLS are to be handled by LC and LS. 

Is should be noted that specification of L-RLS is still under development and additional problems may occur.

4 Intellectual Property Rights
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5 Recommendation

Review and give feedback.
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