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1 Reason for Change

 This document proposes the requirements of SUPL3.0 protocol..
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

LOCSIP TS makes reference to the signalling compression procedures in 3GPP/3GPP2 specifications.

6 Detailed Change Proposal
Change 1:  References

2. References

2.1 Normative References

	
	

	
	

	
	


2.2 Informative References
	[RFC5222]
	LoST: A Location-to-Service Translation Protocol

	[eCall]
	http://www.3gpp.org/eCall

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Change 2:  Requirements
3. Requirements
(Normative)

The requirements in this section define the full SUPL Enabler.
3.1 Modularisation
The SUPL3.0  protocol is the interface between a device, which may be a mobile phone, a laptop notebook, VoIP softphone, a desktop computer or an IVS(In-Vehicle System), and the location server, which is SUPL Location Platform(SLP). From the transmission viewpoint the SUPL3.0 protocol  is agnostic to the access network, meanwhile from positioning technology angle, the protocol supports access network specific positioning technology. The access networks(ANs) concerned are the mobile networks, namely 3GPP/3GPP2 network, WiFi/WiMax, Ethernet LAN, xDSL/FTTx landline network, or any AN like the above. 

In principle, a device connects a local SLP in the current access network, it may connect to a preferred SLP not bound to the access network. The data model is as below:
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Figure 6‑1 SUPL3.0 servers located in the access network
As we consider the features in SUPL2.0, there are efficient definitions for deployment of periodic event, area event and emergency service. 

However, for the periodic event and area event, these features will be optimized and upgraded continually and it could be the application client advantage comparing to the SUPL enabler.
For the emergency service location,  in principle, the circuit switch voice call location is standardized in 3GPP, and the VoIP solution is standardized in IETF(maybe driven by the US NENA).

1)3GPP, adding to the well-known 22.071, 23.271, 29.002:
TS 26.267: "eCall Data Transfer; In-band modem solution; General Description" ;TS 26.268: "eCall Data Transfer; In-band modem solution; ANSI-C reference code". The location is woven into the in-band data as a given value.

TR 23.870 V1.0.0 SR VCC Support for IMS Emergency Calls which concerns the Single Radio Voice Call Continuity (SR VCC)  with location continuity.
TR 23.891 V.9.0.0 (2009-03) Evaluation of LCS Control Plane Solutions for EPS which considers the control plane location service continuity in different mobile networks from GERAN, UTRAN to E-UTRAN.

2)IETF

RFC5222 LoST: A Location-to-Service Translation Protocol, we can see the emergency service need the service discovery since the PSAP is local. And the location information could be used in SIP voice call.

HTTP Enabled Location Delivery (HELD) draft-ietf-geopriv-http-location-delivery-13 HELD is used for the device to acquire Location Information (LI) from a LIS within an access network. 

Therefore, SUPL3.0 is positioning protocol with the following features:

1) one time positioning, it may results in multiple position fixes when various radio is available.
2)  a server discovery extension to the existing IETF standards.
3) Being reusable by other standardization bodies. 
The SUPL 3.0 diagram is as below:
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Figure 6‑2SUPL3.0 diagram
When a device is connected to multiple Access networks, the SLPs priority and bearer network priority is out of scope.
The privacy policy to distribute the location information of a target is out of scope.

The charge for a positioning protocol server and the authentication based on the charge is out of scope.
No requirement on backward service functionalities or features.
3.2 High-Level Functional Requirements
	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	SUPL-HLF-01
	SUPL SHALL support multiple access network specific positioning technologies, the access works might be mobile network(e.g. the 3GPP networks are is GERAN, UTRAN, E-UTRAN), WiFi/WiMax, xDSL/FTTx, Ethernet LAN and any AN with the characteristics like above.
	SUPL V3.0
	

	SUPL- HLF -02
	SUPL SHALL support multiple categories of devices, e.g. a mobile phone, a laptop notebook, a softphone of VoIP, a desktop computer or an IVS(In-Vehicle System). However, one SUPL session is oriented to one device, and the decision of which device of the target user is out of scope.
	SUPL V3.0
	

	SUPL- HLF -03
	The SUPL server is located in the access network, so the device SHALL support SUPL server discovery when roaming in different types of access networks or roaming in different areas, if the server discovery is already standardized by other standardization entities, SUPL SHALL reuse .
	SUPL V3.0
	

	SUPL- HLF -04
	SUPL SHALL be reused by other standardization bodies, so one of the protocol language shall be internet style, namely the markup languages.
	SUPL V3.0
	

	SUPL-HLF-05
	SUPL SHALL include the WARN interface between the reference network gateway to the SLP server.
	SUPL V3.0
	


Table 1: High-Level Functional Requirements

3.2.1 Security
	Label
	Description
	Release
	Functional module

	SUPL-SEC-01
	SUPL SHALL ensure that any location information that is stored or exchanged is secure and thus is not accessible to unauthorized access, i.e., unauthorized disclosure, usage, loss or corruption of location data is prevented.
-The discovered SUPL servers SHALL authenticate the device to be a true device.
- If SUPL provides the ability for the SET or SUPL network to store location information, the location data SHALL be stored in a secure manner and SHALL be available for retrieval by authorized applications.
- Except emergency service and lawful interception, SUPL server SHALL NOT disclose the location to any entity. The distribution based on privacy policy is out of scope.
	SUPL V1.0
	

	SUPL-SEC-02
	SUPL SHALL deliver its content (data which facilitates the SUPL transaction) in a trustworthy and reliable manner, e.g., Location information SHALL be protected against eavesdropping or modification of the data traffic.
	SUPL V1.0
	

	SUPL-SEC-03
	It SHALL be possible to authenticate the SUPL Agent, SUPL network and SET user.
	SUPL V1.0
	

	SUPL-SEC-04
	SUPL 2.0 specifications SHOULD provide mechanisms to prevent Denial of Service (DoS) attacks
	SUPL V2.0
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

 Non identified.
6.2.1.2Authorization

Non identified.
6.2.1.3Data Integrity

Non identified.
6.2.1.4Confidentiality

Non identified.
3.2.2 
	
	
	
	

	
	
	
	

	
	
	
	



3.2.3 Administration and Configuration

	Label
	Description
	Release
	Functional module

	SUPL-ADMC-01
	The architecture SHALL enable SUPL service management and location information control in both the SET and the network, depending on the SUPL Provider’s requirements.
	SUPL V1.0
	

	SUPL-ADMC-02
	Where the SUPL provider supports the use case to supply the SET with assistance data only, the SET SHALL control the location information.
	SUPL V1.0
	


Table 4: High-Level Functional Requirements – Administration and Configuration Items

3.2.4 Usability
	Label
	Description
	Release
	Functional module

	SUPL-USAB-01
	As SUPL is time-sensitive, all SUPL events and transactions SHALL be time-stamped and SHALL use the most recent up-to-date data available (High Data Quality).
The content of the service SHALL be based on up-to-date data. Consistency and coherency are other important factors. 
	SUPL V1.0
	

	
	
	
	


Table 5: High-Level Functional Requirements – Usability Items

3.2.5 Interoperability
	Label
	Description
	Release
	Functional module

	
	
	
	

	
	

	
	

	SUPL-IOP-01
	The SUPL architecture SHALL allow the SET to get multiple position fix with multiple QoP in one time positioning, when various radio is available.
	SUPL V3.0
	

	SUPL-IOP-03
	The SUPL architecture SHALL provide backward compatibility mechanisms (e.g., protocol versioning).
	SUPL V3.0
	

	SUPL-IOP-04
	The architecture SHALL support the ability for a SET to provide its SUPL specific capabilities to the SUPL network.  

	SUPL V3.0
	

	SUPL-IOP-05
	The architecture SHALL support the ability for a SUPL provider to provide its SUPL specific capabilities to the SET. 

	SUPL V3.0
	

	SUPL-IOP-06
	SUPL SHALL provide the capability to negotiate between SUPL elements such that the SUPL session MAY fallback to an earlier version, if such fallback is allowed by the SUPL Provider and if the requested service is available in the earlier version.
	SUPL V3.0
	

	SUPL-IOP-07
	SUPL SHALL support the ability to negotiate positioning protocols versions
	SUPL V3.0
	


Table 6: High-Level Functional Requirements – Interoperability Items

3.2.6 
	
	
	
	

	
	
	
	

	
	

	
	

	
	
	
	



3.2.7 Location Technology
	Label
	Description
	Release
	Functional module

	SUPL-LOCT-01
	The architecture SHALL support Cell ID positioning.
Deployment of each technology option is a SUPL provider decision. However, in a Mobile Network, Cell ID SHALL always be the backup positioning method when other positioning methods fail. 
	SUPL3.0
	

	SUPL-LOCT-02
	The architecture SHALL support Enhanced Cell ID positioning.
Enhanced Cell-ID (E-CI) positioning is defined as enhancing Cell ID positioning by using additional measurements from the Mobile Network that are available in the SET. 
	SUPL3.0
	

	SUPL-LOCT-03
	The architecture SHALL support A-GPS positioning. SUPL SHALL support DGPS. And the WARN interface SHALL support DGPS aiding data.
	SUPL3.0
	

	SUPL-LOCT-04
	The architecture SHALL support standalone-positioning technologies, e.g., autonomous GNSS. 
	SUPL3.0
	

	SUPL-LOCT-05
	The architecture SHALL support EOTD positioning if EOTD measurements are available. 
	SUPL3.0
	

	SUPL-LOCT-06
	The architecture SHALL support OTDOA positioning if OTDOA measurements are available. 
	SUPL3.0
	

	SUPL-LOCT-07
	The architecture SHALL support AFLT positioning if AFLT measurements are available. 
	SUPL3.0
	

	SUPL-LOCT-08
	The architecture SHALL support the delivery of assistance data from the SUPL network to the SET.
	SUPL3.0
	

	SUPL-LOCT-09
	SUPL architecture SHALL support an extensible framework so that new location technologies, supported by the network, can be added efficiently and in-line with the overall architecture.
	SUPL3.0
	

	SUPL-LOCT-10
	The architecture SHALL support A-GNSS positioning. 
	SUPL3.0
	

	SUPL-LOCT-11
	SUPL SHALL support accuracy improvements to GNSS location technology.
	SUPL3.0
	

	SUPL-LOCT-12
	SUPL SHALL support RF fingerprinting, radiomaps positioning technology.
	SUPL3.0
	

	SUPL-LOCT-13
	SUPL SHALL support AOA+TA positioning technology.
	SUPL3.0
	

	SUPL-LOCT-14
	SUPL SHALL support sensor-based positioning, e.g. accelerometers, compasses, barometers.
	
	

	SUPL-LOCT-15
	SUPL SHALL support multiple radio based positioning technology, such as(not limit to) RFID, FM/AM radio, TV radio.
	SUPL3.0
	


Table 8: High-Level Functional Requirements – Location Technology Items
3.2.8 
	
	
	
	

	
	
	
	

	
	
	
	



3.2.9 
	
	
	
	

	
	
	
	

	
	
	
	



3.3 Overall System Requirements

	Label
	Description
	Release
	Functional module

	OSR-01
	The SUPL reference architecture and specifications SHALL be compatible with all underlying network technologies (Data Bearer Independence).  For example, air interface standards (GSM, WCDMA/TD-SCDMA, LTE, CDMA, HRPD, UMB, WLAN, WiMAX, fixed line networks) and transport media (packet data services, SMS, etc) MUST be supported.
	SUPL V2.0
	

	OSR-02
	SUPL SHALL NOT impose any requirements on the underlying data bearer service. Hence it MUST NOT be necessary to modify the architecture or functionality in underlying network technology.
	SUPL V1.0
	

	OSR-03
	The SUPL reference architecture will introduce new logical functions. It MUST be possible for these functions to be either hosted in existing LCS elements (for example the GMLC) or in completely new physical entities.
	SUPL V1.0
	

	OSR-04
	The architecture SHALL support storage of location information for a SET user in order to provide it at a later time.
	SUPL V1.0
	

	OSR-05
	SUPL SHALL be made adaptable to different legislative environments and variable security requirements so that it is legal to deploy and use SUPL, enabling applications utilizing location information under the laws of different countries.
	SUPL V1.0
	

	OSR-06
	SUPL SHALL NOT prevent the Application Service Provider from choosing a SUPL provider.
	SUPL V1.0
	

	OSR-07
	SUPL SHALL support the positioning of a SET attached to a WLAN network.
	SUPL V3.0
	

	OSR-08
	SUPL SHALL support the positioning of a SET attached to an I-WLAN network.
	SUPL V2.0
	

	OSR-09
	SUPL SHALL support the positioning of a SET attached to a WiMAX network.
	SUPL V2.0
	

	OSR-10
	SUPL SHALL support the positioning of a SET attached to an I-WiMAX network.
	SUPL V2.0
	


Table 11: High-Level System Requirements
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