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1 Reason for Change

This contribution adds an application identifier to the SUPL 2.0 TS. An application ID is required by carriers to   gather location application usage statistics for network monitoring and debugging purposes and it is not intended for billing and authorization  This change is only applicable for SET initiated call flows as the Network Initiated cases are covered by fields within the MLP request.
The SET initiated messages affected are SUPL START, SUPL TRIGGERED START and SUPL SET INIT.


The issues this CR is trying to resolve are:


1. Operators need to track application usage for network monitoring and debugging purposes.  Currently this can be tracked for Network Initiated requests, but not SET Initiated.
CR Impacts on SETs:

1. Location APIs such as JSR 179 and 293 do not currently provide a mechanism for applications to pass in application ID.  These JSR's will need to be updated to add the ability to pass application ID to the SUPL layer on the SET.
2. Location application accessing the location APIs such as JSR 179 and 293 needs to be authenticated to ensure provided application ID is trustworthy.  Currently many operators already require location applications to obtain a security certificate to access their location APIs such as JSR 179. Section 7 provides an example architecture where the location application is authenticated using security certificate. .It shall be noted that mechanisms other than security certificate may also be used. Since preventing unauthorized access to various APIs on the device is a more general issue and a global mechanism larger than location is required, defining/standardizing application authentication and authorization mechanism is considered outside scope of SUPL.
3. 
4. Application ID is optional. SET implementation that chooses to support application ID needs to support it as defined in the attached updated ULP TS.
It shall be noted that SUPL allows multiple simultaneous sessions initiated by the same or multiple applications on the SET.  It also allows applications to share assistance data or position information. The introduction of application ID by no means changes the above SET behaviours currently allowed by SUPL. 
The CR is fully aware that in some cases an application on the SET may use the assistance data or position information that is downloaded or calculated by another application and does not need to access SLP, Therefore the usage statistics collected at SLP will not reflect the actually number of times an application requests location service from SUPL layer on the SET. However, when usage statistics based on application ID are collected at the SLP over an extended period of time, it can still give operators valuable information about SUPL traffic pattern/trend per application.
CR Impacts on SLPs:

1. Application ID is optional. SLP implementation that chooses to support application ID needs to support it as defined in the attached updated ULP TS.
CR 193V2

1. Added Andrew Corp and Orange SA as co-signers

2. Updated to the 20090630 version of TS.

3. Removed call flows as Application ID is now an optional parameter.

4. Updated Section 10.25 to state the exception procedures under 5.2.17.1 apply.

5. Updated ASN.1

a. Added ApplicationID to SUPL-SET-INIT

b. Ver2-SUPL-START-extension

CR 193V3
1. Updated to the 20090831 version of TS.
2. Updated the objectives of the CR to focus on location application usage statistics based on comments from China Mobile.
3. Added T-Mobile, ZTE and China Mobile as co-signers.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications
N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change the SUPL 2.0 TS document accordingly.
6 Detailed Change Proposal

See attached SUPL 2.0 document (OMA-TS-ULP-V2_0-20090630-D_TCS_ApplicationID.doc) updated to include application identification.
7 Other

This section provides an example architecture where the location application is authenticated using security certificate..

This information is NOT for inclusion in the TS.
Location API Protection:

Location APIs such as JSR 179 are currently protected from being accessed by means of a certificate tied to an application.  This enables the SET to prevent any access to SUPL at the Location API layer and to ensure that application ID passed into Location API layer is trustworthy.


Possible Architecture:
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