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1 Reason for Change

This CR proposes changes to OMA- AD-LOCSIP-V1_0-20100209-D:

· Proposes LOCSIP AD modifications in Section 5.4.1.2, based on updates to IETF draft-niemi-sipping-event-throttle-08. Updated material (use of “min-interval” and “max-interval” instead of “throttle” and “force”) is now based on IETF draft-ietf-sipcore-event-rate-control-03.
· Proposes LOCSIP AD modifications in Section 5.4.3.1, based on conformance to IETF RFC 3265 – which indicates that an “Expires” header should not be included in SIP NOTIFY request, but instead an "expires" parameter may be included in the "Subscription- State" header.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to incorporate changes to LOCSIP AD
Detailed Change Proposal

Change 1:  [Section 5.4.1.2 step 1]  Based on previous IETF draft-niemi-sipping-event-throttle-08, the Event header in SIP SUBSCRIBE included ‘throttle’ and ‘force’ to activate the Event Notification Rate Controls.  Based on the updated material in IETF draft-ietf-sipcore-event-rate-control-03, ‘min-interval’ and ‘max-interval’ are now used instead of ‘throttle’ and ‘force’.

Change 2:  [Section 5.4.1.2 step 9]  Note to Editor:  The phrase “Upon receipt of the SIP SUBSCRIBE request, as well as” in step 9 should be changed to normal (non-underlined black) text. 
Note: Same text format was used in LOCSIP AD 20090818 candidate version.

5.4.1.2 Subscribing to the Notification of Periodic Trigger
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Figure 3: Flow for Subscribing to the Notification of Periodic Trigger

1. A Location Client sends a SIP SUBSCRIBE request to the Location Server requesting the location of the Target to be delivered periodically. This is done by including an Event header (with min-interval and max-interval set to the same value) in the SIP SUBSCRIBE request. 

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the Location Server.

3. The Location Server authorizes the subscription. If the authorization succeeds, the Location Server sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted.

4. The SIP/IP Core network forwards the SIP 200 OK response to the Location Client.
Steps 5 to 8 are optional and do not have to be performed if step 10 can be performed directly after step 3.
5. The Location Server sends a SIP NOTIFY request with an empty or neutral body to the SIP/IP Core network.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

7. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

9. Upon receipt of the SIP SUBSCRIBE request, as well as when the time specified by the periodic trigger is reached, the Location Server retrieves, if not already available, the location information of the Target and determines if a notification is to be sent out based on the subscription filter. 

10. The Location Server enforces the location policy and generates a SIP NOTIFY request including the location result. The Location Server sends a SIP NOTIFY request along the path of the SIP SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. 
11. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

12. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

13. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

NOTE: Steps 9 to 13 will be repeated during subscription period in order to get location of the Target periodically. 
Change 3:  [Section 5.4.3.1 step 3]  Editorial:  Mis-placed sentence fragment should be moved to its proper location. 

Change 4:  [Section 5.4.3.1 step 5]  Inclusion of an Expires header in the SIP NOTIFY request is contrary to the SIP specifications for SUBSCRIBE / NOTIFY. Based on table in [RFC 3265] Section 7.1 (plus note in next-to-last paragraph of [RFC 3265] Section 3.2.2) … Expires header should not be included in SIP NOTIFY request, or in the response to the SIP NOTIFY.    

Section 3.2.2 of [RFC  3265] states “If the value of the "Subscription-State" header is "active" or "pending", the notifier SHOULD also include in the "Subscription- State" header an "expires" parameter which indicates the time remaining on the subscription.”  Thus, the Location Server should instead set the remaining subscription interval via the expires parameter in the Subscription-state header of the SIP NOTIFY request (e.g., Subscription-State: Active; expires=20).


5.4.3.1
Location Client Initiated Canceling/Refreshing
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Figure 8: Flow for Location Client Initiated Subscription Cancellation/Refreshing

1. A Location Client sends a SIP SUBSCRIBE request on the same dialog as the existing subscription, with an “Expires” header field indicating the new duration of the subscription, according to [RFC3265]. To refresh the subscription, the “Expires” header field should be set to the new expiration time.  To terminate the subscription, the “Expires” header field should be set to 0.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

3. The Location Server accepts the SIP SUBSCRIBE request and updates the duration of subscription to the new expiration time specified by the “Expires” header. If the “Expires” header is set to 0, indicating the cancellation of a subscription operation, the subscription will be terminated. After that, the Location Server sends a SIP 200 OK response to the SIP/IP Core. 
4. The SIP/IP Core forwards the response to the Location Client.

5. Location Server sends a SIP NOTIFY request to the SIP/IP Core network according to [RFC3265]. For refreshing subscription, the SIP NOTIFY request contains  a "Subscription-State" header with value "active" and with an "expires" parameter indicating the time remaining on the subscription.  For cancelling subscription, the SIP NOTIFY request contains a “Subscription-State” header field with value “terminated”. 
6. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
7. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

8. The SIP/IP Core forwards the SIP 200 OK response to the Location Server.
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