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1 Reason for Change

This contribution proposes corrections for comments C098 and C101 for SUPL 3.0 CONRR (OMA-CONRR-SUPL-V3_0-20110822-D).

	C098
	2011.07.11
	T
	5.1.2.8
	Source: Qualcomm

Form: INP doc

Comment: A rule is needed concerning what happens if a D-SLP or E-SLP is authorized more than once – e.g. by both the H-SLP and a Proxy D/E-SLP or by multiple Proxy D/E-SLPs. This could result in conflicting access conditions – e.g. small service area and/or short duration assigned by the H-SLP versus larger service area and/or longer service duration from a Proxy D/E-SLP. It is suggested that any H-SLP authorization override authorization by a Proxy D/E-SLP but that separate authorizations by different Proxy D/E-SLPs be allowed to coexist. The following is thus suggested to be added at the end of step F. “The SET shall ignore and not act upon (as specified in step G) any D-SLP or E-SLP authorization from a Proxy D/E-SLP so long as the same D-SLP or E-SLP is authorized by the H-SLP. The SET may retain and act separately upon (as specified in step G) any authorizations from different Proxy D/E-SLPs for the same D-SLP or E-SLP”.

Proposed Change: Update spec accordingly.
	Status: OPEN 
It needs to be clarified how exactly to deal with a D-SLP which has been authorized with different service areas by two different Proxy D-SLPs. How does the SET know which “service area profile” to use?

Qualcomm to provide CR or clarification.  

	C101
	2011.07.28
	Q/T
	5.1.2.9
	Source: LGE

Form: INP #0036

Comment: If the D-SLP that the SET currently accesses cannot support a Network Initiated service, how does it handled?

Proposed Change: Add an obvious description on this case.
	Status: OPEN 
Issue to solve: shouldn’t the SET always update the H-SLP with any new D-SLP regardless whether or not that D-SLP supports NI? For instance if the SET moved on to a D-SLP only supporting SI, the H-SLP could initiated a NI session in case it received a request from a SUPL Agent. If, however, the SET does not register that SI only D-SLP with the H-SLP, the NI session would fail.

Qualcomm to propose CR.


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this CR and apply the proposed changes to SUPL 3.0 TS ULP.
6 Detailed Change Proposal

5.1.2.7 D-SLP and E-SLP Authorization by the H-SLP
This procedure may be invoked by a SET to obtain authorization from the H-SLP for D-SLPs and/or E-SLPs discovered by the SET in the SET’s local serving area and/or to receive addresses of other authorized D-SLPs and/or E-SLPs from the H-SLP for the SET’s local serving area. Note that there may be an arrangement between the provider of an H-SLP and the provider of a D-SLP or E-SLP to avoid service overload to the D/E-SLP. The arrangement may limit the number of SETs for which the D/E-SLP can be simultaneously authorized. Such an arrangement and the manner of its support (e.g. realtime versus non-realtime) are outside the scope of this specification.
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Figure 10: D-SLP and E-SLP Authorization by the H-SLP
A. The SET invokes the procedure to obtain the addresses of up to 10 authorized D-SLPs and/or up to 10 authorized E-SLPs from the H-SLP in the local serving area. The procedure may be invoked under any of the following conditions once any minimum retry period for any previous invocation of this procedure has expired:

a. The SET discovers a D-SLP or E-SLP address for the local area that it would like to have authorized. Note that discovery of a D-SLP or E-SLP address is outside the scope of SUPL

b. In the case of D-SLP authorization, the SET is unable to obtain adequate positioning service from the H-SLP and either has no currently authorized D-SLPs or has currently authorized D-SLPs, access to which is forbidden due to geographic area or access network restrictions. Note that a D-SLP remains authorized until the associated service duration has expired.

c. In the case of E-SLP authorization, the SET is accessing a network that is not the home network, needs access to an E-SLP and either has no currently authorized E-SLPs or has currently authorized E-SLPs, access to which is forbidden due to geographic area or access network restrictions. Note that an E-SLP remains authorized until the associated service duration has expired.

The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET SHALL use the default address provisioned by the Home Network to establish a secure TLS connection to the H-SLP and send a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities). The SUPL START message also contains an SLP Query parameter (slpQuery) indicating whether the SET requests D-SLP and/or E-SLP addresses. For a D-SLP request, the SET SHALL include a list of any D-SLP addresses currently authorized by the H-SLP and may include a list of preferred D-SLP addresses (e.g. discovered D-SLP addresses) and/or a list of not preferred D-SLP addresses (e.g. D-SLPs the SET could not previously obtain service from). An address on the first list may appear on the second or third list (but not on both). For an E-SLP request, the SET may include three lists of E-SLP addresses corresponding exactly to those for a D-SLP request. In the case of a request for a D-SLP address, the SET may also provide the QoP desired from the D-SLP. The SET also includes the identity of the serving access network and its current position estimate if either is available.

C. The H-SLP proceeds to step F if it does not need to obtain the position of the SET or verify any position provided in step B. Otherwise, the H-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE message contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and H-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during the SUPL POS message exchange or optionally in step D. The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

F. Once any position calculation is complete, the H-SLP determines a new set of authorized D-SLP addresses if D-SLP addresses were requested and/or a new set of authorized E-SLP addresses if E-SLP addresses were requested. If the SET requested a D-SLP address and provided a QoP associated with this request in step B, the H-SLP need not provide any D-SLP addresses if the H-SLP itself can support the QoP at the SET's current location. The H-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses if D-SLP addresses were requested and/or a list of authorized E-SLP addresses if E-SLP addresses were requested. The addresses in each list are included in priority order, highest priority first, and replace any previous list of authorized D-SLPs or E-SLPs that the SET may have received previously from the H-SLP. The lack of such a list or a list containing no addresses for a particular requested SLP type means that no addresses for this requested SLP type were authorized and the SET needs to remove any SLPs of this type previously authorized by the H-SLP. Note that when a previous authorization for a Proxy D-SLP or Proxy E-SLP is removed, any authorizations for D-SLPs or E-SLPs received from the Proxy D-SLP or Proxy E-SLP are also removed. For each provided D-SLP or E-SLP address, the H-SLP may include the service duration for which the SLP address shall be considered valid, the service area within which the SLP may be accessed, a list of serving access networks from which the SLP may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of an authorized D-SLP address, the H-SLP may also provide a list of services that the SET is permitted to engage in with this D-SLP and may provide a preference for accessing a D-SLP versus accessing the H-SLP for any SET initiated location request. The H-SLP may also indicate if a D-SLP or E-SLP is a Proxy D-SLP or Proxy E-SLP, respectively, that is allowed to act as a proxy for the H-SLP and provide local D-SLP or E-SLP addresses, respectively, itself to the SET as described in the procedure for Figure 11. When D-SLP addresses are authorized by the H-SLP, the H-SLP may indicate whether it wishes to receive a notification from the SET whenever the SET changes access to a different D-SLP. The H-SLP can also indicate whether it wishes to receive such notifications only for SET access to D-SLPs that are authorized to provide network initiated services and/or for SET access to D-SLPs authorized by a Proxy D-SLP. Whether or not the H-SLP is able to return any authorized D-SLP and/or E-SLP addresses, the H-SLP may return a minimum retry period for repeating the D-SLP and E-SLP Authorization procedure. The absence of a minimum retry period is treated the same as a zero retry period. The H-SLP may also provide any position estimate computed in step E. The SET SHALL release the TLS connection to the H-SLP and release all resources related to this session. The H-SLP SHALL release all resources related to this session. 
G. The SET may subsequently access for SET initiated location services any E-SLP or D-SLP authorized by the H-SLP in step F according to the following rules:
a. D-SLPs and E-SLPs shall be accessed in priority order – where a lower priority address is accessed only when all higher priority addresses are precluded by some other condition or cannot provide service.
b. A D-SLP or E-SLP may only be accessed so long as any service duration for the D-SLP or E-SLP has not expired.

NOTE: a SET SHALL terminate any session in progress with a D-SLP or E-SLP when the service duration expires unless regulatory requirements in the case of an E-SLP require otherwise. In order to avoid loss of service, it is recommended that a SET request reauthorization from the H-SLP of a D/E-SLP that is currently being used some time (e.g. 5 to 10 minutes) before the service duration expires.
c. A D-SLP or E-SLP may only be accessed if the SET satisfies any provided service area and access network restrictions. If the combination type is “AND”, the SET must be within the service area and using an access network provided for the D/E-SLP. If the combination type is “OR”, the SET must be within the service area or using an access network provided for the D/E-SLP. If the combination type is “Conditional OR”, the SET must be within the service area or if the SET cannot deteremine whether it is within the service area then the SET must be using an access network provided for the D/E-SLP.
NOTE: A SET should use its most recent location estimate (current or previous) to determine any service area condition. The determination may be probabilistic (i.e. determining location within the service area with some probability). Before the conditions for accessing a D/E-SLP are fulfilled, the SET should not access the D/E-SLP to help verify a service area condition. After the access conditions are fulfilled, the SET should periodically re-verify them. If re-verification fails i.e., if the SET is no longer within the service area, the SET should cease access and terminate any ongoing sessions. Exact details of how these requirements are supported are implementation dependent.
d. In the case of D-SLP access, a SET may only request an authorized service. This condition can be ignored when the H-SLP did not provide a list of authorized services.
e. In the case of D-SLP access, the SET shall follow any preference provided for H-SLP access. If H-SLP access is indicated as “not allowed”, the SET shall not access the H-SLP (and thus must access a D-SLP) whenever the conditions for accessing at least one D-SLP are fulfilled. If H-SLP access is indicated as “not preferred”, the SET shall only access the H-SLP if no D-SLP could provide the service. If H-SLP access is indicated as “preferred”, the SET shall only access a D-SLP after attempting (and failing) to obtain service from the H-SLP. If no preference is provided, the SET may decide its own preference for accessing a D-SLP versus the H-SLP.
For an Network Initiated service request from an authorized D-SLP, the SET may ignore the above restrictions as long as the D-SLP was authorized to support the particular Network Initiated service requested. For an Network Initiated service request from an E-SLP, whether authorized or not, the SET should first follow any local regulations regarding support. A D-SLP or E-SLP authorization is considered to terminate once any service duration has expired. The SET may then remove any internal data associated with this D-SLP or E-SLP. Authorizations are also considered to expire for any D-SLPs or E-SLPs authorized by a Proxy D-SLP or Proxy E-SLP whose service duration has expired.
5.1.2.8 D-SLP or E-SLP Authorization by a Proxy D-SLP or Proxy E-SLP
This procedure may be invoked by a SET to obtain authorization from a Proxy D-SLP or Proxy E-SLP for D-SLPs or E-SLPs, respectively, that were discovered by the SET in its local serving area. The procedure may also be invoked to receive addresses of other authorized D-SLPs from a Proxy D-SLP for the SET’s local serving area. A Proxy D-SLP or Proxy E-SLP is initially authorized by the H-SLP using the procedure for Figure 10. The H-SLP may also provide the serving area for the Proxy D/E-SLP and/or a list of access networks. When a SET satisfies all the conditions defined in step G in Figure 10 for accessing a particular Proxy D/E-SLP it may either access the Proxy D/E-SLP for location services or request authorization of other D-SLPs or E-SLPs by the Proxy D/E-SLP if these may provide better location services. Any D-SLPs or E-SLPs authorized by a Proxy D/E-SLP will be effectively restricted to providing location services for the SET within the service area for the Proxy D/E-SLP and/or from an access network authorized for the Proxy D/E-SLP according to how these restrictions are required to be combined. This is because the rules on D-SLP and E-SLP access (described further on) initially require the SET to verify access to the Proxy D/E-SLP before obtaining access to a D-SLP or E-SLP authorized by this Proxy SLP. The benefit to the H-SLP is that the H-SLP need not be aware of all D-SLPs and E-SLPs (e.g. serving small areas like shopping malls, airports, railway stations etc.) within the service area of a Proxy D/E-SLP. This benefit may be significant when the Proxy SLP is located in a different country to the H-SLP. Instead, the Proxy D/E-SLP can act as a proxy for the H-SLP in authorizing such additional D-SLPs or E-SLPs. Note that there may be an arrangement between the provider of a Proxy D/E-SLP and the provider of a D-SLP or E-SLP authorized by the Proxy D/E-SLP to avoid service overload to the D/E-SLP. The arrangement may limit the number of SETs for which the D/E-SLP can be simultaneously authorized. Such an arrangement and the manner of its support (e.g. realtime versus non-realtime) are outside the scope of this specification. A SET that supports D-SLP or E-SLP authorization from a Proxy D/E-SLP should make use of this in preference to obtaining authorization from the H-SLP whenever authorization of previously unauthorized D-SLPs or E-SLPs is needed and provided the SET also satisfies any service area or access network conditions for accessing a Proxy D/E-SLP.
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Figure 11: D-SLP or E-SLP Authorization by a Proxy D-SLP or E-SLP
A. The SET invokes the procedure to obtain the addresses of up to 10 authorized D-SLPs or up to 10 authorized E-SLPs from an authorized Proxy D-SLP or E-SLP, respectively. The Proxy D/E-SLP acts as a proxy for the H-SLP by authorizing D-SLPs or E-SLPs in its own serving area (e.g. D-SLPs or E-SLPs that are unknown to the H-SLP). The procedure may only be invoked when the SET is currently able to access the Proxy D/E-SLP due to being within any associated service area and/or using any associated access network and provided any minimum retry period for a previous invocation of the procedure to the Proxy D/E-SLP has expired. When these conditions are satisfied, the SET may invoke the procedure when any of the following additional conditions apply.

a. The SET discovers a D-SLP or E-SLP address within the Proxy D/E-SLP service area and/or from an access network authorized for the Proxy D/E-SLP (according to how these conditions are required to be combined) that it would like to have authorized. 

b. In the case of D-SLP authorization, the SET is unable to obtain adequate positioning service from either the H-SLP or any authorized D-SLP (including the Proxy D-SLP and any D-SLPs currently authorized by the Proxy D-SLP).

The SET takes appropriate action to establish a secure TLS connection to the Proxy D/E-SLP.

B. The SET SHALL use the address provided by the H-SLP for the Proxy D/E-SLP to establish a secure TLS connection to the Proxy D/E-SLP and send a SUPL START message to start a positioning session with the Proxy D/E-SLP. The SUPL START message contains the SET capabilities (sETCapabilities). The SUPL START message also contains an SLP Query parameter (slpQuery) indicating whether the SET requests D-SLP or E-SLP addresses. For a D-SLP request, the SET SHALL include a list of any D-SLP addresses currently authorized by the Proxy D-SLP and may include a list of any preferred D-SLP addresses (e.g. discovered D-SLP addresses) and/or a list of any not preferred D-SLP addresses. An address on the first list may appear on the second or third list (but not on both). For an E-SLP request, the SET may include three lists of E-SLP addresses corresponding exactly to those for a D-SLP request.  In the case of a request for D-SLP addresses, the SET may also provide the QoP desired from the D-SLP. The SET also includes the identity of the serving access network and its current position estimate if either is available.

C. The Proxy D/E-SLP proceeds to step F if it does not need to obtain the position of the SET or verify any position provided in step B. Otherwise, the Proxy D/E-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the Proxy D/E-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the Proxy D/E-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and Proxy D/E-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the Proxy D/E-SLP during the SUPL POS message exchange or optionally in step D. The Proxy D/E-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the Proxy D/E-SLP (SET-Based).

F. Once any position calculation is complete, the Proxy D/E-SLP determines a new set of authorized D-SLP addresses if D-SLP addresses were requested or a new set of authorized E-SLP addresses if E-SLP addresses were requested. If the SET requested D-SLP addresses and provided a QoP associated with this request in step B, a Proxy D-SLP need not provide any D-SLP address if the Proxy D-SLP itself can support the QoP at the SET's current location. The Proxy D/E-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses if D-SLP addresses were requested or a list of authorized E-SLP addresses if E-SLP addresses were requested. The addresses in each list are included in priority order, highest priority first, and replace any previous list of authorized D-SLPs or E-SLPs that the SET may have received from the same Proxy D/E-SLP. D-SLPs and E-SLPs that were provided by the H-SLP or by another Proxy D/E-SLP are not affected and remain authorized according to the parameters provided by the H-SLP or other Proxy D/E-SLP. The lack of such a list from the Proxy D/E-SLP being queried or a list containing no addresses for a particular requested SLP type means that no addresses for this requested SLP type were authorized by the Proxy D/E-SLP and the SET needs to remove any addresses previously authorized by the Proxy D/E-SLP. For each provided D-SLP or E-SLP address, the Proxy D/E-SLP may include the service duration for which the SLP address shall be considered valid, the service area within which the SLP address may be accessed, a list of serving access networks from which the SLP address may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of a provided D-SLP address, the Proxy D-SLP should not provide a list of services that the SET is permitted to engage in with this D-SLP as this may conflict with the services authorized by the H-SLP for the Proxy D-SLP. Instead, the SET shall assume the same services that were previously authorized by the H-SLP for the Proxy D-SLP. The proxy D-SLP shall also not provide a preference for accessing the H-SLP or provide a request for notifying the H-SLP when a D-SLP is accessed and the SET shall ignore any such indications if received. Whether or not the Proxy D/E-SLP is able to return authorized D-SLP and/or E-SLP addresses, the Proxy D/E may return a minimum retry period for repeating the D-SLP or E-SLP Authorization procedure to the same Proxy D/E-SLP. The absence of a minimum retry period is treated the same as a zero retry period.  The SET SHALL release the TLS connection to the Proxy D/E-SLP and release all resources related to this session. The Proxy D/E-SLP SHALL release all resources related to this session. The SET shall ignore and not act upon (as specified in step G) any D-SLP or E-SLP authorized by a Proxy D/E-SLP so long as the same D-SLP or E-SLP is authorized by the H-SLP. The SET may retain and act separately upon (as specified in step G) any authorizations from different Proxy D/E-SLPs for the same D-SLP or E-SLP
G. The SET may subsequently access any E-SLP or D-SLP provided by the Proxy D/E-SLP in step F for SET initiated location services according to the following rules which employ two levels of recursion:
a. The SET initially follows the rules defined in step G of Figure 10 to determine whether to access the H-SLP or a D-SLP or E-SLP directly authorized by the H-SLP. If the SET determines that a Proxy D-SLP or Proxy E-SLP should be accessed and the Proxy D/E-SLP has itself authorized one or more other SLPs, the SET follows the rules below to determine whether to access the Proxy D/E-SLP or an SLP authorized by the Proxy D/E-SLP. 

b. D-SLPs or E-SLPs provided by the Proxy D/E-SLP shall be accessed in priority order – where a lower priority address is accessed only when all higher priority addresses are precluded by some other condition or cannot provide service.
c. A D-SLP or E-SLP may only be accessed so long as any service duration for the D-SLP or E-SLP has not expired.

NOTE: a SET SHALL terminate any session in progress with a D-SLP or E-SLP when the service duration expires unless regulatory requirements in the case of an E-SLP require otherwise. In order to avoid loss of service, it is recommended that a SET request reauthorization from the authorizing Proxy D/E-SLP of a D/E-SLP that is currently being used some time (e.g. 5 to 10 minutes) before the service duration expires.
d. A D-SLP or E-SLP provided by the Proxy D/E-SLP may only be accessed if the SET satisfies any service area and access network restrictions provided by the Proxy D/E-SLP. If the combination type is “AND”, the SET must be within the service area and using an access network provided for the D/E-SLP. If the combination type is “OR”, the SET must be within the service area or using an access network provided for the D/E-SLP. If the combination type is “Conditional OR”, the SET must be within the service area or if the SET cannot deteremine whether it is within the service area then the SET must be using an access network provided for the D/E-SLP.
NOTE: A SET should use its most recent location estimate (current or previous) to determine any service area condition. The determination may be probabilistic (i.e. determining location within the service area with some probability). Before the conditions for accessing a D/E-SLP are fulfilled, the SET should not access the D/E-SLP to help verify a service area condition. After the access conditions are fulfilled, the SET should periodically re-verify them. If re-verification fails, i.e., if the SET is no longer within the service area, the SET should cease access and terminate any ongoing sessions. Exact details of how these requirements are supported are implementation dependent. In the case of D-SLP access, a SET may only request a service authorized by the H-SLP for the Proxy D-SLP. 
e. Preference should normally be given to accessing a D-SLP or E-SLP authorized by the Proxy D/E-SLP, provided this meets the previous conditions, rather than accessing the Proxy D/E-SLP.
For an Network Initiated service request from a D-SLP authorized by a Proxy D-SLP, the SET may ignore the above restrictions as long as the Proxy D-SLP was authorized by the H-SLP to support the particular Network Initiated service requested. However, privacy requirements (e.g. as defined for each Network Initiated service) should still be followed. For an Network Initiated service request from an E-SLP, whether authorized or not, the SET should first follow any local regulations regarding support. A D-SLP or E-SLP authorization from a Proxy D/E-SLP is considered to terminate once any associated service duration for the D-SLP or E-SLP or for the parent Proxy D/E-SLP has expired. The SET may then remove any internal data associated with this D-SLP or E-SLP. 
5.1.2.9 D-SLP Access Notification to the H-SLP
This procedure is invoked by a SET to notify the H-SLP about change of D-SLP access by the SET. This enables the H-SLP to track which D-SLP will have access to the SET to perform an Network Initiated location service – e.g. if a location request from an external LCS Agent sent to the H-SLP needs to be forwarded or redirected to the D-SLP. In the event that the H-SLP cannot be reached, the SET may reattempt the procedure at a later time and shall only notify the H-SLP of the most recently accessed D-SLP. To avoid being notified about D-SLPs that are not allowed to perform network initiated services, the H-SLP can restrict this procedure only to D-SLPs that are authorized to perform network initiated services. The H-SLP can also include or exclude notification of SET access to a D-SLP authorized by a Proxy D-SLP.
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Figure 12: D-SLP Access Notification to the H-SLP
A. The SET accesses a D-SLP either for the first time or for the first time after it has accessed one or more other D-SLPs that were notified to the H-SLP. If the D-SLP was not authorized to perform network initiated services and the H-SLP requested notification only for D-SLPs authorized to perform network initiated services or if the D-SLP was authorized by a Proxy D-SLP and the H-SLP did not request notification of a D-SLPs authorized by a Proxy D-SLP, the SET takes no action. Otherwise, the SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET SHALL use the default address provisioned by the Home Network for an H-SLP to establish a secure TLS connection to the H-SLP and send a SUPL REPORT message to the H-SLP. The SUPL REPORT message contains the address of the accessed D-SLP.

C. The H-SLP sends a SUPL END message to the SET indicating that the location session has ended. The H-SLP SHALL release all resources related to this session.
10.32 SLP Authorization
The SLP Authorization parameter is used to provide one or more authorized D-SLP and/or E-SLP addresses and provide optional limitations on the use of these addresses. 
	Parameter
	Presence
	Value/Description

	SLP Authorization
	-
	Provides one or more authorized D-SLP and/or E-SLP Addresses.

	> D-SLP Authorization List
	CV
	This parameter is included to provide one or more authorized D-SLP addresses and associated conditions for accessing each address. D-SLP addresses are provided in priority order (highest priority first) where a higher priority D-SLP shall be accessed by the SET in preference to a lower priority D-SLP when associated service area and access network conditions are satisfied. In a response to a SET request for D-SLP addresses, the absence of this parameter or the presence of this parameter containing no D-SLP addresses indicates no D-SLPs are authorized: any D-SLPs previously authorized by the SLP sending the response shall then be considered de-authorized by the SET with any associated SUPL sessions in progress being terminated by the SET with a SUPL END message. If a previously authorized Proxy D-SLP is thereby de-authorized, any D-SLPs authorized by the Proxy D-SLP are also de-authorized.  

	>> D-SLP List
	M
	This parameter provides the authorized D-SLP addresses and conditions for accessing each address.

	>>> D-SLP Address
	M
	This field provides an authorized D-SLP address in the form of an FQDN.

	>>> Service Duration
	O
	This parameter provides the duration of the D-SLP authorization. If this parameter is absent, the duration is unlimited.

	>>> Service Area
	O
	This parameter provides a geographic area within which the authorized D-SLP may be accessed. If this parameter is absent, no service area is explicitly authorized though access to the D-SLP may still be permitted via the Access Network List.

	>>> Access Network List
	O
	This parameter provides a list of access networks from which the authorized D-SLP address may be accessed. If this parameter is absent, no access networks are explicitly authorized though access to the D-SLP may still be permitted via the Service Area.

	>>> Combination Type
	O
	This parameter defines how the Service Area and Access Network List restrictions are combined. The alternatives are:

· AND (SET  must be within the service area AND using an allowed access network)

· OR (SET must be within the service area OR using an allowed access network)

· Conditional OR (SET must be within the service area. If the SET cannot determine whether it is within the service area, the SET must use an allowed access network)

The default if this parameter is not included is OR.

	>>> Services
	O
	This parameter provides a list of services that a SET may engage in with the authorized D-SLP. Allowed services are indicated by a Boolean TRUE value and disallowed services are indicated by FALSE values. A SET SHALL not request or accept a request for any disallowed service. This parameter shall not be included for a D-SLP authorized by a Proxy D-SLP and shall be ignored if included. If this parameter is absent for an authorization received from the H-SLP, all services are allowed. In the case of authorization by a Proxy D-SLP, the services allowed for the D-SLP being authorized are the same as those authorized by the H-SLP for the Proxy D-SLP.

	>>> Proxy D-SLP
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This presence of this parameter indicates that the D-SLP can act as a proxy for the H-SLP to provide authorized D-SLP addresses to the SET. Any D-SLP addresses provided by a Proxy D-SLP are treated separately to addresses provided by the H-SLP or by another Proxy D-SLP.

	>> H-SLP Access Preference
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This parameter indicates whether the H-SLP may be accessed by the SET instead of a D-SLP for SET initiated location services. The following values are supported: 

· Access to H-SLP not allowed

· Access to H-SLP not preferred (H-SLP to be used as a backup)

· Access to H-SLP preferred (D-SLP to be used as a backup) 

Absence of the parameter means there is no preference and the SET may access either the H-SLP or a D-SLP.  
Note: existing H-SLP sessions SHALL not be affected by this parameter.

	>> Report D-SLP Access
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This parameter is included to request notification from the SET to the H-SLP when the SET changes access to a different D-SLP. The notification can be restricted just to D-SLPs authorized to perform network initiated services. The notification can also be extended to D-SLPs authorized by a Proxy D-SLP. The notification can assist the H-SLP to redirect or forward location requests for the SET from external SUPL Agents to the most recently notified D-SLP. 

	>>> Include Proxy D-SLP Authorized D-SLPs
	M
	This parameter indicates whether D-SLPs authorized by a Proxy D-SLP that supports Network Initiated services shall be notified to the H-SLP (TRUE) or not (FALSE) in addition to D-SLPs directly authorized by the H-SLP.

	> E-SLP Authorization List
	CV
	This parameter is included to provide one or more authorized E-SLP addresses and associated conditions for accessing each address. E-SLP addresses are provided in priority order (highest priority first) where a higher priority E-SLP shall be accessed by the SET in preference to a lower priority E-SLP when associated service area and access network conditions are satisfied. In a response to a SET request for E-SLP addresses, the absence of this parameter or the presence of this parameter containing no E-SLP addresses indicates no E-SLPs are authorized: any E-SLPs previously authorized by the SLP sending the response shall then be considered de-authorized by the SET with any associated SUPL sessions in progress being terminated by the SET by sending a SUPL END. If a previously authorized Proxy E-SLP is thereby deauthorized, any E-SLPs authorized by the Proxy E-SLP are also de-authorized. Exceptions to these rules may exist according to local regulatory requirements – e.g. a SET may accept an Network Initiated request for a single fix from an E-SLP when engaged in an emergency call regardless of whether the E-SLP was or was not authorized by the H-SLP.

	>> E-SLP List
	M
	This parameter provides the authorized E-SLP addresses and conditions for accessing each address.

	>>> E-SLP Address
	M
	This field provides an authorized E-SLP address in the form of an FQDN.

	>>> Service Duration
	O
	This parameter provides the duration of the E-SLP authorization. If this parameter is absent, the duration is unlimited.

	>>> Service Area
	O
	This parameter provides a geographic area within which the authorized E-SLP may be accessed. If this parameter is absent, no service area is explicitly authorized though access to the E-SLP may still be permitted via the Access Network List.

	>>> Access Network List
	O
	This parameter provides a list of access networks from which the authorized E-SLP address may be accessed. If this parameter is absent, no access networks are explicitly authorized though access to the E-SLP may still be permitted via the Service Area.

	>>> Combination Type
	O
	This parameter defines how the Service Area and Access Network List restrictions are combined. The alternatives are:

· AND (UE must be within the service area AND using an allowed access network)

· OR (UE must be within the service area OR using an allowed access network)

· Conditional OR (UE must be within the service area. If the UE cannot determine whether it is within the service area, the UE must use an allowed access network)

The default if this parameter is not included is OR.

	>>> Proxy E-SLP
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This presence of this parameter indicates that the E-SLP can act as a proxy for the H-SLP to provide authorized E-SLP addresses to the SET. Any E-SLP addresses provided by a Proxy E-SLP are treated separately to addresses provided by the H-SLP or by another Proxy E-SLP.

	> Minimum retry period
	O
	This parameter provides the minimum time period that the SET must wait before instigating a new D-SLP or E-SLP Authorization request. The parameter is valid in both a response to a SET SLP Authorization request and in an unsolicited SLP Authorization (e.g. for the Session Info Query procedure or in the SUPL END sent by the H-SLP or by a Proxy D-SLP or E-SLP for any SUPL session). The parameter only applies to the SLP that sent it – e.g. the minimum retry period for a Proxy D-SLP does not affect requests to the H-SLP and vice versa.


Table 69: SLP Authorization Parameter
1.2 Message Extensions (SUPL Version 3)

ULP-Version-3-message-extensions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS

Ver3-SUPL-INIT-extension, Ver3-SUPL-START-extension, Ver3-SUPL-POS-INIT-extension, Ver3-SUPL-END-extension, Ver3-SUPL-RESPONSE-extension, Ver3-SUPL-TRIGGERED-RESPONSE-extension, Ver3-SUPL-TRIGGERED-START-extension, Ver3-SUPL-TRIGGERED-STOP-extension, Ver3-SUPL-SET-INIT-extension, Ver3-SUPL-NOTIFY-extension, Ver3-SUPL-NOTIFY-RESPONSE-extension, Ver3-SUPL-REPORT-extension, QoPCapabilities, RelativePositioningCapabilities, CivicPositioningCapabilities;

IMPORTS

  Ver, QoP, FQDN
FROM ULP-Components
  CircularArea, EllipticalArea, PolygonArea
FROM Ver2-ULP-Components
PosProtocolVersion3GPP, PosProtocolVersion3GPP2

FROM ULP-Version-2-parameter-extensions

PosProtocolVersionOMA

FROM ULP-Version-3-parameter-extensions

 PosPayLoad

FROM SUPL-POS

 Notification
FROM SUPL-INIT

 SessionID

FROM ULP-Components
 NotificationResponse
FROM SUPL-NOTIFY-RESPONSE
 maxnumSessions, SessionList

FROM SUPL-REPORT

 OMA-LPPe-RelativeLocation, OMA-LPPe-ReferencePointUniqueID, OMA-LPPe-CivicLocation
FROM OMA-LPPE;

Ver3-SUPL-INIT-extension ::= SEQUENCE {

  sLPCapabilities  
SLPCapabilities OPTIONAL,
  gSSParameters   
GSSParameters OPTIONAL,

  extendedNotification
ExtendedNotification
OPTIONAL,

  d-slp-Address

SLP-Address

OPTIONAL,

  highAccuracyQoP

HighAccuracyQoP
OPTIONAL,

...}

SLPCapabilities ::= SEQUENCE {


  supportedPosProtocols 
SupportedPosProtocols,

  supportedProtocolVersions
SupportedProtocolVersions,

...,

  qoPCapabilities

QoPCapabilities OPTIONAL,

  civicPositioningCapabilities  
CivicPositioningCapabilities OPTIONAL,
  relativePositioningCapabilities
RelativePositioningCapabilities OPTIONAL}

QoPCapabilities ::= SEQUENCE {

  highQualityPositionRX
BOOLEAN,

  highQualityPositionTX
BOOLEAN,

  highQualityVelocityRX
BOOLEAN,

  highQualityVelocityTX
BOOLEAN,

...}

CivicPositioningCapabilities ::= SEQUENCE {

positioningAbsoluteCivicAddress  BOOLEAN,

...}
RelativePositioningCapabilities ::= SEQUENCE (

  positioningRelativeToReferencePoint
BOOLEAN,

...}

SupportedPosProtocols ::= BIT STRING {

  LPP

(0),

  LPPe

(1),

  TIA-801
(2)} (SIZE (1..8))

SupportedProtocolVersions ::= SEQUENCE {

  posProtocolVersionLPP
PosProtocolVersion3GPP
OPTIONAL,

  posProtocolVersionLPPe
PosProtocolVersionOMA
OPTIONAL,

  posProtocolVersionTIA801
PosProtocolVersion3GPP2
OPTIONAL,

...}

GSSParameters ::= SEQUENCE {

  duration
Duration,

...}

Duration ::= SEQUENCE {

  timeDuration
INTEGER (1..44640) OPTIONAL, -- time duration in minutes (maximum time duration is 31 days)

  messageCountDuration
MessageCountDuration OPTIONAL,

...} -- either timeDuration or messageCountDuration or both SHALL be included
MessageCountDuration ::= SEQUENCE {

  numUplinkMessages
INTEGER (1..4096) OPTIONAL, -- max number of SUPL POS messages on uplink

  numDownlinkMessages
INTEGER (1..4096) OPTIONAL, -- max number of SUPL POS messages on downlink
  numTotalMessages
INTEGER (1..8192) OPTIONAL, -- max number of uplink + downlink SUPL POS messages

...}

ExtendedNotification ::= SEQUENCE {

locationURI
URI
OPTIONAL, 

...}

URI ::= VisibleString (FROM ( "a".."z" | "A".."Z" | "0".."9" | ":" | "/" | "?" | "#" | "[" | "]" | "@" | "!" | "$" | "&" | "'" | "(" | ")" | "*" | "+" | "," | ";" | "=" | "-" | "." | "_" | "~" | “%”))
Ver3-SUPL-START-extension ::= SEQUENCE {

gSSParameters   
GSSParameters 
OPTIONAL,

locationURISet
LocationURISet
OPTIONAL,

locationURIRequest
LocationURIRequest
OPTIONAL,

ver

Ver 

OPTIONAL,

slpQuery
SLPQuery

OPTIONAL,

emergencyServicesIndication
EmergencyServicesIndication OPTIONAL,

referencePointId

OMA-LPPe-ReferencePointUniqueID OPTIONAL,

highAccuracyQoP

HighAccuracyQoP OPTIONAL,
...}
EmergencyServicesIndication ::= SEQUENCE {

...}

LocationURISet ::= SEQUENCE {

locationURIList
LocationURIList,

validity
LocationURIValidity,

...}

LocationURIList ::= SEQUENCE (SIZE(1..maxLocationURI)) OF URI
maxLocationURI ::= 5

LocationURIValidity ::= INTEGER (1..1440) -- in units of minutes

LocationURIRequest ::= SEQUENCE {

reason

LocationURIReason,

validity
LocationURIValidity,

...}

LocationURIReason ::= ENUMERATED {emergencysession, h-SLP, undefined, ...}

SLPQuery ::= SEQUENCE {

d-SLP-Query
D-SLP-Query

OPTIONAL,

e-SLP-Query
E-SLP-Query

OPTIONAL,

accessNetwork
AccessNetwork

OPTIONAL,

...}

D-SLP-Query ::= SEQUENCE {

authorized-D-SLP-Address-List
SLP-Address-List OPTIONAL,

preferred-D-SLP-Address-List
SLP-Address-List OPTIONAL,

not-preferred-D-SLP-Address-List
SLP-Address-List OPTIONAL,

qop


QoP
OPTIONAL,

...}

E-SLP-Query ::= SEQUENCE {

authorized-E-SLP-Address-List
SLP-Address-List OPTIONAL,

preferred-E-SLP-Address-List
SLP-Address-List OPTIONAL,

not-preferred-E-SLP-Address-List
SLP-Address-List OPTIONAL,

...}

SLP-Address-List ::= SEQUENCE (SIZE(1..maxSLP)) OF SLP-Address

maxSLP ::= 10

SLP-Address ::= SEQUENCE {

  FQDN,

...}

AccessNetwork ::= CHOICE {
 gSMAccess
MCC-MNC,

 wCDMAAccess  
MCC-MNC,

 lTEAccess
MCC-MNC,

 eHRPDAccess
MCC-MNC,

 cDMAAccess
SID-NID,

 hRPDAccess
Sector-ID,

 wiMaxAccess
BSID,

 wLANAccess
WLAN-ID,

 fixedAccess
FixedAccess,

...}

MCC-MNC ::= SEQUENCE {

 mcc
SEQUENCE (SIZE (3)) 
OF INTEGER (0..9),

 mnc
SEQUENCE (SIZE (2..3)) 
OF INTEGER (0..9) OPTIONAL}

SID-NID ::= SEQUENCE {

  sid         INTEGER(0..65535), 

-- System Id

  nid         INTEGER(0..32767)
OPTIONAL}
-- Network Id

Sector-ID ::= BIT STRING(SIZE (128)) -- HRPD Sector Id

BSID ::= SEQUENCE {

  bsID-MSB      BIT STRING (SIZE(24)),

  bsID-LSB      BIT STRING (SIZE(24)) OPTIONAL}

WLAN-ID ::= SEQUENCE {

  apMACAddress
BIT STRING(SIZE (48)) OPTIONAL, -- AP MAC Address
  ssid

OCTET STRING (SIZE (1..32)) OPTIONAL, -- WLAN SSID
...}
-- at least one of apMACAddress and ssid must be included
Fixed-Access ::= SEQUENCE {

 ipV4Address
BIT STRING (SIZE (32))
OPTIONAL,

 ipV6Address
BIT STRING (SIZE (128))
OPTIONAL,

... }
Ver3-SUPL-POS-INIT-extension ::= SEQUENCE {

  locationURISet
LocationURISet
OPTIONAL,
...}

Ver3-SUPL-END-extension ::= SEQUENCE {

  locationURISet
LocationURISet
OPTIONAL,

  slpAuthorization
SLPAuthorization
OPTIONAL,

  relativePosition
OMA-LPPe-RelativeLocation OPTIONAL,

  civicPosition
OMA-LPP-CivicLocation OPTIONAL,
...}

SLPAuthorization ::= SEQUENCE {

d-SLP-Authorization-List
D-SLP-Authorization-List
OPTIONAL,

e-SLP
-Authorization-List
E-SLP-Authorization-List
OPTIONAL,

minimum-retry-period
INTEGER (0..1440)
OPTIONAL,
--units are minutes

...}

D-SLP-Authorization-List ::= SEQUENCE {

d-slp-List

D-SLP-List,

h-SLP-Access-Preference
H-SLP-Access-Preference OPTIONAL, 

report-D-SLP-Access

Report-D-SLP-Access OPTIONAL,

...}

-- h-SLP-Access-Preference and report-D-SLP-Access shall not be included when the sender is a Proxy D-SLP and shall be ignored if received

D-SLP-List ::= SEQUENCE (SIZE(0..maxSLP)) OF D-SLP-Authorization

D-SLP-Authorization ::= SEQUENCE {

  d-SLP-Address
SLP-Address,

  serviceDuration
Duration
OPTIONAL,

serviceArea
Area
OPTIONAL,

accessNetworkList
AccessNetworkList OPTIONAL,
combinationtype
CombinationType OPTIONAL,
  services
D-SLP-Services OPTIONAL,

  proxy-d-slp
Proxy-D-SLP
OPTIONAL,

...}

-- accessNetworkList and proxy-d-slp are mutually exclusive and when both are present, a receiver shall ignore accessNetworkList

-- services and proxy-d-slp shall not be included when the sender is a Proxy D-SLP and shall be ignore if received
E-SLP-Authorization-List ::= SEQUENCE {

e-slp-List
E-SLP-List,

...}

E-SLP-List ::= SEQUENCE (SIZE(0..maxSLP)) OF E-SLP-Authorization

E-SLP-Authorization ::= SEQUENCE {

  e-SLP-Address
SLP-Address,

  serviceDuration
Duration
OPTIONAL,

serviceArea
Area
OPTIONAL,

accessNetworkList
AccessNetworkList OPTIONAL,
combinationType
CombinationType OPTIONAL,
proxy-e-slp
Proxy-E-SLP
OPTIONAL,

...}

-- accessNetworkList and proxy-e-slp are mutually exclusive

-- when both are present, a receiver shall ignore accessNetworkList

Duration ::= INTEGER (1..1024)
-- units are hours

Area ::= CHOICE {

 circularArea
CircularArea,

 ellipticalArea
EllipticalArea,

 polygonArea
PolygonArea,

 ... }

AccessNetworkList ::= SEQUENCE (SIZE (1..maxAccessNetwork)) OF AccessNetwork

maxAccessNetwork INTEGER ::= 1024

CombinationType ::= ENUMERATED {and, or, conditional-or, ...}
D-SLP-Services ::= SEQUENCE {

nI-SingleFix

BOOLEAN,

nI-LocationURIRequest
BOOLEAN,

nI-SessionInfoQuery

BOOLEAN,

nI-TriggeredPeriodic
BOOLEAN,

nI-TriggeredAreaEvent
BOOLEAN,
nI-VelocityEvent

BOOLEAN,

nI-RetrievalHistoricPosition
BOOLEAN,
nI-GSS


BOOLEAN,

sI-SingleFix

BOOLEAN,

sI-SingleFixThirdParty
BOOLEAN,
SI-SingleFixThirdPartyRelative
BOOLEAN,

SI-SingleFixTransferThirdParty
BOOLEAN,
sI-TriggeredPeriodic
BOOLEAN,

sI-TriggeredAreaEvent
BOOLEAN,
sI-VelocityEvent

BOOLEAN,
sI-GSS


BOOLEAN,

...}

H-SLP-Access-Preference ::= ENUMERATED {no-access, access-not-preferred, access-preferred, ...} 

Report-D-SLP-Access ::= SEQUENCE {

  only-Notify-D-SLPs-Authorized-For-NI-Service
BOOLEAN,
  include-Proxy-D-SLP-Authorized-D-SLPs
BOOLEAN,

...}

Proxy-D-SLP ::= SEQUENCE {

...}

Proxy-E-SLP ::= SEQUENCE {

...}

Ver3-SUPL-REPORT-extension ::= SEQUENCE {

  authorized-D-SLP-List
Authorized-D-SLP-List OPTIONAL,
  authorized-E-SLP-List
Authorized-E-SLP-List OPTIONAL,

  d-slp-Access-Notification
D-SLP-Access-Notification
OPTIONAL,
  relativePosition

OMA-LPPe-RelativeLocation OPTIONAL,

  civicPosition

OMA-LPP-CivicLocation OPTIONAL,
...}

Authorized-D-SLP-List ::= SEQUENCE (SIZE(1..maxSLP)) OF Authorized-D-SLP

Authorized-D-SLP ::= SEQUENCE {

  d-SLP-Address


SLP-Address,

  proxy-Authorized-D-SLP-List
SLP-Address-List OPTIONAL,

...}
-- proxy-Authorized-D-SLP-List may only be included in a response to an H-SLP Session Info Query when d-SLP-Address refers to a Proxy D-SLP
Authorized-E-SLP-List ::= SEQUENCE (SIZE(1..maxSLP) OF Authorized-E-SLP

Authorized-E-SLP ::= SEQUENCE {

  e-SLP-Address


SLP-Address,

  proxy-Authorized-E-SLP-List
SLP-Address-List OPTIONAL,

...}
-- proxy-Authorized-E-SLP-List may only be included in a response to an H-SLP Session Info Query when e-SLP-Address refers to a Proxy E-SLP
D-SLP-Access-Notification ::= SEQUENCE

  d-SLP-Address
SLP-Address,

...}

Ver3-SUPL-TRIGGERED-STOP-extension ::= SEQUENCE {

  slpAuthorization
SLPAuthorization OPTIONAL,

...}
Ver3-SUPL-RESPONSE-extension ::= SEQUENCE {

  sLPCapabilities  
SLPCapabilities OPTIONAL,
  gSSParameters   
GSSParameters OPTIONAL,

  relativePosition
OMA-LPPe-RelativeLocation OPTIONAL,

  civicPosition
OMA-LPP-CivicLocation OPTIONAL,
...}

Ver3-SUPL-TRIGGERED-RESPONSE-extension ::= SEQUENCE {

  sLPCapabilities  
SLPCapabilities OPTIONAL,
...}

Ver3-SUPL-TRIGGERED-START-extension ::= SEQUENCE {

posPayLoad  
PosPayLoad,

referencePointId
OMA-LPPe-ReferencePointUniqueID OPTIONAL,

highAccuracyQoP
HighAccuracyQoP OPTIONAL,
...}
Ver3-SUPL-TRIGGERED-STOP-extension ::= SEQUENCE {

  requestType
RequestType
OPTIONAL,

...}
RequestType ::= ENUMERATED {stop, pause, resume, ...}
Ver3-SUPL-SET-INIT-extension ::= SEQUENCE {

  resultType
ResultType
OPTIONAL,

  referencePointId
OMA-LPPe-ReferencePointUniqueID OPTIONAL,

  highAccuracyQoP
HighAccuracyQoP OPTIONAL,

...}

ResultType ::= ENUMERATED {absoluteposition, positionrelativetoreferencepoint, positionrelativetoSET, ...}
Ver3-SUPL-NOTIFY-extension ::= SEQUENCE {

  notificationList
SEQUENCE (SIZE (1..maxnumSessions)) OF NotificationSession
OPTIONAL,
...}
NotificationSession ::= SEQUENCE {

  sessionID
SessionID,
  notification  
Notification,
...}

Ver3-SUPL-NOTIFY-RESPONSE-extension ::= SEQUENCE {

  notificationRepList
SEQUENCE (SIZE (1.. maxnumSessions)) OF NotificationRepSession
OPTIONAL,
...}
NotificationRepSession ::= SEQUENCE {

  sessionID

SessionID,
  notificationResponse  
NotificationResponse,
...}

Ver3-SUPL-REPORT-extension ::= SEQUENCE {

  pauseSessionList
SessionList
OPTIONAL,
...}
Ver3-SUPL-TRIGGERED-STOP-extension ::= SEQUENCE {

endSessionList
SessionList
OPTIONAL,
...}

HighAccuracyQoP ::= SEQUENCE {

  horacc     INTEGER(0..255), -- as defined in [OMA LPPe] “uncertainty-semimajor” for OMA-LPPe-HighAccuracy3Dposition
  veracc     INTEGER(0..255) OPTIONAL, -- as defined in [OMA LPPe] “uncertainty-altitude” for OMA-LPPe-HighAccuracy3Dposition
  maxLocAge  INTEGER(0..65535) OPTIONAL, -- in units of seconds

  delay      INTEGER(1..256) OPTIONAL, -- in units of seconds

  requestVelocity
BOOLEAN, -- used to request high accuracy velocity

  ...}
END
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