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1 Reason for Change

This CR proposes to correct some errors in the SUPL 2.1 ULP TS.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to changes and update SUPL 2.1 ULP TS accordingly
6 Detailed Change Proposal

1.  Scope

This document describes the UserPlane Location Protocol (ULP) for SUPL 2.1. ULP is a protocol-level instantiation of the Lup reference point described in [SUPLAD2.1]. The protocol is used between the SLP (SUPL Location Platform) and a SET (SUPL Enabled Terminal). For more details about SUPL Requirements refer to [SUPLRD2.1].
Change 1:  Another change
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5.2.9      Unsolicited Authorization of D-SLPs
This procedure may be invoked by the H-SLP to provide authorized D-SLP addresses to a SET. The procedure is only applicable when a SUPL END is sent by the H-SLP to normally terminate a SUPL session.
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Figure 53: Unsolicited Authorization of D-SLPs by the H-SLP
A. The SET and H-SLP engage in an immediate or triggered SUPL session that may be initiated by the SET or by the H-SLP. 

B. Once the SUPL session is complete, the H-SLP determines a set of authorized D-SLP addresses which may be based on the current SET location and current access network(s) used by the SET – e.g. as obtained by the H-SLP in step A. The H-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses. The addresses in each list are included in priority order, highest priority first, and replace any previous list of authorized D-SLPs that the SET may have received from the H-SLP. For each provided D-SLP address, the H-SLP may include the service duration for which the D-SLP address shall be considered valid, the service area within which the D-SLP address may be accessed, a list of serving access networks from which the D-SLP address may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of a provided D-SLP address, the H-SLP may provide a list of services that the SET is permitted to engage in with this D-SLP.  The H-SLP may also provide a preference for accessing the H-SLP versus accessing a D-SLP and/or may provide a request for notifying the H-SLP when a D-SLP is accessed. The H-SLP may also return a minimum retry period for querying the same H-SLP for a further D-SLP Authorization. The absence of a minimum retry period is treated the same as a zero retry period.  The SET SHALL release the TLS connection to the H-SLP and release all resources related to the session. The H-SLP SHALL release all resources related to the session. 
C. The SET may subsequently access any D-SLP provided by the H-SLP in step B for SET initiated location services and/or may accept network initiated location requests from any such D-SLP. The rules for such access are the same as those defined in step G of section 5.2.8 in the case of a D-SLP authorized by the H-SLP.
Change 3:  etc

7.  ULP Version Negotiation

The ULP Version Negotiation mechanism is based on the assumption that an SLP may support more than one major version of SUPL with supported versions in one contiguous block down from the maximum supported version to the minimum supported version. It is further assumed that a SET only supports one version of SUPL (e.g. a SUPL 2.1 SET only supports SUPL 2.1).

Network Initiated scenarios:

For network initiated scenarios, the SUPL INIT message from the H-SLP or E-SLP to the SET carries the intended SUPL major and minor version M1.m1 (normally the highest version supported by the SLP) in the version parameter. The SUPL INIT message also carries the minimum SUPL major version number M2 for which continuation of the session by the SET is possible in the minimum version parameter. The value of M2 will depend on the intended SUPL service – e.g. for a single location fix M2 may be one; for triggered location M2 may be two. A SUPL session can be conducted between the SLP and the SET as long as the SET is using a SUPL major version between M2 and M1.

The SET continues the SUPL session normally if it supports a major version M of SUPL between M2 and M1 (i.e. M2 ≤ M ≤ M1) – and indicates this major version and a supported minor version m in the next message (i.e. implicitly in the version parameter of the message). The H-SLP or E-SLP then also reverts to the proposed SUPL major version M. and the same minor version m if supported (otherwise preferably and if supported to a minor version less than m or less preferably a minor version greater than m). If parameters were included in the SUPL INIT message that are not defined for SUPL version M.m, then the SET will ignore them and the SLP must act as if they had not been sent.

If the SET only supports a major version higher than M1 or a major version lower than M2, it returns a SUPL END. 

SET Initiated scenarios:

For SET initiated SUPL sessions, the initial SUPL message from the SET carries the supported SUPL major and minor version M1.m1 (implicitly in the version parameter). The H-SLP continues the session if it supports the same major version M1 and otherwise sends a SUPL END and terminates the session.

Version negotiation for SUPL 1.0 is already defined and cannot be changed. Backward compatibility with SUPL 1.0 is achieved as follows:

Exceptions for SUPL 1.0:

For a network initiated SUPL session between an SLP supporting a version of SUPL above 1.0 and a SET that supports only 1.0, the SET will respond to the SUPL INIT message with a SUPL END (implicitly indicating support of SUPL 1.0 in the version parameter of SUPL END). The SLP will then restart the session using SUPL 1.0 if supported and if compatible with the intended SUPL service.

For a network initiated SUPL session between an SLP supporting only SUPL 1.0 and a SET that supports only a higher version, the SET will recognize that the SLP only supports SUPL 1.0 and will respond to the SUPL INIT message with SUPL END.

For a SET initiated SUPL session between an SLP supporting a version of SUPL above 1.0 and a SET that supports only 1.0, the SET will indicate SUPL 1.0 in the first SUPL message and the SLP, recognizing this, will either have to continue the session using SUPL 1.0 or reply with a SUPL END thereby terminating the session attempt. 

For a SET initiated SUPL session between an SLP supporting only SUPL 1.0 and a SET that supports a higher version, the SLP will respond to the first SET message with a SUPL END and terminate the session.
7.1     Example Call Flows (Informative)
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Figure 82:  Network Initiated – SLP supports SUPL versions between 1.0 and 3.x.y and the requested service is V2.1 compatible. 
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Figure 83:  Network Initiated – SLP supports SUPL versions between 1.0 and 3.x.y but the requested service is not V1.0 compatible.
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Figure 84:  Network Initiated – SLP supports lower version than SET.
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Figure 85:  SET Initiated – SLP supports SUPL versions between 1.0 and 3.0 including requested version (V2.1).
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Figure 86:  SET Initiated – SLP supports SUPL versions between 2.0 and 3.0 excluding requested version (V1.0).
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Figure 87:  SET Initiated – SLP supports SUPL versions between 1.0 and 2.1 excluding requested version (V3.0).
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10.5  Version
	Parameter
	Presence
	Value/Description

	Version
	
	Describes the protocol version of ULP

When a SUPL message is received, the receiving entity SHALL determine if the major version part specified in the message is supported by the receiving entity.

	>Maj
	M
	Major version, range: (0..255), MUST be 2 for the version described in this document

	>Min
	M
	Minor version, range: (0..255), MUST be 1 for the version described in this document.

	>Serv_ind
	M
	Service indicator, range: (0..255), MUST be 0 for the version described in this document.


Table 27: Version
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