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1. Scope

This Enabler Test Requirements for OMA Web Services Enabler (OWSER) document was created by the Mobile Web Services Technical Working Group (MWS TWG).

This Enabler Test Requirements (ETR) document is intended to cover:

· Requirements collected in the OMA  Web Services Network Identity Requirements [NI-REQ] document

· The corresponding functionality described in the following specification
· “OMA Web Services Network Identity Enabler (OWSER NI):  Identity Web Services Framework”, Version 1.0 [OWSER NI WSF]
· “OMA Web Services Network Identity Enabler (OWSER NI):  Identity Federation  Framework”, Version 1.0 [OWSER NI FF]

2. References

2.1 Normative References

	[ERELD]
	“Enabler Release Definition for OMA Web Services Network Identity  (OWSER NI) V1.0 Enabler”, Version 1.0, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[OWSER NI WSF]
	“OMA Web Services Network Identity Enabler (OWSER NI):  Identity Web Services Framework”, Version 1.0, OMA-TS-OWSER-NI-WSF-V1_0-20051103-D, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[OWSER NI FF]
	“OMA Web Services Network Identity Enabler (OWSER NI):  Federation Framework”, Version 1.0, Open Mobile Alliance™, OMA-TS-OWSER_NI_FF-V1_0-20050822-D, URL:http://www.openmobilealliance.org/

	[OWSER NI AD]
	“OMA Web Services Network Identity Enabler (OWSER NI):  Architecture”, Version 1.0, Open Mobile Alliance™, OMA-AD-OWSER_NI-V1_0-200501118-D, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
http://www.ietf.org/rfc/rfc2119.txt

	[IOPPROC]
	“OMA Interoperability Policy & Process, Version 1.1”, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/


2.2 Informative References

	
	

	[OWSER NI AD]
	“OMA Web Services Network Identity Enabler (OWSER NI):  Architecture”, Version 1.0, Open Mobile Alliance™, OMA-AD-OWSER_NI-V1_0-200501118-D, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA specifications”, Open Mobile Alliance(. OMA-Dictionary, URL:http://www.openmobilealliance.org/

	[RFC2818]
	“HTTP Over TLS”, E. Rescorla, available at http://www.ietf.org/rfc/rfc2818


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

3.2 Abbreviations

	AD
	Architecture Document

	ERELD
	Enabler Release Definition 

	ETR 
	Enabler Test Requirements

	RD
	Requirements Document

	SP
	Service Provider

	WS
	Web Service


Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the OMA Web Services Network Identity Enabler (OWSER NI), documenting those areas where testing is most important to ensure interoperability of implementations.

OWSER NI comprises the following specification:

“OMA Web Services Network Identity Enabler (OWSER NI): Identity Web Services Framework “ [OWSER NI WSF] provides the specification of the components needed to fulfil the requirements in [NI-RD]  related to accessing user-related attributes (e.g., user location, presence status etc.) in a privacy-protected manner in a Liberty enabled Web services environment.

“OMA Web Services Network Identity Enabler (OWSER NI): Identity Federation Framework” document [OWSER NI FF] provides the specifications of the components needed to leverage Identity Federation in a Liberty enabled Web services environment.

Generally, the testing activity should aim at validating the normal working behaviour of the Web Service, and the Web Service Requester (WSR), as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for OWSER Version 1.1.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within OWSER NI Version
4. Enabler Test Requirements

The specifications that comprise the OWSER NI Enabler incorporate by reference features and functions from specifications provided by the Liberty Alliance.  The OWSER NI specifications contain no OMA-specific features or functions beyond those in the incorporated Liberty specifications.

The Liberty Alliance provides a public IOP and certification process whereby vendors may test implementations for interoperability and obtain certification.  That process covers all of the features and functions incorporated by reference in to the OWSER NI specifications. See http://www.projectliberty.org for details.
Because the Liberty Alliance IOP process tests all of the features and functions in OWSER NI, there is no requirement for OMA to provide additional IOP testing.

5. Backwards compatibility

Not applicable.

6. Enabler dependencies

The OWSER NI enabler depends on the OWSER Enabler for basic Web services feature and function including WSDL, SOAP, HTTP, and OASIS Web Services Security.
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