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1 Reason for Contribution

The following available information on group management may be applicable to PoC group management (GM) requirements:

· The PoC RD approved on 5 Feb 2004 as the baseline document containing GM features applicable to PoC; several contributions received to date have highlighted specific PoC GM requirements based on the RD.

· 3GPP has an approved Stage 1 specification for IMS Group Management TS 22.250 since Dec. 2002.
· To date, neither 3GPP2 nor IETF currently has any specific draft documents focused on GM as a standalone topic (such observations are based on index keyword searches), subject to confirmation by PoC/PAG members who might be active in these other organisations.
Given that PoC WG and PAG are working jointly to fast track the PoC GM specification as a “lead application” of the GM Enabler common specification (by PAG), this contribution compiles the composite set of GM requirements based on the above-mentioned sources as an input to that the joint effort.  
By creating common visibility of the above information to all partied involved, it is hoped that fragmentation and duplication of the work can be avoided.  Specifically, it is proposed that the joint work of PoC WG and PAG upon review of all of the above information, should take the necessary decisions to: a) determine which of the referenced GM requirements, particularly external 3GPP GM requirements, is applicable to PoC, and b) separate PoC-specific versus Common GM requirements.  Such decisions will facilitate both fast tracking of Stage 2 & 3 specifications for PoC, and identification of GM requirements potentially applicable to other service enablers (e.g. Presence and MMS) as input to the ongoing GM common functions specification in PAG.
2 Summary of Contribution

A composite set of GM requirements for PoC is compiled for consideration by PoC WG and PAG.  In their joint effort to development PoC GM specifications, PoC WG and PAG are kindly asked to review such information and decide on applicability of these requirements to facilitate further progress in stage 2 & 3 PoC specifications. 
3 Detailed Proposal 
References of identified GM requirements:

1) OMA-RD_PoC-V1_0-20040205-A PoC Requirements Document. 
2) OMA-POC-2004-0045R02  (RIM) PoC Presence, Group and List Management Requirements and Coordination.
3) OMA-POC-2004-0068  (Siemens) Requirements on Group Management extracted from PoC-RD.
4) 3GPP TS 22.250 V6.0.0 (2002-12)  IMS Group Management Stage 1.

Relevant sections of the 3GPP specification are enclosed as below: 
********  Excerpt from TS 22.250 begins  (numbering of referenced sections is shown ) ********
5
High level requirements

5.1
Group management roles

The IMS group management shall provide the ability for users to create groups that can be utilized in context of different services. 

The following roles are identified for IMS Group Management: 

a)
group administrator;


Group administrator shall always have the full set of rights for viewing and managing the group and  member properties. Each group shall have at least one group administrator at all times. The group administrator is not a group member by default. The entity creating a group becomes a group administrator.
b)
group member; and


Group member rights shall be assigned by the one who has rights to do that. Group member can be another group.
c)
others.


These are services and entities that are external to the group (i.e. not group administrators or members). They may or may not be able to use or access group content depending on the group specific information.
5.2
General requirements

The groups controlled by the IMS group management shall be associated with

a)
a group identifier;


Each group shall have a globally unique, addressable group identifier, which may be suggested by the group administrator when creating the group. The IMS service provider allocates group identifier. The group identifier is used to refer to a specific group (for example when sending a message, when updating the list of group members…).
b)
group specific information; and


Group specific information is divided into two parts

1)
group information; and


The group information contains informative text.  This could be used for example to describe the type and usage of the group.
2)
group properties.


Group properties are:

i)
group visibility; and


Group visibility defines who are able to see the group identifier when performing a search. The following classes exist:

-
only the group administrators; and

-
the group administrators and the group members.
ii)
group duration.


Once created, a group will exist until either:

-
its expiration time; or

-
administratively removed.

c)
service specific group information.


The service specific group information may give additional information on how the group should be used in the context of a specific service. For example, it may indicate that the group shall be used as an access list in the context of the presence service. Detailed description of the service specific group information is not within the scope of this TS. Possible values can be defined by the terminal manufacturer, operator, service provider, or by other specifications. The service specific group information is transparent to the group management.
5.3
Group member requirements

Requirements for the members are

a)
Member identification; and

It shall be possible to identify the members of the group based on the
1)
member identifier;


Each single entity shall have a globally unique, addressable identifier(s).
2)
group identifier; or


Member can be another group(s) which is referred with a group identifier(s).
3)
commonly known group of entities.


Member can be any entity that has defined characteristics in the identifier field.
b)
group member properties.

It shall be possible to associate properties for each group member. Such properties are
1)
member rights;


Each member shall be associated with rights. They define which actions the member is allowed to perform.
2)
anonymity; and


It shall be possible to hide the member identifier.
3)
service specific member information.


The service specific member information may give additional information on member in the context of a specific service. For example, it may indicate the screen name of the member in context of chat service. Detailed description of the service specific member information is not within the scope of this TS. Possible values can be defined by the terminal manufacturer, operator, service provider, or by other specifications. The service specific member information is transparent to the group management.

5.4
Management requirements

The IMS group management shall provide following capabilities to manage groups. The rights associated to the members control the capabilities they are able to perform. These capabilities are:

a)
create a group;


The entity creating a group becomes a group administrator. The administrator shall not become group member by default when creating a group. Further, when creating a group it shall be possible to

1)
define the members of the group;

2)
define group specific information;

3)
define service specific group information; and

4)
define member properties.

b)
delete a group;


It shall be possible to delete a group.
c)
add members to a group;


It shall be possible to add members to a group.
d)
get member list of a group;


It shall be possible to get the list of all members of a group. In case of nested group only the group identifier of the nested group will be provided.
e)
remove members from a group;


It shall be possible to remove members from a group.
f)
get group member identification and group member properties;


It shall be possible to get member identification and group member properties.
g)
modify group member properties;


It shall be possible to modify group member properties within their rights.
h)
get group specific information and service specific group information;


It shall be possible to get group specific information and service specific group information.
i)
modify the group specific information and service specific group information;


It shall be possible to modify all group specific information and service specific group information.
j)
simultaneous access from multiple terminals; and


It shall be possible to manage groups simultaneously from multiple terminals (e.g. via mobile phone and PC).
k)
Search.


It shall be possible for a user to retrieve the group identifiers of all the groups for which he has the group administrator role within his operator's network.

It shall be possible for a user to retrieve the group identifiers of all the groups for which he has the group member role within his operator's network. If a group is not visible for its group members, then the group identifier will not be revealed to the user.

In both cases the search criteria shall be a text string. It shall be possible to use wild cards as part of the text string. 

It shall be possible for authorised users and applications to use the group content. Some parts of the group content may not be revealed (e.g. group properties…).

5.5
Notification and acknowledgement requirements

The rights associated with the group members and administrator(s) may grant them access to some notification features described below.

It shall be possible for the group members, administrator(s) and authorised users and applications to subscribe to different events concerning the group. When an event occurs the entities interested in that event shall be notified. The notification categories are:
a)
change in group specific information;
b)
change in service specific group information;
c)
change in group members; and

This includes also the changes in the number of anonymous members.
d)
change in group member properties.

6
Security

The use and access to group content and notification(s) of changes shall be supported in a secure manner. It shall be possible to authenticate and authorise users and applications requesting access to the group content (IMS security and authentication mechanisms may be used). It shall only be possible for the group content and notification(s) of changes to be supplied to the authenticated and authorized users and applications.

The group management shall support measures to detect and prevent attempts to abuse the group content and notification(s) of changes. The integrity of the group content and notification(s) of changes during transfer shall be assured to extent of the network capabilities.

NOTE: In case of non-IMS users using and accessing group content and notification(s) of changes, alternative security mechanisms may be used. Such mechanisms are to be defined by IMS service provider and they are not subject to standardisation. Those mechanisms should ensure the authentication and authorisation of users and applications that access the group content. The mechanisms shall provide integrity and confidentiality during the transport of the group content and notification(s) of changes.

It shall be possible to protect the request of group content and the notification of changes in the group content from attacks (e.g., eavesdropping, tampering, and replay attacks).
********  Excerpt from TS 22.250  ended  ********

4 Intellectual Property Rights Considerations

3GPP open document TS 22.250 V6.0.0 (2002-12) is referenced.
5 Recommendation

A composite set of GM requirements for PoC is compiled as above for consideration by PoC WG and PAG in their joint effort to development PoC GM specifications.  PoC WG and PAG are kindly asked to review such information and decide on applicability of these requirements either as PoC-specific requirements only or Common requirements to other service enablers, or both.  Further discussion is also invited as to how such selections should be incorporated in the respective PoC and PAG specifications.   
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