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1 Reason for Contribution

At their last meeting PAG made significant changes to their architecture document aligning their overall architecture diagram with ours. However they have chosen different labels for the overlapping reference points.
2 Summary of Contribution

The following reference points have been relabelled:
Im -> Pm
Igs -> Pgs

Ips -> Pf

Ipl -> Pgm

Ie -> Pe

Note that currently Pe reference point does not exist in PAG architecture document but this will be contributed separately as a PAG contribution.
The GLMS bolding has also been removed from the diagram as this component is now owned by PAG.
3 Detailed Proposal

7.1 Definitions

For the purposes of the PoC specifications, the following terms and definitions apply.

Editor’s note: In particular the following definitions were questioned and are subject to further discussion: access lists, contact list, maxptime, media capabilities list, media capabilities, media parameters, mode sets, user accept list, user reject list.

	1-1 PoC session
	A feature to establish a PoC session with another user

	Access control
	Each PoC user can define rules that describe who is allowed to contact him/her using the PoC service. The PoC Server implements the access control policy according to these defined rules

	Access list
	Each PoC user has two access lists: a user accept list and user reject list. Access lists are used for controlling whether the PoC server is allowed or not to send talk session requests to the user when requested by other user

	Ad-hoc PoC group
	A feature providing a user to ad-hoc establishes a PoC session with other PoC users

	Back-end subscription
	

	Chat PoC group
	A persistent group created for chat group talk. Each group member joins the talk session individually

	Chat PoC group  session
	A talk session established by a chat group talk

	Confirmed indication
	The PoC server confirms readiness to receive media only after it has received confirmation from downstream elements of readiness to receive media

	Contact list
	A list available to the end user containing the addresses of other users or groups

	Contact
	A contact is an identity of a user, or a group. A contact includes the SIP URI or a TEL URI of the entity, type of the entity (user or group) and optionally the display name

	Controlling PoC function
	The Controlling PoC Function provides centralized PoC session handling, media distribution, floor control including talker identification, policy enforcement for participation in group sessions and the participant information.

	Conversation
	A set of talk bursts within one PoC session, which are followed by each other within a given time and typically are associated to each other.    

	Floor control
	A control mechanism that arbitrates requests, from the PoC clients, for the right to speak

	Group session
	An pre-arranged group, ad-hoc or chat PoC group

	Group
	Group is predefined set of users together with its attributes. The group is used for easy session establishment and/or for defining session access policy. Each group is identified by its SIP URI

	Home PoC network
	Network comprising of the SIP/IP core and the PoC server of the PoC client

	Home PoC Server
	The PoC server in the Home PoC Network.

	Instant personal Alert
	A feature providing a user with the capability to send a callback request to another user

	Invited PoC client
	This is the PoC client who has been invited to a talk session

	Inviting PoC client
	This is the PoC client inviting other PoC user(s) to the to a talk session

	Maxptime
	The maximum amount of media which can be encapsulated in a RTP payload packet, expressed as time in milliseconds. The time is calculated as the sum of the time the media present in the packet represents.  The time should be a multiple of the frame size.  In PoC the allowed values are N*20; where N>0 and N<21

	Media capabilities list
	In this list, the PoC Server shall store the downlink media capabilities of all PoC clients that are active in sessions served by the PoC Server

	Media capabilities
	A set of parameters that should describe the performance of the PoC user equipment (PoC client), the speech coder used and the performance of the radio bearer that carries the PoC service (the quality of service parameters agreed upon etc)

	Media parameters
	The PoC Server uses the media capabilities list to determine the settings the user equipments should use in the talk session. The information transmitted from the PoC Server to the PoC client in order to alter the settings of the PoC client, is in this document referred to as media parameters. Media parameters are transmitted by SIP/SDP messages

	Mode-set
	Restricts the active codec mode set to a subset of all modes. Possible values are a comma separated list of modes from the set: 0,…,7. If the decoder specifies such mode set, the encoder MUST abide by the request and MUST NOT use modes outside of the subset.  If not present, all codec modes are allowed for the session

	On-demand session set-up
	A PoC session set-up mechanism, where all media parameters are negotiated at the same time the PoC session is set-up.

	Participant
	A PoC user in talk session

	Participating PoC function
	The Participating PoC Function provides PoC session handling and policy enforcement for incoming PoC session (e.g. access control, availability status, etc), and may provide the media relay function between PoC Client and Controlling PoC server, the floor control message relay function between PoC Client and Controlling PoC server.

	PoC session
	A session established by 1-1 communication, ad-hoc group or pre-arranged group session

	Pre-arranged PoC group
	A persistent group created for PoC group session. The users PoC server invites all the other group members to a PoC group session

	Pre-established session
	A mechanism to negotiate media parameters between the PoC Client and the home PoC Server before establishing a PoC session.

	Primary PoC Session
	Primary PoC session is the session the PoC user prefer to listen and speech to.  In case of simulatenous sessions the Primary PoC session has a priority over the secondary PoC sessions.

	Ptime
	Number of frames per RTP-packet the PoC client needs to be able to receive the media stream on its downlink. Ptime is given as the length of time in milliseconds represented by the media that needs to be in a RTP packet

	Remote PoC network
	Network comprising of the SIP/IP core and the PoC server of the remote PoC client.

	Restricted group
	A group that can be joined only by predefined user(s)

	Secondary PoC Session
	Secondary PoC session is the session, which the PoC user wants to listen, when there is no voice stream in the Primary PoC Session.

	Session
	A session is considered as an exchange of data between associations of participants

	Talk spurt
	A part of the speech signal that starts with a speech onset and ends when the speech coder goes down in DTX-mode. Hence a talk burst can consists of several talk spurts

	Talk burst
	The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a talk burst until the permission is released.

	Talk burst control
	Talk burst control is the means for the PoC client and the PoC Server to control the talk burst sent during a PoC session and to ensure the quality of the sent talk burst.

	Unconfirmed indication
	The PoC server confirms readiness to receive media before it has received confirmation from downstream elements of readiness to receive media

	Unrestricted group
	A group that can be joined by any user

	User
	A human using the described features through a terminal device

	User accept list
	User accept list is a list of items each identified by its SIP URI

	User equipment
	User equipment is a hardware device (e.g. phone) with Push-to-Talk software used by users

	User reject list
	User reject list is a list of items each identified by its SIP URI

	
	


7.2 Abbreviations

For the purposes of the PoC specifications, the following abbreviations apply:

	GLMS
	Group and List Management Server

	HTTP
	Hypertext Transfer Protocol

	IMS
	IP multimedia subsystem

	ISC
	IMS service control interface

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	SIP
	Session Initiation Protocol

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XCAP
	XML Configuration Access Protocol

	XML
	Extensible Mark-up Language


8. Introduction

Push to talk over Cellular (PoC) is intended to provide rapid communications for business and consumer customers of mobile networks. PoC will allow user voice and data communications shared with a single recipient, (1-to-1) or between groups of recipients as in a group chat session, (1-to-many) such as in Figure 1 below.
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Figure 1: Example of a PoC 1-to-many group session (voice transmission)

Existing solutions that offer walkie-talkie like services typically consist of mobile terminals with dedicated talk buttons, supported by networks that support the exchange of signalling messages to establish and maintain a push to talk call, report the presence of users, etc.  Such implementations use proprietary messaging protocol among the various entities, such as the mobile terminal and the network.    

OMA-PoC seeks interoperability among the network entities to avoid market fragmentation, by realising the push to talk over cellular service in a widely-acceptable and standardised manner.
9. Architecture

Editor's note: Dashed lines indicate interfaces that are FFS 
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Figure 2: PoC architecture

Editor’s note: There may be other interface in addition to those shown on the figure. These interfaces are FFS.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.

PoC SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP (Error! Reference source not found.) and 3GPP2 (Error! Reference source not found.). 

10. Description of functional entities

10.1 PoC Functional Entities

10.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access PoC service.

The PoC Client SHALL be able to:

· Allow PoC session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.

· Perform registration with the PoC Application Service Infrastructure.
· Participate in authentication with the PoC Application Service Infrastructure.
· Provide access to different PoC group lists in the PoC Application Service Infrastructure (e.g. contact lists, group lists).
· Generate talk bursts for transmission when the PoC function is invoked and reproduce received talk bursts when the PoC function is not invoked.
· Support floor control procedures (e.g. make requests and respond to commands).

· Incorporate PoC configuration data downloaded by the PoC Application Service Infrastructure (e.g. over-the-air activation).

The PoC Client MAY:

· Support handling of Instant Personal Alert

· Provide access to PoC subcriber for managing PoC group lists.

· Provide access to PoC service entity on Presence conditions of the PoC subscriber.
10.1.2 PoC Server

The PoC Server implements the application level network functionality for the PoC service

The PoC server MAY perform a Controlling PoC Function or Participating PoC Function. The Controlling PoC Function and Participating PoC Function are different roles of the PoC server and Figure 3 shows the distribution of the functionality during a 1-1 PoC Session in a single Network. A PoC server MAY perform both a Controlling PoC function and a Participating PoC function at the same time. 
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Figure 3: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients
The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC session setup and lasts for the duration of the whole PoC session. In case of  1-1 PoC Session and Ad-hoc PoC group session the PoC server of the inviting user shall perform the Controlling PoC Function. In case of the Chat PoC group and pre-arranged group sessionthe PoC server owning/hosting the group identity shall perform the Controlling PoC Function. 
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Figure 4:  Relationship between the Controlling PoC function, Participating PoC function and PoC Clients for 1-1 PoC Session
In a PoC session there shall be only one PoC server performing the Controlling PoC Function. There can be one or more PoC servers performing the Participating PoC Function in the PoC session.  Figure 4 shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.

The PoC Server performing the Controlling PoC Function has N number of SIP sessions and media and floor control communication paths  in one PoC session, where N is number of participants in the PoC session. The PoC server performing the PoC Controlling Function will have no direct communication to the PoC Client for PoC session signaling.   The PoC server performing the Controlling PoC Function may have a direct communication path for media to each PoC client based local policy in the PoC servers performing the Participationg PoC Function. A PoC server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC server performing the Controlling PoC Function. Figure 5 depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group session.
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Figure 5: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session

The Controlling PoC Function can be assigned to a PoC Server in the Home Network of the inviting user or the Home Network of one of the invited users. 

5.2.1.1         Controlling PoC Function

The PoC Server performs the following functions when it fulfills the Controlling PoC Function:

· Provides centralized PoC session handling

· Provides the centralized Media distribution

· Provides the centralized floor control functionality including talker identification

· Provides SIP session handling, such as SIP session origination, termination, etc.

· Provides policy enforcement for participation in group sessions

· Provides the participants information 

· Collects and provides centralized media quality information

· Provides centralized charging reports

5.2.1.2             Participating PoC Function

The PoC Server performs the following functions when it fulfills the Participating PoC Function:
· Provides PoC session handling 

· May provide the Media relay function between PoC Client and Controlling PoC server 

· May provide user media adaptation procedures

· May provide the floor control message relay function between PoC Client and Controlling PoC server

· Provides SIP session handling, such as SIP session origination, termination, etc, on behalf of the represented PoC Client.

· Provides policy enforcement for incoming PoC session (e.g. access control, availability status, etc)

· May collect and provide media quality information

· Provides the participant charging reports

The listed optional functions of the Participating PoC Function are not used whenever the media is bypassing the PoC Server performing the Participating PoC Function.

Editor’s Note: Participating PoC functions related to PoC Presence and support of Multiple Sessions are FFS.

10.1.3 Group and List Management Server (GLMS)

PoC users use the GLMS to manage groups and lists (e.g. contact and access lists) that are needed for the PoC service.   The GLMS performs the following functions:

· Provides list management operations to create, modify, retrieve and delete groups and lists 

· Provides storage for groups and lists

· Provides Notifications of modifcations to Lists

10.2 External Entities Providing Services to PoC System

10.2.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed in support of the PoC Service:

· Routes the SIP signaling between the PoC Client and the PoC Server

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of PoC Client based on user’s service profile

· Maintains the registration state 

· Provides charging information

10.2.2 Charging Entity
This is an external entity which may reside in the operator's domain. This entity takes various roles which network operators and/or service providers need to perform the charging activities.

Editor’s note:  Separate diagram needed in the charging chapter.  Changes in the chapter 8 may be needed.

10.3 Presence Server

The Presence Server performs the following functions that are needed in support of the PoC Service:

· Maintains the Presence Status of PoC clients (e.g. “Reachable”, “Do Not Disturb”, “Unavailable”, “Offline”) 

Editor’s Note: Whether “Busy” is Maintained by the Presence Server is FFS.

· Supports the publication of Presence Information on PoC Clients from PoC clients

· Supports the watching and fetching of Presence Information on PoC clients by PoC clients.

Editor’s Note: The following functions are FFS

Supports the publication of Presence Information from the PoC Server on behalf of the PoC Client.

Supports the watching and fetching of Presence Information on PoC clients by the PoC Server.

· Supports the authorization of watchers of PoC clients Presence Information and authorizes the watching and fetching of Presence Information

· Supports the authorization of presence list subscriptions 

· Supports back-end subscriptions of Presence Lists containing members in other domains

· Supports the watching and fetching Presence Information from other presence servers (presence list)

Editor’s Note: The address of the Presentity for PoC Presence Information needs to be the same as the PoC Address.

Editor’s note: Is the previous one a note or an editor’s note ?

11. Description of the reference points

11.1 Reference point Is: PoC Client – SIP/IP Core

The Is reference point supports the communication between the PoC client and the SIP/IP Core. The protocol for the Is reference point is SIP. 

This reference point SHALL support the following:

· PoC session signalling between the PoC client and the PoC server

· Provides discovery and address resolution services

· Provides SIP compression

· Performs authentication and authorization of PoC Client based on user’s service profile

· Provides PoC client registration

· Publishing presence information

· Subscribing to presence information

· Receiving presence notifications

· Subscription to modification by the GLMS of  Lists

· Notification of modification by the GLMS of Lists

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Is reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

11.2 Reference point If: SIP/IP Core – PoC Server

The protocols over If reference point support the communication between the SIP/IP core and the PoC Server for session control. The If reference point is based on SIP.

The If reference point SHALL support the following:

· PoC session signalling between the PoC client and the PoC server

· Provides address resolution services

· Provides charging information

Editor’s Note: The following is FFS

Publication of Presence Information from the PoC server to the Presence Server

Subscription to Presence Infornation by the PoC Server to the Presence Server

Notification of Presence Information by the Presence Server to the PoC Server

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the If reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

11.3 Reference point Pm: PoC Client-GLMS

The Pm reference point is between the PoC Client and the Group List and Management Server. The protocol for the Pm reference point is XCAP.  The Pm reference point SHALL provide the following functions:

· Create groups and lists
· Modify existing groups and lists (e.g. add and remove users of the group)
· Retrieve groups and lists 
· Delete groups and lists
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Pm reference point SHALL conform to the Ut reference point [3GPP TS 23.002].

11.4 Reference point It: PoC Client-PoC Server

The It reference point SHALL support:

· media transport 

· floor control procedures. 

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the It reference point SHALL use the services of the Mb reference point [3GPP TS 23.002] and ii reference point [3GPP2 X.P0013.0].  

11.5 Reference point Itn: PoC Server – PoC Server

The Itn reference point supports the user plane communication between the PoC servers.  

The Itn reference point SHALL support the following:

· media transport 

· floor control procedures

Editor’s Note: media transport not clearly restricted to Itn - FFS

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Itn reference point SHALL use the services of the Mb reference point [3GPP TS 23.002[, [3GPP2 X.P0013.0].  
11.6 Reference point In: SIP/IP Core – SIP/IP Core

The In reference point supports the communication between the SIP/IP Cores.  The In reference point is based on SIP.

The In reference point SHALL support the following:

· communication and forwarding of SIP signalling messaging between SIP/IP Cores
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the In reference point SHALL conform to the Mw reference point [3GPP TS 23.002] and [3GPP2 X.P0013.0].  
11.7 Reference point Pf: SIP/IP Core – Presence Server

The Pf reference point supports the communication between the SIP/IP Core and the Presence Server.  The Pf reference point is based on SIP.

The Pf reference point SHALL support the following:

· Publication of Presence Information from the PoC client to the Presence Server
· Subscription to Presence Infornation by the PoC Client to the Presence Server

· Notification of Presence Information by the Presence Server to the PoC Client

· Publication of Presence Information from the PoC Server to the Presence Server

· Subscription to Presence Infornation by the PoC Server to the Presence Server

· Notification of Presence Information by the Presence Server to the PoC Server

11.8 Reference point Pgm: GLMS – Presence Server

The Pgm reference point supports the communication between the GLMS and the Presence Server.  

The Pgm reference point SHALL support the following:

· Transfer of Presence Lists to the Presence Server
· Transfer of Group Lists to the Presence Server
· Transfer of Subscription Authorisation Policies to the Presence Server

11.9 Reference point Ik: PoC Server - GLMS

The Ik reference point supports the communication between the PoC server and GLMS.  The Ik reference point SHALL provide the following functions:

· Retrieval of access control and group member lists 

Editor’s note: It is an open issue how the data in GLMS and PoC server will be synchronized.

11.10 Reference point Pgs: PoC GLMS – SIP/IP Core

The Pgs reference point supports the communication between the GLMS and the SIP/IP Core.  The Pgs reference point SHALL provide the following functions:

· Subscription to the modification of Lists.

· Notification of the modification of Lists.

11.11 Reference point Pe: GLMS – GLMS Management/ Administration

The Pe reference point is between the Group List and Management Server and GLMS Management/Adminstration entities. These entities can act on behalf of end users and administrators subject to service providers access contol policies. Access may be provided via the intranet, internet or corporate networks. The Pe reference point SHALL provide the following functions:

· Create groups and lists
· Modify existing groups and lists (e.g. add and remove users of the group)
· Retrieve groups and lists 
· Delete groups and lists
Editor’s Note: Security Issues on the Pe reference point need to be addressed.

11.12 Reference point Ic: PoC Server - Charging entity

This reference point supports the communication between the PoC server and the Charging entity to perform the PoC-related charging activity.

When SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, then the Ic reference point SHALL include the functionality provided over the Ro, Rf reference points as described in 3GPP TS 32.200 or the Xx, Yy reference points as described in 3GPP2 xxxxxxxx, respectively.

12. System concepts

12.1 Identification

12.1.1 PoC Address

Each user SHALL have one or more PoC Addresses.   A PoC Address SHALL be used by any PoC user to request communication with other PoC users.   A PoC Address is in the format of either a SIP URI or a TEL URI.  At least one PoC Address SHALL be in the format of a SIP URI.  The PoC Address SHALL comply either with the specification of a SIP URI in [RFC 3261], or with the specification of a TEL URI in [RFC2806bis].  Note that the SIP/IP Core will translate a TEL URI to a SIP URI for routing.
A PoC Address SHALL be registered with the SIP/IP core as described in section 12.3.  Registration of one PoC Address associated with a PoC User MAY imply registration of other PoC Addresses associated with the same user.
The PoC Address is used for PoC and other SIP based service.

Examples of PoC Addresses are:

· sip:joe.doe@operator.net;

· sip:buss2.city@operator.net;

· sip:buss2.city@poc.operator.net.;

· tel:+16195551212;

· tel:5551212; phone-context = pbx.net.

12.1.2 Private user identity

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the private user identity shall be used as described in [3GPP TS 24.229, 3GPP2 X.P0013.4].

12.1.3 Group identities

A group is identified with a group identity. The PoC Client uses group identities for addressing PoC Group sessions. The group identity is associated with individual identities of all the group members. The group identity SHALL take the form of SIP URI as defined in RFC 3261 and RFC 2396. It SHALL be possible to create a group identity statically and dynamically. 

· An operator shall be able to create a static group identity which is stored in the GLMS for use in PoC Group sessions.

· It SHALL be possible for the PoC client to request the PoC server to generate a group identity at establishment of the Ad-hoc group session. This identity is valid until PoC session termination.

· The user SHALL be able to request the GLMS to generate and store a group identity via the Pm reference point.
12.2 Addressing

12.2.1 Phone numbers

Phone numbers may be used as a user public identity.  A PoC user may address another user by a phone number. The PoC client shall send the phone number to the SIP/IP core in a TEL URL [Error! Reference source not found.]. 

The phone number may use the international E.164 [Error! Reference source not found.] format (prefixed with a ‘+’ sign), or a local format using a local dialing plan and prefix.  The SIP Core shall interpret the phone number with a leading ‘+’ to be an E.164 number.

Addressing by TEL URL for a PoC session requires that the PoC Server can resolve the TEL URL to a SIP URI, for instance by using DNS/ENUM or other local data base. A phone number in a local format shall be converted to the E.164 format before DNS/ENUM is used.

12.2.2 SIP URI

A PoC user may address another user by a SIP URI.

12.3 Registration

12.3.1 General

Prior to using the PoC service the UE running the PoC Client SHALL perform SIP registration to the SIP/IP Core according to [RFC3261], which indicates the support of PoC Service in the REGISTER request. The registration function is provided in the SIP/IP Core and the registration MAY be visible to the PoC Server via the If reference point. After a successful registration a user is able to use a registered Public User Identity:

· to originate PoC communication including session and session unrelated procedures;
· to receive PoC communication including session and session unrelated procedures.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address.  Registering multiple PoC Addresses at once is called implicit registration. The PoC Address that is used in the registration SHALL be SIP URI according to [RFC3261] while the PoC Addresses to be registered implicitly MAY be SIP URIs or TEL URLs. 
The PoC Client is responsible for maintaining its registration active by using a re-registration procedure. If the PoC Client fails to perform a successful re-registration before a registration timer expires the registration is terminated. 

The PoC Client SHALL be able to terminate its registration at any point of time by using a deregistration procedure. The SIP/IP Core MAY terminate user’s registration at any point of time by using a network initiated deregistration procedure.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, The PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.P0013.4].

12.4 Session establishment

12.4.1 General

The mobile originated procedures describe how requests are transported from the originating user to the PoC Server serving the originating user.

The mobile terminated procedures describe how requests are transported from the PoC Server serving the originating user to the terminating user.

The PoC client, SIP/IP Core, PoC server SHOULD be able use 3GPP/3GPP2 IMS routing mechanisms as defined in [3GPP TS 24.229][3GPP2 X.P0013.4].

5.2.1.3 Mobile originated procedures

The PoC Client SHALL send all requests to the SIP/IP Core. The PoC Client SHALL indicate in the request that this is a PoC communication so that it is possible for the SIP/IP Core to route the request to the PoC Server.

5.2.1.4 Mobile terminated procedures

The PoC Server SHALL send all requests to the same SIP/IP Core that it received the Originating Request from. The PoC Server SHALL indicate in the request that this is a PoC communication. 

When the PoC Server in the terminating network receives the request it performs the necessary terminating service control. If the service control determines that the session establishment SHOULD continue then the terminating PoC Server routes the request to the terminating user via the terminating SIP/IP Core.

NOTE: Routing of requests between domains is a function of the SIP/IP core and is out of the scope of this specification.

12.5 Security

The security mechanism provides the protection to the PoC service environment. There are mainly three parts: SIP signalling security, user plane security and GLMS accessing security. 

12.5.1 SIP signaling security

The PoC client SHALL be authenticated prior to accessing the PoC service. The PoC server SHOULD rely on the security mechanisms provided by the underlaying SIP/IP Core, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core to support the integrity and confidentiality protection of SIP signalling. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the user equipment contains USIM/ISIM or UIM/R-UIM, the mutual authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].   The privacy of the end user shall rely on IMS core as specified in [3GPP TS24.229]. 

Editor’s note: If the mutual authentication shall be applied is FFS.

12.5.2 User plane security

The PoC service user plane communication between PoC client and PoC server, and between PoC servers is protected with existing mechanisms being defined for radio access (3GPP GPRS or 3GPP2 PDN) and with secured connections between the network domains. 

User plane confidentiality is not specified in OMA PoC Release 1.

12.5.3 Group and List Management security 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the mechanism for securing Ut interface SHALL be applied to the Pm interface.  Otherwise the PoC system SHALL provide authenticated connection between the PoC client and the GLMS server by utilizing HTTP Digest mechanism as specified in [RFC2617] in combination with Transport Layer Security (TLS) [RFC2246]. 

Editor’s note:  The mechanism for securing the Ut/Im interface is currently under discussion in 3GPP and 3GPP2.

Editor’s note: Floor control signalling protection is FFS. 

Editor’s note: End to end encryption is FFS.

12.6 Privacy

The PoC server SHALL provide the address of the inviting PoC client to the invited PoC client.  In the case the PoC address is restricted the participating PoC server B SHALL hide the address of the inviting PoC client to the invited PoC Client.  And the participating PoC server B shall remove the private address if the SIP messages are received from a PoC server that is not trusted. PoC server MAY provide the display name in any cases.  The participating PoC server A SHALL replace the display name provided by the inviting user, if this way provisioned.  In the case of the PoC group session the PoC server SHALL provide the group identity to the invited PoC client.

The PoC server SHALL NOT provide other types of inviting party addresses to the invited party as used in the originating message (SIP URI, TEL URL, display name or combination SIP URI + display name).  The PoC server SHALL identify the groups by SIP URI and MAY identify them by display name.

The PoC server SHALL provide the address of the talking PoC client to the listening PoC client.  In the case the PoC address is restricted the participating PoC server B SHALL hide the address of the talking PoC client to the listening PoC Client.  And the participating PoC server B shall remove the private address if the SIP messages are received from a PoC server that is not trusted.  PoC server MAY provide the display name in any cases.  The participating PoC server A SHALL replace the display name provided by the talking PoC client, if this way provisioned.  

The PoC subscribers’ private data shall be transferred within the routing path of the SIP signalling only, and MAY be removed subject of privacy rules set by inviting PoC Client. Any intrusion attack to the message over the path and stored in the local database shall be blocked by the security mechanism (see section 12.5).
The PoC client, SIP/IP Core, PoC server SHOULD be able to use 3GPP/3GPP2 IMS privacy mechanisms as defined in [3GPP TS 24.229][3GPP2 X.P0013.4].  The hiding of the address of the PoC subscriber, SHALL be dedicated to the SIP/IP Core based on the inter-trusted relationship and the interconnection mechanisms.

12.7 Talk Burst Arbitration

The half duplex mode implies that before a PoC Client can send a talk burst the PoC Client SHALL negotiate with other PoC Client(s) in the talk session on the permission to send a talk burst.

The PoC Server SHALL cause talk bursts to be arbitrated between PoC Clients as follows:

· The PoC Client SHALL send a request for the permission to send a talk burst to the PoC Server.

· The PoC Server SHOULD confirm the request to send a talk burst if no other PoC Client has the permission to send a talk burst. The PoC Server MAY reject a request to send a talk burst due to policy decision by the PoC Server.

· The PoC Server SHALL reject the request to send a talk burst if another PoC Client has the permission to send a talk burst and the PoC Server or the PoC Client does not support queuing. The PoC Server MAY queue a request to send a talk burst if queuing is supported by the PoC Client. The PoC Server MAY place a request in the queue depending on the priority of the participant at the PoC Client and by the PoC Server. The PoC Server MAY limit the number of positions in a talk burst queue.

· If the PoC Server supports more than one level of priority, the PoC Server SHALL place a request in a talk burst request queue according to the priority of the participant at the PoC Client.  The priority level SHALL be determined by the PoC Server and MAY be subject to a priority request received from the PoC client. Priority levels are defined in section 8.X.  

· The PoC Server MAY limit the number of positions in a talk burst request queue.  The PoC Server SHOULD support a number of queue positions per session that is at least equal to the number of participants in a PoC Session, up to the permitted maximum number of participants.
· At any time there SHALL be at most one request to send a talk burst queued for each PoC Client in each PoC Session PoC Session.  If a second request is received from a PoC Client when a request is already queued, the PoC Server SHOULD remove the first request and queue the second request.
· The PoC Server SHALL supervise the length of a talk burst and SHALL revoke the permission to talk if the length exceeds a configurable maximum talk burst duration.

The PoC Client and the PoC Server SHALL support the following  requests/responses/indications:

· Talk Burst request:
The request is sent by the PoC client to the PoC Server in order to request permission to send a talk burst. The request MAY include:

Queuing supported indicator if queuing is supported by the PoC Client; and,

Priority level request indicator, if queuing is supported by the PoC client and the client requests a priority level
A PoC Session identifier.

· Talk Burst Confirm response:
The response is sent by the PoC Server to the PoC Client in order confirm that the PoC Client has obtained permission to send one talk burst. The response MAY include:

A PoC Session identifier.

· Talk Burst Reject response:
The response is sent by the PoC Server to the PoC Client to reject a request to send a talk burst. The Talk Burst Reject includes:

A reject reason. Possible reject reason SHALL include:

Another PoC Client already has been given permission to send a talk burst and no queuing of the request is allowed;

Another PoC Client already has been given permission to send a talk burst and the queue full.

The PoC Client is not allowed to request permission to send a talk burst at the moment; and,

Only one participant in the PoC session. For example if only one participant is left in a PoC Session

A PoC Session identifier.

· Talk Burst Completed indication:
The indication is sent by the PoC Client to the PoC Server in order to indicate that the sending of the talk burst is completed. The Talk Burst Completed indication MAY include: 

A PoC Session identifier.

· No Talk Burst indication:
The indication is sent by the PoC Server to all PoC Clients in order to inform the PoC clients that none has the permission to send a talk burst at the moment. The No Talk Burst indication includes:

A PoC Session identifier.

· Receiving Talk Burst indication:
The indication is sent by the PoC Server to all PoC Clients (with the exception of the PoC Client with the permission to send a talk burst) in a PoC session in order to inform them that another PoC Client has the permission to send a talk burst and that the PoC Client(s) shall prepare for receiving a talk burst. 

The Receiving Talk Burst indication SHALL include:

The identity of the PoC participant at the PoC Client sending the talk burst. The identity provided SHALL allow the PoC Client to determine:

The PoC Address in the case the sender don’t want to be anonymous; and,

The display name of the PoC participant at the PoC Client sending a talk burst. 

Receiving Talk Burst indication MAY include:
A PoC Session identifier.

· Stop Talk Burst indication:
The indication is sent by the PoC Server to the PoC Client who has the permission to send a talk burst in order to revoke the permission to talk. 

The Stop Talk Burst indication SHALL include:

A PoC Session identifier.

The Stop Talk Burst indication MAY include:
Reason code:

Only one user in the PoC session. For example if only one participant is left in a PoC Session; and,

Talk burst too long indicating that the talk burst has exceeded the maximum duration. 

A retry-after time value indicating how long the PoC Client has to wait before a request to send a talk burst will be confirmed. The parameter is only present if the permission to send a talk burst is revoked due to “Talk burst is too long”.

If the PoC Server and the PoC Client support queuing of the Talk Burst Request the following requests/responses/indications SHALL be supported:

· Talk Burst Request Queued response:
The response is sent by the PoC Server to the PoC Client to indicate that the Talk Burst Request is queued. The indication MAY include:

Queue position.

Request priority indication
A PoC Session identifier.

· Talk Burst Queue Position request:
The request is sent by the PoC Client to read the position in the queue. The request includes:

A PoC Session identifier.

· Talk Burst Queue Position response:
The response is sent by the PoC Server to the PoC Client in response to the Talk Burst Queue Position request. The response MAY include:

Queue position.

Request priority indication
A PoC Session identifier.

· Talk Burst Queue Identity request: 
The request is sent by the PoC Client to the PoC Server in order to obtain the identity and position of other participants in the talk burst request queue.  The request MAY include:

A PoC Session identifier.

· Talk Burst Queue Identity response.
The response is sent by the PoC Client in response to the Talk Burst Queue Identity request. The response includes:
List of PoC Participant identities and Queue position pairs.

Request priority indication for each queued PoC participant
A PoC Session identifier.
Editor’s note: The need and use of the PoC Session identifier is for further study.

12.8 Quality Feedback 

The PoC Client and the PoC Server MAY send quality feed back reports to each other during a PoC session.

Quality feedback includes the following quality feedback reports:

· Sender Report:
The sender of a talk burst sends the Sender Report. The Sender Report includes:
Accumulated number of sent media packets since the start of the PoC Session.

A PoC Session identifier.
· Receiver Report:
The receiver of a talk burst sends the Receiver Report. The Receiver Report includes:
Accumulated number of received media packets since the start of the PoC Session.

A PoC Session identifier.
Editor’s note: The use of the PoC Session identifier is for further study.

12.9 User Plane Adaptation

12.10 Codecs 

Editor’s note:  Contribution expected.

12.11 Signaling compression

The PoC Client and the SIP/IP Core SHOULD compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.   

Editors note:  The use of IETF RFC 3321 shall be liaisoned with 3GPP/3GPP2 and is FFS.  

When the SIP/IP core corresponds with 3GPP IMS or 3GPP2 MMD, then the signaling compression procedures in TS 24.229 / xxxxxx SHALL be used.    

12.12 Charging

12.12.1 Charging of PoC sessions

In a PoC session there can be number of PoC participants being PoC subscribers of several different PoC operators. Each of the PoC operators shall be able to charge PoC participants independently on the other PoC operators policy based on their charging policies. 

The charging of the PoC participant can be based on the following:

· PoC session time: Time spent by the PoC participant in a PoC session.

· Sent talk-bursts: Amount of talk-bursts sent by the PoC participant. Amount of talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.

· Received talk-bursts: Amount of talk-bursts received by the PoC participant. Amount of talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.

· Actions initiated by the PoC participant in a PoC session. Following actions shall be able to charge

· Adding a new PoC participant into the session

· Subscription to the participant information in a PoC session

· Amount of Participant information sent to the PoC participant

In the PoC architecture the Participating PoC server measures and sends charging reports to the charging system for the charging of the PoC participant.

In a PoC session there needs to be a PoC session owner. The PoC session owner in the case of 1-1 PoC session and Ad-hoc PoC group session is the initiator of the PoC session. In the case of a Chat group session and a Pre-arranged PoC session, the PoC session owner is the owner of the PoC group.

· Total PoC session time: Total time PoC session is up, i.e. the time that there is at least one PoC participant in a PoC session.

· Amount of PoC participants as function of time: In order to do this following need to be measured, times when PoC participants join and leave the PoC session.

· Talk-bursts distributed to the PoC participants: When one of the PoC participants sends talk-burst in a session, then this talk-burst needs to be distributed to all PoC participants in a PoC session. The amount of distributed talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.

· Number of participant information subscriptions.

· Number of participant information sent to the PoC participants.

In the PoC architecture the Controlling PoC server measures and sends charging reports to the charging system for the charging of the PoC session owner.
12.12.2 Charging of other PoC services

A PoC operator shall be able to charge PoC subscriber of the following other actions:

· Number of sent PoC alerts

· Activation/deactivation of Do not disturb setting

· List management operations

Editor’s note: The charging section is not completed. 

12.13 Roaming

The PoC client SHALL be able to use the home PoC service when roaming.

When roaming, interconnection between operator’s networks and communication between the PoC server and the PoC client MAY be achieved either 

a) through interconnection of the IP Access Networks; or 

b) when a SIP/IP core exists in the visited network through interconnection of the visited and home SIP/IP core networks. 

The exact mechanisms for interconnection in the roaming scenario are outside the scope of this document. For 3GPP IMS the roaming scenarios are specified in [3GPP TS 23.228] and for 3GPP2 MMD in [3GPP2 X.P00132]. 

12.14 Presence

The PoC client MAY utilize  presence service enabler(s) to determine the PoC Presence status of other PoC clients. 

The PoC client MAY publish presence information (“Reachable”, “Unavailable” and “Do Not Disturb”) to the Presence Server via the SIP/IP core.

The PoC client supplied presence information is routed to the Presence Server via the Is and Pf reference points. 

Editor’s Note: It is FFS whether:

The PoC server SHOULD/MAY publish presence information (“Reachable”, “Busy”) to the Presence Server based on the state of the PoC client within the PoC session.

The PoC server SHOULD/MAY obtain any Presence Information it requires on PoC clients (e.g. “Reachable”, “Busy”, “Do Not Disturb”, “Unreachable”, “Offline”) by subscribing to their Presence Status using the functionalities of the Presence Service enabler. 

It is FFS if the PoC Server publishes presence information  to the Presence Server if the PoC client has not authorized the watching of this information.

The signaling between the Presence Server and the PoC Clients SHALL be routed via the SIP/IP core and the Pf Reference Point. 

The signaling between the Presence Server and the PoC Server SHALL be routed via the SIP/IP core and the Pf Reference Point. 

The Group and contact Lists for the PoC Service and the Group and Presence Lists for the Presence Service enabler SHALL be stored in and accessed from the GLMS using the Pgm reference point. 

The Subscription Authorization Policy for the Presence Server SHALL be stored in and accessed from the GLMS using the Pgm reference point. 

The creation and modification of Group and contact Lists for the PoC Service and the Group and Presence Lists, and Subscription Authorization Policy for the Presence Service enabler SHALL utilize common mechanisms using the Pm reference point.NOTE: The architecture and functions of the Presence Service enabler are out of scope of this specification.

Editor’s Note: How Offline is published is FFS

12.15 Access Control

12.15.1 Usage of access control lists

An access control list can be used by the end user as a means of controlling the incoming PoC session requests from other users or groups. On the accept list the user can maintain users and/or groups from whom he is willing to accept to receive PoC session requests. On the reject list the PoC user can maintain PoC users and/or groups from whom he is not willing to receive PoC session requests. The access control lists can be applied also on the delivery of the instant personal alerts. 

The access control lists are superseded by Do-not-Disturb state.  
12.15.2 Access control list management

Access control list management includes operations that allow the PoC Client to reliably manipulate the access control lists  and the related attributes located in the GLMS.

A PoC subscriber shall be able to add and remove user(s)/group(s) to the access control list and get the access control list when queried.  Additionally the PoC client can activate and deactive access control lists.   Only activated access control lists shall be checked by the system.   

Editor’s note: Whether the answering mode setting is part of Access Control management or not and included in this section is FFS:

8.x.3 Answering mode setting

In addition to the accept control lists the PoC system has an auto answer mode flag, which can be set on a user and/or group basis. The auto answer  is stored in the GLMS. A user shall have the ability to configure the terminal to either automatically accept the incoming session request or to be prompted before accepting the request.  These settings may be defined per inviting user and/or group. If the user sets auto answer mode on, auto answer mode is applied to the incoming PoC sessions. If the auto answer mode is off, then the manual answer mode shall be applied. A user shall have the ability to either accept or reject requests from unlisted  i.e. users not listed in the access control lists. Manual answer mode shall be applied for unlisted users.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the above changes the PoC AD and instruct the AD editor to check the agreed contributions from this meeting and make the corresponding changes to any use of the old labels in those agreed contributions.
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