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1 Reason for Contribution

This contribution discusses the separation of concerns between certain end user presence states and any communications behaviour that the end user may wish imposed, such as barring all incoming calls from all users for a particular communications means, or for particular users.
2 Summary of Contribution

There may be a tendency to associate with a Presence service some behaviors associated with the use of the Presence service. This contribution attempts to expose the separation of concerns, and cautions against linking presence information to how it is used.
3 Detailed Proposal

Overall end user presence states represent an aggregation of various capabilities (in the network and UE) and well as the user’s preferences for communicating using the various communications means available to him. As discussed in another contribution (http://www.openmobilealliance.org/ftp/PAG/pending/OMA-PAG-2004-0100-LATE-Overall-Presence-States-and-DND.zip), the overall presence states represent the advertisement of some commonly accepted or understood expectations of the end user that he wishes communicated to potential communications partners about the likelihood of successful communications between them. A presence authorization list describes which watchers may view which aspects of a user’s presence status.
On the other hand, the end user populates session access control lists to define which users may communicate with him and using what means. Such access control lists are used by communications services to determine whether to allow session setup attempts. An access control list can define whether communications with a given end user should be barred for all users, or some users, for all services or some services.
 If an access control list bars all incoming sessions for a given service, then we have a service-specific do-not-disturb (DND). If an access control list for an end user bars all incoming calls for all services, then obviously we have a global DND. Note, however, that this global DND has not been derived from the end user’s presence state. 

The next question is whether the session access control list should influence the user’s presence state as provided to authorized watchers.
Note that the user’s global or service-specific DND preference (if any) as configured in an access control list can be published as presence attributes to a Presence service. In such a case, the “list” acts as another Presence user agent towards the Presence service. (Note that such a “list” can be network or terminal based, just like any other source of presence information related to the end user.) While publishing this information, this additional presence information source should make use of the same presence attributes as other sources (i.e., user state and communication channel state, and not make up any new attributes.)
The Presence service can make use of this information in determining how to advertise the user’s overall presence state so that authorized watchers may have the appropriate expectations on the likelihood of any given means of communications succeeding.
The converse of this, which is for services to decide if all incoming session setup attempts should be barred based on subscribing to the user’s Presence state and checking for a DND setting would mean that each service should subscribe to such information for all its users, which would be an unscaleable solution in practice, and make all services coupled to the availability of a presence service.
4 Intellectual Property Rights

None pertaining to this contribution.
5 Recommendation

It is proposed that DND as a session setup policy remain a feature that is associated with end user session access control lists. Such information may optionally be published to a Presence service.
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