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1 Reason for Contribution

One of the questions raised at the last F2F meeting was: “Is there a “list of lists” or master list”? This contribution explores issues related to supporting such a feature. 

2 Summary of Contribution

This contribution

a Discusses the need for “list of lists”.

b Recommends a solution

3 Detailed Proposal

There are situations when a user needs to locate his data related to his contacts, policies (Group, Access List etc.) stored in the network (collectively referred to as “a GLMS”) in order to retrieve it. The reasons could be because:

· The user has changed to a different terminal and wants to make the above-mentioned content available on the new terminal

· The user has for some reason deleted the information in his terminal. He needs a way of finding what is data is stored in the network and to repopulate his terminal with that data.
To support these situations two things are needed.

· The terminal needs the address(es) of the GLMS server(s) where his data is stored

· The terminal needs to be able to fetch information about what is stored on the GLMS server using this address.

This contribution does not address how the terminal gets the address(es) of the GLMS server(s). It assumes that this issue is handled through configuration data or some other means.

In another contribution (OMA-PAG-2004-0159) we pointed out how such user data is a mixture of lists and policy documents. If this separation of lists from policy documents is accepted, then it follows that such documents need not be collocated in a Group Management “server”, and may be placed by a GLMS provider wherever it makes most sense. For example, a session setup policy document – such as the PoC Group – may, for efficiency reasons, be best placed at the conferencing (PoC) server where the policy will be enforced. An incoming session acceptance policy can be configured in either a network server or the terminal equipment. Likewise, a Presence Authorization document is perhaps best placed at a Presence server. In more formal terms, there may be very good reasons in many deployment environments to ensure that the policy decision point and the policy enforcement points are co-located and additional network traffic is not incurred in carrying out a service policy.

Thus the GM specification should allow for per-user information in GLMS to be split into different types of data (groups, contact lists, presence authorization lists etc). It should be allowed as an implementation option that some GLMS providers be able to split the storage of per-user data in different places in the network. 

Moreover, it is also likely that there will be terminals that do not support or needs all types of per-user data, particularly if such terminals support applications that do not need such data. It should be possible to only access and retrieve the data that is needed.

If it is accepted that there different network elements can take the role of a GLMS for certain types of list/groups, then we recommend that from a coordination point of view it is best if there exists one list of list per type of list/group. We DO NOT recommend that there exist a master list of list for per-user information in the entire GLMS. 

If we apply this to XCAP this means that there should be one list of lists per AUID. This also means that it should be possible for the terminal to get as many addresses to GLMS severs based on the AUIDs it is interested in.

The current XCAP specification does not describe how a list of lists shall be handled, as XCAP defines how to store one xml document and how to manipulate it. It does not cover how the user finds the paths to already stored documents. 

The proposal is that OMA defines or asks IETF to define a way to fetch the list of XCAP xml documents stored on the GLMS. This contribution proposes an XML format to be used to fetch the list, which is returned as a resource list, and that the following method is used:    

 “GET   http://xcap.example.com/services/<AUID>/users/<username>/ HTTP/1.1” 

to fetch the XML document. 

As base for the schema of the XML document the xs:schema targetNamespace="urn:ietf:params:xml:ns:resource-lists" is proposed,  i.e., it is a resource list with XCAP URIs as entries. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the OMA defines how to handle the list of lists according to the proposal describe in this contribution. A use case (based on the scenario described in the opening paragraphs) is also being submitted towards the GM RD to motivate the need for supporting the retrieval of such list of lists.

Two requirements arising from this discussion are:

1 A XCAP server MUST maintain a list of XML documents that describes what is stored in that XCAP server for a given user and service type.

2 It MUST be possible to retrieve from a XCAP server one document that describes the list of documents corresponding to an AUID for a particular user.
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