[image: image2.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-PAG-2004-0255-Clarify-SIMPLE-AD-Subscription-Filters-Call-Flow
Submitted to PAG
Submission Date: 20 June 2004

Doc# OMA-PAG-2004-0255-Clarify-SIMPLE-AD-Subscription-Filters-Call-Flow
Submitted to PAG
Submission Date: 20 June 2004

Change Request

	Title:
	Clarify-SIMPLE-AD-Subscription-Filters-Call-Flow
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-PAG-SIMPLE-AD-V1_1_0-20040618-D

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jackson Chan, Nortel Networks, jykchan@nortelnetworks.com

	Replaces:
	n/a


1 Reason for Change

Clarification of the call flow depicted in Section 6.2.8 (Subscription Filters) of the subject document.

2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

None known.

5 Recommendation

Approve this CR and incorporate the changes below in the current Presence AD.

6 Detailed Change Proposal

RFC 3265, Section 3.1.4.1, paragraph 3 reads as follows:   

“This SUBSCRIBE request will be confirmed with a final response.  200-class responses indicate that the subscription has been accepted, and that a NOTIFY will be sent immediately.  A 200 response indicates that the subscription has been accepted and that the user is authorized to subscribe to the requested resource.  A 202 response merely indicates that the subscription has been understood, and that authorization may or may not have been granted.”

In light of this, and to be consistent with the call flow depicted in Section 6.2.14 (Sending a Subscriber Request – Reactive Authorization) of the current draft AD (OMA-PAG-SIMPLE-AD-V1_1_0-20040618-D), we understand that when a SUBSCRIBE request has been properly authenticated and authorized, then a 200 OK (not 202 Accept) should be returned to the originator of the SUBSCRIBE request.
The current call flow does not indicate at which point the SUBSCRIBE request from the Watcher has been authenticated and authorized.  For simplicity, we could assume that the SUBSCRIBE request passes authentication and authorization checks between steps 2 and 3.     

As such, we propose that Section 6.2.8 be modified as follows:  

6.2.8 Subscription Filters
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Figure 19 - Subscription Filters

A Presentity has a Presence information document that includes two Presence tuples in RPID [RPID] format: one for Instant Messaging (IM) and another for gaming services. 

1.
A watcher sends a SUBSCRIBE message to the Presence server requesting the Presence information related to all the messaging applications (e.g. MMS,SMS,IM) related to that Presentity. This is done by including a filter in the body of the SUBSCRIBE message according to [FILTER] and [FILTERFORMAT].

2.
The SIP/IP Core forwards the SUBSCRIBE message to the Presence Server as normal.

3.
The Presence Server authenticates and authorizes the subscription and the filter and sends a 200 OK to the SIP/IP Core indicating that it accepts the subscription and the filter.

4. The SIP/IP Core forwards the200 OK to the Watcher.

5. The Presence Server as it had accepted the filter sends a NOTIFY message to the Watcher including only the Instant Messaging related tuple which was requested by the Watcher’s subscription filter.

6. The SIP/IP Core forwards the NOTIFY message to the Watcher.

7. The Watcher acknowledges the NOTIFY with a 200 OK.

8. The SIP/IP Core forwards the 200 OK to the Presence Server.
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