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Figure � SEQ Figure \* ARABIC �119� - Subscription Filters


In this example, aA Ppresentity has a Ppresence information document that includes two pPresence tuples in RPID [RPID] format: one for Instant Messaging (IM) and another for gaming services. 


1.	A watcher sends a SIP SUBSCRIBE requestmessage to the PS requesting the pPresence information related to all the messaging applications (e.g. MMS, SMS, IM) related to that Pof the presentity. This is done by including a filter in the body of the SIP SUBSCRIBE requestmessage according to [FILTER] and [FILTERFORMAT].


The SIP/IP Core network forwards the SIP SUBSCRIBE requestmessage to the PS as normal.


The PS authorizes the subscription and interprets the subscription filter and sends a SIP 200 OK response to the SIP/IP Core network indicating that it accepts the subscription has been accepted and the subscription filter understood.


The SIP/IP Core network forwards the SIP 200 OK response to the Wwatcher.


The PS as it had accepted the filter sends a SIP NOTIFY request message to the wWatcher including only the Instant Messaging related tuple whichthat was requested by the wWatcher’s subscription filter.


The SIP/IP Core network forwards the SIP NOTIFY messagerequest to the wWatcher.


The Wwatcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.


The SIP/IP Core network forwards the SIP 200 OK response to the PS.





6.2.9 Subscribing to Watcher Information state changesWatcher Information  (Subscriptions/Notifications)








�


Figure � SEQ Figure \* ARABIC �220�- Watcher Information (Subscriptions/Notifications)


Note: The SIP/IP Core between the PSresence Server and the PUA is not shown in theat figure due to simplicity reasons.





In this use case we assume that the PS does not support polite blocking which results in appropriate working of generating SIP 200 OK and 202 Accepted responses.  


AThe PUA subscribes to itsthe  own watcher information of its own presentity in order to receive notifications learn more about new, unauthorized watchersthe people that subscribe to its Ppresence information. This is performeddone by sending a SIP SUBSCRIBE messagerequest  to the PS according to [WINFO].


The PS after authorizing the subscription allows the PUA to subscribe to theits watcher information. The PS acknowledges the SIP SUBSCRIBE request by generatingsending a SIP 200 OK messageresponse.


The PS after that sendsgenerates a SIP NOTIFY requestmessage includingwith the current state of the watcher information of the presentityat PUA.


The PUA acknowledges the SIPreceived NOTIFY requestmessage by sending a SIP 200 OK response.


After some time elapses, a wWatcher attempts to subscribe to the PUA’spresentity’s pPresence information by sending a SIP SUBSCRIBE messagerequest according to [PRESEP].


The SIP/IP Core network forwards the SIP SUBSCRIBE requestmessage to the PS.


The PS acknowledges  the SIP received SUBSCRIBE requestmessage and returns a SIP 202 Accepted response.


The SIP/IP Core network forwards the SIP 202 Accepted response to the Watcher.


The PS also immediately sends a SIP NOTIFY request message as mandated by [RFC3265], with the value ofsetting the the “Subscription-State” header field to the value" of “"pending”"  value, which indicatinges that the subscription has been received, but theat Subscription Authorization pPolicy information  is insufficient to accept or deny the subscription at this time. 


The SIP/IP Core network forwards the SIP NOTIFY request to the wWatcher


The wWatcher acknowledges the SIP received NOTIFY request message by sending a SIP 200 OK response.


The SIP/IP Core network forwards the SIP 200 OK response to the PS.


As the watcher information state for the presentityPUA changes (a wWatcher has requested to subscribe to theits pPresence iInformation), the PS sends a SIP NOTIFY requestmessage to indicate ththate change (a subscription for the presentity’sits pPresence iInformation is pending) to the PUA according to [WINFO]. 


The PUA acknowledges the SIP received NOTIFY request with a SIP 200 OK response.


The presentityPUA authorizes the subscription of the pendingis wWatcher to its Presence Informati. on


As the subscription state for the presence event package changes, Tthe PS informs the sends a SIP NOTIFY request to the wWatcher indicating  that the subscription is authorized. The SIP NOTIFY request also with a NOTIFY that conveys the current presence information state of the PUApresentity.


The SIP/IP Core network forwards the SIP NOTIFY messagerequest to the wWatcher


The wWatcher acknowledges the SIPreceived NOTIFY requestmessage by sending a SIP 200 OK response.


The SIP/IP Core network forwards the SIP 200 OK response to the PS.


As the subscription state for the presence event package changes, at the same time of step 16, the PS sends a SIP NOTIFY request to the winfo template package Because there is a change in the status of the subscription (changes from pending to active)to the PUA iindicating that the subscription is authorizeds informed about that change by the NOTIFY message from the PS.


The PUA acknowledges the SIP NOTIFY requestmessage with a SIP 200 OK response. 
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