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1 Reason for Change

This contribution proposes a restructuring and clean-up of section 4.5 of the GM AD.  This is a replacement of the existing text in section 4.5.  The proposed text merges the text from sections 4.5.3 and 4.5.4 from the previous version of the AD that was approved in another contribution.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and discuss for approval.  If approved, please place the proposed changes in section 4.5.
6 Detailed Change Proposal

4.5 Basic Data Structures

4.5.1 Basic Group Document Data Structure

A group document is created when an authorized user requests to create a new group.  A group document is kept until the user requests to delete it or the service provider deletes it based on the policy.  A group document consists of the following:
· Owner; Identifies the owner of the group.  The Owner has administrative permissions.

· Group ID; URI which identifies the group document and is addressable using its XCAP or SIP URI.

· Group Display Name; The human-readable display name of the group document.

· Supported Services; Identifies the service types for which this group supports.  More than one service type may apply.

· Membership; Indicates that the group is open or closed. If "closed", then no new members may be added.  Membership is closed if the maximum number of members is attained.

· Maximum number of member; Indicates the maximum number of members allowed to belong to the group or join a supported service session.

· Visibility; Indicates if the document is visible to only the owner (i.e., private), visible to group members only (i.e., semi-private), or visible to the public.

· Creation Timestamp; Timestamp when this group document was created.

· Expiration Timestamp; Timestamp that identifies the expiration timestamp for the group document.

· Contact List; A basic contact list data structure that identifies the collection of members that belong to the group and are allowed to join a supported service session associated with the group.

· Session Policy List; A basic session policy data structure that represents the collection of session policy attributes that are specified for a given service type.  If no set of Session Policy attributes exist for a given service type, a default may be used.

· Access List; A basic access list structure that identifies the list of contacts that are barred from joining the group as a member or joining a supported service session associated with the group.

4.5.2 Basic Contact List Data Structure

A contact list document is a collection of member contact data.  A contact list document is created when an authorized user requests to create a new group.  A contact list document is kept until the user requests to delete it or the service provider deletes it based on the policy.  
Basic member contact data structure consists of general member information and session contact information.  A member may be an individual or a reference to another contact list document.

A member is created when an authorized member of the group with administrative permission requests to add a new member to a group.  The member contact data kept until an authorized member with administrative permission requests to delete the member from the group or the service provider deletes the member from the group based on the policy.  
4.5.2.1 General Member Information

The general information for a member when that member is another group consists of the following:

· Member ID; URI which references the group document.

· Member Display Name; The human-readable display name of the member.

The general information for a member when the member is an individual consists of the following:

· Member ID; Identifies the member.

· Member Display Name; The human-readable display name of the member.

· Administrative Permissions; Indicates if the member has been granted administrative permissions to perform administrative operations to the group.  Administrative permission may be granted to specific operations.  Only the owner or the service provider may grant administrative permissions.

4.5.2.2 Session Contact Information

A member needs to have at least one or more session contact.  A member may have multiple session contacts for a single service type.  Session contact information consists of the following:

· Service Type; Identifies the service type for this contact information.

· Contact ID; Identifies the URI for this service type.

· Contact Display Alias; The human-readable display name of the contact.  This may be defaulted to the member’s display name.
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4.5.3 Basic Access List Structure

An access list document is created when an authorized member of the group with administrative permission requests to add a session policy for that service type.  These session policies apply to a service session of that service type.  If no set of Session Policy attributes exist for a given service type, a default may be used.  A set of session policy attributes consists of the following:

An access list document contains two logical functions: the accept list and a reject list. The access list contains the following information elements:

· Subscriber identities from whom the user is willing to receive session invitations (accept list)

· Subscriber identities from whom the user is not willing to receive session invitations (reject list)

The access list document contains any number of rules, all of which are matched against the request according to the principles described below. 

A rule contains three main elements: conditions, actions, and transformations [draft-ietf-geopriv-common-policy-00].

The conditions define the conditions that need to be met before a certain rule is applied. The actions and transformations parts define the operations the server executes before initiator of the request (the caller) is allowed to progress with the session invitation. 
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4.5.3.1 Conditions

Only one condition element is defined here:

· identity

The identity element defines the identity against which the caller’s identity is matched. If the identities match, the rule in question applies to the initiator of the session invitation. Then subsequent rules, if any, are processed.

The identity element can contain 

· individual identities,

· domains, 

· a reference to a resource list, or

· “any” parameter, meaning that the condition matches to all callers.

If a reference is used, the GM server retrieves the list entries and populates the identity element with the individual entries stored in the external list. 

The domain and any parameter may contain any number of exceptions to the condition. The exceptions are used to implement simple blacklist functionality.

4.5.3.2 Actions
Actions define the action to be taken for those callers whose identity matches the identity element in the conditions part. Two actions are defined here

· Block

· Allow
Editor’s note: the default action to be taken in case of an unknown user, and in the case when no rule matches, is FFS.
4.5.3.3 Transformations
Transformations define the operations the GM server executes before providing any information to the caller.

Editor’s note: Whether any transformations are needed is FFS.
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4.5.4 Basic Session Policy List Structure

A set of session policy attributes for a specific service type is created when an authorized member of the group with administrative permission requests to add a session policy for that service type.  These session policies apply to a service session of that service type.  If no set of Session Policy attributes exist for a given service type, a default may be used.  A set of session policy attributes consists of the following:

· Service Session Policy Type; Identifies the service type for which the following session policy attributes apply.

· Anonymous access; Indicates whether a member is able to participate anonymously in this type of session.

· Owner initiation only; Indicates whether only the owner of this group is able to initiate a session of this service type. If "No", then any member of the group may initiate a session of this service type.

· Service Specific Session Policy Attributes; Session policy attributes that are specific to a type of service may also be included.
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