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1 Reason for Change

To add “over-the-air” provisioning functionality in Presence. 

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Make the proposed changes to the Presence AD (OMA-PAG-SIMPLE-AD-V1_1_0-20040827-D).

6 Detailed Change Proposal

>>>>>>>>>>>Under section 2.1 Normative References add >>>>>>>>>>>>>>>

6.1 Informative References

	OMA:

	[Privacy]
	“OMA Privacy Requirements for Mobile Services”
URL:http://www.openmobilealliance.org/ftp/PD/OMA-RD_Privacy-V1_0_0-20031104-A.zip

	[OMA GMAD]
	“Group Management Architecture, V 1.0”, Open Mobile Alliance

	[PRESRD]
	“Presence Requirements“,OMA-RD_Presence-V1_0-20040716, Version 1.0, 16 July 2004, 
URL:http://www.openmobilealliance.com/

	[WAPARCH]
	“WAP Architecture”. Open Mobile Alliance(. WAP‑210‑WAPArch. URL:http//www.wapforum.org/

	[CREQ]
	“Specification of WAP Conformance Requirements”. Open Mobile Alliance(. WAP‑221‑CREQ‑20010425-a. http://www.openmobilealliance.org

	[OMA ERDCP]
	OMA Enabler Release Definition for Client Provisioning V1.1

	[OMA DM]
	OMA Device Management, V1.1.2 ( based on SyncML DM)

	[OMA PROAD]
	OMA – Provisioning Architecture Overview V1.1

	[OMA PROCONT]
	OMA – Provisioning Content V1.1

	[OMA PROUA]
	OMA – Provisioning User Agent Behaviour V1.1

	[OMA PROSEC]
	OMA -  Provisioning Bootstrap V1.1

	IETF:

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner. March 1997,
(http://www.ietf.org/rfc/rfc2119.txt)

	[RFC3261]
	"SIP: Session Initiation Protocol", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler,June 2002, RFC 3261,. (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., Feb. 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC2779]
	“Instant Messaging / Presence Protocol Requirements “, M.Day et al., Feb 2000, RFC 2779, 

(http://www.ietf.org/rfc/rfc2779.txt)

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B.Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T.Berners-Lee et al., Aug. 1998, RFC 2396, (http://www.ietf.org/rfc/rfc2396.txt)

	[PRESEP]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-10.txt)

Note: IETF Draft work in progress

	[NOTFILTER]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al., Feb. 2004 (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-filter-funct-00.txt)

Note: IETF Draft work in progress

	[FILTERFORMAT]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al., Feb. 2004 (http://www.ietf.org/internet-drafts/draft-ietf-simple-filter-format-00.txt)

Note: IETF Draft work in progress

	[PIDF]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., May 2003 (http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-pidf-08.txt)

Note: IETF Draft work in progress

	[RPID]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H.Schulzrinne et al., March 2004 (http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-03.txt)

Note: IETF Draft work in progress

	[PRESCAPS]
	“User agent capability presence status extension”, M.Lonnfors et al., Feb. 2004 (http://www.ietf.org/internet-drafts/draft-ietf-simple-prescaps-ext-00.txt)

Note: IETF Draft work in progress

	[CIPID]
	“CIPID: Contact Information in Presence Information Data Format”, H. Schulzrinne, March 2004 (http://www.ietf.org/internet-drafts/draft-ietf-simple-cipid-01.txt)

Note: IETF Draft work in progress

	 [PARNOT]
	“Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., IETF draft, April 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-02.txt)

Note: IETF Draft work in progress

	[PARNOTFORMAT]
	“Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., April 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-01.txt)

Note: IETF Draft work in progress

	[WINFO]
	“A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, (http://www.ietf.org/internet-drafts/draft-ietf-simple-winfo-package-05.txt)

Note: IETF Draft work in progress

	[WINFOFORMAT]
	“An Extensible Markup Language (XML) Based Format for Watcher Information”, J.Rosenberg, Jan.2003, (http://www.ietf.org/internet-drafts/draft-ietf-simple-winfo-format-04.txt)

Note: IETF Draft work in progress

	[PUBLISH]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Nov. 2004,  (http://www.ietf.org/internet-drafts/draft-ietf-sip-publish-04.txt)

Note: IETF Draft work in progress

	[GEOPIVLO]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Feb. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-geopriv-pidf-lo-01.txt)

Note: IETF Draft work in progress

	[EVENTLIST]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., IETF draft, August 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-list-05.txt)

Note: IETF Draft work in progress

	[XCAPPIDF]
	“An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence Document Contents”, M.Isomaki et al., Jun. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-pidf-manipulation-usage-01.txt)

Note: IETF Draft work in progress

	[XCAPCHANGE]
	“A Session Initiation Protocol (SIP) Event Package for Modification Events for the Extensible Markup Language (XML) Configuration Access  Protocol (XCAP) Managed Documents”, J.Rosenberg, Feb. 2004, (draft-ietf-simple-xcap-package-01)

Note: IETF Draft work in progress

	3GPP / 3GPP2

	[3GPP TS 23.141]
	 “Presence Service; Architecture and functional description”, 3GPP TS 23.141 V6.5.0, Release 6,  Mar. 2004

	[3GPP2 X.S0027-001-0]
	“Presence Service; Architecture and functional description”, Revision 0, Version 1.0, 3GPP2, 2004

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228 V6.5.0, Release 6, Mar. 2004  

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain:  IP Multimedia Subsystem - Stage 2”, Revision A, Version 2.0, 3GPP2, 2004

	[3GPP TS 24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP TS 24.229 V6.2.0, Release 6, Mar 2004 

	[3GPP2 X.S0013-004-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 2.0, 3GPP2, 2004

	[3GPP TS 22.141]
	“Presence Service; Stage 1”, 3GPP TS 22.141 V6.2.0 Release 6, Mar. 2003

	[3GPP2 S.R0062]
	"Presence service; Stage 1" Version 1.0, October 2002

	[3GPP2 S.R0086-A]
	“IMS Security Framework”,  2004

	[3GPP TS 33.203]
	“Access Security for IP-based services”, 3GPP TS 33.203 V6.x.x, Release 6, xxx 2004

	[3GPP TS 32.200]
	“Charging management; Charging principles”,3GPP TS 32.200 v5.x.x, Release 5, xxx 2004

	[3GPP2 X.S0013-007-0]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Charging Architecture”, Revision 0, Version 1.0, 3GPP2, December 2003

	[3GPP TS 22.228]
	 “Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1”, 3GPP TS 22.228 V6.5.0, Release 6, Jan. 2004

	[3GPP TS 24.141]
	“Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, 3GPP TR 24.141 V6.0.0, Release 6, June 2004 

	[3GPP2 X.S0027-003-0]
	“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2, 2004

	[3GPP TS 32.260]
	“Charging Management; IP Multimedia Subsystem (IMS) Charging”, 3GPP TS 32.260 V1.0.0, Release 6, 2004

	[3GPP2 X.S0013-0xx-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Charging, Architecture and Information Flows – Revision A”, Revision A, Version 2.0, 3GPP2, 2004

	[3GPP TS 33.141]
	“Presence Service; Security”, 3GPP TS 33.141 Vx.x.x, Release 6, xxx 2004

	[3GPP2 X.S0027-002-0]
	“Presence Service - Security”, Revision 0, Version 1.0, 3GPP2, 2004

	[3GPP2 X.S0027-004-0]
	“Network Presence”, Revision 0, Version 1.0, 3GPP2, 2004


>>>>>>>>>>>Delete section 5.1 Context Diagram >>>>>>>>>>>>>>>

6.2 






1. 
2. 
3. 

>>>>>>Under section 5.2.1 Collaboration with Service Enablers add >>>>>>>>

6.2.4 Collaboration with Service Enablers

This section depicts an example of how the collaboration with other service enablers is achieved using the mechanism described in Section 6.1.

A Presentity publishes service specific Presence information via PRS-1 and PRS-3.
A Watcher subscribes to a Presentity’s Presence information via PRS-2 and PRS-3.For Presence AD Phase I it has been identified that the following enablers might collaborate with the Presence Service enabler:

· PoC 

· GM
· Provisioning 

>>>>>>>>>>>>>>>>>Under section 6 Architecture add >>>>>>>>>>>>>>>>>>>

7. Architectural Model
(Informative)

The following figure illustrates the OMA Presence architecture
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Figure 3-SIMPLE Presence Reference Architecture

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification.

The access network used by the Presence architecture may include any radio or other access as well as the other nodes required to support IP connectivity and IP mobility.

>>Under section 6.1.2 External Entities Providing Services to Presence add >>

7.1.4 External Entities Providing Services to Presence

6.1.3.0 SIP/IP Core network

The SIP/IP Core network includes a number of SIP proxies and SIP registrars which routes Presence messages. 

6.1.3.1 Shared XML Data Management Server (XDMS)

Presence users use the Shared XDMS to manage contact lists (i.e. URI lists) that are needed for the Presence Service.   The Shared XDMS performs the following functions:

· Provides list management operations such as create, modify, retrieve contact lists 

6.1.3.2 Aggregation Proxy 

The functionality of the Aggregation Proxy is described in [OMA GMAD].

6.1.3.3 Device Management Server

The Device Management, DM, Server SHOULD perform the following functions that are needed in support of the Presence Service:

· Initializes and updates all the configuration parameters necessary for the Watcher and Presence Source
· Supports software update for upgradeable handsets.  


>>>Under section 6.1.3 Description of the Reference Points add >>>>>>>>>>>

6.1.4 Description of the Reference Points

6.1.4.0 Reference Point PRS-1: Presence Source – SIP/IP Core

The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The protocol for the PRS-1 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

6.1.4.1 Reference Point PRS-2: Watcher – SIP/IP Core network

The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

6.1.4.2 Reference Point PRS-3: SIP/IP Core – Presence Server

The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point is SIP.

6.1.4.3 Reference Point PRS-4: SIP/IP Core – Resource List Server

The PRS-4 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-4 reference point is SIP.

6.1.4.4 Reference Point GM-1: XDM Client – SIP/IP Core

The GM-1 reference point is described in [OMA GMAD]. 

6.1.4.5 Reference Point GM-3: XDM Client- Aggregation Server

The GM-3 reference point is described in [OMA GMAD].

6.1.4.6 Reference Point GM-5: Presence Server – Shared XDM Server

The GM-5 reference point is described in [OMA GMAD].

6.1.4.7 Reference Point GM-9: Presence XDM Server – SIP/IP Core

The GM-9 reference point is described in [OMA GMAD].

6.1.4.8 Reference Point GM-12: Aggregation Proxy –Presence XDM Server 

The GM-12 reference point is described in [OMA GMAD].

6.1.4.9 Reference Point GM-13: Presence Server - Presence XDM Server

The GM-13 reference point is described in [OMA GMAD].

6.1.4.10 Reference Point GM-15: Resource List Server – Shared XDM Server

The GM-15 reference point is described in [OMA GMAD].

6.1.4.11 Reference Point GM-16: Aggregation Proxy- SIP/IP Core

The GM-16 reference point is described in [OMA GMAD].

6.1.4.12 Reference Point IP-1: SIP/IP Core network – External Presence Network (based on a SIP/IP Core)

The IP-1 reference point supports the communication between the SIP/IP Core network and an External Presence Network based on a SIP/IP Core network. The protocol for the IP-1 reference point is SIP.

6.1.4.13 Reference Point DM-1: DM Client – DM Server

The DM-1 reference point is described in [OMA DM]. The presence enabler will define the presence configuration object(s).
>>>>>>>>> Add new section 6.1.9 Presence Service Provisioning >>>>>>>>>>
6.1.9 Presence Service Provisioning

The Presence Service provider MAY set up the Presence Service configurations remotely in the terminal device by using the device management mechanism specified in [OMA PROAD]. The updates of the Presence Service configurations are remotely performed in the terminal device by using [OMA DM].

A UE running the Presence Watcher and Presence Source functions, compliant with [OMA PROUA] SHALL be able to receive the contents sent by service provider. The exact syntax and definition of parameters needed for Presence enabler are specified in [OMA PROCONT]. The bootstrap mechanism defined in [OMA PROSEC] and [OMA DM] SHALL be used to enhance the security of the provisioning.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

_1154558974.doc
[image: image1.wmf]Presence


Server


SIP / IP Core 


Presence 


Source


Aggregation


Proxy


Remote Presence Network (based on SIP/IP Core 


IP


-


1


Bold boxes 


identify


Presence 


functional 


entities


Presence


XDMS


Shared 


XDMS


XDMC


PRS


-


3


PRS


-


1


GM


-


5


GM


-


9


GM


-


3


GM


-


12


GM


-


13


Watcher


RLS


PRS


-


.2


PRS


-


4


GM


-


15


GM


-


16


GM


-


1


Presence


Server


SIP / IP Core 


Presence 


Source


Aggregation


Proxy


Remote Presence Network (based on SIP/IP Core 


IP


-


1


Bold boxes 


identify


Presence 


functional 


entities


Presence


XDMS


Shared 


XDMS


XDMC


PRS


-


3


PRS


-


1


GM


-


5


GM


-


9


GM


-


3


GM


-


12


GM


-


13


Watcher


RLS


PRS


-


.2


PRS


-


4


GM


-


15


GM


-


16


GM


-


1





_1157264538.doc
[image: image1.wmf]Presence


Server


SIP / IP Core 


Presence 


Source


Aggregation


Proxy


Remote Presence Network (based on SIP/IP Core 


IP


-


1


Bold boxes 


identify


Presence 


functional 


entities


Presence


XDMS


Shared 


XDMS


XDMC


PRS


-


3


PRS


-


1


GM


-


5


GM


-


9


GM


-


3


GM


-


12


GM


-


13


Watcher


RLS


PRS


-


.2


PRS


-


4


GM


-


15


GM


-


16


GM


-


1


Presence


Server


SIP / IP Core 


Presence 


Source


Aggregation


Proxy


Remote Presence Network (based on SIP/IP Core 


IP


-


1


Bold boxes 


identify


Presence 


functional 


entities


Presence


XDMS


Shared 


XDMS


XDMC


PRS


-


3


PRS


-


1


GM


-


5


GM


-


9


GM


-


3


GM


-


12


GM


-


13


Watcher


RLS


PRS


-


.2


PRS


-


4


GM


-


15


GM


-


16


GM


-


1


DM Client


DM Server


DM


-


1


Presence


Server


SIP / IP Core 


Presence 


Source


Aggregation


Proxy


Remote Presence Network (based on SIP/IP Core 


IP


-


1


Bold boxes 


identify


Presence 


functional 


entities


Presence


XDMS


Shared 


XDMS


XDMC


PRS


-


3


PRS


-


1


GM


-


5


GM


-


9


GM


-


3


GM


-


12


GM


-


13


Watcher


RLS


PRS


-


.2


PRS


-


4


GM


-


15


GM


-


16


GM


-


1


Presence


Server


SIP / IP Core 


Presence 


Source


Aggregation


Proxy


Remote Presence Network (based on SIP/IP Core 


IP


-


1


Bold boxes 


identify


Presence 


functional 


entities


Presence


XDMS


Shared 


XDMS


XDMC


PRS


-


3


PRS


-


1


GM


-


5


GM


-


9


GM


-


3


GM


-


12


GM


-


13


Watcher


RLS


PRS


-


.2


PRS


-


4


GM


-


15


GM


-


16


GM


-


1


DM Client


DM Server


DM


-


1





_1154180560.doc


PoC 







Server







Security







Charging







Discovery/







Registry







Authentication/







Aut







horisation















Presence 







Server







Security







Charging







Discovery/







Registry







Authentication/







Authorisation















PoC 







Server







Security







Charging







Discovery/







Registry







Authentication/







Authorisation















Presence 







Server







Security







Charging







Discovery/







Registry







Authentication/







Authorisation







Group 







Mgmt







Client















Group 







Mgmt







Server







Functional Entities of the Presence AD







Intrinsic Functions







Entities/Reference points







Beyond the scope of the Presence AD







Reference points described 







in the Presence AD































PoC 







Server







Security







Charging







Discovery/







Registry







Authentication/







Aut







horisation















Presence 







Server







Security







Charging







Discovery/







Registry







Authentication/







Authorisation















PoC 







Server







Security







Charging







Discovery/







Registry







Authentication/







Authorisation















Presence 







Server







Security







Charging







Discovery/







Registry







Authentication/







Authorisation







Group 







Mgmt







Client







Group 







Mgmt







Client







Presence 







Source







Group 







Mgmt







Server







Group 







Mgmt







Server







Functional Entities of the Presence AD







Intrinsic Functions







Entities/Reference points







Beyond the scope of the Presence AD







Reference points described 







in the Presence AD







Watcher
























































