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3. Terminology and Conventions


3.1 Conventions


<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>


This is an informative document, which is not intended to provide testable requirements to implementations.


<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>


3.2 Definitions


<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>


		Term 1

		Definition



		Term 2

		Definition



		

		





3.3 Abbreviations


<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>


		OMA

		Open Mobile Alliance



		Xxx

		xxx



		

		





4. Introduction














4.1 Planned Phases












Figure 1- Phases of Presence Service


As in Figure 1 above, Phase I is focusing on functions required for mandatory presence and PoC. In Phase II, in addition to Phase I functions, advanced functions required for mandatory presence and PoC will be included; presence functions required for non-PoC (e.g., IM, game and so on) and optional presence functions will also be included.

5. Presence Functional Entities


5.1 Presence Source


The Presence Source is an entity that provides presence information to a Presence Service . The Presence Source MAY be located in the user’s terminal or within a network entity.

5.1.1 Publication of presence information


A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [PUBLISH]. 


A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863], and the following PIDF extensions:  


· Rich presence, according to [RPID], and

· User agent capability, according to [PRESCAPS].


The Presence Source MAY support one or more of the following PIDF extensions:


· Contact information, according to [CIPID], and

· Presence-based geographical location, according to [PIDFLO]. 


Editor’s note: Mandatory/optional status of PIDF extensions should be revisited after determining what presence information elements are required.

5.1.1.1 Partial publication


Partial publication is a mechanism for publishing only those parts of the presence information that have changed since the last publication, rather than the full presence state.

A Presence Source MAY support partial publication. A Presence Source performing partial publication SHALL support the following:


· SIP extension for partial publications, according to the procedures described below, and

· Partial presence extension to PIDF, according to [PARNOTFORMAT].

In case of the Presence Source performing partial publication, the first PUBLISH request SHALL include full state information:


· The state attribute defined in  [PARNOTFORMAT] SHALL be set to the value "full", and

· The version attribute defined in  [PARNOTFORMAT] SHALL be set to an initial value.

On receiving a 415 (Unsupported Media Type) response from the PS with including "application/pidf+xml" in the Accept header field, the Presence Source SHALL generate a new PUBLISH request including the same content represented with the "application/pidf+xml"content type.

On receiving a 200 (OK) response from the PS, the Presence Source SHALL include partial state in subsequent PUBLISH requests: 


· The state attribute SHALL be set to the value 'partial', and 

· The version attribute SHALL be incremented by one. 

5.1.1.2 Handling of large contents


The Presence Source MAY implement the “multipart/related” content type as described in [RFC2387], in order to aggregate other MIME objects with the “application/pidf+xml” content type. 


If a presence attribute has a value of a refernce to a MIME object, the Presence Source can either:


· Use the content indirection mechanism as defined in [CONTENTIND] and upload the content to the Presence XDMS; or

· Send the MIME object directly together with ther presence document by utilising the “multipart/related” content-type in the PUBLISH request.

5.1.1.2.1 Performing content indirection


If the Presence Source decides to use the content indirection mechanism for publishing an initial or modified value of a presence attribute, the Presence Source SHALL follow the following procedures:


1. Construct as many HTTP URIs as many objects to be stored; and


· Formulate every HTTP URI according to the following structure: http://<xcap-root-uri>/presence-ind/user/<SIP URI>/<mime-objects>, where the <xcap-root-uri> directory is defined according to [XDMSPEC].


· Store the MIME objects behind the created HTTP URI(s) using the HTTP PUT method defined in [RFC 2616].


2. Use the “multipart/related” content type as described in [RFC2387] with the content indirection mechanism as specified in [CONTENTIND] for the publication of presence information format as follows:


· Set a CID URI referencing to other MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content; 


· Include the presence document of the format “application/pidf+xml” or “application/pidf-partial+xml” in the root of the body of the “multipart/related” content;


· Specify the part having information about the MIME object by using the “message/external-body” content type, defining the HTTP URI, versioning information and other information about the MIME object as described in [CONTENTIND]. The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not.


5.1.1.2.2 Handling of direct content


When the Presence Source decides to publish the MIME object as a direct content inside the presence document, the Presence Source SHALL utilise the “multipart/related” content type as described in [RFC2387] in the PUBLISH request.


5.1.1.3 Limiting the rate of publications

The Presence Source MAY be configured with a rate (the shortest time period between two PUBLISH requests) at which PUBLISH requests are generated. In this case, the Presence Source SHALL NOT generate PUBLISH requests more often as it is instructed by the local rate limitation configuration. 

5.1.2 Subscription to Watcher information

Watcher information refers to the dynamically changing set of watchers that are subscribed to a particular presentity, and the state of the subscriptions. 


A Presence Source MAY subscribe to watcher information.  A Presence Source subscribing to watcher information SHALL support the following:


· Watcher information event template package, according to the watcherinfo subscriber procedures described in [RFC3857], and

· ‘application/watcherinfo+xml’ content type, according to [RFC3858].

Upon activation of the presence service, the presentity SHALL subscribe to watcher information through one of it Presence Sources.


5.1.2.1 Watcher information filtering

Event notification filtering is a mechanism for the Presence Source to control the content and frequency of notifications sent to it.

A Presence Source subscribing to watcher information MAY request event notification filtering.  A Presence Source requesting event notification filtering SHALL support the following:


· Event notification filtering, according to the subscriber procedures described in [FILTER], and

· Content-type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 



· 

· 

· 















5.1.3 Example realizations of a Presence Source


5.1.3.1 Presence User Agent


<to be filled>


5.1.3.2 Presence Network Agent


The Presence Source MAY be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PNA collects the presence information from the various network elements and send it to the PS. 


The PNA may also notify the PS when the terminal is disconnected. This can be achieved by using keep-alives (heartbeat) mechanism from the terminal to the PNA. 


The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 3 and Figure 4) and are out of scope of the current specification.
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 Figure 2-PNA in 3GPP
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 Figure 3-PNA in 3GPP2


The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 5:
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 Figure 4-PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.


5.1.3.3 Presence External Agent


The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively. The PEA performs the following functions:


· Supply presence information from external networks.


· Handle the interworking and security issues involved in interfacing to external networks.

· Resolve the location of the PS associated with the presentity.


Examples of presence information that the PEA may supply, include:


· Third party services (e.g. calendar applications, corporate systems) 


· Internet Presence Services 


· Non SIMPLE-based Presence Services


· Services that use Presence (e.g. PoC, IM).
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