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3. Terminology and Conventions


3.1 Conventions


<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>


This is an informative document, which is not intended to provide testable requirements to implementations.


<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>


3.2 Definitions


<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>
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		Definition
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		Definition
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		OMA

		Open Mobile Alliance



		Xxx

		xxx



		

		





4. Introduction














4.1 Planned Phases












Figure 1- Phases of Presence Service


As in Figure 1 above, Phase I is focusing on functions required for mandatory presence and PoC. In Phase II, in addition to Phase I functions, advanced functions required for mandatory presence and PoC will be included; presence functions required for non-PoC (e.g., IM, game and so on) and optional presence functions will also be included.

5. Presence Functional Entities


5.1 Presence Source


The Presence Source is an entity that provides presence information to a Presence Service [RFC2778].


5.1.1 Publication of presence information


5.1.1.1 Partial publication


5.1.1.2 Handling of large contents


5.1.1.2.1 Performing content indirection


5.1.1.2.2 ,Handling of direct content


5.1.2 Subscription for the watcher information template package


The Presence Source SHALL perform the following functions:


· Collect presence information associated with a presentity representing a principal.


· Assemble the presence information in the format defined for the PRS-1 reference point.


· Send the presence information to the PS over the PRS-1 reference points.


Manage the Subscription Authorisation Policy.


Handle any necessary interworking required to support terminals that do not support the PRS-1 reference point.


Identify itself uniquely among other Presence Sources of the same presentity when publishing presence information.


The Presence Source may be located in the user’s terminal or within a network entity.


When the Presence Source publishes presence information, it SHALL generate a SIP PUBLISH request according to [PUBLISH].


The Presence Source SHALL support at least the "application/pidf+xml" presence information format according to [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID]. The Presence Source MAY also support the PIDF extensions for contact information defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. 


The Presence Source SHALL also support the SIP user agent capabilities extension to PIDF [PRESCAPS] if it publishes a presence tuple describing a service. The type of the service SHALL be described using the [PRESCAPS] extension.


5.1.3 Example realizations of a Presence Source


5.1.3.1 Presence User Agent


<to be filled>


5.1.3.2 Presence Network Agent


The Presence Source MAY be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PNA collects the presence information from the various network elements and send it to the PS. 


The PNA may also notify the PS when the terminal is disconnected. This can be achieved by using keep-alives (heartbeat) mechanism from the terminal to the PNA. 


The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 3 and Figure 4) and are out of scope of the current specification.
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 Figure 2-PNA in 3GPP
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 Figure 3-PNA in 3GPP2


The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 5:
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 Figure 4-PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.


5.1.3.3 Presence External Agent


The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively. The PEA performs the following functions:


· Supply presence information from external networks.


· Handle the interworking and security issues involved in interfacing to external networks.

· Resolve the location of the PS associated with the presentity.


Examples of presence information that the PEA may supply, include:


· Third party services (e.g. calendar applications, corporate systems) 


· Internet Presence Services 


· Non SIMPLE-based Presence Services


· Services that use Presence (e.g. PoC, IM).


5.2 Presence Server


The Presence Server (PS) is an entity that accepts, stores and distributes presence information. The PS performs the following functions:


· Handles publications from one or multiple Presence Source(s) of a certain presentity (see 5.2.1)


· Composes the presence information received from one or multiple Presence Source(s) into a single presence document (see 5.2.3.1). 

· Handles subscriptions from watchers to presence information and generates notifications about the presence information state changes (see 5.2.2).

· Handles subscriptions from Presence Sources and watchers to watcher information and generates notifications about the watcher information state changes (see 5.2.4).


· Authorizes the watcher’s subscription to the presentity’s presence information and applies policies (see 5.2.3.2).

· Applies the watcher’s information filtering preferences, as appropriate (see 5.2.2.3 and 5.2.4.1).

· Applies rate control mechanisms to the notifications, as appropriate.

5.2.1 Presence information publication acceptance from Presence Sources




A PS SHALL implement the Event State Compositor (ESC) function and support the PUBLISH method according to the procedures described in [PUBLISH]. 


A PS SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

Before accepting a PUBLISH request, the PS SHALL perform authorization of the publication attempt of the Presence Source, per local policy.  The default policy SHOULD be to authorize the publication for the presentity, and to reject the publication for all other users. If the PS accepts the PUBLISH request, the PS SHALL process the PUBLISH request in accordance with [PUBLISH].


5.2.1.1 Handling partial publications

The PS MAY support partial publication. 

If the Presence Source indicates support for partial publication as described in chapter 5.1.1.1 using the "application/pidf-partial+xml" content-type defined in [PARNOTFORMAT] and the PS supports partial publication, the PS SHALL process the PUBLISH request in accordance with [PUBLISH] and the following procedures:


· If the state attribute defined in  [PARNOTFORMAT] has the value ‘full’, the PS SHALL save the received presence information and version attribute (also defined in [PARNOTFORMAT]); and

· If the state attribute has the value ‘partial’, the PS SHALL check whether the version attribute is incremented by one compared to the saved value; and


· If yes, the PS SHALL combine the newly received presence information with the saved presence information according to [PARNOTFORMAT]; or


· If not, the PS SHALL reject the PUBLISH request with an appropriate error response.

If the PS does not support partial publication, the PS SHALL reject the PUBLISH request with a 415 (Unsupported Media Type) response by including "application/pidf+xml" in the Accept header field.

5.2.1.2 Handling of large contents

The PS MAY support the “multipart/related” content type in accordance with [RFC2387]:

If supported, the PS shall process a presence document represented as “multipart/related” content type as follows:

· If the “multipart/related” content type contains a direct MIME object, the PS SHALL either store the MIME object in case of initial publication or replace an existing content in case of modify operation. The PS MAY store the received MIME object in the Presence XDMS by creating an appropriate HTTP URI therein (according to the procedures described in 5.1.1.2.1) and uploading the content via the HTTP PUT method [RFC2616].

· If the “multipart/related” content type contains an indirect MIME object included in a “message/external-body” content type and the content indirection [CONTENTIND] mechanism is supported by the PS, 

· The PS SHALL check the existence of the MIME object by fetching the content stored behind the HTTP URI using the HTTP GET method [RFC 2616] and associate the value of the relevant presence attribute with the fetched content.  If the PS cannot access the MIME object referenced by the HTTP URI, the PS SHOULD exclude the MIME object from the presentity’s presence document.

If the PS does not support the “multipart/related” content type, then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the “Accept” header field.

5.2.1.3 Detecting information collision


5.2.2 Presence state event package


The PS SHALL support subscriptions for the presence event package, according to the procedures described in [RFC3265] and [RFC3856].


Before accepting a SUBSCRIBE request for the presence event package, the PS SHALL perform authorization of the subscription attempt of the watcher, per local policy.  The policies to authorize the watcher’s subscription request are described in 5.2.3.2. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBCRIBE request in accordance with [RFC3265] and [RFC3856]. 


5.2.2.1 Polite blocking


5.2.2.2 Anonymous subscriptions


5.2.2.3 Watcher filtering rules


The PS MAY support the following:


· Event notification filtering, according to the procedures described in [FILTER], and


· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


If the PS accepts a SUBSCRIBE request with content type ‘application/simple-filter+xml’, the PS SHALL apply the requested filter. As a result, the authorized watchers are notified of the actual presence information after first applying the procedures described in chapter 5.2.3.2 then the procedures described in this chapter.

If the PS does not support the filters as requested by the watcher, the PS SHALL indicate it to the watcher as specified in [FILTER] and [FILTERFORMAT]. In this case, the NOTIFY request SHALL contain the actual presence information as resulted from the procedures in chapter 5.2.3.2.


5.2.2.4 Handling of large contents


The PS MAY generate notifications using the “multipart/related” content type in accordance with [RFC2387], if:


· the presence information formatted as “application/pidf+xml” includes references to other MIME objects; and 


· the watcher indicates support for the “multipart/related” content type using the “Accept” header field in the SUBSCRIBE request.


If the watcher does not indicate support for the “multipart/related” content type or a MIME object cannot be accessed by the PS, the PS should exclude the MIME object from the notification.


If the reference to the MIME object is an HTTP URI, the PS SHALL either:


· fetch the content from the Presence XDMS using the HTTP GET method defined in [RFC 2616] and include as direct content in the notification; or


· include the HTTP URI as indirect content in the notification.


In the case of sending the MIME object as direct content, the PS SHALL modify the value of the relevant presence attribute in the presence document to refer to the MIME object included in the “multipart/related” content type.


5.2.2.5 Generating partial notifications


The PS SHALL support partial notifications.  If the watcher indicates request for partial notifications with the Accept header field in the SUBSCRIBE request for the presence event package, the PS SHALL generate partial notifications in with [PARTIAL] and [PARNOTFORMAT].

5.2.2.6 Event Throttling

5.2.3 
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5.2.4 Presence document composition 


5.2.4.1 Generating raw presence document


5.2.4.2 Applying authorization policies
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5.2.4.5 

5.2.4.6 

5.2.5 Watcher information event package


Before accepting a SUBSCRIBE request for the watcher information event package, the PS SHALL perform authorization of the subscription attempt of the watcher, per local policy. The default policy SHOULD be to authorize the subscription if the watcher is the presentity, and to reject the subscription for all other users. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBSCRIBE request in accordance with [RFC3265], [RFC3857], [RFC3858].







5.2.5.1 Watcher filtering rules


The PS MAY support the following:


· Event notification filtering, according to the procedures described in [FILTER], and


· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


If the PS understands the filter included in the payload of the SUBSCRIBE request , the PS SHALL apply the requested filter.

If the PS does not understand the filter included in the payload of the SUBSCRIBE request, the PS SHALL indicate it to the subscriber as specified in [FILTER] and [FILTERFORMAT]. In this case, the NOTIFY request SHALL contain the actual full watcher information.



5.2.5.1.1 Event Throttling
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5.3 Watcher


The watcher performs the following functions:


· Subscribes to presence information about a presentity or list of presentities (i.e. presence list).


· Subscribes to watcher information about a watcher.


5.3.1 General


A watcher SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856]. 


A watcher SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863], and the following PIDF extensions:  


· Rich presence, according to [RPID],


· User agent capability, according to [PRESCAPS].


The watcher MAY support one or more of the following PIDF extensions:


· Contact information, according to [CIPID],


· Presence-based geographical location, according to [PIDFLO]. 


The watcher SHALL be able to communicate the received presence information to external presence-enabled applications (e.g. PoC, IM, Gaming), as required.


Editor’s note: Mandatory/optional status of PIDF extensions should be revisited after determining what presence information elements are required.


5.3.2 Subscription to a Presence List


Presence lists enable a watcher to subscribe to multiple presentities using a single subscription.


A watcher MAY subscribe to a presence list.  If a watcher subscribes to a presence list, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [EVENTLIST].  


5.3.3 Subscription to Watcher Information


Watcher information refers to the dynamically changing set of watchers that are subscribed to a particular presentity, and the state of the subscriptions. 


A watcher MAY subscribe to watcher information.  A watcher subscribing to watcher information SHALL support the following:


· Watcher information event template package, according to the watcherinfo subscriber procedures described in [RFC3857], and


· ‘application/watcherinfo+xml’ content type, according to [RFC3858].


5.3.4 Partial Notifications


Partial notification is a mechanism for receiving only those parts of the presence information that have changed since the last notification received by the watcher, rather than the full presence state.

A watcher subscribing to presence information or watcher information MAY request partial notifications.  A watcher requesting partial notifications SHALL support the following:


· SIP extension for partial notifications, according to the watcher procedures described in [PARTIAL], and


· Partial presence extension to PIDF, according to [PARNOTFORMAT].


5.3.5 Event Notification Filtering


Event notification filtering is a mechanism for the watcher to control the content and frequency of notifications sent to it.

A watcher subscribing to presence information or watcher information MAY request event notification filtering.  A watcher requesting event notification filtering SHALL support the following:


· Event notification filtering, according to the subscriber procedures described in [FILTER], and


· Content-type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


5.3.5.1 Handling of large contents


5.3.5.1.1 Fetching indirect content


5.4 Resource List Server


The Resource List Server (RLS) performs the following functions:


· Accepts subscriptions to resource lists.


· Authorizes the watcher’s usage of the resource list.


· Creates and manages back-end subscriptions to all presentities in the resource list, on behalf of the watcher. 


· Sends notifications to the watcher, based on information received from the back-end subscriptions.


· Applies aggregation and rate control mechanisms to the notifications, as appropriate.  


5.4.1 General


The RLS SHALL support resource list subscriptions, according to the RLS procedures described in [EVENTLIST].


Before accepting a list subscription, the RLS SHALL perform authorization of the usage of a resource list by the watcher, per local policy.  The default policy SHOULD be to authorize usage of a list if the watcher is the owner, and to reject usage of the list by any other watcher.


If the RLS accepts a subscription to the presence event package, the RLS SHALL resolve the list into individual presentities according to [XDM].  


5.4.2 Back-end Subscriptions


For list subscriptions to the presence event package, the RLS SHALL generate back-end subscriptions to learn the presence information of any presentity whose state is not available locally.


For back-end subscriptions using SIP, the RLS SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856].


Editor’s note: Open issue whether we want to mention that an RLS may have local knowledge of a presentity’s state.


5.4.3 Partial Notifications


5.4.4 Event Notification Filtering


The RLS SHALL support the following:


· Event notification filtering, according to the RLS and notifier procedures described in [FILTER], and


· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


If the RLS accepts a SUBSCRIBE request with content type ‘application/simple-filter+xml’, the RLS SHALL apply the requested filter.


5.4.5 Event Throttling


6. External Entities providing Services to Presence


6.1 SIP/IP Core Network


The SIP/IP Core network includes a number of SIP proxies and SIP registrars.  The SIP/IP Core network performs the following functions that are needed in support of the Presence Service:


· Routes the SIP signaling between the Presence Source and the PS


· Provides discovery and address resolution services


· Supports SIP compression


· Performs authentication and authorization of the Presence Source based on user’s service profile


· Maintains the registration state 


· Provides charging information


In the context of 3GPP or 3GPP2 networks, the OMA Presence SHALL utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 


In the context of other networks, a network of SIP proxies and registrars providing the aforementioned functionalities is utilized.


6.2 Presence XDMS


6.2.1 Fetching content with HTTP


6.2.2 Subscription for the xcap change event package


6.3 Shared XDMS


6.3.1 Fetching content with HTTP


6.3.2 Subscription for the xcap change event package


6.4 RLS XDMS


6.4.1 Fetching content with HTTP


6.4.2 Subscription for the xcap change event package


Presence users use the GM Server to manage groups and lists (e.g. contact and access lists) that are needed for the Presence Service.   The GM Server performs the following functions:


· Provides list management operations to create, modify, retrieve and delete groups and lists


· Provides storage for groups and lists


7. Description of the Reference Points


7.1.1.1 Reference Point PRS-1: Presence Source – SIP/IP Core


The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The protocol for the PRS-1 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.


When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS networks, the PRS-1 reference point SHALL conform with one of the following reference points: Pep, Pex, Pen [3GPP TS 23.141], [3GPP2 X.S0027-001-0], 


In a non 3GPP/3GPP2 system, this reference point is a network connection between the Presence Source and the PS via the SIP/IP core.


7.1.1.2 Reference Point PRS-2: Watcher – SIP/IP Core network


The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.


When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS networks, the PRS-2 reference point SHALL conform with the Pw reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0], 


In a non 3GPP/3GPP2 system, this reference point is a network connection between the watcher and the PS via the SIP/IP core.


7.1.1.3 Reference Point PRS-3: SIP/IP Core – Presence Server


The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point is SIP.


When SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, the PRS-3 reference point SHALL conform with the Pwp reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].


7.1.1.4 Reference Point PRS-6: SIP/IP Core – Resource List Server


The PRS-6 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-6 reference point is SIP.


When SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, the PRS-3 reference point SHALL conform with the Pwp reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].


7.1.1.5 Reference Point GM-1: GLM Client – SIP/IP Core


The GM-1 reference point is described in [OMA GMAD]. 


7.1.1.6 Reference point GM-2: GM Server – SIP/IP Core network


The GM-2 reference point is described in [OMA GMAD].


7.1.1.7 Reference Point GM-3: Presence Server – GM Server


The GM-3 reference point is described in [OMA GMAD].


7.1.1.8 Reference Point GM-4: GLM Client – GLM Server


The GM-4 reference point is described in [OMA GMAD].


Editor’s Note: Security Issues on the GM-4 reference point need to be addressed.


7.1.1.9 Reference point GM-5: GM Server – GM Server Management/Administration


The GM-5 reference point is described in [OMA GMAD].


7.1.1.10 Reference Point GM-6: Resource List Server – GLMS


The GM-6 reference point is described in [OMA GMAD].


7.1.1.11 Reference Point IP-1: SIP/IP Core network – External Presence Network (based on a SIP/IP Core)


The IP-1 reference point supports the communication between the SIP/IP Core network and an External Presence Network based on a SIP/IP Core network. The protocol for the IP-1 reference point is SIP.


When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS networks, the IP-1 reference point SHALL conform with the Pw reference point as it is defined in [3GPP 23.141] and [3GPP2X.S0027-001-0].


It is for interconnecting two “trusted” domains through their respective SIP/IP Core networks.


Editor’s Note : The interconnections of two “untrusted” Presence domains is FFS.

8. Presence Non Intrinsic Functions


8.1.1 Security


The security mechanism provides the protection to the Presence service environment. 


8.1.1.1 SIP signaling security


The Presence Source SHALL be authenticated prior to accessing the Presence Service. The PS SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core network, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core network to support the integrity and confidentiality protection of SIP signalling. 


When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].   The privacy of the end user shall rely on IMS core as specified in [3GPP TS24.229]/[3GPP2 X.S0013-004-A]. 


8.1.2 Charging


8.1.2.1 Charging Architecture


Since both online and offline charging SHALL bee supported according to [PRESRD], there are two different charging architectures, which can be simplified as following:


8.1.2.1.1 Offline Charging Architecture


When the SIP/IP Core network is realised with 3GPP/3GPP2 IMS the offline charging SHALL be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2 X.S0013-007-0] [3GPP2 X.S0013-0xx-A] for 3GPP2. 

In the context of other realisations of the SIP/IP Core similar charging functions SHALL be provided.


8.1.2.1.2 Online Charging Architecture


When the SIP/IP Core network is realised with 3GPP/3GPP2 IMS the online charging SHALL be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2 X.S0013-007-0] [3GPP2 X.S0013-0xx-A] for 3GPP2. 

In the context of other realisations of the SIP/IP Core similar charging functions SHALL be provided.


8.1.3 Registration


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Presence Source and the Watcher implemented by a UE SHALL use the 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229] and [3GPP2 X.P0013.4].


In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.


9. Content of the Presence Document


9.1 Presence Data Model


According to [draft-rosenberg-simple-presence-data-model-00] the Presence Data Model is categorized in three key elements : the Presentity, the Service and the Device. 


· The Presentity models the information about the user of the system


· The Service models the forms of communication that might be used by that particular Presentity 


· The Device models the physical device used in order to communicate. 


The relationship between the data elements is according to the following scheme:
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Figure 5- Relationship between the elements of the Presence Data Model


9.2 Presence Information Elements Mapping


According to [PRESAD] the Presentity SHALL support at least the "application/pidf+xml" presence information format according to [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID]. The Presentity MAY also support  the PIDF extensions for contact information defined in [CIPID] and the Presence-based  Location Object Format defined in [PIDF-LO].


The Presentity SHALL also support the SIP user agent capabilities extension to PIDF [PRESCAPS] if it publishes a presence tuple describing a service. The type of the service shall be described using the [PRESCAPS] extension.


Also the Watcher SHALL support at least the "application/pidf+xml" presence information format according to  [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID] and the SIP user agent capabilities extension to PIDF [PRESCAPS]. The Watcher MAY also support  the PIDF extensions for contact information as defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. The watcher application SHALL be able to pass the received presence information on to external Presence applications (e.g., PoC, IM, Gaming, etc.), as required.


The [PRESREQ] specifies a set of high-level Presence Information elements that SHALL be supported by the Presence service. 


In the following table it is defined the mapping of those Presence Information elements derived from the [PRESREQ] to the standard Presence Information documents tuples.


		Presence RD Information Elements

		Data Model Element

		Mapping to PIDF (and extensions)



		Default Willingness 

		Presentity

		RPID: <contacttype> ( presentity


<status> ( <basic> ( open/closed



		Application-specific Willingness 

		Service

		RPID:<contacttype> ( service


<status> (  <basic> ( open/closed



		Overriding Willingness

		Presentity

		No attribute available in the existing SIMPLE Presence Information documents



		Application-specific Availability

		Service

		Existence or not of the service tuple



		Network Availability

		Device

		RPID: <contacttype>(device


<status> ( <basic>(open/closed



		Communication address

		Service, Device,

		PIDF: <contact>



		Activity

		Presentity

		RPID: <activity>



		Textual location

		Presentity

		RPID : <placetype>



		Location

		Device

		GEOPRIV: lo



		Application capabilities

		Device

		PRESCAPS: <application>



		Bearer capabilities

		Device

		No attribute available in the existing SIMPLE Presence Information documents



		Time-zone

		Presentity

		PIDF: <timestamp>


Not complete



		Mood

		Presentity

		No attribute available in the existing SIMPLE Presence Information documents



		Hobbies

		Presentity

		No attribute available in the existing SIMPLE Presence Information documents



		Preferred language

		Presentity

		PRESCAPS:<language>



		Icon

		Presentity

		CIPID: <icon>





9.2.1 Application Specific Presence Information Extension


9.2.1.1 PoC


9.3 Example of Presence Document


An example of how the Presence Information Elements are described in a typical Presence Information XML schema is shown below:


    <?xml version="1.0" encoding="UTF-8"?>


        <presence xmlns="urn:ietf:params:xml:ns:pidf"


            entity="sip:someone@example.com">


    <!--  Application Specific Availability: SMS -- >


          <tuple id="a1231">


            <contacttype>service</contacttype>


            <device-id>imei:1234567</device-id>




<!--  Application Specific Willingness: Willing -- >

            <status>


              <basic>open</basic>


            </status>


            <contact>sms:+1234567</contact>


          </tuple>


        <!--  Application Specific Availability: PoC -- >

          <tuple id="a1232">


            <contacttype>service</contacttype>


            <device-id>imei:1234567</device-id>


<!--  Application Specific Availability: PoC -- >


            <prescaps>


              <methods>


                <method>INVITE</method>


                <method>OPTIONS</method>


                <method>BYE</method>


                <method>ACK</method>


                <method>CANCEL</method>


              </methods>


              <audio/>


              <duplex>half</duplex>


            </prescaps>




<!--  Application Specific Willingness: Not Willing -- >

            <status>


              <basic>closed</basic>


            </status>


            <contact>sip:someone@example.com</contact>


          </tuple>


          <tuple id="a1232">


            <contacttype>presentity</contacttype>




<!-- Default Willingness : Willing-- >

<status>


              <basic>open</basic>


            </status>




<!—Preferred Language: English-- >



<prescaps>


              <languages>English</languages>




<!-- Activity : Meal-- >

            <status>


              <activities>


               <activity>meal</activity>


              </activities>


            </status>


          </tuple>


          <tuple id="a1233">


            <contacttype>device</contacttype>


            <device-id>imei:1234567</device-id>


<!--  Network Availability : Yes -- >

<status>


              <basic>open</basic>


            </status>


<!--  Application Capabilities: PoC/SMS/VOIP -- >

            <prescaps>


              <mobility>mobile</mobility>




<!--  Application Capabilities: PoC -- >  


 <methods>


                <method>INVITE</method>


                <method>OPTIONS</method>


                <method>BYE</method>


                <method>ACK</method>


                <method>CANCEL</method>


              </methods>




<audio/>


              <duplex>half</duplex>




<!--  Application Capabilities: VoIP -- >  


<methods>


                <method>INVITE</method>


                <method>OPTIONS</method>


                <method>BYE</method>


                <method>ACK</method>


                <method>CANCEL</method>


              </methods>


            </prescaps>


          </tuple>


        </presence>

10. SIP Methods


10.1 SUBSCRIBE Method


When SIP/IP Core is realised with 3GPP/3GPP2 IMS, the supported headers of the SUBCRIBE method and its responses SHALL correspond to those defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004] respectively. 


In the context of other realisations of the SIP/IP Core the supported headers of the SUBSCRIBE method and its responses SHALL correspond to those defined in [RFC3265] and [RFC3856].


10.2 PUBLISH Method


When SIP/IP Core is realised with 3GPP/3GPP2 IMS, the supported headers of the PUBLISH method and its responses SHALL correspond to those defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004] respectively. 


In the context of other realisations of the SIP/IP Core the supported headers of the PUBLISH method and its responses SHALL correspond to those defined in [PUBLISH] and [RFC3856].


10.3 NOTIFY Method


When SIP/IP Core is realised with 3GPP/3GPP2 IMS, the supported headers of the NOTIFY method and its responses SHALL correspond to those defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004] respectively. 


In the context of other realisations of the SIP/IP Core the supported headers of the NOTIFY method and its responses SHALL correspond to those defined in [RFC3265] and [RFC3856].


11. Presence Signalling Flows


Editor’s Note: Communication between domains is FFS.


The relevant signalling flows, which illustrate the implementation of the relevant use cases, derived from the [PRESREQ]. The supported headers of the SIP methods used in order to perform those functions are defined in section 8 and the body of the messages, when required, in section Error! Reference source not found.. 


11.1 Subsystem Collaboration


This section presents message flow examples for the implementation of the basic mechanisms of the SIMPLE Presence Service. 


11.1.1 Signalling flows for publishing presence information


11.1.1.1 Publishing Presence Information 
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Figure 6- Publishing Presence Information

1. The Presence Source generates a SIP PUBLISH request, which contains a presence document. The means for the Presence Source to compose this presence document is outside the scope of this specification.


2. The SIP/IP Core network routes the request to the correct PS.


3. The PS authorises the presence publication, and checks the information the message contains. The PS then processes the presence information and sends a SIP 200 OK response back to Presence Source.


4. The SIP/IP Core network forwards the response back to the Presence Source.


11.1.1.2 Publishing presence information on behalf of another presentity 


11.1.1.2.1 Successful attempt
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Figure 7 - Aggregating published presence information from multiple sources

1. Presence Source1 generates a SIP PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.


2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.


3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presence document of Presence Source2’s presentity. The PS sends a SIP 200 OK response back to the SIP/IP Core network.


4. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source1.


11.1.1.2.2 Unsuccessful attempt




[image: image8.wmf] 


Presence 


Source 1


 


Home Network of the Presentities


 


SIP/IP


 


Core network


 


PS


 


1.PUBLISH


 


2.PUBLISH


 


3.403 Forbidden


 


4.403 Forbidden


 


Presence 


Source 2


 




Figure 8 - Aggregating published presence information from multiple sources

1. Presence Source1 generates a SIP PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.


2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.


3. The PS does not authorise the request and sends a SIP 403 Forbidden response back to the SIP/IP Core network.


4. The SIP/IP Core network forwards the SIP 403 Forbidden response back to the Presence Source1.


11.1.1.3 Aggregating published presence information from multiple sources
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Figure 9- Aggregating published presence information from multiple sources

1. Presence Source1 generates a SIP PUBLISH request, which contains the presence information Presence Source1 wishes to publish on behalf of the presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.


2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.


3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presentity’s presence document. The PS sends a SIP 200 OK response back to the SIP/IP Core.


4. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source1.


5. Presence Source2 generates a SIP PUBLISH request, which contains the presence information Presence Source2 wishes to publish on behalf of the presentity. The means for the Presence Source2 to compose the presence information is outside the scope of this specification.


6. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.


7. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presentity’s presence document aggregating with the information Presence Source1 has published. The PS sends a SIP 200 OK response back to the SIP/IP Core.


8. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source2.


9. The PS determines which authorised watchers are entitled to receive the updates of the presence information for this presentity. For each appropriate watcher, the PS sends a SIP NOTIFY request that contains the aggregated presence information from Presence Source1 and Presence Source2. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.


10. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


11. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response to its SIP/IP Core network.


12. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.


11.1.2 Signalling flows for watchers subscribing to presence event notification


11.1.2.1 Subscribing to Presence Information state changes - Proactive Authorization
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Figure 10 - Subscribing to presence information state changes (watcher and presentity are in different networks) – Proactive Authorization


1. A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.   


2. The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity


3. The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS.


4. The PS performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. 


NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher. 


5. Once all privacy conditions are met, the PS issues a SIP 200 OK to the SIP/IP Core.


NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher.. 


6. The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.


7. The SIP/IP Core network of the watcher forwards the response to the watcher.


8. As soon as the PS sends a 200 OK response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the presentity's tuples that the watcher has subscribed and been authorised to.  The SIP NOTIFY request is sent to the watcher SIP/IP Core network. Further notifications sent by the PS may either contain the complete set of presence information, or only those tuples that have changed since the last notification if the watcher has indicated the capability to process partial notifications.


9. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.


10. The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.


11. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.


12. Upon the presence informationfor the presentity changes (the means how the presence information changes are outside the scope for this use case), the PS determines which authorized watchers are entitled to receive notifications. For each appropriate watcher, the PS sends a SIP NOTIFY request that contains the full or partial updates to the presence information. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.


13. The watcher’s SIP/IP core forwards the SIP NOTIFY request to the watcher.


14. The watcher acknowledges the SIP NOTIFY response with a SIP 200 OK response to its SIP/IP core network.


15. The SIP/IP core network of the watcher forwards the SIP 200 OK response to the PS.


NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.


11.1.2.2 Fetching Presence Information state – Proactive authorization
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Figure 11 - Fetching presence information state (fetcher and presentity are in different networks)


A watcher requests presence information of a certain presentity from the PS, acting as a fetcher. For the remaining use case, watcher will be used uniformly.


1.
The watcher requests presence information of the presentity using a SIP SUBSCRIBE request by setting the “Expires” header field to zero, as defined in [RFC3265]. 


2.
The watcher’s SIP/IP Core network resolves the address of the SIP/IP Core network of the presentity and forwards the request.


3.
The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.


4.
The PS performs the necessary authorization checks on the originator to ensure it is allowed to request presence information of the presentity. Assuming all privacy conditions are met, the PS issues a SIP 200 OK response to the SIP/IP Core network of the presentity.


5.
The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.


6.
The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the watcher


7.
As soon as the PS sends a SIP 200 OK response to accept the request, it sends a SIP NOTIFY request with the current full state of the presentity's tuples that the watcher has requested and been authorized to. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.


8. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.


9 . The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK responseto the SIP/IP Core network of the watcher.


10. The watcher’s SIP/IP Core network forwards the SIP 200 OK response to the PS.


NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.


11.1.2.3 Subscribing to Presence Information state changes - Reactive Authorization
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Figure 12 - Subscribing to presence information state changes (watcher and presentity are in different networks)  - Reactive Authorisation


1.
A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.


2.
The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity.


3.
The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS 


4.
 The PS acknowledges the request with a SIP 202 Accepted response sent to the SIP/IP Core network of the presentity. 


5.
The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher


6.
The SIP/IP Core network of the watcher forwards the response to the watcher..


7.
As soon as the PS sends a SIP 202 Accepted response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. At this time, the presence information may be inaccurate or not fully available for the presentity. However a “dummy” SIP NOTIFY request must be sent, with a valid neutral or empty presence information and a valid Subscription-State header field (set to “pending”) for the time being.


8.
The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher


9.
The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.


10.
The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.


11.
The PS authorizes the watcher, after the presentity modifies the Subscription Authorization Policy.s.


12.
The PS issues another SIP NOTIFY request, to amend the neutral state known to the watcher with valid presence information.


13.
The watcher’s SIP/IP core forwards the SIP NOTIFY request to the watcher.


14.
The watcher acknowledges the SIP NOTIFY response with a SIP 200 OK response to its SIP/IP core network


15.
The SIP/IP core network of the watcher forwards the SIP 200 OK response to the PS.


NOTE 1:
Steps 2 and 3 as well as 4 and 5 are combined if the watcher is in the same domain as the presentity.


NOTE 2:
If the immediate presence information is accurate, then there is no need for another notification (shown in steps 12-15) until presence information state changes. In fact, the PS may choose to best describe the presence information as known in the immediate notification, and if upon completing the required steps to grant the real presence information, it matches the information previously sent, there is no need for the second SIP NOTIFY request.


11.1.2.4 Receiving a Presence Notification for an Existing Subscription
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Figure 13- Receiving a presence notification


1. The PS determines which authorised watchers are entitled to receive the updates of the presence information for this presentity. For each appropriate watcher, the PS generates a SIP NOTIFY request that contains either the full or partial updates of the presence information. The SIP NOTIFY request is sent inside the existing dialog created by the SIP SUBSCRIBE request to the SIP/IP Core network of the watcher.


2. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


3. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response to its SIP/IP Core network.


4. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.

11.1.2.5 Partial Notifications
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 Figure 14 -Partial Notifications Information Flow


1. A watcher sends a SIP SUBSCRIBE request to the PS indicating the support for the default Presence Information Data Format defined in [PIDF] and the partial PIDF defined in [PARNOTFORMAT]. The watcher also indicates the support for the partial notification mechanism according to [PARNOT].

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.

3. The PS authorizes the subscription and sends a SIP 200 OK response to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.

5. The PS, based on the watcher’s indication supporting partial notification mechanism, generates a SIP NOTIFY request, which includes a full state presence document formulated according to [PARNOTFORMAT]. The SIP NOTIFY request is forwarded to the SIP/IP Core network.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

7. The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

8. The SIP/IP Core network forwards the SIP 200 OK response to the PS.

9. After some time the presentity’s presence information changes (e.g. a tuple changes its <status>) so a Presence Source publishes the new state to the PS by generating a SIP PUBLISH request.

10. The PS acknowledges the SIP PUBLISH request with a SIP 200 OK response.

11. The PS generates a NOTIFY request which includes a partial presence document formulated according to [PARNOTFORMAT] showing only the changed tuple.


12. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


13. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.The SIP/IP Core network forwards the SIP 200 OK response to the PS.


11.1.2.6 Expiry of published tuples
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Figure 15- Expiry of published tuples


1. The lifetime of a tuple elapses and there is no refreshing transaction to update the lifetime of the tuple.


2. The PS issues a SIP NOTIFY request including the updated presence information.


3. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


4. The watcher sends a 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.


5. The SIP/IP Core network forwards the 200 OK response to the PS.


11.1.2.7 Subscription Authorization Failure 


A presentity can deny a subscription request by either rejecting the request outright (so called “blocking”), or accepting the request but providing possibly inaccurate presence information (so called “polite blocking”).


11.1.2.7.1 Blocking 
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Figure 16- Blocking

1. A watcher wishing to subscribe to presence information about a presentity, sends a SUBSCRIBE request to the SIP/IP Core network.  


2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.


3. The PS performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PS determines to reject the subscription request. The PS sends either a SIP 403 Forbidden response or SIP 603 Decline response to the SIP/IP Core network.


4. The SIP/IP Core network forwards the SIP 403 Forbidden or 603 Decline responses to the watcher.


11.1.2.7.2 Polite Blocking 
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Figure 17- Polite Blocking


1. A watcher wishing to subscribe to presence information about a presentity, sends a SIP SUBSCRIBE request to the SIP/IP Core network.  


2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.


3. The PS performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PS determines to reject the subscription request but give the appearance that the request has been granted (so called “polite blocking”). The PS sends a 200 OK to the SIP/IP Core.


4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.


5. As soon as the PS sends the SIP 200 OK response, it sends a SIP NOTIFY request with the appropriate presence information as defined by the presence privacy policy.


6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


7. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.


8. The SIP/IP Core network forwards the SIP 200 OK response to the appropriate PS.


11.1.2.8 Subscription Filters
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Figure 18 - Subscription Filters


In this example, a presentity has a presence document that includes two presence tuples: one for Instant Messaging (IM) and another for gaming services. 


1.
A watcher sends a SIP SUBSCRIBE request to the PS requesting the presence information related to all the messaging applications (e.g. MMS, SMS, IM) of the presentity. This is done by including a filter in the body of the SIP SUBSCRIBE request according to [FILTER] and [FILTERFORMAT].


2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.


3. The PS authorizes the subscription and interprets the subscription filter and sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the subscription filter understood.

4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.


5. The PS sends a SIP NOTIFY request to the watcher including only the Instant Messaging related tuple that was requested by the watcher’s subscription filter.


6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


7. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.


8. The SIP/IP Core network forwards the SIP 200 OK response to the PS.


11.1.3 Signalling flows for watchers canceling a subscription

11.1.3.1 Watcher Initiated Canceling
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Figure 19 - Watcher Initiated cancelling


1.
A watcher sends a SIP SUBSCRIBE request to the SIP/IP Core network with the “Expires” header field set to 0 indicating the cancelling of the subscription, according to [RFC3265]. 


2.
The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.


3.
The PS accepts the SUBSCRIBE message  with the “Expires” header set to 0 indicating the canceling a subscription operation, and sends a 200 OK to the SIP/IP Core.


4.
The SIP/IP Core forwards the 200 OK to the Watcher.


5.
The PS sends a SIP NOTIFY request to the SIP/IP Core network with a “Subscription-State” header field set to “terminated” indicating that the subscription has been terminated, according to [RFC3265].


6.
The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


7.
The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.


8.
The SIP/IP Core network forwards the SIP 200 OK to the PS.


11.1.3.2 Presence Server Initiated Canceling
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Figure 20 - Presence Server Initiated cancelling


1.
The PS sends a SIP NOTIFY request with a “Subscription-State” header field set to “terminated” indicating that the PS wants to terminate a subscription, according to [RFC 3265].


2.
The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.


3. The watcher sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.


4. The SIP/IP Core network forwards the SIP 200 OK to the PS.


11.1.4 Subscribing to Watcher Information state changes
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Figure 21- Watcher Information (Subscriptions/Notifications)


Note: The SIP/IP Core between the PS and the Presence Source is not shown in the figure due to simplicity reasons.


In this use case we assume that the PS does not support polite blocking which results in appropriate working of generating SIP 200 OK and 202 Accepted responses.  


1. The Presence Source subscribes to the watcher information of its own presentity in order to receive notifications about new, unauthorized watchers that subscribe to its presence information. This is performed by sending a SIP SUBSCRIBE request to the PS according to [WINFO].

2. The PS after authorizing the subscription allows the Presence Source to subscribe to the watcher information. The PS acknowledges the SIP SUBSCRIBE request by generating a SIP 200 OK response.


3. The PS generates a SIP NOTIFY request including the current state of the watcher information of the presentity.


4. The Presence Source acknowledges the SIP NOTIFY request by sending a SIP 200 OK response.


5. After time elapses, a watcher attempts to subscribe to the presentity’s presence information by sending a SIP SUBSCRIBE request according to [RFC3856].


6. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.


7. The PS acknowledges the SIP SUBSCRIBE request and returns a SIP 202 Accepted response.


8. The SIP/IP Core network forwards the SIP 202 Accepted response to the atcher.


9. The PS immediately sends a SIP NOTIFY request as mandated by [RFC3265], setting the “Subscription-State” header field to the value of “pending” indicating that the subscription has been received, but the Subscription Authorization Policy is insufficient to accept or deny the subscription at this time. 


10. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher


11. The watcher acknowledges the SIP NOTIFY request by sending a SIP 200 OK response.


12. The SIP/IP Core network forwards the SIP 200 OK response to the PS.


13. As the watcher information state for the presentity changes (a watcher has requested to subscribe to the presence information), the PS sends a SIP NOTIFY request to indicate the change (a subscription for the presentity’s presence information is pending) to the Presence Source according to [WINFO]. 


14. The Presence Source acknowledges the SIP NOTIFY request with a SIP 200 OK response.


15. The presentity authorizes the subscription of the pending watcher . 


16. As the subscription state for the presence event package changes, the PS sends a SIP NOTIFY request to the watcher indicating that the subscription is authorized. The SIP NOTIFY request also conveys the current presence information state of the presentity.


17. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher


18. The watcher acknowledges the SIP NOTIFY request by sending a SIP 200 OK response.


19. The SIP/IP Core network forwards the SIP 200 OK response to the PS.


20. As the subscription state for the presence event package changes, at the same time of step 16, the PS sends a SIP NOTIFY request to the winfo template package to the Presence Source indicating that the subscription is authorized.


The Presence Source acknowledges the SIP NOTIFY request with a SIP 200 OK response.

Appendix A. Static Conformance Requirements 


The SCR’s defined in the following tables include SCR for:


· Presence Source


· Pressence Server


· RLS Server


· RLS Client


· Watcher


Each SCR table indentifies a list of supported features as:


Item: Identifier for a feature. 


Function: Short description of the feature. 


Reference: Section(s) of this specification with more details on the feature. 


Status: Whether support for the feature is mandatory or optional. MUST use “M” for mandatory support and “O” for optional support in this column. 


Requirement: This column identifies other features required by this feature. If no other features are required, this column is  left empty. 


This section describes the dependency grammar notation to be used in the Requirement column of the SCR and CCR tables using ABNF [RFC2234]. 


TerminalExpression = ScrReference / NOT TerminalExpression / TerminalExpression LogicalOperator TerminalExpression / “(“ TerminalExpression “)” 


ScrReference = ScrItem / ScrGroup 


ScrItem = SpecScrName “–“ GroupType “–“ DeviceType “–“ NumericId / SpecScrName “–“ DeviceType “–“ NumericId 


ScrGroup = SpecScrName “:” FeatureType / SpecScrName “– “ GroupType “–“ DeviceType “–” FeatureType 


SpecScrName = 1*Character; 


GroupType = 1*Character; 


DeviceType = “C” / “S”; C – client, S – server 


NumericId = Number Number Number 


LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive 


FeatureType = “MCF” / “OCF” / “MSF” / “OSF”; See Section A.1.6 


Character = %x41-5A ; A-Z 


Number = %x30-39 ; 0-9 


A.1 Presence Source


		Item

		Function

		Reference

		Status

		Requirement



		SIMPLE-SRC-C-001

		Support SIP PUBLISH to publish presence information according to [PUBLISH]

		5.1 Presence Source

		M

		



		SIMPLE-SRC-C-002

		application/pidf+xml PIDF

		5.1 Presence Source

		M

		



		SIMPLE-SRC-C-003

		Rich Presence Extensions to PIDF defined in [RPID]

		5.1 Presence Source

		M

		



		SIMPLE-SRC-C-004

		Presence Data Model

		9.1 Presence Data Model

		M

		



		SIMPLE-SRC-C-005

		Partial Publication

		5.1.1.1 Partial Publication

		O

		



		SIMPLE-SRC-C-006

		Content Indirection

		5.1.1.2.1 Content Indirection

		O

		



		SIMPLE-SRC-C-007

		Publish contact information defined in [CIPID]

		5.1 Presence Source

		O

		SRC: MCF



		SIMPLE-SRC-C-008

		Presence-based Location Object [PIDF-LO]

		5.1 Presence Source

		O

		SRC: MCF



		SIMPLE-SRC-C-009

		Publish a presence tuple describing a service as defined in the SIP user agent capabilities extension to PIDF [PRESCAPS].

		5.1 Presence Source

		O

		SRC: MCF



		SIMPLE-SRC-C-010

		Subscription for the watcher information template package

		5.1.2 Subscription for the watcher information template package

		O

		



		SIMPLE-SRC-C-011

		Presence User Agent

		5.1.3.1 Presence User Agent

		O

		SRC:MCF AND SRC:OCF



		SIMPLE-SRC-C-012

		Presence Network Agent (PNA) 

		5.1.3.2 Presence Network Agent

		O

		SRC:MCF AND SRC:OCF



		SIMPLE-SRC-C-013

		Presence External Agent (PEA) 

		5.1.2.3 Presence External Agent

		O

		SRC:MCF AND SRC:OCF



		SIMPLE-SRC-C-014

		IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		



		SIMPLE-SRC-C-015

		NON-IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		



		SIMPLE-SRC-C-016

		IMS SIP PUBLISH Method

		10. SIP Methods

		O

		SIMPLE-SRC-C-001



		SIMPLE-SRC-C-017

		NON-IMS SIP PUBLISH Method

		10. SIP Methods

		O

		SIMPLE-SRC-C-001



		SIMPLE-SRC-C-018

		IMS SIP NOTIFY Method

		10. SIP Methods

		O

		



		SIMPLE-SRC-C-018

		NON-IMS SIP NOTIFY Method

		10. SIP Methods

		O

		





A.2 Presence Server


		Item

		Function

		Reference

		Status

		Requirement



		SIMPLE-PS-S-001

		Presence Data Model

		9.1 Presence Data Model

		M

		



		SIMPLE-PS-S-002

		Publication of Presence Information

		5.2.1 Presence information publication acceptance from Presence Sources

		M

		



		SIMPLE-PS-S-003

		Presence information Subscriptions

		5.2.2 Subscription acceptance to presence state event package

		M

		



		SIMPLE-PS-S-004

		Presence Information Notifications

		5.2.3 Generating notifications to presence state event package

		M

		



		SIMPLE-PS-S-005

		IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-PS-S-003



		SIMPLE-PS-S-006

		NON-IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-PS-S-003



		SIMPLE-PS-S-007

		IMS SIP PUBLISH Method

		10. SIP Methods

		O

		SIMPLE-PS-S-002



		SIMPLE-PS-S-008

		NON-IMS SIP PUBLISH Method

		10. SIP Methods

		O

		SIMPLE-PS-S-002



		SIMPLE-PS-S-009

		IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-PS-S-004



		SIMPLE-PS-S-011

		NON-IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-PS-S-004



		SIMPLE-PS-S-012

		Fetch Presence XDMS content

		6.2 Presence XDMS

		O

		



		SIMPLE-PS-S-013

		Subscribe for Presence XDMS change event package 

		6.2 Presence XDMS

		O

		



		SIMPLE-PS-S-014

		Fetch Shared XDMS content

		6.2 Presence XDMS

		O

		



		SIMPLE-PS-S-015

		Subscribe for Shared XDMS change event package 

		6.2 Presence XDMS

		O

		



		SIMPLE-PS-S-016

		Content Indirection of Presence Notification

		5.2.3.2 Handling Large Content

		O

		



		SIMPLE-PS-S-017

		Direct Content of Presence Notification

		5.2.3.2 Handling Large Content

		O

		



		SIMPLE-PS-S-018

		Watcher Information Subscriptions

		5.2.4 Subscription acceptance to watcher information template package

		M

		



		SIMPLE-PS-S-019

		Watcher Information Notifications

		5.2.4 Subscription acceptance to watcher information template package

		M

		



		SIMPLE-PS-S-020

		Event Throttling

		5.2 Presence Server

		M

		



		SIMPLE-PS-S-021

		Partial Notifications

		5.2 Presence Server

		M

		



		SIMPLE-PS-S-022

		Polite Blocking

		5.2 Presence Server

		M

		





A.3 RLS Server


		Item

		Function

		Reference

		Status

		Requirement



		SIMPLE-RLS-S-001

		RL Subscription

		5.4 RLS

		M

		



		SIMPLE-RLS-S-002

		RL Notifications

		5.4 RLS

		M

		



		SIMPLE-RLS-S-003

		Event Throttling

		5.4 RLS

		M

		



		SIMPLE-RLS-S-004

		IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-001



		SIMPLE-RLS-S-005

		NON-IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-001



		SIMPLE-RLS-S-006

		IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-002



		SIMPLE-RLS-S-007

		NON-IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-002



		SIMPLE-RLS-S-008

		Event Throttling

		5.4 RLS 

		M

		



		SIMPLE-PS-S-009

		Partial Notifications

		5.2 Presence Server

		M

		





A.4 RLS Client


		Item

		Function

		Reference

		Status

		Requirement



		SIMPLE-RLS-C-001

		RL Subscription

		5.4 RLS

		M

		



		SIMPLE-RLS-C-002

		RL Notifications

		5.4 RLS

		M

		



		SIMPLE-RLS-C-004

		IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-001



		SIMPLE-RLS-C-005

		NON-IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-001



		SIMPLE-RLS-C-006

		IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-002



		SIMPLE-RLS-C-007

		NON-IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-RLS-S-002





A.5 Watcher


		Item

		Function

		Reference

		Status

		Requirement



		SIMPLE-WATCH-C-001

		Presence Data Model

		9.1 Presence Data Model

		M

		



		SIMPLE-WATCH-C-002

		Presence Subscription

		5.3.1 Subscription for the presence state event package

		M

		



		SIMPLE-WATCH-C-003

		RLS Subscription

		Subscription for the presence state event package using the resourcelist extension

		O

		



		SIMPLE-WATCH-C-004

		Presence Notifications

		5.3.1 Subscription for the presence state event package

		M

		



		SIMPLE-WATCH-C-005

		Partial Publication

		5.1.1.1 Partial Publication

		O

		



		SIMPLE-WATCH-C-006

		Content Indirection

		5.1.1.2.1 Content Indirection

		O

		



		SIMPLE-WATCH-C-07

		contact information defined in [CIPID]

		5.1 Presence Source

		O

		



		SIMPLE-WATCH-C-008

		Presence-based Location Object [PIDF-LO]

		5.1 Presence Source

		O

		



		SIMPLE-WATCH-C-009

		IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-WATCH-C-001



		SIMPLE-WATCH-C-010

		NON-IMS SIP SUBSCRIBE Method

		10. SIP Methods

		O

		SIMPLE-WATCH-C-001



		SIMPLE-WATCH-C-011

		IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-WATCH-C-004



		SIMPLE-WATCH-C-012

		NON-IMS SIP NOTIFY Method

		10. SIP Methods

		O

		SIMPLE-WATCH-C-004
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