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1 Reason for Change

This joint contribution is against the agreed CR OMA-PAG-2004-0684R01-PAG-XDM-provisioning-MO-file.doc, to provide a complete provisioning specification on both initial and continuous provisioning. 

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is proposed to add the MO detail in section 6 to XDM specification. It is also proposed to send the present Change Request to OMA DM work group for socialization, and final registration in OMNA.

6 Detailed Change Proposal

*** THE START OF CHANGE ***

2
References

2.1
Normative References

	[OMA-SyncML-DMStdObj-V1-1-2]
	"SyncML Device Management Standardized Objects", version 1.1.2, Open Mobile Alliance™, OMA-SyncML-DMStdObj-V1_1_2, URL:http://www.openmobilealliance.org/.

	[OMA-SyncML-DMTND-V1-1]_
	"SyncML Device Management Tree and Description", version 1.1.2, Open Mobile Alliance™, OMA-SyncML-DMTND-V1_1_2, URL:http://www.openmobilealliance.org/.


*** Next change ***

Appendix C The UE provisioning for XDM 
(Normative)

The XDM Client needs to have all the necessary parameters for user's XDM handling. This Annex specifies the parameters that are needed by the XDM Client in order to manage the user's XDM files. In the present Annex, existing parameters in [Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined and to be registered in OMNA through OMA official registration process. The parameters that are needed may be different depending on the characteristics of the Management Objects (MO). 
C.1
The XDM Client provisioning parameters
The parameters listed in the table below are needed for XDM client provisioning:

	
	Name
	Description
	Mandatory (M) /Optional (O)

	
	Application identity
	To uniquely identify the application
	M

	
	Application name
	User displayable name for the XML Document Management service
	M

	
	Provider ID
	Identity of the XDM service provider
	O

	
	Network Access Definitions
	Reference to the connection used for the XCAP traffic.
	M

	
	XDM reference to SIP/IP Core
	Reference to the SIP/IP core. Terminal can intercept that XDM servers will be accessed by using the pointed SIP/IP core application.
	M

	
	XCAP Root URI
	The root of all XDM files (which points to the Aggregation Proxy address). This is useful when accessing via XCAP.
	M

	
	XCAP Authentication user name
	HTTP digest private user name, for accessing XDMS using XCAP protocol
	O 

	
	XCAP Authentication password
	 HTTP digest password
	O

	
	XCAP Authentication type
	Authentication method for XDMS over XCAP 
	O


NOTE: The parameters “XCAP Authentication username “ and “XCAP Authentication password” are not needed if GAA is used in 3GPP/3GPP2 realization.

C.2 Initial Provisioning document

This chapter defines the provisioning document structure as described in [Provisioning Content].

Characteristic name: APPLICATION/APPID
The APPID is the identity of the application service available at the described application service access point. The value is expected to be globally unique.
Occurrence: 1.
Default values: TBD.

Editor note: The value of the APPID to be determined by OMA DM work group.

Characteristic/name: APPLICATION/NAME
User displayable name for the XML Document Management service.
Status: Optional.
Occurs: 0/1.
Default value: None.
Used values: N/A. (proposed “XDMS”)

Characteristic/name: APPLICATION/TO-APPREF
This parameter specifies the linkage to the application with the associated application characteristic with the matching APREF parameter, which is SIP/IP core in this case.
Status: Required
Occurs: 1/1.
Default value: None.
Used values: N/A.

Characteristic/name: APPLICATION/TO-PROXY
Status: Required if use of HTTP Proxy supported.
Occurs: 0/1.
Default value: None.
Used values: N/A. 

Characteristic/name: APPLICATION/TO-NAPID.
Specifies the network access point used for the application.
Status: Required if direct use of Network Access Point supported.
Occurs: 0/1. 
Default value: None.
Used values: N/A. (proposal: “IMS-NAP”; re-use the same NAP used by IMS/MMD clients)

Characteristic/parameter: RESOURCE/URI
Root URI of XDMS server. This is useful when accessing via XCAP.
Status: Required.
Occurs: 1/1.
Default value: None.
Used values: 

Characteristic/parameter: RESOURCE/AAUTHNAME
HTTP private user name, for accessing XDMS over XCAP
Status: Required.
Occurs: 0/1.
Default value: None.
Used values: 

Characteristic/parameter: RESOURCE /AAUTHSECRET
HTTP digest password, for accessing XDMS over XCAP
Status: Required.
Occurs: 0/1.
Default value: None.
Used values: 

Characteristic/name: RESOURCE/AAUTHTYPE.
Authentication method for XDMS over XCAP
Status: Required.
Occurs: 0/1.
Default value: None.
Used values: "HTTP-DIGEST". Value set can be extended with new values in future.
C.3 Continuous provisioning based on SyncML  

The present section defines a mobile device Management Object (MO) for OMA PAG. The MO is used for continuous provisioning, which is required by service provider to update service configurations. Also the AC file SHALL use the same list of parameters for initial provisioning.
The OMA_PAG Management Object consists of relevant parameters required by [XDM RD]. It is compatible with OMA Device Management protocol specifications, version 1.1.2, and is defined using the OMA DM Device Description Framework as described in [OMA-SyncML-DMTND-V1-1] and [OMA-SyncML-DMStdObj-V1-1-2].
The Management Object Identifier is: org.openmobilealliance/1.0/XDM

Protocol compatibility: This MO is compatible with OMA DM 1.1.2.

Management object name: OMA_XDM

C.3.1 OMA PAG Management Object tree

The Figure X shows the nodes and leaf objects for XDM continuous provisioning.
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Figure X: The SyncML DM object for OMA PAG XDM
C.3.2 Management Object parameters

This clause describes the parameters for the OMA PAG Management Object.
Node: /<X>
This interior node acts as a placeholder for one or more accounts for a fixed node.
Occurrence: OneOrMore
Format: Node
Access Types: Get
Values: N/A
The interior node is mandatory if the UE supports OMA PAG XDM. 
Editor note: The value of the <X> node and the base SyncML URI is to be determined by OMA DM work group.
/<X>/APPID/

The APPID is the identity of the application service available at the described application service access point. The value is expected to be globally unique.  

Occurrence: One

Format: chr

Access Types: Get

Values: <Globally unique value>


Editor note: The value of the OMA_PAG/APPID to be determined by OMA DM work group.
/<X>/Name/

The Name leaf is the application name, which is to be displayed in user's equipment, it's specific for each service provider.

Occurrence: One

Format: chr

Access Types: Get

Values: <User displayable name>
/<X>/ProviderId/

This parameter provides an identifier for the application service access point described by an APPLICATION characteristic. 

Occurrence: ZeroOrOne

Format: chr

Access Types: Get

Values: N/A
1. 





/<X>/ToConRef
The ToConRef interior node is used to allow application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a give application under this interior node.
This parameter provides an identifier for the application service access point described by an APPLICATION characteristic.
Occurrence: ZeroOrOne
Format: node
Access Types: Get
Values: N/A
/<X>/ToConRef/<X>/ConRef
The ConRef indicates the linkage to connectivity parameters. This parameter provides an identifier for the application service access point described by an APPLICATION characteristic.
Occurrence: ZeroOrMore
Format: chr
Access Types: Get
Values: N/A
/<X>/RootURI/

This parameter defines the root of all XDM files (also the Aggregation Proxy address). This is useful when accessing via XCAP. Tto be defined in RESOURCE/URI. 

Occurrence: One

Format: chr

Access Types: Get, Replace

Values: a HTTP URI
/<X>/AppAuth/
This interior node is a container for authentication information to be used with the application service access point. 
Occurrence: ZeroOrOne
Format: node
Access Types: Get, Replace
Values: N/A

/<X>/AppAuth/<X>/AAUTHNAME/

This parameter defines the user name for XDM authentication using HTTP digest.

Occurrence: ZeroOrOne

Format: chr

Access Types: Get, Replace

Values: N/A
/<X>/AppAuth/<X>/AAUTHSECRET/

This parameter defines the password for XDM authentication using HTTP digest.

Occurrence: ZeroOrOne

Format: chr

Access Types: Get, Replace

Values: <a User specific value>
/<X>/AppAuth/<X>/AAUTHTYPE/

This parameter defines the authentication type for XDM authentication.

Occurrence: ZeroOrOne

Format: chr

Access Types: Get, Replace

Values: <a token>


GAA: the authentication method will be GAA


Digest: the authentication method will be HTTP Digest.

/<X>/Ext/

The Ext is an interior node for where the vendor specific information about the OMA_PAG MO is being placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include un-standardized sub-tree.

Occurrence: ZeroOrOne

Format: node

Access Types: Get

Values: N/A
*** THE END OF CHANGE ***
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