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1 Reason for Change

The “transformations” described in 5.1.2.1 (last two sentences) are erroneous and incomplete:

· The new version of the IETF I-D draft-ietf-simple-presence-rules no longer defines the “provide-tuples” element.

· At least for the OMA specific pidf extensions it should be explicitly specified how the provide-unknown-attribute is used. It would be good to have such for all pidf extensions used by OMA.

Example XCAP response described in B.1.1 is not inline with the latest draft-ietf-simple-presence-rules.

This contribution provides solution for Presence CONRR item 6.001, 6.003, 6.004, 6.007, 6.012, 6.014, 6.015, 6.016, 6.017, 6.019, 6.020, 6.028, 6.029, 6.030, 6.035 and 6.037.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve for inclusion in the latest version of the latest Presence XDM Specification.

6 Detailed Change Proposal

2.1
Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL: http://www.openmobilealliance.org/

	[GMRD]
	“Group Management Requirements”, Candidate Version 1,0, Open Mobile Alliance(, OMA-RD_GM-V1_0-20040930-C, URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL: http://www.ietf.org/rfc/rfc2234.txt

	[COMMONPOL]
	“A Document Format for Expressing Privacy Preferences”, H. Schulzrinne et al., October 2004, URL: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-common-policy-03.txt
Note: IETF Draft work in progress

	[PRESAUTH]
	“Presence Authorization Rules”, J. Rosenberg, February 2005, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-02.txt
Note: IETF Draft work in progress

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, October 22, 2004, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-04.txt 

Note: IETF Draft work in progress

	[PRESSPEC]
	“SIP/SIMPLE Presence Specification”, Version 1.0, Open Mobile Alliance™, OMA-PAG-SIMPLE-Spec-V1_0-20041118-D, URL: http://www.openmobilealliance.org/ 

	[XDMSPEC]
	“XML Document Management (XDM) Specification”, Version 1.0, Open Mobile Alliance™, OMA-XDM_Specification-V1_0-20041118-D, URL: http://www.openmobilealliance.org/ 


** Next change **

5.1.1.1
Structure

The Subscription Authorization Rules SHALL conform to the structure of the <pres-rules> document described in [PRESAUTH] and extended in [XDMSPEC] section 6.6.1, with the extensions and constraints given in this sub‑clause.
As described in [PRESAUTH] section 1, the Presence Authorisation Rules document SHALL be composed of three parts: 

· “conditions”

· “actions”

· “transformations”

The Subscription Authorisation Rules are described from the first two elements: “conditions” and “actions”. 

The <conditions> child element of any <rule> element MAY include the following child elements: 

a. the <identity> element as defined in [PRESAUTH] Section 3.1.1;

b. the <anonymous> element as defined in [PRESAUTH] Section 3.1.2;
c. the <external-list> element as defined in [XDMSPEC] Section 6.6.2;

d. the <other-identity> element as defined in [XDMSPEC] Section 6.6.2.

Other types of <conditions> elements described in [PRESAUTH] are not defined by this specification.


The <actions> child element of any <rule> element MAY include the <sub-handling> element as described in [PRESAUTH] section 3.2.1.

Other types of <actions> elements described in [PRESAUTH] are not defined by this specification.


· 
· 
· 
· 
** Next change **

5.1.1.6
Data Semantics

The data semantics SHALL conform to the semantics defined in [PRESAUTH] and extended in [XDMSPEC] section 6.6, with the clarifications described in this sub-clause.

The <identity>, <external-list> and <other-identity> “conditions” are used to determine the identities of the potential watchers that the Presence Authorisation Rules apply.

When evaluating a “rule” against an <identity> element, the value of an <id> child element, if present, is compared against that identity to see if the “rule” is applicable.

If present, the <domain> child element of <identity> is used to create a simple rule matching all identities from a particular domain or only certain identities, using the <except> child element, in that domain.

The <external-list> and <other-identity> elements SHALL are evaluated as described in [XDMSPEC] section 6.6.2.3.

The <anonymous> “condition” is evaluated to true if the incoming subscription is considered as anonymous, as described in [PRESSPEC] section 7.1.3.
The <sub-handling> element defines the actions that the Presence Server needs to take to process the incoming subscription as described in [PRESAUTH] section 3.2.1.

** Next change **

5.1.1.7
Naming conventions

The name of the Subscription Authorisation Rules document SHALL be “presrules”.
** Next change **

5.1.2.1
Structure

The Presence Content Rules SHALL conform to the structure of the <pres-rules> document described in [PRESAUTH] and extended in [XDMSPEC] section 6.6.2, with the clarifications given below.

The Presence Content Rules are described from the <transformations> element of the Presence Authorisation Rules document.

The <transformations> element SHALL be used to define the visibility a watcher is granted to a particular component of the Presence documents as described in [PRESAUTH] section 3.3. 

The <transformations> child element of any <rule> element MAY include the following child elements:
a) the <provide-devices> element as described in [PRESAUTH] section 3.3.1.1;

b) the <provide-persons> element as described in [PRESAUTH] section 3.3.1.2;

c) the <provide-services> element as described in [PRESAUTH] section 3.3.1.3;

d) the <provide-willingness> element as described in section 5.1.2.6;
e) the <provide-network-availability> element as described in section 5.1.2.6;

f) the <provide-session-participation> element as described in section 5.1.2.6;
g) the <provide-activities> element as described in [PRESAUTH] section 3.3.2.1;

h) the <provide-mood> element as described in [PRESAUTH] section 3.3.2.4;

i) the <provide-place-type> element as described in [PRESAUTH] section 3.3.2.6;

j) the <provide-status-icon> element as described in [PRESAUTH] section 3.3.2.10;

k) the <provide-time-offset> element as described in [PRESAUTH] section 3.3.2.11;
l) the <provide-note> element as described in [PRESAUTH] section 3.3.2.13;
m) the <provide-all-attributes> element as described in [PRESAUTH] section 3.3.2.16.
Other types of <transformations> elements described in [PRESAUTH] are not defined by this specification.


The <provide-services> element MAY include either the <all-services> child element, or a sequence of zero or more elements, each of which can be
a) the <class>, the <instance-id>, the <service-uri> or the <service-uri-scheme> element as described in [PRESAUTH] section 3.3.1.3, or;
b) the <service-id> as described in section 5.1.2.6.
** Next change **

5.1.2.3
XML Schema

The Presence Content Rules SHALL be composed according to the XML Schema detailed in [PRESAUTH] section 5 and extended in [XDMSPEC] section 6.6.2, with the extensions given in this sub‑clause. 

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xml:ns:pres-rules"

  xmlns:cr="urn:ietf:params:xml:ns:common-policy"
  xmlns:pr="urn:ietf:params:xml:ns:pres-rules"
  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  elementFormDefault="qualified" attributeFormDefault="unqualified">

 <xs:import namespace="urn:oma:params:xml:ns:common-policy"/>

 <xs:import namespace="ietf:params:xml:ns:pres-rules"/>

  <xs:element name="provide-willingness" type="pr:booleanPermission" substitutionGroup="cr:transformation"/>

  <xs:element name="provide-network-availability" type="pr:booleanPermission" substitutionGroup="cr:transformation"/>

  <xs:element name="provide-session-participation" type="pr:booleanPermission" substitutionGroup="cr:transformation"/>

  <xs:element name="service-id" type="xs:string"/>
</xs:schema>

Editor note: It must be clarified how to register the OMA specific namespace.
** Next change **

5.1.2.6
Data Semantics

The data semantics SHALL conform to the semantics defined in [PRESAUTH] and extended in [XDMSPEC] section 6.6.2, together with the clarifications given in this sub‑clause.
The <provide-willingness> “transformation” controls access to <willingness> and <overriding-willingness> elements defined in [PRESSPEC]. The value is of a Boolean type:
“false”
instructs the Presence Server to remove the <willingness> and <overriding-willingness> elements if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <willingness> and <overriding-willingness> elements to the watcher.
The <provide-network-availability> “transformation” controls access to the <network-availability> element defined in [PRESSPEC] sub‑clause 10.3.5. The value is of a Boolean type:
“false”
instructs the Presence Server to remove the <network-availability> element if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <network-availability> element to the watcher.
The <provide-session-participation> “transformation” controls access to the <session-participation> element defined in [PRESSPEC] sub‑clause 10.3.6. The value is of a Boolean type:
“false”
instructs the Presence Server to remove the <session-participation> element if present. This is the default value taken in the absence of the element.

“true”
instructs the Presence Server to report the <session-participation> element to the watcher.
The <service-id> identifies service by its service ID defined in [PRESSPEC] sub‑clause 10.3.1.
** Next change **

5.1.2.7
Naming conventions

The name of the Presence Content Rules document SHALL be “presrules”.
** Next change **

B.1.1
Obtaining Presence Authorisation Rules

Both Subscription Authorisation Rules and Presence Content Rules are stored in one XML document. Figure B.1 describes how XDM client obtains Presence Authorisation Rules.
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Figure B.1- XDM Client obtains Presence Authorisation Rules

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to obtain the document describing his Presence Authorisation Rules. For this purpose the XDM Client sends an HTTP GET request to the Aggregation Proxy.
GET http://xcap.example.com/services/pres-rules/users/sip:ronald.underwood@example.com/presrules HTTP/1.1

...

Content-Length: 0

2) Based on the AUID the Aggregation Proxy forwards the request to the Presence XDMS.

3) After the Presence XDMS has performed the necessary authorisation checks on the request originator, the Presence XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "ett5e"

...

Content-Type: application/auth-policy+xml

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   Xmlns:op="urn:oma:params:xml:ns:pres-rules"
   Xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy"






   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <cr:rule id="ck81">

    <cr:conditions>

      <cr:identity>

        <cr:id>tel:+43012345678</cr:id>

        <cr:id>sip:hermione.blossom@example.com</cr:id>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>




      <pr:provide-services>

        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>

      </pr:provide-services>
      <op:provide-willingness>true</op:provide-willingness>

      <pr:provide-status-icon>true</pr:provide-status-icon>
    </cr:transformations>

  </cr:rule>

</cr:ruleset>

4) The Aggregation Proxy routes the response to the XDM Client.

** End of changes **
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