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1 Reason for Change

The description in sub-clause 6.3.3 is insufficient. It should be described how the aggregation proxy shall perform the request forwarding.

For the AUID xcap-caps, the Aggregation Proxy should forward the request to each known/connected XDMS and assemble the response of each into one response to the XDMC.

Additionally, this contribution proposes to define the Aggregation Proxy as the “reverse proxy”. An informal definition of “reverse proxy” is in RFC 3040.

This resolves the CONRR item 6.036 and 6.040.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve for inclusion in the latest version of the latest XDM Specification.

To editor: Chapter numbers in the part 6 of this CR are "hard-coded". To avoid duplicated numbers, the XDM Specification should have automatic chapter numbering.

6 Detailed Change Proposal

2.2
Informative References

	[RFC3040]
	“Internet Web Replication and Caching Taxonomy”, I. Cooper, I. Melve, G. Tomlinson, January 2001, URL:http://www.ietf.org/rfc/rfc3040.txt.


** Next change **

3.2
Definitions

	Reverse Proxy
	A reverse proxy is a web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the reverse proxy.
(Source: [3GPP TS 33.222])


** Next change **

5.3
Aggregation Proxy

The Aggregation Proxy is the contact point for the XDM Client to access XML documents stored in any XDMS.

The Aggregation Proxy SHALL act as an HTTP Proxy defined in [RFC2616] with the following clarifications. The Aggregation Proxy:

1. SHALL be configured as an HTTP reverse proxy (see [RFC3040]);

2. SHALL support authenticating the XDM Client; in case the GAA is used according to [3GPP TS 33.222], the mutual authentication SHALL be supported;

3. SHALL forward the XCAP requests to the corresponding XDM Server, and forward the response back to the XDM Client;
4. SHALL protect the XCAP traffic by enabling TLS transport security mechanism. The TLS resumption procedure SHALL be used as specified in [RFC2818].
When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the Aggregation Proxy SHALL act as an Authentication Proxy defined in [3GPP TS 33.222] with the following clarifications. The Aggregation Proxy:

1. SHALL assert the XDM client identity to the XDMS as described in [3GPP TS 24.109], if the authenticated identity is not inserted by XDM Client;

** Next change **

6.1.1.1
XDM URI Construction

An HTTP URI represents each element and attribute of an XML document in a XDM repository. The rules for constructing such URIs SHALL follow the rules described in [XCAP] Section 6 with the clarifications given in this sub-clause.

Therefore, for example, a generic XCAP URI would be of the form http://[Root URI]/services/[AUID]/users/[XUI]/…..(See Appendix B for examples.)

The [Root URI] SHALL include address of the Aggregation Proxy. The path segment corresponding to the XUI SHALL be a Public SIP URI of form “sip:user@domain”, identifying the document owner.

** Next change **

6.3.3
XCAP request forwarding

6.3.3.1
General
Upon receiving an XCAP request targeted to a name‑space of the Aggregation Proxy, the Aggregation Proxy:

1. SHALL act as an HTTP reverse proxy;
2. SHALL forward the XCAP request to the corresponding XDM Server based on the HTTP Request URI.
The response to the XCAP request SHALL be sent back to the originator.

6.3.3.2 XCAP Server Capabilities retrieval
Upon receiving an XCAP GET request for the “xcap-caps” AUID (described in section 6.7.1), the Aggregation Proxy:

1. SHALL act as an HTTP reverse proxy;

2. SHALL obtain XCAP Server Capabilities from all XDM Servers that serve the request originator. To perform this operation the Aggregation Proxy SHALL:
a. forward the XCAP request to all XDM Servers that serve the request originator;
b. if the target XDM Server responded with HTTP “200 OK” response, collect the <auid>, <extension> and <namespace> elements.
3. SHALL return the HTTP “200 OK” response with the “application/xcap-caps+xml” body including all received <auid>, <extension> and <namespace> elements.
Upon receiving of other HTTP request for an “xcap-caps” document, the Aggregation Proxy shall respond with an HTTP “405 Method Not Allowed” response.

6.3.3.3 XCAP Directory retrieval

Upon receiving an XCAP GET request for the “org.openmobilealliance.xcap-directory” AUID (described in section 6.7.2), the Aggregation Proxy:

1. SHALL act as an HTTP reverse proxy;
2. SHALL obtain the requested XCAP Directory from all XDM Servers that serve the request originator. To perform this operation the Aggregation Proxy SHALL:
a. forward the XCAP request to all XDM Servers that serve the request originator;
b. if the target XDM Server responded with HTTP “200 OK” response, collect the <folder> elements.
3. SHALL return the HTTP “200 OK” response with the “application/oma-directory+xml” body including all received <folder> elements.
Upon receiving of other HTTP request for an “org.openmobilealliance.xcap-directory” document, the Aggregation Proxy shall respond with an HTTP “405 Method Not Allowed” response.
** End of changes **
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