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1 Reason for Contribution

PoC AD section 8.16 determine the Presence procedures that will determine the collaboration between the PoC and Presence service enablers. As part of Vodafone’s comment 1932 in the PoC CONRR the PoC CP spec does not describe the “link” between the PoC and Presence procedures.

In Presence spec is described the general behaviour of the Presence functional elements. 

In the PoC CP specs it is proposed to provide the “link” in NORMATIVE Appendix between the PoC procedures and the Presence actions that the relevant PoC functional entities undertake. 

2 Summary of Contribution

N/a

3 Detailed Proposal

>>>>>>>>>>>>>>>>First change<<<<<<<<<<<<<<<<<<<

2.1 Normative References

	[OMA-Pres-Spec]
	OMA SIP/SIMPLE Presence Specification (OMA-PAG-SIMPLE-Spec-V1_0_0)


>>>>>>>>>>>>>>>End of First change<<<<<<<<<<<<<<<

-------

>>>>>>>>>>>>>>>>Second change<<<<<<<<<<<<<<<<<<<

Appendix G 






Presence Procedures





(Normative)

This Appendix defines the Presence procedures, which the PoC functional entities follow in order to perform  Presence actions. 

G.1 PoC Server

G.1.1 Acting as Presence Source

The PoC Server MAY act as a Presence Source as described in [PoC-AD] and [OMA-Pres-Spec].

All the following procedures apply when the PoC Server acts as a Presence Source.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use the procedures of “AS acting as originating User Agent” defined in [TS24.229] / [3GPP2 X.S0013.4] section 5.7.3, when acting as a Presence Source.

G.1.1.1 PoC Registration and de-Registration

The PoC Server upon accepting a registration request from a PoC user as defined in section 6.1.1.2 SHALL act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 with the following sub-clauses:

1. SHALL set the element of “application-specific availability” as defined in section 10.2.4 of [OMA-Pres-Spec] to “available for PoC session” and “available for PoC alerts” by setting the following: 

<tuple 1>(<basic>(open, <service-description>(<service-id>(”org.openmobilealliance:PoC-session”

<tuple 2>(<basic>(open , <service-description>(<service-id>(”org.openmobilealliance:PoC-alerts”

Editor’s Note: The value describing the <service-id> of OMA PoC session and alerts needs to be registered with OMNA

2. SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the PoC user publishing the ISB  (e.g. to the value of the P-Asserted-Identity).

The PoC Server upon accepting a de-registration request from a PoC user as defined in section 6.1.1.3 SHALL act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 with the following sub-clauses:

1. SHALL set the element of “application-specific availability” as defined in section 10.2.4 of [OMA-Pres-Spec] to “unavailable for PoC session” and “unavailable for PoC alerts” by setting the following: 

<tuple 1>(<basic>(closed, <service-description>(<service-id>(”org.openmobilealliance:PoC-session”

<tuple 2>(<basic>(closed, <service-description>(<service-id>(”org.openmobilealliance:PoC-alerts”

2. SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the PoC user publishing the ISB  (e.g. to the value of the P-Asserted-Identity).

G.1.1.2 Incoming Session Barring (ISB)

The PoC Server upon accepting a request from a PoC user to activate Incoming Session Barring (ISB) as defined in section 6.1.2 SHALL act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 with the following sub-clauses:

1. SHALL set the element of “application-specific availability” as defined in section 10.2.4 of [OMA-Pres-Spec] to “unavailable for PoC” as following: <tuple>(<basic>(closed and <service-description>(<service-id>(”org.openmobilealliance:PoC-session”

2. SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the PoC user publishing the ISB  (e.g. to the value of the P-Asserted-Identity).

The PoC Server upon accepting a request from a PoC user to de-activate Incoming Session Barring (ISB) as defined in section 6.1.2 SHALL act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 with the following sub-clauses:

1. SHALL set the element of “application-specific availability” as defined in section 10.2.4 of [OMA-Pres-Spec] to “available for PoC” as following: <tuple>(<basic>(open and <service-description>(<service-id>(”org.openmobilealliance:PoC-session”

2. SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the PoC user publishing the ISB  (e.g. to the value of the P-Asserted-Identity).

G.1.1.3 Instant Personal Alerts Barring(IPAB)

The PoC Server upon accepting a request from a PoC user to activate Incoming Personal Alerts Barring (IPAB) SHALL act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 with the following sub-clauses:

1. SHALL set the element of “application-specific availability” as defined in section 10.2.4 of [OMA-Pres-Spec] to “unavailable for PoC alerts” as following: <tuple>(<basic>(closed and <service-description>(<service-id>(”org.openmobilealliance:PoC-alerts”

2. SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the PoC user publishing the ISB  (e.g. to the value of the P-Asserted-Identity).

The PoC Server upon accepting a request from a PoC user to de-activate Incoming Personal Alerts Barring (IPAB) SHALL act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 with the following sub-clauses:

1. SHALL set the element of “application-specific availability” as defined in section 10.2.4 of [OMA-Pres-Spec] to “unavailable for PoC alerts” as following: <tuple>(<basic>(open and <service-description>(<service-id>(”org.openmobilealliance:PoC-alerts”

2. SHALL set the <entity> element of Presence information document as defined in [OMA-Pres-Spec] to the value of the authenticated identity of the PoC user publishing the ISB  (e.g. to the value of the P-Asserted-Identity).

G.1.1.4 PoC Session State

The PoC Server upon setting up a PoC session MAY act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 using the <session-participation> element. The exact procedures of Presence publication in that case are beyond the scope of the present document.

The PoC Server upon determining that a PoC user has reached his/her maximum number of simultaneous PoC sessions MAY act as Presence Source and perform publication of Presence information as defined in [OMA-Pres-Spec] section 5.1.1 using the “application-specific availability” element set to “unavailable for PoC sessions”. The exact procedures of Presence publication in that case are beyond the scope of the present document.

Note 1: Given the dynamic nature of PoC session establishment, care has to be taken in the implementation (e.g. limiting the rate of the publications) to limit the amount of traffic sent by that procedure.

Note 2: Determining the “trigger” points of PoC session set-up and maximum number of PoC sessions are beyond the scope of the present Appendix.

G.1.2 Acting as Watcher

The PoC Server MAY act as a Watcher as described in [PoC-AD] and [OMA-Pres-Spec].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use the procedures of “AS acting as originating User Agent” defined in [TS24.229] / [3GPP2 X.S0013.4] section 5.7.3, when acting as a Watcher.

The exact procedures determining the behaviour of the PoC Server acting as Watcher are beyond the scope of the present specification.

G.2 PoC Client

The PoC client SHOULD collaborate with the Presence Source and Watcher entities when residing in the same UE. 

When the Presence Source resides in the same UE as the PoC Client SHOULD NOT publish Presence information on behalf of that PoC user for the elements defined in section G.1 when those are published by the PoC Server. 
The exact procedures determining the collaboration between the PoC Client, the Watcher and Presence Source in entities in the UE are beyond the scope of the present specification.

>>>>>>>>>>>>>End of Second change<<<<<<<<<<<<<<<

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Make the proposed changes and incorporate the proposed in new text in the relevant sections of the PoC CP Specification (OMA-TS-PoC-ControlPlane-2004117-D).
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