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1 Reason for Change

Recently there was email discussion on the use and possible combinations of the willingness elements (application-specific, overriding and default willingness) that exist at the moment in Presence Specification. 

The number of combinations lead in different “decisions” on the watcher in terms of the “overall” presentity’s willingness. Some analysis has proven that <default-willingness> is of limited use and its “semantics” can be substituted by a combination of the other two elements.

Therefore it is proposed to remove all instances of <default-willingness> element from the specifications and re-structure accordingly.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text under the proposed sections in the Presence Spec (OMA-TS-Presence_SIMPLE-V1_0-20040218-D).

6 Detailed Change Proposal

Add the text shown in the relevant section of the attached.
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		“Presence Authorization Rules”, J. Rosenberg, Oct. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-01.txt)


Note: IETF Draft work in progress



		[RPID]

		“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H.Schulzrinne et al., Oct 2004 (http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-04.txt)


Note: IETF Draft work in progress



		[XCAPCHANGE]

		“A Session Initiation Protocol (SIP) Event Package for Modification Events for the Extensible Markup Language (XML) Configuration Access  Protocol (XCAP) Managed Documents”, J.Rosenberg, Jul. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-package-02.txt)


Note: IETF Draft work in progress



		3GPP/3GPP2

		



		[3GPP TS 23.228]

		“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228 V6.5.0, Release 6, Mar. 2004



		[3GPP2 X.S0013-002-A]

		“All-IP Core Network Multimedia Domain:  IP Multimedia Subsystem - Stage 2”, Revision A, Version 2.0, 3GPP2, 2004



		[3GPP TS 24.229]

		“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP TS 24.229 V6.2.0, Release 6, Mar 2004 



		[3GPP TS 24.109]

		“Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details ; Stage 3”, 3GPP TS 24.109, Release 6



		[3GPP2 X.S0013-004-A]

		“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 2.0, 3GPP2, 2004



		[3GPP2 S.R0086-A]

		“IMS Security Framework”,  2004



		[3GPP TS 33.203]

		“Access Security for IP-based services”, 3GPP TS 33.203 V6.x.x, Release 6, xxx 2004



		[3GPP TS 32.200]

		“Charging management; Charging principles”,3GPP TS 32.200 v5.x.x, Release 5, xxx 2004



		[3GPP2 X.S0013-007-0]

		“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Charging Architecture”, Revision 0, Version 1.0, 3GPP2, December 2003



		[3GPP TS 22.228]

		 “Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1”, 3GPP TS 22.228 V6.5.0, Release 6, Jan. 2004



		[3GPP TS 24.141]

		“Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, 3GPP TR 24.141 V6.1.0, Release 6, September 2004 



		[3GPP2 X.S0027-003-0]

		“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2, 2004



		[3GPP TS 32.260]

		“Charging Management; IP Multimedia Subsystem (IMS) Charging”, 3GPP TS 32.260 V1.0.0, Release 6, 2004



		[3GPP2 X.S0013-0xx-A]

		“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Charging, Architecture and Information Flows – Revision A”, Revision A, Version 2.0, 3GPP2, 2004



		[3GPP TS 33.141]

		“Presence Service; Security”, 3GPP TS 33.141 Vx.x.x, Release 6, xxx 2004



		[3GPP2 X.S0027-002-0]

		“Presence Service - Security”, Revision 0, Version 1.0, 3GPP2, 2004



		[3GPP TS 26.141]

		“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs (Release 6)”, 3GPPP, 2005



		

		





2.2 Informative References


		[3GPP TS 22.141]

		“Presence Service; Stage 1”, 3GPP TS 22.141 V6.2.0 Release 6, Mar. 2003



		[3GPP2 S.R0062]

		"Presence service; Stage 1" Version 1.0, October 2002



		[3GPP TS 23.141]

		 “Presence Service; Architecture and functional description”, 3GPP TS 23.141 V6.7.0, Release 6,  September 2004



		[3GPP2 X.S0027-001-0]

		“Presence Service; Architecture and functional description”, Revision 0, Version 1.0, 3GPP2, 2004



		[3GPP2 X.S0027-004-0]

		“Network Presence”, Revision 0, Version 1.0, 3GPP2, 2004





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Composition

		The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular presentity.



		Content Server

		The Content Server is the functional entity that is capable of managing MIME objects for Presence, allowing the Presence Sources to store MIME objects within, and support retrieval of those objects by watchers.


Source: [PRESAD]



		Event Package

		Event Package: An event package is an additional specification which defines a set of state information to be reported by a notifier to a subscriber.  Event packages also define further syntax and semantics based on the framework defined by this document required  to convey such state information.


Source: [RFC3265]



		Event Publication Agent (EPA)

		The User Agent Client (UAC) that issues PUBLISH requests to publish event state.


Source: [RFC3903]



		Event State Compositor (ESC)

		The User Agent Server (UAS) that  processes PUBLISH requests, and is responsible for compositing event state into a complete, composite event state of a resource.


Source: [RFC3903]



		Presence Content Rules

		Rules that determine the content of Presence information sent to the watchers 



		Presence Information

		Dynamic set of information pertaining to a Presentity that may include items presence elements such as the status, reachability, willingness, and capabilities of that Presentity. 


Note: This definition is compatible with the 3GPP/3GPP2 definitions, as well as the IETF definition, though the latter is quite generic.


Source: [OMA PRESREQ]



		Presence Information Element

		A basic unit of unit of Presence Information.

Source: [OMA PRESREQ]



		Presence External Agent (PEA)

		Source:  [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]



		Presence Network Agent (PNA)

		Network located element that collects and sends network related presence information on behalf of the presentity to a presence server


Source: [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]



		Presence Source

		A logical entity that provides Presence Information pertaining to exactly one or more Presentities to the Presence Server. Presence User Agents, Presence Network Agents, and Presence External Agents are examples of Presence Sources. 


Note:  In [RFC3856], Presence Sources are referred to as Presence User Agents. In IETF 2778, they are referred to as Presentities.

Source: [OMA PRESREQ]



		Presence User Agent (PUA)

		A terminal or network located element that collects and sends user related presence information to a presence server on behalf of a Principal


Source: [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]



		Presentity

		A logical entity that has Presence Information (see definition below) associated with it. This Presence Information may be composed from a multitude of Presence Sources. A Presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as " conference room #27". Presentities are generally referenced by distinguished names, such as "sip:joe.bloggs@example.com" or by phone numbers like "tel:+12345678". In SIMPLE, Presentities are generally referenced using a sip:, pres: or tel: URL. 


Note: This definition maps better to the [RFC2778] definition of a Principal, rather than that of [RFC2778] Presentity. This definition is compatible with the[RFC3856].



		RLS

		A functional entity that accepts and manages subscriptions to presence lists, which enables a Watcher application to subscribe to the presence information of multiple presentities using a single subscription transaction.  


Source: [OMA PRESAD]



		Subscription Authorisation Rules

		Rules that determine the handling of an incoming Presence Subscription by the PS



		User Equipment (UE)

		A device allowing a user access to network services. For the purpose of 3GPP specifications the interface between the UE and the network is the radio interface. A User Equipment can be subdivided into a number of domains, the domains being separated by reference points. Currently defined domains are the USIM and ME Domains. The ME Domain can further be subdivided into several components showing the connectivity between multiple functional groups. These groups can be implemented in one or more hardware devices. An example of such a connectivity is the TE – MT interface. Further, an occurrence of a User Equipment is an MS for GSM as defined in GSM TS 04.02.


Source: [3GPP TR 21.905]



		Watcher

		Any uniquely identifiable entity that requests presence information about a presentity, or watcher information about a watcher, from the presence service. Special types of watcher are fetcher, poller, and subscribed-watcher. (Differs slightly from [RFC2778] and [3GPP2 X.S0027-003-0] definitions).

Source: [OMA PRESREQ]





3.3 Abbreviations


		3GPP

		3rd Generation Partnership Project



		3GPP2

		3rd Generation Partnership Project 2



		AD

		Architecture Document



		CID

		Content ID



		CIPID

		Contact Information in Presence Data



		DM

		Device Management



		EPA

		Event Publication Agent



		ESC

		Event State Compositor



		IETF

		Internet Engineering Task Force



		IM

		Instant Messaging



		IMS

		IP Multimedia Subsystem



		IP

		Internet Protocol



		MIME

		Multipurpose Internet Mail Extensions



		MWG

		Messaging Workin Group



		MWS

		Mobile Web services



		OMA

		Open Mobile Alliance



		PIDF

		Presence Information Data Format



		PoC

		Push-to-talk over Cellular



		PEA

		Presence External Agent



		PUA

		Presence User Agent



		PNA

		Presence Network Agent



		PS

		Presence Server



		RD

		Requireemnt Document



		RFC

		Request For Comments



		RPID

		Rich Presence Information Data



		RLS

		Resource List Server



		SIMPLE

		SIP Instant Message and Presence Leveraging  Extensions



		SIP

		Session Initiaion Protocol



		TLS

		Transport Layer Security



		UE

		User Equipment



		UMTS

		Universal Mobile Telecommunications System



		URI

		Uniform Resource Identifier



		WLAN

		Wireless LAN



		WG

		Working Group



		XCAP

		XML Configuration Access Protocol



		XDMS

		XML Document Manipulation Server



		XML

		Extensible Markup Language



		XUI

		XCAP User Identifier





4. Introduction


The document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service. It defines the presence information semantics for presence information conveyed using the Presence Information Data Formats (PIDF) specified by the IETF, such as Rich Presence Information Data Format (RPID) and Contact Information in Presence Information Data Format (CIPID).


This specification makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating presence information between the various Presence Sources and their watchers as described in the Presence architecture document ([PRESAD]).


In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 


· The content of presence information, based on [RFC3863], [RPID], [PRESCAPS] etc.


· The partial publication of (only the changed) presence information, based on [PARFORMAT]


· The handling of large presence information content, based on support of [RFC 2387] and [CONTENTIND]


· The control of the content of the notification sent to a watcher, based on [FILTER] and [FILTERFORMAT]


· Back-end subscriptions to a presence list, based on [EVENTLIST]


· Subscription authorization rules for watchers, based on [PRESRULES], and


· Presence content rules for watchers, based on [PRESRULES].


The Presence Services makes use of various data repositories in the network that store information related to presentities and watchers, specifically: 


· The Presence XDMS (see [PRESXDM]) for storage of documents related to a presentity, such as subscription authorization rules and presence content rules for watchers; 


· The Shared XDMS (see [SharedXDM]) for URL Lists which may be referenced from other documents; and


· The RLS XDMS (see [RLSXDM]) for storing a watcher’s presence list.


· The Content Server (see [PRESAD]) for managing MIME objects.


5. Presence Functional Entities


5.1 Presence Source


The Presence Source is an entity that provides presence information to a Presence Service. The Presence Source MAY be located in the user’s terminal or within a network entity.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the Presence Source MAY be implemented in a UE or an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.


5.1.1 Publication of presence information


A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]. 


A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


· A Presence Source SHALL use the elements listed in section 10.2 when it has to publish presence information with semantics identical to those elements


The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in section 10.2, as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.


5.1.1.1 Partial publication


Partial publication is a mechanism for publishing only those parts of the presence information that have changed since the last publication, rather than the full presence state as observed by the Presence Source.

A Presence Source MAY support partial publication. A Presence Source performing partial publication SHALL support the following:


· Partial publication procedure, according to [PARPUBLISH], and

· Partial presence extension to PIDF, according to [PARFORMAT].

5.1.1.2 Handling of large objects


The Presence Source MAY implement the “multipart/related” content type as described in [RFC2387], in order to aggregate other MIME objects with the “application/pidf-diff+xml” content type. 


If a presence attribute has a value of a refernce to a MIME object, the Presence Source can either:


· Use the content indirection mechanism as defined in [CONTENTIND] and upload the content to to the Content Server; or


· Send the MIME object directly together with the presence document by utilising the “multipart/related” content-type in the PUBLISH request.


The MIME object format SHALL conform to [3GPP TS 26.141].


5.1.1.2.1 Performing content indirection


If the Presence Source decides to use the content indirection mechanism for publishing an initial or modified value of a presence attribute, the Presence Source SHALL follow the following procedures:


1. Construct as many HTTP or optionally HTTPS URIs as objects to be stored; and


· Store the MIME objects behind the created HTTP or optionally HTTPS URI(s) in the Content Server using the HTTP PUT method defined in [RFC 2616].


The Presence Source MAY be provisioned with the HTTP or optionally HTTPS URI of the content server where the MIME objects will be stored. This can be done with OTA Provisioning or local configuration. In case it is performed with OTA Provisioning it SHALL use the value of  CONTENT-SERVER-URI defined in Appendix B.


If the Presence Source is provisioned with an HTTPS URI it SHALL perform according to [RFC2818].


2. Use the “multipart/related” content type as described in [RFC2387] with the content indirection mechanism as specified in [CONTENTIND] for the publication of presence information format as follows:


· Set a CID URI referencing to other MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content; 


· Include the presence document of the format “application/pidf+xml” or “application/pidf-partial+xml” in the root of the body of the “multipart/related” content;


Specify the part having information about the MIME object by using the “message/external-body” content type, defining the HTTP or optionally HTTPS URI, versioning information and other information about the MIME object as described in [CONTENTIND]. The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not.

5.1.1.2.2 Handling of direct content


When the Presence Source decides to publish the MIME object as a direct content inside the presence document, the Presence Source SHALL utilise the “multipart/related” content type as described in [RFC2387] in the PUBLISH request with the following procedures:


· Set a CID URI referencing to other multipart body which contains the MIME object;


· Include the presence document of the format “application/pidf+xml” or “application/pidf-partial+xml” in the root of the body of the “multipart/related” content.


If the Presence Source supports OTA Provisioning, the size limit for MIME data direct content in a PUBLISH request as set via OTA Provisioning SHALL NOT be exceeded. 


In case it is performed with OTA Provisioning, it SHALL use the value of CLIENT-OBJ-DATA-LIMIT parameter is defined in Appendix Error! Reference source not found..

If the Presence Source does not support OTA Provisioning, the size limit for MIME data direct content in a PUBLISH request SHOULD be set by other means at the Presence Source and its value SHALL be the same as defined for OTA Provisioning compliant Presence Sources.


5.1.1.3 Limiting the rate of publications


The Presence Source MAY be configured with a rate (the shortest time period between two PUBLISH requests) at which PUBLISH requests are generated. This can be done with OTA Provisioning or local configuration. In case it is performed with OTA Provisioning it SHALL use the value of   SOURCE-THROTTLE-PUBLISH defined in Error! Reference source not found..

In this case, the Presence Source SHALL NOT generate PUBLISH requests more often as it is instructed by the local rate limitation configuration.


5.1.2 Subscription to Watcher information


Watcher information refers to the dynamically changing set of watchers that are subscribed to a particular presentity, and the state of the subscriptions. 


A Presence Source MAY subscribe to watcher information.  A Presence Source subscribing to watcher information SHALL support the following:


· Watcher information event template package, according to the watcherinfo subscriber procedures described in [RFC3857], and

· ‘application/watcherinfo+xml’ content type, according to [RFC3858].

Upon activation of the presence service, the presentity SHALL subscribe to watcher information through one of it Presence Sources.


5.1.2.1 Event notification filtering


Event notification filtering is a mechanism for the Presence Source to control the content and triggers of notifications.

A Presence Source subscribing to watcher information MAY request event notification filtering.  A Presence Source requesting event notification filtering SHALL support the following:


· Event notification filtering, according to the subscriber procedures described in [FILTER], and

· Content-type ‘application/simple-filter+xml’, according to [FILTERFORMAT].

5.1.3 Example realizations of a Presence Source
(Informative)


5.1.3.1 Presence User Agent


The Presence Source MAY be implemented as a Presence User Agent (PUA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PUA is a Presence Source realization residing in the terminal or network. The PUA collects user related presence information from its corresponding presentity and sends it to the PS.

5.1.3.2 Presence Network Agent


The Presence Source MAY be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PNA collects the network related presence information from the various network elements and send it to the PS. 


The PNA may also notify the PS when the terminal is disconnected. The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 3 and Figure 4) and are out of scope of the current specification.
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 Figure 1-PNA in 3GPP
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 Figure 2-PNA in 3GPP2


The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 4:
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 Figure 3-PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.


5.1.3.3 Presence External Agent


The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively. The PEA performs the following functions:


· Supply presence information from external networks.


· Handle the interworking and security issues involved in interfacing to external networks.

· Resolve the location of the PS associated with the presentity.


Examples of presence information that the PEA may supply, include:


· Third party services (e.g. calendar applications, corporate systems) 


· Internet Presence Services 


· Non SIMPLE-based Presence Services


· Services that use Presence (e.g. PoC, IM).


5.2 Watcher


The watcher is an entity that subscribes to presence information about a presentity or list of presentities (i.e. presence list).


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the watcher MAY be implemented in a UE or an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.


5.2.1 General


A watcher SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


5.2.2 Subscription to a single Presentity


 A watcher SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856]. 


5.2.3 Subscription to a Presence List


Presence lists enable a watcher to subscribe to multiple presentities using a single subscription.


A watcher MAY subscribe to a presence list.  If a watcher subscribes to a presence list, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [EVENTLIST].  


5.2.4 Subscription to Watcher Information


Watcher information refers to the dynamically changing set of watchers that are subscribed to a particular presentity, and the state of the subscriptions. 


A watcher MAY subscribe to watcher information.  A watcher subscribing to watcher information SHALL support the following:


· Watcher information event template package, according to the watcherinfo subscriber procedures described in [RFC3857], and


· ‘application/watcherinfo+xml’ content type, according to [RFC3858].


5.2.5 Presence information processing


The watcher SHOULD interpret the received presence information according to the following rules:


· Service element


Uniquely identify a <tuple> element by the combination of a 


· <contact> element, as defined in [RFC3863]);


· <service-description> element (defined in section 10.3.1), if present;


· <device-id> element, as defined in [PRESDATAMODEL]);


If the watcher recognizes more than one semantically identical service elements in the presence document (<tuple> elements identified as being the same based on the previous criteria shown above) with conflicting sub-elements (i.e. elements with same names but different values), the watcher SHOULD select the conflicting element from the <tuple> element with the latest <timestamp> element as defined in [RFC3863].


A watcher SHALL be able to interpret any application-specific subset of the elements listed in section 10.2 using the semantics described therein. The Watcher MAY support other PIDF extensions to interpret elements whose semantics do not match with those defined in section 10.2, as long as, if a watcher that does not understand those extensions can ignore them. without changing the meaning of the presence elements that are understood.


5.2.5.1 Processing of willingness elements

If “Overriding Willingness” is present the SHALL take precedence over any present “Application-specific Willingness” element, as defined in section 10.2.

5.2.6 Partial Notifications


Partial notification is a mechanism for receiving only those parts of the presence information that have changed since the last notification received by the watcher, rather than the full presence state.

A watcher subscribing to presence information MAY request partial notifications.  A watcher requesting partial notifications SHALL support the following:


· SIP extension for partial notifications, according to the watcher procedures described in [PARNOT], and


· partial presence extension to PIDF and its Content-type 'application/pidf-diff+xml', according to [PARFORMAT].


5.2.7 Event Notification Filtering


Event notification filtering is a mechanism for the watcher to control the content and triggers of notifications.

A watcher subscribing to presence information or watcher information MAY request event notification filtering.  A watcher requesting event notification filtering SHALL support the following:


· Event notification filtering, according to the subscriber procedures described in [FILTER], and


· Content-type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


5.2.8 Handling of large objects


A watcher MAY implement the "multipart/related" content type as described in [RFC2387], in order to aggregate other MIME objects with the "application/pidf+xml" content type. In this case, the watcher SHALL indicate the support for the "multipart/related" content type by using the “Accept” header field in the SUBSCRIBE request.


5.2.8.1 Fetching indirect content


A watcher MAY support the content indirection mechanism [CONTENTIND]. If supported, the watcher SHALL indicate the support for the “message/external-body” content type by using the “Accept” header field in the SUBSCRIBE request. 


If the watcher receives an indirect content in a NOTIFY request, the watcher SHALL fetch the content from the Content Server as defined in [CONTENTIND].


If the URI received as indirect content in the NOTIFY request is an HTTPS URI the watcher SHALL perform according to [RFC2818].


5.3 Presence Server


The Presence Server (PS) is an entity that accepts, stores and distributes presence information. The PS performs the following functions:


· Handles publications from one or multiple Presence Source(s) of a certain presentity (see 5.3.1)


· Composes the presence information received from one or multiple Presence Source(s) into a single presence document (see 5.3.3.1). 


· Handles subscriptions from watchers to presence information and generates notifications about the presence information state changes (see 5.3.2).


· Handles subscriptions from Presence Sources and watchers to watcher information and generates notifications about the watcher information state changes (see 5.3.4).


· Authorizes the watcher’s subscription to the presentity’s presence information and applies policies (see 5.2.3.2).


· Applies the watcher’s information filtering preferences, as appropriate (see 5.3.4.1 and 10.1.2.8).


· Applies rate control mechanisms to the notifications, as appropriate (see 5.3.3.4).


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.


5.3.1 Presence information publication acceptance from Presence Sources


A PS SHALL implement the Event State Compositor (ESC) function and support the PUBLISH method according to the procedures described in [RFC3903]. 


A PS SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


5.3.1.1 Presence publication authorisation


Before accepting a PUBLISH request, the PS SHALL perform identity verification and authorization of the publication attempt of the Presence Source, per local policy. 


When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD then the PS SHALL 


· verify the identity of the Presence Source of the PUBLISH request as described in [3GPP TS 24.229]/ [3GPP2 X.S0013-004-A] sub-clause 5.7.1.4 


The PS publication authorisation policy SHALL authorize the publication for the presentity, and SHOULD reject the publication for all other users. 


The PS SHALL perform authorisation of the publication by verifying that the identity of the source of the PUBLISH request matches against the value of the “entity” attribute of the <presence> element in the Presence information document as described in [RFC3863].  


In case of successful authorization, then  the PS accepts the PUBLISH request and  SHALL process the PUBLISH request in accordance with [RFC3903].


If a <timestamp> value exists the PS SHALL overwrite this value in the <tuple> elements, with that of the time the PUBLISH request was received. If a <timestamp> value does not exist the PS SHALL add a <timestamp> value in the <tuple> elements.


5.3.1.2 Handling of partial publications


The PS MAY support partial publication. 


If the Presence Source generates a partial publication request as described in chapter 5.1.1.1 using the "application/pidf-diff+xml" content-type defined in [PARFORMAT] the PS SHALL process the PUBLISH request in accordance with [RFC3903] and [PARPUBLISH]:


5.3.1.3 Handling of large objects


The PS MAY support the “multipart/related” content type in accordance with [RFC2387]:


If supported, the PS SHALL process a presence document represented as “multipart/related” content type as follows:


· If the  “multipart/related” content type contains direct MIME object data,

· The PS SHALL check the size of the direct MIME object data. If the size exceeds the upper limit as defined by Presence Server policies the Presence Server SHALL stop processing and return the SIP response “413 Request Entity Too Large”. The upper limit used by the Presence Server SHALL be at least equal to or greater than the respective limit defined for the Presence Source.


· If the size of the direct MIME object data is within the PS's upper limit, the PS SHALL either store the MIME object in case of initial publication or replace an existing content in case of modify operation. The PS MAY store the received MIME object in the Content Server by creating an appropriate HTTP or optionally HTTPS URI therein (according to the procedures described in 5.1.1.2.1) and uploading the content via the HTTP PUT method [RFC2616].


· If the “multipart/related” content type contains an indirect MIME object included in a “message/external-body” content type and the content indirection [CONTENTIND] mechanism is supported by the PS, 


· The PS SHALL check the existence of the MIME object by fetching the content stored behind the HTTP or optionally HTTPS URI from the Content Server using the HTTP GET method [RFC 2616] and associate the value of the relevant presence attribute with the fetched content.  If the PS cannot access the MIME object referenced by the HTTP or optionally HTTPS URI, the PS SHOULD exclude the MIME object from the presentity’s presence document and continue the processing.


If the URI used for the storage of the indirect content is an HTTPS URI the PS SHALL perform according to [RFC2818].


If the PS does not support the “multipart/related” content type, then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the “Accept” header field.

5.3.2 Presence state event package


The PS SHALL support subscriptions for the presence event package, according to the procedures described in [RFC3265] and [RFC3856].


Before accepting a SUBSCRIBE request for the presence event package, the PS SHALL perform authorization of the subscription attempt of the watcher, per Presentity policy.  The policies to authorize the watcher’s subscription request are described in 5.3.3.2. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBCRIBE request in accordance with [RFC3265] and [RFC3856]. 


The PS SHALL support notification of changes to the presence event package, according to the procedures described in [RFC3265] and [RFC3856], to authorized watchers after processing the following:


· Applying composition policy,


· Applying content policy, and


· Applying Watcher filtering.


5.3.2.1 Polite blocking


Polite blocking is a mechanism to deny an incoming subscription, while indicating to the watcher that the subscription is accepted.  


If the result of applying Subscription Authorisation Rules is to perform polite blocking (see 5.3.3.2), the PS SHALL perform the following:


· The PS SHALL respond to the SUBSCRIBE request with a 200 OK response.


· The content of subsequent NOTIFY requests is up to local policy, and SHOULD be constructed in such a way that the watcher is unaware that it is being blocked, and the presentity is viewed as being unavailable.

5.3.2.2 Handling of large objects


The PS MAY generate notifications using the “multipart/related” content type in accordance with [RFC2387], if:


· the presence information formatted as “application/pidf+xml” includes references to other MIME objects; and 


· the watcher indicates support for the “multipart/related” content type using the “Accept” header field in the SUBSCRIBE request.


If the watcher does not indicate support for the “multipart/related” content type or a MIME object cannot be accessed by the PS, the PS SHOULD exclude the MIME object from the notification.


If the size of the MIME object data in the NOTIFY request exceeds the limit defined for the Watcher the PS SHALL handle the MIME object data as indirect content, i.e. store the MIME object data in the Content Server and include an HTTP or optionally HTTPS URI in the notification pointing to the stored MIME object. 


If the reference to the MIME object is an HTTPor optionally HTTPS URI, the PS SHALL either:


· fetch the content using the HTTP GET method defined in [RFC 2616] and include as direct content in the notification; or


· include an HTTP or optionally HTTPS URI as indirect content in the notification pointing to the MIME object.


Access to indirect content SHALL be restricted to the watcher.  Any appropriate mechanism may be used, given it does not impose any requirements to the watcher other than having to issue an HTTP GET to fetch the indirect content from the provided URI.


In the case of sending the MIME object as direct content, the PS SHALL modify the value of the relevant presence attribute in the presence document to refer to the MIME object included in the “multipart/related” content type.


5.3.2.3 Generating partial notifications


The PS SHALL support partial notifications.  If the watcher indicates preference for partial notifications in the SUBSCRIBE request for the presence event package, the PS SHALL generate partial notifications in accordance with [PARNOT] and [PARFORMAT].


5.3.3 Presence information processing 


The PS SHALL process the Presence Information published by the Presence Sources before delivering it to the watchers according to the following actions (these actions are also illustrated in Figure 5):. 


· Applying Composition Policy


· Applying Content Policy


· Applying event notification filtering


· Applying event throttling
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Figure 4 -Presence Information Processing Stages


5.3.3.1 Applying Composition Policy


The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular presentity is called composition. The presence data model for the presence information is described in section 10.


The PS SHALL apply the following Composition Policy. 


Note: Local policy can augment this composition policy in which case implementations have to ensure that the semantics of this enabler are not violated. 


5.3.3.1.1 Composition Policy


The PS SHALL compose the information from the different Presence Sources according to the following rules:


· Service elements (defined in section 10.1.2)


The PS SHALL merge <tuple> elements from different Presence Sources into one <tuple> element if


a. the <contact> element, as defined in [RFC3863], and the <service-description> element (if present), as defined in section 10.3.1, inside the <tuple> elements equal; and


b. there are no conflicting elements (same elements with different values) under the <tuple> elements.


The PS SHALL keep <tuple> elements from different Presence Sources separate if there are conflicting elements under the <tuple> elements.

· Device elements (defined in section 10.1.3)

If the <device-id> of a published <device> element and a <device-id> in an existing <device> element match, the PS SHALL 


a. add the new elements from the newly published <device> element to the already existing <device> element; and


b. override the conflicting elements with the latest published element.

· Person element (defined in section 10.1.1)

The PS SHALL merge new elements with already existing other elements under the same <person> element.


5.3.3.2 Applying Presence authorisation policy


Presence information is considered very sensitive personal information; therefore an authorisation mechanism SHALL be supported. 


The PS SHALL apply the Presence Authorisation Policy defined by the presentity and by default policy on all incoming authenticated SUBSCRIBE requests and outgoing notifications for the presence event package.


As defined in [PRESXDM] the Presence Authorisation Policy has two parts defined by the presentity:


· Subscription Authorisation Rules, which determine if a watcher is allowed to subscribe to the presentity’s presence information;


· Presence Content Rules, which determine the subset of the presentity’s presence information the watcher is allowed to watch.
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Figure 5 - Presence Authorisation Policy flowchart


Figure 5 describes the steps that the PS SHALL follow in order to apply the authorisation policy:


· When an incoming SUBSCRIBE request is received for the presence event package, the PS SHALL fetch the presentity’s Presence Authorisation Policy document stored in the Presence XDMS according to the procedures defined in [XDMSPEC] chapter 6.1. 


The PS SHALL construct the HTTP URI in order to fetch the relevant document. The PS SHALL:


· Set the AUID to “pres-rules”; and


· Set the XUI defined in [XDMSPEC] to the SIP URI of the presentity. 


For example, a presentity with a SIP URI sip:user@domain.com, the PS will fetch the Presence Authorization Rules document from the directory http://<xcap-root-uri>/pres-rules/users/sip:user@domain.com/pres-rule..


· Check if the “conditions” element of the document as defined in [PRESXDM] matches against the watcher’s identity received in the SUBSCRIBE request. 


When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header (as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]) in the SUBSCRIBE request to determine the watcher’s identity..  


In the case of an anonymous subscription (see section 7.1), the “is-anonymous” condition is checked.  If there is no matching rule then the PS SHALL further handle the subscription according to the default policy of the PS. The default policy SHALL apply one of the actions defined below. However it is out of scope of the present specification to define how the default policy is configured.  


After the rules are identified under the Subscription Authorisation Rules for the watcher, the PS SHALL check the values of the “sub-handling” elements under the “actions” element of the identified rules in order to determine the handling of the subscription for this watcher.


· If the combining rules of the “sub-handling” element according to [COMMONPOL] and [PRESXDM]  results in 


· “block” decision, then the PS SHALL reject the subscription by responding with a 403 Forbidden response to the SUBSCRIBE request (see Error! Reference source not found.).


· “polite-block” decision, then the PS SHALL politely block the subscription following the procedures defined in 5.3.2.1 and Error! Reference source not found..


· “confirm” decision, then the PS SHALL place the subscription in pending mode. The further treatment of the subscription will depend on the local policy of the PS, a typical example of such a local policy is the request for “reactive authorisation” from the presentity as defined in Error! Reference source not found..


“allow” decision, then the PS SHALL accept the subscription (see Error! Reference source not found.) and apply the Presence Content Rules defined under the “transformations” element of the matched rules as defined in [PRESXDM].


While watcher subscriptions are active, a presentity may update its subscription authorization rules. The Presence Server SHALL re-evaluate the watcher subscription state based on the new subscription authorization rules.  For example, a presentity may decide to block subscriptions from a watcher. If the watcher has active subscriptions to the presentity; the Presence Server will terminate these subscriptions and block any future subscription requests from this watcher.


Furthermore, while watcher subscriptions are active a presentity may update its presence content rules. The Presence Server SHALL re-determine the subset of the presentity’s presence information the watcher is allowed to watch. For example, a presentity may decide to stop disseminating specific presence elements to its watchers. In such a case the Presence Server will generate presence notifications that will include the updated presentity’s presence information. 


The Presence Server MAY realize that the subscription authorization and/or presence content policies have been updated by subscribing to changes made to XML documents stored in the Presence XDMS and Shared XDMS.


5.3.3.3 Applying event notification filtering


The PS MAY support event notification filtering according to the following procedures:


· Event notification filtering, according to the procedures described in [FILTER], and


· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


If the PS supports event notification filtering; and 


· understands the particular filter included in the payload of the SUBSCRIBE request using the content type ‘application/simple-filter+xml’, the PS SHALL apply the requested filter. As a result, the authorized watchers are notified of the actual presence information after first applying the privacy filtering procedures as described in section 5.3.3.2 then the event notification filtering procedures described in this section.

· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the watcher, the PS SHALL indicate it to the watcher as specified in [FILTER] and [FILTERFORMAT]. In this case, the NOTIFY request SHALL contain the actual presence information as resulted from the procedures in section 5.3.3.


5.3.3.4 Applying event throttling


The PS MAY have local configuration information limiting the rate (the shortest time period between two NOTIFY requests) at which notification generation is allowed. In this case, the PS SHALL NOT generate NOTIFY requests more often as it is instructed by the local rate limitation configuration. Further details of Event throttling is out of scope of phase I.

5.3.4 Watcher information event package


Before accepting a SUBSCRIBE request for the watcher information event package, the PS SHALL perform authorization of the subscription attempt of the watcher, per presentity policy. The default policy SHOULD be to authorize the subscription if the watcher is the presentity, and to reject the subscription for all other users. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBSCRIBE request in accordance with [RFC3265], [RFC3857], [RFC3858].


5.3.4.1 Applying event notification filtering


The PS MAY support event notification filtering according to the following procedures:


· Event notification filtering, according to the procedures described in [FILTER], and


· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


If the PS supports event notification filtering; and 


· understands the particular filter included in the payload of the SUBSCRIBE request, the PS SHALL apply the requested filter.


· does not understand the particular filter included in the payload of the SUBSCRIBE request, the PS SHALL indicate it to the subscriber as specified in [FILTER] and [FILTERFORMAT]. In this case, the NOTIFY request SHALL contain the actual full watcher information.


5.3.5 XDM Functions


The PS SHALL support the following:

· Retrieval of XML documents stored in the Presence XDMS and Shared XDMS, according to [XDMSPEC] section 6.1.1 (via the PRS-8 and PRS-5 reference points, respectively).


· Subscription to changes made to XML documents stored in the Presence XDMS and Shared XDMS, according to [XDMSPEC] section 6.1.2 (via the PRS-3 reference point).  


XCAP application usages specified in [PRESXDM] and [SharedXDM].

5.4 Resource List Server


The Resource List Server (RLS) performs the following functions:


· Accepts subscriptions to resource lists.


· Authorizes the watcher’s usage of the resource list.


· Creates and manages back-end subscriptions to all presentities in the resource list, on behalf of the watcher. 


· Sends notifications to the watcher, based on information received from the back-end subscriptions.


· Applies aggregation and rate control mechanisms to the notifications, as appropriate.  


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.


5.4.1 General


The RLS SHALL support resource list subscriptions, according to the RLS procedures described in [EVENTLIST].


Before accepting a list subscription, the RLS SHALL perform authorization of the usage of a resource list by the watcher, per local policy.  The default policy SHOULD be to authorize usage of a list if the watcher is the owner, and to reject usage of the list by any other watcher.


If the RLS accepts a subscription to the presence event package, the RLS SHALL resolve the list into individual presentities according to [XDMSPEC].  


5.4.2 Back-end Subscriptions


For list subscriptions to the presence event package, the RLS SHALL generate back-end subscriptions to learn the presence information of any presentity.


For back-end subscriptions using SIP, the RLS SHALL support subscription and notification of presence information, according to the procedures described in chapter 5.2.1, 5.2.6, 5.2.7 and Error! Reference source not found..


When the watcher adds presentities to the resource list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added presentities. 


When the watcher removes presentities from the resource list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed presentities. 


The RLS MAY realize that presentities have been added and/or removed from the resource list by subscribing to changes made to XML documents stored in the RLS XDMS and Shared XDMS.


When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and  insert the SIP URI of P-Asserted-Identity header of the incoming  SIP SUBSCRIBE  request (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) to the SIP SUBSCRIBE request of the back-end subscription.


5.4.3 Event Notification Filtering


The RLS MAY support event notification filtering according to the following procedures:


· Event notification filtering, according to the RLS and notifier procedures described in [FILTER], and


· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 


If the RLS supports event notification filtering; and 


· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL apply the requested filter.


· does not understand the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL indicate it to the subscriber as specified in [FILTER] and [FILTERFORMAT]. 

5.4.4 XDM Functions


General procedures for the retrieval of XML documents stored in the RLS XDMS and Shared XDMS SHALL be according to [XDMSPEC] section 6.1.1 (via the PRS-10 and PRS-9 reference points, respectively). and SHALL follow the XCAP application usages specified in [RLSXDM] and [SharedXDM].

On receiving a SIP SUBSCRIBE request directed at a presence list identified by a Request-URI, the RLS SHALL access the global “index” document described in [RLSXDMS] using the XCAP path
http://[XCAP Root]/rls-services/global/index.


The RLS SHALL obtain the presence list from the contents of that <service> element within the index document whose “uri” attribute value matches the Request-URI of the received SUBSCRIBE.


RLS MAY subscribe to changes made to XML documents stored in the RLS XDMS and Shared XDMS. 


In case of subscribing to “sip-profile” event package, the RLS SHALL follow the procedures defined in [XDMSPEC] section 6.1.2 (via the PRS-4 reference point). 


When realized in 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL insert the SIP URI of the received P-Asserted-Identity header (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) from the SIP SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP TS 24.109] or the X-XCAP-Asserted-Identity header as defined in [XDMSPEC], of the HTTP GET request.


5.5 XDM Client


The XDM Client SHALL support the XDM Client procedures described in [XDMSPEC] section 6.1, and the XCAP application usages described in [PRESXDM], [RLSXDM], and [SharedXDM].


5.6 Presence XDMS


The Presence XDMS SHALL support the XDM Server procedures described in [XDMSPEC] section 6.2, and the XCAP application usages described in [PRESXDM].


5.7 RLS XDMS


The RLS XDMS SHALL support the XDM Server procedures described in [XDMSPEC] section 6.2, and the XCAP application usages described in [RLSXDM].


5.8 Content Server


The Content Server SHALL support the HTTP protocol GET and PUT methods [RFC2616], and the procedures defined in [CONTENTIND]. It is used to store MIME objects needed for content indirection of presence information. 


The Content Server MAY support TLS as defined in [RFC2246]. 


If the Content Server supports TLS it SHALL follow the procedures defined in [RFC2818].


The Content Server SHALL authenticate the Presence Sources that attempt to store MIME objects. Any appropriate mechanism may be used, given it does not impose any requirements to the Presence Source other than having to issue an HTTP PUT to store the indirect content to the provided URI.


The MIME objects are pointed using URLs included in publication of Presence Sources, and in notification for Watchers. 


The Presence Server MAY according to the Presence Source, Watchers and local policy, support indirect notification using the Content Server for publications that did not use content indirection. The Presence Server MAY also support direct notification for publications that did use the content indirection.


Editors Note: May need to use this in 5.3.


The Content Server can be used by Presence Sources as described in section 5.1.1.2, Watchers as described in 5.2.7 and the Presence Server as described in sections 5.3.1.2 and 5.3.2.2.


5.9 Shared XDMS


The Shared XDMS is described in [XDMSPEC] section 5.2.


6. Description of the Presence Reference Points


6.1.1 Reference Point PRS-1: Presence Source – SIP/IP Core network


The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The protocol for the PRS-1 reference point SHALL be SIP [RFC 3261] and the traffic is routed to the PS via the SIP/IP Core.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PRS-1 reference point SHALL conform with the following reference points: Pep, Pex, Pen [3GPP TS 23.141], [3GPP2 X.S0027-001-0] depending on the instantiation of the Presence Source (e.g. PUA, PNA, PEA).


In a non 3GPP/3GPP2 system, this reference point is a network connection between the Presence Source and the PS via the SIP/IP core.


The Presence Source SHOULD compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.


If the Presence Source initiate the signaling compression according to [RFC 3320], [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486].    


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks the signalling compression procedures as defined [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] SHALL be used.

6.1.2 Reference Point PRS-2: Watcher – SIP/IP Core network


The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point SHALL be SIP [RFC 3261] and the traffic is routed to the PS or RLS via the SIP/IP Core.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PRS-2 reference point SHALL conform with the Pw reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].


In a non 3GPP/3GPP2 system, this reference point is a network connection between the watcher and the PS via the SIP/IP core.


The Watcher SHOULD compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.


If the Watcher initiates the signaling compression according to [RFC 3320], [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486].    


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks the signalling compression procedures as defined [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] SHALL be used.

6.1.3 Reference Point PRS-3: SIP/IP Core – Presence Server


The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point SHALL be SIP [RFC 3261].


When SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PRS-3 reference point SHALL conform with the Pwp reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].


6.1.4 Reference Point PRS-4: SIP/IP Core – Resource List Server


The PRS-4 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-4 reference point SHALL be SIP [RFC 3261].


When SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PRS-4 reference point SHALL conform with the Pwp reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].


6.1.5 Reference Point IP-1: SIP/IP Core network – External Presence Network (based on a SIP/IP Core)


The IP-1 reference point supports the communication between the SIP/IP Core network and an External Presence Network based on a SIP/IP Core network. The protocol for the IP-1 reference point SHALL SIP [RFC 3261].


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the IP-1 reference point SHALL conform with the Pw reference point as it is defined in [3GPP 23.141] and [3GPP2X.S0027-001-0].


It is for interconnecting two “trusted” domains through their respective SIP/IP Core networks.


7. Security


The security mechanism provides the protection to the Presence Service environment. 


7.1 Privacy


7.1.1 Watcher privacy


If the watcher desires subscription privacy, it SHALL set the From header field of the SUBSCRIBE request to anonymous value as defined in [RFC3261].


The watcher MAY indicate further privacy preferences in accordance with [RFC 3323].


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the watcher SHALL include a Privacy header value set to “id” as described in [RFC3325].


7.1.2 Presentity Privacy


Privacy of the presentity, i.e. who receives which of the presentity’s presence information is ensured by the presence authorization mechanism described in section 5.3.3.2. 


7.1.3 Handling of anonymous subscriptions in Presence Server 


The PS SHALL consider a subscription as anonymous if any of the following conditions are true:


· When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, and the SUBSCRIBE request contains a Privacy header value set to "id" or "user" as described in [3GPP TS 24.229]/[3GPP2 X.S0013-004-A] section 5.7.1.4.

· The SUBSCRIBE request contains a From header indicating an anonymous value as described in [RFC3261].


Authorization of anonymous subscriptions SHALL be according to the presentity’s Subscription Authorization Rules for anonymous subscriptions (see 5.3.3.2).


7.2 Authentication of SIP requests


The PS or RLS SHALL authenticate all incoming SIP requests. The PS or RLS SHOULD rely on the authentication mechanisms provided by the underlying SIP/IP Core network to accomplish user identity verification. 


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks: 


· Tthe authentication mechanism is specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].


· The PS or RLS SHALL authenticate the SIP request originator as specified in [3GPP TS 24.229]/[3GPP2 X.S0013-004-A] section 5.7.1.4.

· The PS or RLS acting on behalf of the Presence Source or the Watcher SHALL populate security related SIP header fields according to the procedures given in [3GPP TS 24.229]/[3GPP2 X.S0013-004-A] section 5.7.3.


An application server acting as originating UA SHALL follow the authentication procedures given in [3GPP TS 24.229]/[3GPP2 X.S0013-004-A] chapter 5.7.3.


7.3 Integrity and confidentiality protection


The access level security mechanism SHALL be provided by the SIP/IP Core network to support integrity and confidentiality protection of SIP signalling. 


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the integrity and confidentiality protection mechanism is specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].  


8. Charging


8.1 Charging Architecture


Since both online and offline charging SHOULD be supported according to [PRESREQ], there are two different charging architectures, which can be simplified as following:


8.1.1 Offline Charging Architecture


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks the offline charging SHOULD be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2 X.S0013-007-0] [3GPP2 X.S0013-0xx-A] for 3GPP2. 

In the context of other realisations of the SIP/IP Core network similar charging functions SHOULD be provided.


8.1.2 Online Charging Architecture


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks the online charging SHOULD be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2 X.S0013-007-0] [3GPP2 X.S0013-0xx-A] for 3GPP2. 

In the context of other realisations of the SIP/IP Core network similar charging functions SHOULD be provided.


9. Registration


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Presence Source and the Watcher implemented by a UE SHALL use the 3GPP IMS or 3GPP2 MMD networks registration mechanisms as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].


In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.


10. Content of the Presence Document


10.1 Presence data model


The Presence Data Model as defined in IETF [PRESDATAMODEL] is categorized in three key elements: the Person, the Service and the Device. 


· The Person element models the information about the Presentity.


· The Service elements model the forms of communication used by the Presentity. 


· The Device elements model the physical pieces of equipment used by the Presentity. 


The relationship between the data elements is according to the following scheme:
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Figure 6: Relationship between the elements of the Presence Data Model


Each of these data elements models Presence information (i.e. Presence attributes) that provide a description about a form of communication, a Presentity, or piece of equipment.  


10.1.1 Person


The “person” data element models information about the Presentity whom the presence data is trying to describe.  Examples of  Presence information that can be represented by the “person” element are the activity that the Presentity is involved in, his/her overall willingness for any kind of communication, his/her physical appearance and mood.


Only one “person” element is supported by the model, nevertheless this does not preclude representing a group which appears to the watcher as a single Presentity.


The “person” data element SHALL be mapped to the <person> element as specified in [PRESDATAMODEL].

10.1.2 Service


The “service” data elements model the forms of communication that the Presentity has potentially access to. Examples Presence information that can be represented by the “service” elements are the Presentity’s willingness to communicate with PoC or IM, the availability of SMS service in his/her terminal.  


One other important characteristic of each “service” might be the devices on which that service executes.  Each device is uniquely identified by a device identifier (see section 10.1.3). The Presence document may contain information on each device, but this is a separate part of the document modeled by the “device” data element.  


The “service” data element SHALL be mapped to the <tuple> element as specified in [PRESDATAMODEL].


10.1.3 Device


The “device” data elements model the physical piece of equipment in which services execute.  Examples of Presence information that can be represented by “device” elements include mobile phones, PCs and PDAs. As the same services may execute in multiple devices (e.g. IM running in the home PC and the mobile phone) the mapping of services to devices are many to many. Devices are uniquely identified with a device identifier.


The “device” data element SHALL be mapped to the <device> element as specified in [PRESDATAMODEL].


For a given presentity, the value of the device-id attribute of the <device> element SHALL be unique for each device used by the presentity.

10.2 Presence Information Elements semantics

OMA Presence RD [PRESREQ] specifies a set of high-level presence information semantics that need to be supported by the Presence enabler. 


The following sections describe the mapping of presence information semantics initially to some presence data model element and then to some element of PIDF [RFC3863], or one of its extensions (e.g. RPID, CIPID). In case such a mapping is not possible because elements with similar semantics have not been defined so far in IETF, then OMA-specific extensions to PIDF are performed. 


The goal of this section is to define the description of the presence information semantics to a standard format. Other elements defined in PIDF extensions in IETF or proprietary extensions MAY be used to describe semantics not defined by the OMA Presence RD [PRESREQ].


10.2.1 

10.2.1.1 



10.2.1.2 



10.2.1.3 







10.2.1.4 



10.2.1.5 



10.2.2 Application-specific Willingness


10.2.2.1 Description


The “Application-specific Willingness” indicates whether the user of this communication services desires to receive incoming communication requests for that particular application.  It shall be used by the watcher when “Overriding Willingness” element is not present in the Presence information document .  If none of the two “willingness” elements exist, then it should be concluded that it is not known whether the user of this communication service desires or not to receive incoming requests.


10.2.2.2 Mapping to presence data model


The “Application-specific Willingness” is a part of  “service” information according to the presence data model.


10.2.2.3 Mapping to PIDF


The “Application-specific Willingness” element SHALL be mapped to PIDF as following: <tuple>( <status>( <willingness>( <basic>( open/closed and <service-description>.


The <willingness> element is defined is section 10.3.1.2.


The <service-description> element is  defined in section 10.3.1.


10.2.2.4 Composition Actions


The composition actions defined for “service” elements SHALL be performed according to section 5.3.3.1.


10.2.2.5 Limitations


None.


10.2.3 Overriding Willingness


10.2.3.1 Description


The “Overriding Willingness” provides an indication, set by the presentity that takes precedence over “Application-specific willingness” settings. For example, when an “Overriding Willingness” element is present, a positive setting indicates that the user is willing to accept communications for all available communications types, while a negative setting indicates that the user is not willing to accept any communications.


10.2.3.2 Mapping to presence data model


The “Overriding Willingness is a part of  “service” information according to the presence data model.


10.2.3.3 Mapping to PIDF


The “Overriding Willingness” element SHALL be mapped to PIDF as following: <person>(<status>( <overriding-willingness>( <basic>( open/closed.


The <overriding-willingness> element is defined is section 10.3.1.3.


Editor’s Note: presence elements under <person> where a single value is required to be shown to the watcher are FFS.


10.2.3.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1.


10.2.3.5 Limitations


None.


10.2.4 Application-specific Availability


10.2.4.1 Description


The “Application-specific Availability” indicates whether it is possible to receive an incoming communication request using this service. For example, if a presentity is provisioned with the PoC Service, within coverage, has an appropriate handset, etc., he would be available for PoC, whereas if any of those were not true, he would be ”Not Available”. 


10.2.4.2 Mapping to presence data model


The “Application-specific Availability” is a part of  “service” information according to the presence data model.


10.2.4.3 Mapping to PIDF


The “Application-specific Availability” element SHALL be mapped to PIDF as following: <tuple>( <status>( <basic>(open/closed and <service-description>.


The <service-description> element is defined in section 10.3.1.


10.2.4.4 Composition Actions


The composition actions defined for “service” elements SHALL be performed according to section 5.3.3.1.


10.2.4.5 Limitations


None.


10.2.5 Network Availability


10.2.5.1 Description


A device may be “connected” to one or more networks, such as a GSM, CDMA, GPRS, 802.11x, etc.  However, connectivity to a network cannot be defined in a generic manner, as different states may exist for different networks.  As such, the “network availability” element is defined in a generic, extensible way.  Each network that needs to be supported needs to extend this specification in order to stipulate the details.  


The “network availability” element contains a list of zero or more “network” elements that this device is “connected” to.  Each network element SHALL contain a “id” attribute, whose value will indicate the network type.  This value needs to be registered with OMNA, such that it is unique for that type of network.  Additionally, each network type will need to define the meaning of “connected”, as well any additional information that is relevant for that type of network. 


Editor’s Note:  Need to set-up the registration mechanism with OMNA


10.2.5.2 Mapping to presence data model


The “Network Availability” is a part of  “device” information according to the presence data model.


10.2.5.3 Mapping to PIDF


The “Network Availability” element SHALL be mapped to PIDF as following: <device>( <status>(<network-availability>.


The <network-availability> element is defined is section 10.3.1.4. 


10.2.5.4 Composition Actions


The composition actions defined for “device” elements SHALL be performed according to section 5.3.3.1.


10.2.5.5 Limitations


None.


10.2.6 Communication address


10.2.6.1 Description


The value of this element is the URI used to contact the specific service of the presentity (e.g. SIP URI for a PoC service). 

10.2.6.2 Mapping to presence data model


The “Communication Address is a part of  “service” information according to the presence data model.


10.2.6.3 Mapping to PIDF


The “Communication Address” element SHALL be mapped to PIDF as following: <tuple>( <contact>


10.2.6.4 Composition Actions


The composition actions defined for “service” elements SHALL be performed according to section 5.3.3.1.


10.2.6.5 Limitations


None.


10.2.7 Activity


10.2.7.1 Description


The “Activity” element is an enumerated or free text value provided by the Presentity indicating his/her/its activity(ies). 


10.2.7.2 Mapping to presence data model


The “Activity” is a part of  “person” information according to the presence data model.


10.2.7.3 Mapping to PIDF


The “Activity” element SHALL be mapped to <activities> element defined in [RPID].


10.2.7.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1.


10.2.7.5 Limitations


None.


10.2.8 Location


10.2.8.1 Description


The “Location” element indicates an enumerated or free text location value as provided by the presentity. 


10.2.8.2 Mapping to presence data model


The “Location” is a part of  “person” information according to the presence data model.


10.2.8.3 Mapping to PIDF


The “Location” element SHALL be mapped to <place-type> element defined in [RPID].


10.2.8.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1.


10.2.8.5 Limitations


None.


10.2.9 Geographical Location


10.2.9.1 Description


The “Geographical Location” element indicates the presentity’s or the device’s geographical location provided by a location generator (e.g. Location Server).


10.2.9.2 Mapping to presence data model


The “Geographical Location” is is either part of  “person” or  “device”information according to the presence data model.


10.2.9.3 Mapping to PIDF


The “Geographical Location” element SHALL be mapped to <location-info> element defined in [PIDFLO].


10.2.9.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1, for “device” elements SHALL be performed according to section 5.3.3.1.


10.2.9.5 Limitations


None.


10.2.10 Application capabilities


10.2.10.1 Description


None defined in Phase I.


10.2.11 Time-zone


10.2.11.1 Description


The value of this element indicates the current timezone of the presentity, as determined by any suitable means.  


10.2.11.2 Mapping to presence data model


The “Time-zone” is a part of  “person” information according to the presence data model.


10.2.11.3 Mapping to PIDF


The “Time-zone” element SHALL be mapped to <timezone> element defined in [RPID].


10.2.11.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1.


10.2.11.5 Limitations


None


10.2.12 Mood


10.2.12.1 Description


The “Mood” element is an enumerated or free text value provided bythe Presentity indicating his/her/its mood(s). 


10.2.12.2 Mapping to presence data model


The “Mood” is a part of  “person” information according to the presence data model.


10.2.12.3 Mapping to PIDF


The “Mood” element SHALL be mapped to <mood> element defined in [RPID].


10.2.12.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1.


10.2.12.5 Limitations


None.


10.2.13 Hobbies


10.2.13.1 Description


None defined in Phase I.


10.2.14 Preferred language


10.2.14.1 Description


None defined in Phase I.


10.2.15 Icon


10.2.15.1 Description


The “Icon” element provides an image (icon).  The watcher may use this information to represent a “service” or “person” element in a graphical user interface.  


10.2.15.2 Mapping to presence data model


The “Icon” is a part of  “person” information according to the presence data model.


10.2.15.3 Mapping to PIDF


The “Icon” element SHALL be mapped to <icon> element defined in [CIPID].


10.2.15.4 Composition Actions


The composition actions defined for “person” elements SHALL be performed according to section 5.3.3.1.


10.2.15.5 Limitations


Presentities SHOULD provide images of sizes and aspect ratios that are appropriate for mobile devices. The “Icon” SHOULD support for the following formats:  JPEG, PNG and GIF.


The image format SHALL conform to [3GPP TS 26.141].


10.2.16 Session Participation


10.2.16.1 Description


The “Session Participation” element indicates that the user is involved in at least one session of a specific service (e.g. PoC session).  However definition of a “session” cannot be described in a “generic” manner, as it depends on the semantics of the specific enabler. As such the “session-participation” element is defined in a generic, extensible way. Each enabler that needs to support this element needs to extend this specification in order to stipulate the details.  The participation in a session indicates to the watcher that the presentity may not be able to communicate with him/her even though it is possible technically.


10.2.16.2 Mapping to presence data model


The “Session Participation” is a part of  “service” information according to the presence data model.


10.2.16.3 Mapping to PIDF


The “Session Participation” element SHALL be mapped to PIDF as following: <tuple>( <status>(<session-participation>( <basic>( open/closed, and  <service-description>.


The <session-participation> element is defined is section 10.3.7.


The <service-description> element is defined in section 10.3.1.


10.2.16.4 Composition Actions


The composition actions defined for “service” elements SHALL be performed according to section 5.3.3.1. 


10.2.16.5 Limitations


None.


10.3 OMA specific PIDF extensions


10.3.1 OMA PIDF elements


10.3.1.1 <service-description>


The <service-description> element is an extension to PIDF that is used to describe OMA-specific services. The <service-description> element SHALL be used as a child element of the <tuple> element as defined in [PIDF].


The <service-description> element SHALL contain the following child elements:


· <service-id> element: Uniquely identifies the service. This element is mandatory and it SHALL contain a string value. Services utilizing this element SHALL register a unique value with OMNA. 


Editor’s Note: need to provide reference where those values are enumerated once OMNA has created the appropriate registry.


· <version> element: Defines the version of the service. This element is mandatory and it SHALL contain a string value in the form of “x.y” where “x” is the major version and “y” is the minor version of the particular service.


· <description> element: This element is optional. If present, it SHALL contain a string value providing additional informative description of the service.


10.3.1.2 <willingness>


The <willingness> element is an extension to PIDF that is used to describe the “Application-specific willingness”presence information element. . The <willingness> element SHALL be used as a child element of <status> element inside the <tuple> element as defined in [PIDF]. 


The <willingness> elementIt SHALL include the <basic> element defined in [PIDF] with thehave two values “open” and “closed” indicating willingness for communication.


10.3.1.3 



10.3.1.4 <overriding-willingness>


The <overriding-willingness> element is an extension to PIDF that is used to describe the “Overriding willingness” presence information element. The <overriding-willingness> element SHALL be used as a child element of the <status> element inside the <person> element defined in [PRESDATAMODEL].  The <overriding-willingness> element SHALL include the <basic> element defined in [PIDF] with the values “open” and “closed” indicating overriding willingness.


Editor’s Note: presence elements under <person> where a single value is required to be shown to the watcher are FFS.


10.3.1.5 <network-availability>


The <network-availability> element is an extension to PIDF that is used to describe the “Network Availability” presence information element. The <network-availability> element SHALL be used as a child element of the <status> element inside the <device> element as defined in [PRESDATAMODEL]. 

The <network availability> element SHALL contain a list of zero or more <network> elements that this device is “connected” to. Each <network> element SHALL contain an “id” attribute, whose value will indicate the type of the network.  

10.3.1.6 <session-participation>


The <session-participation> element is an extension to PIDF that is used to describe the “Session Participation” presence information element. The <session-participation> element SHALL be used as a child element of the <status> element inside the <tuple> element as defined in [PIDF]. 


ItThe <session-participation> element SHALL include the <basic> element defined in [PIDF] with thehave two values “open” and “closed” indicating that the particular presentity is participating in at least one session of a specific service.


10.3.2 XML Schema definitions


10.3.2.1 urn:oma:params:xml:ns:pidf:oma-tuple


<?xml version="1.0" encoding="UTF-8"?>


     <xs:schema


      targetNamespace="urn:oma:params:xml:ns:pidf:oma-tuple"


      xmlns:xs="http://www.w3.org/2001/XMLSchema"


      xmlns="urn:oma:params:xml:ns:pidf:oma-tuple"
      elementFormDefault="qualified"


      attributeFormDefault="unqualified">


      <!-- This import brings in the XML language attribute xml:lang-->


      <xs:import namespace="http://www.w3.org/XML/1998/namespace"


        schemaLocation="http://www.w3.org/2001/xml.xsd"/>


      <xs:annotation>


        <xs:documentation xml:lang="en">


          XML Schema definition for OMA specific extension to PIDF tuple element

        </xs:documentation>


      </xs:annotation>


       <xs:element name="service-description" minOccurs="0">


          <xs:complexType>


            <xs:sequence>


              <xs:element name="service-id" type="xs:token" />


              <xs:element name="version" type="xs:token" />


             <xs:element name="description" type="xs:token" minOccurs="0"/>


           </xs:sequence>


          </xs:complexType>


       </xs:element>


     </xs:schema>



Editor’s note: It must be clarified how to register the OMA specific namespace.

10.3.2.2     urn:oma:params:xml:ns:pidf:oma-tuple-status


<?xml version="1.0" encoding="UTF-8"?>


     <xs:schema


      targetNamespace="urn:oma:params:xml:ns:pidf:oma-tuple-status"


      xmlns:xs=http://www.w3.org/2001/XMLSchema

      xmlns="urn:oma:params:xml:ns:pidf:oma-tuple-status"
      xmlns:p="urn:ietf:params:xml:ns:pidf"       


      elementFormDefault="qualified"


      attributeFormDefault="unqualified">


      <!-- This import brings in the XML language attribute xml:lang-->


      <xs:import namespace="http://www.w3.org/XML/1998/namespace"


        schemaLocation="http://www.w3.org/2001/xml.xsd"/>


      <!-- This import brings in the PIDF schema-->
      <xs:import namespace="urn:ietf:params:xml:ns:pidf"/>

      <xs:annotation>


        <xs:documentation xml:lang="en">


          XML Schema definition for OMA specific extension to PIDF status element

        </xs:documentation>


      </xs:annotation>


      <xs:element name="willingness" minOccurs="0"/>


         <xs:complexType>


           <xs:sequence>


             <xs:element name="basic" type="p:basic" minOccurs="0"/>


             <xs:any namespace="##other" processContents="lax" minOccurs="0"


                  maxOccurs="unbounded"/>


           </xs:sequence>


         </xs:complexType>


       </xs:element>

      <xs:element name="session-participation" minOccurs="0"/>


         <xs:complexType>


           <xs:sequence>


             <xs:element name="basic" type="p:basic" minOccurs="0"/>


             <xs:any namespace="##other" processContents="lax" minOccurs="0"


                  maxOccurs="unbounded"/>     


           </xs:sequence>


         </xs:complexType>


      </xs:element>

      </xs:schema>


Editor’s note: It must be clarified how to register the OMA specific namespace.

10.3.2.3 urn:oma:params:xml:ns:pidf:oma-person-status


<?xml version="1.0" encoding="UTF-8"?>


     <xs:schema


      targetNamespace="urn:oma:params:xml:ns:pidf:oma-person-status"


      xmlns="urn:oma:params:xml:ns:pidf:oma-person-status"
      xmlns:p="urn:ietf:params:xml:ns:pidf"


      xmlns:pr="urn:ietf:params:xml:ns:pidf:person"

      xmlns:xs="http://www.w3.org/2001/XMLSchema"


      elementFormDefault="qualified"


      attributeFormDefault="unqualified">


      <!-- This import brings in the XML language attribute xml:lang-->


      <xs:import namespace="http://www.w3.org/XML/1998/namespace"


        schemaLocation="http://www.w3.org/2001/xml.xsd"/>


      <!-- This import brings in the PIDF schema-->
      <xs:import namespace="urn:ietf:params:xml:ns:pidf"/>

      <!-- This import brings in the IETF Presence Data Model person element-->

      <xs:import namespace="urn:ietf:params:xml:ns:pidf:person"/>


      <xs:annotation>


        <xs:documentation xml:lang="en">


          XML Schema definition for OMA specific extension to Presence Data Model 

          person element’s status element

        </xs:documentation>


      </xs:annotation>


      













      <xs:complexType name="over-will">


        <xs:sequence>


          <xs:element name="basic" type="p:basic" minOccurs="0"/>


          <xs:any namespace="##other" processContents="lax" minOccurs="0"  


           maxOccurs="unbounded"/>


        </xs:sequence>


       </xs:complexType>


       <



      <xs:element name="overriding-willingness" type="over-will" 

           substitutionGroup="pr:personStatus"/>


      </xs:schema>


Editor’s note: It must be clarified how to register the OMA specific namespace.

10.3.2.4 urn:oma:params:xml:ns:pidf:oma-device-status


<?xml version="1.0" encoding="UTF-8"?>


     <xs:schema


      targetNamespace="urn:oma:params:xml:ns:pidf:oma-device-status"


      xmlns="urn:oma:params:xml:ns:pidf:oma-device-status"
      xmlns:dv="urn:ietf:params:xml:ns:pidf:device"

      xmlns:xs="http://www.w3.org/2001/XMLSchema"


      elementFormDefault="qualified"


      attributeFormDefault="unqualified">


      <!-- This import brings in the XML language attribute xml:lang-->


      <xs:import namespace="http://www.w3.org/XML/1998/namespace"


        schemaLocation="http://www.w3.org/2001/xml.xsd"/>


      <!-- This import brings in the IETF Presence Data Model device element-->

      <xs:import namespace="urn:ietf:params:xml:ns:pidf:device"/>


      <xs:annotation>


        <xs:documentation xml:lang="en">


          XML Schema definition for OMA specific extension to Presence Data Model 

          device element’s status element

        </xs:documentation>


      </xs:annotation>


       <xs:complexType name="nw-type">


          <xs:sequence>


              <xs:any namespace="##other" processContents="lax" minOccurs="0"  


               maxOccurs="unbounded"/>


          </xs:sequence>


          <xs:attribute name="id" type="xs:token" use="required"/> 


       </xs:complexType>


       <xs:complexType name="nw-avail">


            <xs:sequence>


               <xs:element name="network" type="nw-type" minOccurs="0" 


   maxOccurs="unbounded"/>


               <xs:any namespace="##other" processContents="lax" minOccurs="0" 

                maxOccurs="unbounded"/>


           </xs:sequence>


        </xs:complexType>


       <xs:element name="network-availability" type="nw-avail"   


        substitutionGroup="dv:deviceStatus"/>


    </xs:schema>


Editor’s note: It must be clarified how to register the OMA specific namespace.

( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.


( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
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