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1 Reason for Change

Text is needed to address what the RLS does if it is unable to retrieve a Presence List from the RLS XDMS, or a URI List from the Shared XDMS.  Also, other consistency-related bug fixes are addressed.
Text is added to describe how an RLS updates a list subscription if the watcher modifies a presence list while a list subscription is active, and how a watcher becomes aware that a URI List included in a presence list could not be de-referenced.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.  

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the changes described below in the latest version of the Presence SIMPLE Specification.

6 Detailed Change Proposal

3.2 Definitions

	Resource List Server (RLS)
	A functional entity that accepts and manages subscriptions to presence lists, which enables a Watcher application to subscribe to the presence information of multiple presentities using a single subscription transaction.  

Source: [OMA PRESAD]


[…]
5.5 Resource List Server

The Resource List Server (RLS) performs the following functions:

· Accepts subscriptions to presence lists.

· Authorizes the watcher’s usage of the presence list.

· Creates and manages back-end subscriptions to all presentities in the presence list, on behalf of the watcher. 

· Sends notifications to the watcher, based on information received from the back-end subscriptions.

· Applies aggregation and rate control mechanisms to the notifications, as appropriate.  

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

5.5.1 General

The RLS SHALL support list subscriptions to the presence event package, according to the RLS procedures described in [EVENTLIST].

Before accepting a list subscription, the RLS SHALL perform authorization of the usage of a presence list by the watcher, per local policy.  
If the list subscription is authorized, the RLS SHALL resolve the presence list into individual presentities according to section 5.5.4.  

5.5.2 Back-end Subscriptions

For list subscriptions to the presence event package, the RLS SHALL generate back-end subscriptions to learn the presence information of presentities in the list.

For back-end subscriptions using SIP, the RLS SHALL support subscription and notification of presence information, according to the procedures described in chapter 5.2.1, 5.2.2, 5.2.5, 5.2.6 and 5.2.7.
When the watcher adds presentities to the presence list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added presentities, and SHALL include the newly added presentities in the next list notification.
When the watcher removes presentities from the presence list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed presentities, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. 

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and  insert the SIP URI of P-Asserted-Identity header of the incoming  SIP SUBSCRIBE  request (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) to the SIP SUBSCRIBE request of the back-end subscription.

5.5.3 Event Notification Filtering

The RLS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the RLS and notifier procedures described in [FILTER], and

· Content type ‘application/simple-filter+xml’, according to [FILTERFORMAT]. 

If the RLS supports event notification filtering; and 

· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL apply the requested filter.

· does not understand the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL indicate it to the subscriber as specified in [FILTER] and [FILTERFORMAT]. 
5.5.4 XDM Functions

In order to resolve presence lists into individual presentities, the RLS SHALL support the following :
· Retrieval of XML documents stored in the RLS XDMS and Shared XDMS, according to [XDMSPEC] section 6.1.1 (via the PRS-10 and PRS-9 reference points, respectively).
· XCAP application usages specified in [RLSXDM] and [SharedXDM].

On receiving a SIP SUBSCRIBE request directed at a presence list identified by a Request-URI, the RLS SHALL access the global “index” document described in [RLSXDM] using the XCAP path
http://[XCAP Root]/rls-services/global/index.

The RLS SHALL retrieve the presence list from the contents of the <service> element within the index document whose “uri” attribute value matches the Request-URI of the received SUBSCRIBE request.  If the RLS is unable to retrieve the presence list from the RLS XDMS, the RLS SHALL reject the SUBSCRIBE request with a 404 (Not Found) response.
The presence list can contain references to URI Lists stored in the Shared XDMS.  If the RLS is unable to retrieve a URI List from the Shared XDMS, then that URI List SHOULD be ignored; if so, the watcher is made aware of this when the URIs which could not be de-referenced are omitted from the list notification.
The RLS MAY subscribe to changes made to XML documents stored in the RLS XDMS and Shared XDMS.  If so, 
the RLS SHALL follow the procedures defined in [XDMSPEC] section 6.1.2 (via the PRS-4 reference point). 

When realized in 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL insert the SIP URI of the received P-Asserted-Identity header (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) from the SIP SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP TS 24.109] or the “X-XCAP-Asserted-Identity” header as defined in [XDMSPEC], of the HTTP GET request.

5.5.5 Aggregation and rate control

Aggregation is used to reduce the number of notifications as described in details in [EVENTLIST].  Subject to rate limitations described below, the RLS SHALL generate notifications when it receives update information from back-end subscription.

The RLS MAY have local configuration information limiting the rate (the shortest time period between two NOTIFY requests) at which notification generation is allowed. In this case, the RLS SHALL NOT generate NOTIFY requests more often as it is instructed by the local rate limitation configuration. 

5.6 XDM Client

The XDM Client SHALL support the XDM Client procedures described in [XDMSPEC] section 6.1, and the XCAP application usages described in [PRESXDM], [RLSXDM], and [SharedXDM].

5.7 Presence XDMS

The Presence XDMS SHALL support the XDM Server procedures described in [XDMSPEC] section 6.2, and the XCAP application usages described in [PRESXDM].

5.8 RLS XDMS

The RLS XDMS SHALL support the XDM Server procedures described in [XDMSPEC] section 6.2, and the XCAP application usages described in [RLSXDM].
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