Doc# OMA-PAG-2005-0302-CR-Core-XDM-xcap-directory-issues.doc[image: image5.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2005-0302-CR-Core-XDM-xcap-directory-issues.doc
Change Request



Change Request

	Title:
	OMA-PAG-2005-0302-CR-Core-XDM-xcap-directory-issues
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-XDM_Core-V1_0-20050131-C.doc

	Submission Date:
	<13 Apr 2005>

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	<T.Lüde>, <Siemens AG>, Thomas.Luede@Siemens.Com
<Benny den Troster>, <Siemens AG>, benny.den_trooster@siemens.com

	Replaces:
	n/a


1 Reason for Change

XML namespace values should follow the general contruction guidelines. As such, the namespace for the xcap-directory schema should be urn:oma:params:xml:ns:xcap-directory.
Furthermore, the XML documents in the examples of xcap-directory should include a reference this namespace.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal

<this is where the actual text or description of activity is placed.  Note that the common Word Document Styles are available to be used so that simple cut-n-paste items from a specification or similar document can occur (somewhat unique styles are used for the section heads in this doc).

· To preserve document numbering after doing a cut-n-paste, select the paragraph in question (e.g. Heading 1-5) select Bullets and Numbering under the Word Format menu, Select the Outline Numbering tab and hit the Customize button where you can then set the starting values for the different levels of the outline.

· For changes to existing text, please us change tracking to capture changes being performed.

>

FIRST Change

>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>Proposes to change the XML Schema as it is now in the document.

6.7.2.3 XML Schema
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xml:xcap-directory"

    xmlns="urn:oma:params:xml:xcap-directory"

    xmlns:xs="http://www.w3.org/2001/XMLSchema"

    elementFormDefault="qualified" attributeFormDefault="unqualified">

>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>To:

6.7.2.4 XML Schema
<?xml version="1.0" encoding="UTF-8"?> 
<xs:schema targetNamespace="urn:oma:params:xml:ns:xcap-directory" 
    xmlns="urn:oma:params:xml:ns:xcap-directory" 
    xmlns:xs="http://www.w3.org/2001/XMLSchema" 
    elementFormDefault="qualified" attributeFormDefault="unqualified">
SECOND Change

>>>>>>>>>>>>>>>>>>>>>>>>>>>>Change the corresponding chapters in the examples section for consistancy.

B.3 Sample XCAP Directory Retrieval Operation of all user documents

Figure B.3 describes how an XCAP operation is performed to retrieve all of a user’s documents for all application usages. For simplicity, only two XDMSes are shown and the authentication steps are omitted.


[image: image1.wmf]XDM Client

Aggregation

Proxy

Shared

XDMS

1. HTTP GET

2. HTTP GET

5. 200 OK

6. 200 OK

3. HTTP GET

PoC XDMS

4. 200 OK


Figure B.3- Sample XCAP Directory retrieval operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents stored in all XDMSes. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the PoC XDMS.

3) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

4) The PoC XDMS returns the “directory.xml” document containing a list of all the PoC Group documents belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:50:39 GMT

Etag: "eti87"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=poc-groups>

    <entry uri=”http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing” etag=”abc123”/>

    <entry uri=http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping etag=”def456”/>

  </folder>

</xcap-directory>

where each <entry> element lists a document containing one of sip:joebloggs@example.com’s PoC Groups called “skiing” and “shopping” in this example.

5) The Shared XDMS returns the “directory.xml” document containing the URI lists belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:51:44 GMT

Etag: "eti99"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

</xcap-directory>

where each <entry> element lists one document corresponding to each of sip:joebloggs@example.com’s URI lists, called “friends” and “colleagues” in this example.

6) The Aggregation Proxy returns the consolidated “directory.xml” document to the user in a HTTP 200 OK response.

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

  <folder auid=poc-groups>

    <entry uri=http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing etag=”abc123”/>

    <entry uri=" http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping" etag=”def456”/>

  </folder>

</xcap-directory>

B.4 Sample XCAP Directory Retrieval Operation of specific user documents

Figure B.4 describes how an XCAP operation is performed to retrieve all of a user’s documents corresponding to a particular application usage. For simplicity, the authentication steps are omitted.
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Figure B.4- Sample XCAP Directory retrieval operation from a particular XDMS

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents (URI lists) stored in the Shared XDMS. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml/~~/xcap-directory/folder[@auid=”resource-lists”] HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

3) The Shared XDMS responds with a HTTP 200 OK including the directory document containing the URI lists belonging to sip:joebloggs@example.com


HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=" http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends" etag=”pqr999”/>

    <entry uri=" http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues" etag=”xyz123”/>

  </folder>

</xcap-directory>

4) The Aggregation proxy returns the same entity body as in step 3 to the XDMC is a HTTP 200 OK message.

>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>> TO:
B.5 Sample XCAP Directory Retrieval Operation of all user documents

Figure B.3 describes how an XCAP operation is performed to retrieve all of a user’s documents for all application usages. For simplicity, only two XDMSes are shown and the authentication steps are omitted.
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Figure B.3- Sample XCAP Directory retrieval operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents stored in all XDMSes. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the PoC XDMS.

3) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

4) The PoC XDMS returns the “directory.xml” document containing a list of all the PoC Group documents belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:50:39 GMT

Etag: "eti87"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=poc-groups>

    <entry uri=”http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing” etag=”abc123”/>

    <entry uri=http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping etag=”def456”/>

  </folder>

</xcap-directory>

where each <entry> element lists a document containing one of sip:joebloggs@example.com’s PoC Groups called “skiing” and “shopping” in this example.

5) The Shared XDMS returns the “directory.xml” document containing the URI lists belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:51:44 GMT

Etag: "eti99"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

</xcap-directory>

where each <entry> element lists one document corresponding to each of sip:joebloggs@example.com’s URI lists, called “friends” and “colleagues” in this example.

6) The Aggregation Proxy returns the consolidated “directory.xml” document to the user in a HTTP 200 OK response.

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

  <folder auid=poc-groups>

    <entry uri=http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing etag=”abc123”/>

    <entry uri=" http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping" etag=”def456”/>

  </folder>

</xcap-directory>

B.6 Sample XCAP Directory Retrieval Operation of specific user documents

Figure B.4 describes how an XCAP operation is performed to retrieve all of a user’s documents corresponding to a particular application usage. For simplicity, the authentication steps are omitted.
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Figure B.4- Sample XCAP Directory retrieval operation from a particular XDMS

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents (URI lists) stored in the Shared XDMS. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml/~~/xcap-directory/folder[@auid=”resource-lists”] HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

3) The Shared XDMS responds with a HTTP 200 OK including the directory document containing the URI lists belonging to sip:joebloggs@example.com


HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=" http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends" etag=”pqr999”/>

    <entry uri=" http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues" etag=”xyz123”/>

  </folder>

</xcap-directory>

4) The Aggregation proxy returns the same entity body as in step 3 to the XDMC is a HTTP 200 OK message.
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