Use cases RELATED TO XDM SEARCH FUNCTIONALITY

1. Find communication group

Groups can be search with following criteria: group name, topic of the group, group host, member(s) of the group, group type and communication modes supported by the group. Search result contains always the group URI(s). 

Used e.g., for finding ice hockey related text chat (IM) group.

Operator can control what group search types (private/public) are allowed.

Note: User below certain age cannot search groups, which they are not allowed to see.

2. Find contact’s communication address (real-id)

Is used to add contact (buddy) to contact list. Real communication address can be search based on Private User Profile parameters: i.e. first name, last name, E.164 number(s), email address, postal address and display name. The result of the search is a list of results, which includes at least the real communication addresses, SIP/TEL URI(s) of the matching users and associated display name of the users (if it exits in private part of UPs). In addition search result may contain selected fields of the user profile e.g. real name. 

Operator can limit search results based on user profile information of the searching user. This is needed especially in countries that have laws for child protection.

3. Find new contact (anonymous)

Users can be searched based on Public User profile parameters e.g.: friendly name, display name, nickname, age, gender, intention, city, country and communication ability. Search result SHALL NOT contain user’s real identity (data in the private part of user profile), but it will include always at least the Friendly name of the user, which is associated with routable SIP-address and is so unique within its home domain. In addition user can define other mandatory fields of the user profile he/she wants to be included to the search result.

Used for finding parties for chatting, gaming etc anonymously.

Note! Used public user profile parameters should be agreed among operators/service provides to guarantee interoperable service either in OMA standards or in comformance work among operators.

4. Find groups that I have membership

User can request Group URIs of all groups where she/he has membership. The result is a list of Group URI(s). 

5. Limit the number of search results

The user and operator may limit the number of results to be retrieved at a time.

6. Continue with search

The user and operator may limit the number of results to be retrieved at a time, and may continue the search and go through all results.

7. Stop search

The User can stop search in order to indicate to the server that results are no further needed from a previously issued search request. The server invalidates the indicated search and replies to the client.

8. Create / modify User profile

Private part of the UP contains real information of the user. Operator might not allow user to modify this part of the User Profile. 

The user can allow/deny search by defining authorization policy for his/her private profile document and for group documents he/she owns. Authorization policy defines who are allowed to see and search data in this document. At least the following should be possible: Public (=all users), Group members only or members of the certain group and users from the specific sub domain i.e. example.com.

User can create/modify his/her public user profile. When user has created public user profile then he/she is able to search other users public profiles. System should not allow search based on Public profile if user has not filled mandatory fields of his/her public profile.  

To be able to create/modify public profile successfully user has to define all mandatory fields of the public profile and choose such a Friendly name, which is unique within operator’s domain because it is associated with routable SIP-Address. If user proposed already reserved friendly name then server send list of different proposals near user’s proposal, which are unique within operator’s domain.
