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1 Reason for Change

The PR014 raises two IOP problems: 

1)
Terminal capability in retrieving contact lists

2)
Usage of Uri’s and URI lists

The first problem exemplifies implementers’ decision where one terminal uses directory application usage to discover URI lists and retrieve them all while another terminal retrieves using a fixed file name. The second problem occurs when each terminal chooses a different set of URI lists in the Shared XDMS to present to users.  Currently, there is no option to specify each list’s usage. A method to be able find the relation between an entry in a URI-list and an entry in a Client Phonebook is also missing as current structure doesn’t provide any help synchronization and how to determine the latest changes done by multiple sources. 

 There are currently 5 proposals for the resolution of PR014.  They are CR-0648R02, CR-678R01, 2006 CR-0018, CR-0019, and CR-0025.
Solution in CR -0097:

This proposal is trying to combine the different proposals into one solution. 
a) From CR 0448R02 the approach is taken to define a new AUID “contact-list” that contains information about which URI lists that are used to form a contact list. The solution in CR 0488R02 is modified in such a way that only references to shared URI-lists are allowed. This means that the URI’s forming the contactlist are still stored as resource-lists in Shared XDMS. By doing like this a client can fetch information about the contactlist without using the directory document. It also solves the problem that a URI-list that is apart of a contactlist also can be used in another application usages as today ( rls-services, Poc-groups, Poc-rules,pres-rules ). This new application usage is using URI-lists according the principles that we have today with shared URI-lists.
b) From CR -0018 the approach of allowing a URI-list to be its own document is taken. This means that the use of a single document called index is removed as a) above solves the problem to find the URI-lists forming a contact list and therefore the usage of a index document has no real usage. Still it is possible for a client to put more than one URI-list in one document.
c) From CR 0025 the approach of specifying which application usages that are using a URI list is taken. A new child element that contains a node URI to the document that has a reference to the URI list is introduced. The child element has also an extra attribute “auid”. A client can use this information to find out which other documents that are using the URI-list. In next release when search is introduced, it is likely that a client can do search to find all URI-lists used by a certain application usage in a single operation. This means that in the next release it is likely for example that it will be possible to use search to fetch all URI-lists used by the “contact-list” application usage. In this release the client has to find the URI list by doing two steps. First fetch the single document in application usage “contact-list” and then use the external link(s) and fetch the URI-list (s). 
The things above are now changed after feed back from a number of persons. The feedback is combined into a new proposal that tries to fulfill most of the needs seen.
Solution in R01:
a) The new AUID “contact-list is removed. Instead a naming convention is added for the “name” attribute of the list <element>. This naming convention will allow clients to store a URI-list and give it some semantics. A “name” attribute using an OMA defined naming convention start always with oma_. An enabler can add its own naming convention by prefixing it with oma_ and define the rest of the name in its own specification.
The CR suggests that the following types of list are defined; oma_allcontactlist, oma_buddylist, oma_pocbuddylist, oma_blocklist. The reason for defining all these list are that different clients have different types of implementations that makes it impossible to only define one type of list.
 “allcontactlist” is used by clients that wants to keep a list of all contacts it has a knowledge about.
 “buddylist” is used by clients that wants to a keep a list of all contacts what it wants to be able to communicate with “with a single click”. The list is common for all types of communication ( a common SIP address is used for all type of communication. (Presence might be used to find which type of communications that are available). 
“pocbuddylist” is used by client that wants to keep a list of all contacts that it want to do push-to-talk calls  to only. 
“blocklist” is used by client that want to have a common URI list to be included in all blocking/reject policies like pres-rules and poc-rules.
 When IM comes, the IM enabler can define its own buddylist by giving it a name like oma_imbuddylist. This naming convention will support a client from one vendor to find a certain type of URI list that another client from another vendor has created that was one of the problem in PR14. 
b) The approach to allow many documents in the users tree in the resource-list AUID is skipped instead one single document named “index” is proposed. As both the document name and the list name is fixed, it can only exist one list with the same name in the system. This means that the client can fetch this list with a single get using a fixed xpath expression. This is also a part of the problems in PR14.
c) The approach from CR 0025 is kept to make it possible for a client to store in which application usages a certain list is used. This thing will support the need for a client to be able to find where a URI-list is referenced from an application usage and in that way find out the semantics of the list (The context where the list is used). 
d) Clients that have a need to be able to find how a URI in an URIList is used in the local phonebook of the client can use the method below. By having reference indexing and timestamp for each of the contact entries, tools are given for servers and clients to have synchronization against phonebook and other lists working. 
2 Impact on Backward Compatibility

3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA-PAG is recommended to agree to the CR and to include it in the indicated TS.
6 Detailed Change Proposal

Change 1:  Replace 5.1.1
5.1.1   Structure

The URI List document SHALL conform to the structure of the “resource-lists” document described in [XCAP_List] Section 3 with the following extension:
· A new child element <appusages> that is an extensions of the <list> element  from “resource-lists” –namespace defines the applications which uses this resource-list. <appusages> contains the node URI and the AUID value of those application usages referring to the <list> element. 
· Two new child elements for list entry: 

             <entry-referenceid> which is used as a location index against the client’s phonebook. 

                            <entry-timestamp> which includes time and date stamp of the latest change.                        
Change 2:  Replace 5.1.4
5.1.4   XML Schema

The URI List document SHALL conform to the XML schema for the “resource-lists” document described in [XCAP_List] Section 3.4.3 with the following extension:
<?xml version="1.0" encoding="UTF-8"?>
   <xs:schema targetNamespace="urn:oma:params:xml:ns:resource-list:appusage"
       xmlns="urn:oma:params:xml:ns:resource-list:appusage"
       xmlns:xs="http://www.w3.org/2001/XMLSchema"
       elementFormDefault="qualified">

<!-- OMA specific extension: "appusages" child elements to “list” element IETF resource-lists-->
        <xs:element name="appusages">
          <xs:complexType>
             <xs:sequence minOccurs="0" maxOccurs="unbounded">
               <xs:element name="nodeuri" >
             <xs:complexType>

                <xs:attribute name="uri" type="xs:anyURI" use="required"/>

                <xs:attribute name="auid" type="xs:string" use="required"/>
            </xs:complexType>
            </xs:element>
           </xs:sequence>
          </xs:complexType>
        </xs:element>
<!-- OMA specific extension: “entry-referinceid” child elements to <entry> element IETF resource-lists-->
        <xs:element name="entry-referenceid" type="entry-referenceidType" minOccurs="0" maxOccurs="unbounded"/>

        <xs:complexType name="entry-referenceidType">  
               <xs:simpleContent>  
                   <xs:extension base="xs:string">         

                         <xs:attribute ref="xml:lang"/>  
                    </xs:extension> 
                   </xs:simpleContent>

         </xs:complexType>
<!-- OMA specific extension: “entry-timestamp” child element to <entry> element IETF resource-lists-->
        <xs:element name="entry-timestamp" type="entry-timestampType" minOccurs="0" maxOccurs="unbounded"/>
        <xs:complexType name="entry-timestampType">

             <xs:simpleContent>

                   <xs:extension base="xs:dateTime"/>

              </xs:simpleContent>
         </xs:complexType>
</xs:schema>

Change 3:  Replace 5.1.7
5.1.7       Data Semantics

The data semantics for a URI List SHALL conform to those described in [XCAP_List] Section 3.4.5. with the following extension:

· The <appusages> element SHALL be used to store which other application usages that has a reference to this URI list. The <nodeuri> child element SHALL be used to store a reference to such an application usage. The attribute “uri” of this element SHALL contain a node URI as defined in [XCAP] to the document containing the reference. The attribute “auid” SHALL contain an Application Unique ID [XCAP] defined for the application usage that has the reference. XDM clients SHALL insert a <nodeuri> element when inserting a reference to a URI List in document.
· The <entry-referenceid> element MAY be used to a location index against the client’s phonebook. 
· The <entry-timestamp>  element MAY be used to which includes time and date stamp of the latest change. <entry-timestamp> helps when comparing two documents where multiple changes occurred at the same time.
Note:XDM clients that are using an application usage that has a reference to a URI list are recommended to check that the <appusages> element contains a <nodeuri> element with information about used application usage. If a client finds that such an element is not included the client is recommended to insert a <nodeuri> element with information about the application usage in order to keep the information up to date. 
Change 4:  Replace 5.1.8

5.1.8 Naming conventions

The naming conventions for a URI List SHALL conform to those described in [XCAP_List] Section 3.4.7.

The XDMC SHALL  use a single file for all shared URI Lists for a particular user. The file name SHALL be “index”. 


A XDMC may have a need to store a URI-List that has one well defined  usage. A user can only have one list of this type.  The “name” attribute of the <list> element is used  to indicate the usage. The syntax used SHALL be a string of the format “oma_xyz  where xyz is a string containing letters a to z. The naming convension SHALL only be used in a <list> element that is a child element to the root element <resource-lists>.This specification defines the following name attributes:

· oma_allcontacts : This name SHALL be used by an XDMC that has a need to store all users URI:s, that it knows about, in one list independent of how the URI:s  are used.   
· oma_buddylist : This name SHALL be used by an XDMC  that has a need to store all users  URI:s, that it wants to use for all types of communication, in one list.
· oma_pocbuddylist: This name SHALL be used by an XDMC that has a need to store users URI:s, that it wants to use for PoC communication, in one list.
· oma_blockedcontacts. This name SHALL be used by a XDMC that has a need to store  URI:s to users, that it want to block/reject in a number of application usages, in one list.
Enablers that needs to define other types of usage can do this  in their enabler specification as long as they are following the syntax above and make sure that no other enabler is using the same “xyz” string.
Editor’s Note: need to provide reference where those values are enumerated once OMNA has created the appropriate registry.

Change 5:  Replace B.1.1

XXX   Obtaining URI Lists

Figure B.1.1 describes how an XDM client obtains URI lists.
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Figure B.1.1 XDM Client obtains URI lists
The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to obtain the document describing his URI Lists. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy. Two main lists exist and one sublist. The sublist with the name “close-friends” is referenced  from the  poc group document “mypocgroup1” in the application usage org.mobilealliance.poc-groups.
GET http://xcap.example.com/services/resource-lists/users/sip:ronald.underwood@example.com/index/HTTP/1.1

...

Content-Length: 0

2) Based on the AUID, the Aggregation Proxy forwards the request to Shared XDMS.

3) After the Shared XDMS has performed the necessary authorisation checks on the request originator, the Shared XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "eti87"

...

Content-Type: application/resource-lists+xml

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
   xmlns:oau="urn:oma:params:ns:resource-list:appusage">

  <list name="oma_buddylist">

    <list name="close-friends">

      <display-name>Close Friends</display-name>

      <entry uri="sip:hermione.blossom@example.com">

        <display-name>Hermione</display-name>
        <oau:entry-referenceid>1</oau:entry-referenceid>




  <oau:entry-timestamp>25/10/2005-GMT15:47:32</oau:entry-timestamp>
      </entry>

      <entry uri="tel:5678;phone-context=+43012349999"/> 

        <oau:entry-referenceid>2</oau:entry-referenceid>




  <oau:entry-timestamp>25/10/2005-GMT15:48:32</oau:entry-timestamp>
      <oau:appusages>

           <oau:nodeuri oau:uri="http://xcap.example.com/service/org.openmobilealliance.poc-groups/mypocgroup1/~~/group/list/list-service/list/external%5b@anchor=%22http://xcap.example.com/service/resource-lists/friend.xml/~~/list/list%5b@name=%22close-friends%22" oau:auid="org.opemmobilealliance.poc-groups"/>

       </oau:appusages>
    </list>

    <entry uri="sip:joe.blogs@example.com">

        <display-name>Joe</display-name>
        <oau:entry-referenceid>3</oau:entry-referenceid>




  <oau:entry-timestamp>25/10/2005-GMT15:50:32</oau:entry-timestamp>
    </entry>
    


  </list>
  <list name="oma_blockedcontacts">
  </list>
</resource-lists>

4) The Aggregation Proxy routes the response to the XDM Client.
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