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1 Reason for Contribution

This purpose of this document is:

1) to deliver the understanding of User Profile in the perspective of PAG WG
2) to seek for MWG-IM for clarification on some issues related to IM requirements of User Profile.

2 Summary of Contribution

N/A
3 Detailed Proposal

1) PAG’s understanding of User Profile

The understanding of User Profile in the perspective of PAG WG is described below as table and subsequent explanations on the table. The description is intended to be generic, such that it can be reused by other enablers than SIMPLE IM v1.0.

	Element
	Description
	Element existence condition to enable User Profile

: Mandatory / Optional
	Element Value Setting by

: Operator / User
	Default 
Element
Value setting
	Element Access Policy

	
	
	
	
	
	Element 
Accessibility
	Element 
Searchability

	
	
	
	
	
	System defined accessibility

: Public / Private
	User defined accessibility

: Privacy Permissions Flag
	

	User-ID
	User’s routable address; SIP or TEL URI
	(Initially, every element is optional. 

Specifying Mandatoryness is left to the Service Provider’s decision)
	User
	(To be defined in TS implementation.
But, Service Provide should be able to define the default value as wanted.)
	Public
	(To be defined by User, if necessary. This would override the System defined accessibility.)
	No

	Display Name
	Human readable identifier
	
	User
	
	Public
	
	No

	Name
	Name of the User as text
	
	User
	
	Public
	
	Yes

	DOB-User
	User’s Date of Birth, set by User
	
	User
	
	Public
	
	Yes

	Age-User
	User’s age, set by User
	
	User
	
	Public
	
	Yes

	Gender-User
	Gender of user, set by User
	
	User
	
	Public
	
	Yes

	Postal address
	Address of the User
	
	User
	
	Public
	
	Yes

	City
	City of the User
	
	User
	
	Public
	
	Yes

	Country
	Country of the User
	
	User
	
	Public
	
	Yes

	E-mail address
	E-mail address of the User
	
	User
	
	Public
	
	Yes

	Intention
	Intention of the User
	
	User
	
	Public
	
	Yes

	Freetext descriptoin
	Any kind of information that the user wishes
	
	User
	
	Public
	
	Yes

	Communication capabilities
	Element containing the communication capabilities of the user
	
	User
	
	Public
	
	Yes

	Hobbies
	Hobbies of the User
	
	User
	
	Public
	
	Yes

	Favourite links
	Favourite links of the User
	
	User
	
	Public
	
	Yes

	DOB-Operator
	User’s Date of Birth, set by Operator
	
	Operator
	
	Private?
	
	No

	Gender-Operator
	Gender of user, set by Operator
	
	Operator
	
	Private
	
	No

	Mobile E.164 Telephone number
	Telephone number of the User
	
	User
	
	Private?
	
	No

	Groups
	List of Groups which the user belongs to
	
	User
	
	Private
	
	No

	Block List
	List of filtered/blocked users that are not allowed to communicate with the user
	
	User
	
	Private
	
	No

	Contact List
	List of users
	
	User
	
	Private
	
	No


Elements

· DOB will have XML type expression of, e.g., YY-MM-DD. So, for Age authorization, DOB need be converted into Age.

· ‘Age-User’ element is proposed for the use by user to deliver user-set age information. 
(Note: ‘Age-Operator’ is not proposed, since ‘DOB-Operator’ element is more correct information to be used for age verification.)
· The lists comes from OMA-IM-2006-0075R03-public-profile-atts and UPROF-2 in the RD contained in OMA-IM-2006-0053-RD-updated-draft-
· According to XDM2 RD, ‘Gender’ information is proposed to be added. Similarly to ‘DOB’ information, there could be two kinds of ‘Gender’ information; ‘Gender-Operator’ and ‘Gender-User’.
Mandatory/Optional

· Mandatory / Optional decides the minimum set of elements to be filled out by user, for the existence of User Profile. 

· Initially all elements are optional.

· Operator shall define the set of mandatory elements when implementing this User Profile.

Element Value Setting by Operator vs. User
· The default behaviour is that a user that owns the User Profile can set the value for any element.

· This decides whether a value for an element shall be set by Operator only. E.g., value of DOB-Operator, Age-Operator

· Two elements have been identified so far, to be set by Operator; DOB-Operator, Age-Operator.

Default Element Value Setting
· Default value, if any, is to be defined within schema. 

· But, Operator may override those and define different default values

Element Access Policy: Element Accessibility

· Two kinds of Element Access Policy; one is ‘Element Accessibility’ and the other is ‘Element Searchability’.

· Element Accessibility decides whether an element can be accessed by other users than the Owner or system. In other words, it can be said as Privacy Open Policy.

· Element Accessibility is sub-divided into ‘System-defined Element Accessibility’ and ‘User-defined Element Accessibility’.

· System-defined Element Accessibility holds for Public / Private Profile categorization in IM requirements (UPROF-2)

· User-defined Element Accessibility holds for ‘Privacy Permission Flags’ in IM requirements (UPROF-2)

· The final element accessibility will be decided by the combination of System-defined Accessibility and User-defined Accessibility. 

· As a user should be the one who decides its final level of privacy open policy, User-defined Accessibility shall override System-defined Accessibility.

· A user should be able to change Public to Private.

· A user should be able to change Private to Public. But, in this case, the user would be warned of possible problems of revealing the user’s privacy.

· DOB-Operator and Age-Operator should be Private Profile, not Public, as this is not those information meant to be disclosed to other users.
Element Access Policy: Element Searchability
· IM Search requirement: “Search for Users (and its Display Name) who meets the specified conditions”. 

· Element Searchability decides whether an element can be the condition of searching.

· For example, if the search operation is ‘To find users with age under 18”, then the ‘Age’ element is used as condition for searching. 

· Element Searchability decides whether the ‘Age’ element can be searched for.

· Element Searchability can be defined only for ‘Public’ element. 

· Searchability against ‘Private’ element should not be allowed.

Utilizing ‘DOB-Operator’ elements for age authorization.

· Utilizing ‘DOB-Operator’ elements for age authorization is the responsibility of the entity (e.g., IM server) that needs such authorization.

· It is recommended to use ‘DOB-Operator’ for the age limitation by System, and to use ‘DOB-User’ or ‘Age-User’ for enforcing the age limitation by User (e.g., user-defined age limitation to join a group.)

Others
· User Profile XDMS shall not provide the verification of the data to be stored. Verification should be the responsibility of external entity, if needed.

2) Proposal and clarification request to MWG-IM WG

Based on the above understanding, the following is further proposed or asked for clarification to MWG-IM WG:

· ‘Age’ information, different from ‘DOB’ information, is proposed to be delivered as a separate element. The proposed element is ‘Age-User’.
(Note: ‘Age-Operator’ is not proposed, since ‘DOB-Operator’ element is more correct information to be used for age verification.)
· ‘DOB-Operator’ element should be Private Profile, not Public, as this is not those information meant to be disclosed to other users than the owner and system.

· It is recommended to use ‘DOB-Operator’ for enforcing the age limitation by System, and to use ‘DOB-User’ or ‘Age-User’ for the age limitation by User (e.g., user-defined age limitation to join a group.)

· The intention of ‘intention’ element is not clear.

· The content and usage of ‘Communication capabilities’ is not clear.
· User case for Private Profile is not clear. Maybe single point of contact.

· It is not clear the reason why Mobile E.164 number should be private. The proposal is to make it public, and leave it to user whether he wants to further classify it as private though User-defined Accessibility.

· IM requirements says that, ‘Group’ element should contain ‘List of Groups which the user belongs to’. As this can be regarded as another kind of transaction of “Searching for Group of which a user is member”, it is recommended to handle it as different one and to revise the contents of ‘Group’ element as ‘List of Groups that the user owns’.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Upon agreement from both PAG and IM WG, it is recommended;

1) for PAG to work on specification based on the above understanding of User Profile.
2) For MWG-IM to handle the PAG’s proposals on IM requirements of User Profile.
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