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1 Reason for Change

The version of the  XCAP base draft has changed from -09 to -11. 
The changes between -09 and -10 are according to the author:
* changed example URIs to conform to recommendations; namely, no subdirectories and naming of files as 'index'. Also updated example XUI from 'bill' and 'joe' to AOR per recommendations

(sip:user@example.com)

* noted that, since XUI = SIP AOR, you may need to percent encode SIP URI characters that are not permitted in the HTTP path segment, such as ? and /

* updated auid grammar so that the '.' is not allowed

* updated XML schema reference to most recent version

* in discussion on percent-encoding of unicode characters, mention that escape coding is needed when utf-8 octets are outside of pchar. Previously, it said outside of reserved.

* noted some of the limitations of get(put(x))=x in terms of operations that you can't do, and suggest alternatives

* mentioned that Location header field and descriptive content can appear in a 201 per RFC 2616 guidelines

* Re-defined the <no-parent> error to include the case where the insertion failed because a parent sub-directory doesn't exist.

* note that canonicalization includes comments

* clarified cases in which DELETE is permitted positionally without a unique attribute selector

* removed extraneous reference to CPP (RFC3859)

* ran idnits and verified


The XML schema in chapter 12.2 is removed by mistake.
The change between XCAP-10 and XCAP-11 is:

* The XML schema in chapter 12.2 that by mistake was removed in version -10 is added.


No impact has been found in the OMA-TS apart from changing the XCAP reference and to align the examples not to use ‘services’ as a part of a XCAP Root URI.
2 Impact on Backward Compatibility

n/A
3 Impact on Other Specifications

The following documents needs to be update to reference the new xcap-draft as all indicated TS:s are using  OMA-TS-XDM_Core as base and therefore needs to use the same xcap-draft.

OMA-AD-XDM-V1_0-2006-04-18-C

OMA-TS-XDM_Shared-V1_0-2006-04-18-C

OMA-TS-Presence_SIMPLE_RLS_XDM-V1_0-2006-04-18-C

OMA-TS-Presence_SIMPLE_XDM-V1_0-2006-04-18-C
OMA-TS-PoC_XDM-V1_0-20060127-C

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the workgroup accepts the proposed changes to the TS and that the TS is updated accordingly.
6 Detailed Change Proposal

Change 1:  Replace the [XCAP] reference in section 2.1 Normative References
	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 5, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-11.txt   
Note: Work in progress


Change 2:  Replace B.1, B.2. B.3 and B.4

Note to the editor: If replacing the whole of B.2 please note that CR OMA-PAG-2006-0250 is properly introduced afterwards!
B.1 Sample XCAP Operation

Figure B.1 describes how an XCAP operation is performed in 3GPP/3GPP2 IMS. The “resource-list” application usage (see [Shared_XDMS]) i.e. the manipulation of a URI List is used in this specific example, but the same types of messages apply for other application usages (although the HTTP body content would, of course, be different).  It is also assumed that the address of Aggregation Proxy is “xcap.example.com” and the XCAP Root URI is xcap.example.com/”.
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Figure B.1- Sample XCAP operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain an XML document. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.

GET http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Length: 0

2) Upon receiving an unauthorized HTTP GET the Aggregation Proxy chooses to authenticate the XDMC.

HTTP/1.1 401 Unauthorized

Server: XDM-proxy/OMA1.0

Date: Thu, 08 Jan 2004 10:50:35 GMT

WWW-Authenticate: Digest realm="xcap.example.com", nonce="47364c23432d2e131a5fb210812c", qop=auth-int

Content-Length: 0

3) The XDMC sends a HTTP GET request including the Authorization header.

GET http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:37 GMT

Authorization: Digest realm="xcap.example.com", nonce="47364c23432d2e131a5fb210812c", username="sip:joebloggs@example.com", qop=auth-int,
uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index", response="2c8ee200cec7f6e966c932a9242554e4", cnonce="dcd99agsfgfsa8b7102dd2f0e8b1", nc=00000001

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Length: 0

4) Based on the AUID the Aggregation Proxy forwards the request to appropriate XDMS.

GET http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index HTTP/1.1

Host: xcap.example.com

Via: HTTP/1.1 proxy.example.com (Apache/1.1)

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:37 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

Note: If the “X-3GPP-Intended-Identity” is not included in the message (3), the Aggregation Proxy will include the “X-3GPP-Asserted-Identity” header.

5) After the XDMS has performed the necessary authorisation checks on the request originator, the XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:50:39 GMT

Etag: "eti87"

Content-Type: application/resource-lists+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <list name="friends">

    <entry uri="sip:hermione.blossom@example.com"/>

    <entry uri="tel:5678;phone-context=+43012349999"/>

  </list>

</resource-lists>

6) The Aggregation Proxy encodes (optionally) the content and routes the response back to the XDM Client.

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Via: HTTP/1.1 proxy.example.com (Apache/1.1)

Date: Thu, 08 Jan 2004 10:50:39 GMT

Authentication-Info: nextnonce="e966c32a924255e42c8ee20ce7f6"

Etag: "eti87"

Content-Encoding: gzip

Content-Type: application/resource-lists+xml

Content-Length: (...)

(binary data)

B.2   Sample XCAP message flow

Example B.2 describes the message flows used to manipulate an XML document in an XDMS after authentication. 
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Figure B.2- XDM Client manipulating an XML document

NOTE: The request messages (1,3,5,7) are shown in one diagram for the convenience of the reader, but there is no implication that all of them have to be performed.

NOTE: The Aggregation Proxy is not shown in the flow diagram as its omission does not affect the content of the exchanged messages. The flow diagram also does not show the authentication headers and other HTTP headers not necessary to illustrate the XCAP functionality.

1) The XDMC sends an XCAP(HTTP) PUT request to create a new URI list document “friends.xml” for the user with a public SIP URI of “sip:joebloggs@example.com” in the (Shared) XDMS in the example.com domain. 

PUT http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends.xml HTTP/1.1

…

Content-Type: application/resource-lists+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">

  <list name="My_friends">

    <entry uri="sip:friend1@example.com">

      <display-name>Friend1</display-name>

    </entry>

  </list>

</resource-lists>

2) The XDMS acknowledges the creation of the friends.xml document with a XCAP(HTTP) 201 Created message, assuming that the XDMC had the necessary authorisation to perform the operation, and the operation was successful. 

HTTP/1.1 201 CREATED

Etag: “cdcdcdcd”

…

Content-Length: 0

3) The XDMC sends a XCAP(HTTP) PUT request to the just-created “friends.xml” document in “sip:joebloggs@example.com”’s home directory to add a new <entry> sub-element to the <list> element identified as “My_friends”. 

PUT http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends.xml/~~/resource-lists/list[@name="My_friends"]/entry[@uri="sip:friend2@example.com"] HTTP/1.1

…

Content-Type: application/xcap-el+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

 <entry uri="sip:friend2@example.com">

   <display-name>Friend2</display-name>

 </entry>

Note: The use of the Content Type “application/xcap-el+xml”.

4) The XDMS acknowledges the addition of new elements to the list with an XCAP(HTTP) “200 OK” reply. 

HTTP/1.1 200 OK

Etag: “efefefef”

…

Content-Length: 0

5) The XDMC sends an XCAP(HTTP) GET request to retrieve “sip:joebloggs@example.com”’s “friends” list from the (Shared) XDMS. 

GET http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends.xml HTTP/1.1

Content-Length: 0

6) The XDMS returns the list to the XDMC in the body of an XCAP(HTTP) “200 OK” message. 

HTTP/1.1 200 OK

…

Etag: "ababab”

Content-Type:application/resource-lists+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">

 <list name="My_friends>

  <entry uri="sip:friend1@example.com">

   <display-name>Friend1</display-name>


  </entry>


  <entry uri="sip:friend2@example.com">

    <display-name>Friend2</display-name>

  </entry>

</list>

</resource-lists>

7) The XDMC sends an XCAP(HTTP) DELETE request to delete an <entry> identified by the URI “sip:friend2@example.com” from sip:joebloggs@example.com” ‘s “My_friends” list in the Shared XDMS. 

DELETE http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends.xml/~~/resource-lists/list[@name="My_friends"]/entry[@uri=”sip:friend2@example.com”] HTTP/1.1

Content-length: 0

The XDMS, after checking the privileges of the principal, performs the deletion.

8) The XDMS acknowledges the deletion of the “friend2” element from the list with an XCAP(HTTP) 200 OK.

HTTP/1.1 200 OK

Etag: “ghghgh”

…

Content-Length: 0

B.3 Sample XCAP Directory Retrieval Operation of all user documents

Figure B.3 describes how an XCAP operation is performed to retrieve all of a user’s documents for all application usages. For simplicity, only two XDMSes are shown and the authentication steps are omitted.
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Figure B.3- Sample XCAP Directory retrieval operation

The details of the flows are as follows:

7) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents stored in all XDMSes. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

8) The Aggregation proxy forwards the HTTP GET from step 1) to the PoC XDMS.

9) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

10) The PoC XDMS returns the “directory.xml” document containing a list of all the PoC Group documents belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:50:39 GMT

Etag: "eti87"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=poc-groups>

    <entry uri=”http://xcap.example.com/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing” etag=”abc123”/>

    <entry uri=http://xcap.example.com/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping etag=”def456”/>

  </folder>

</xcap-directory>

where each <entry> element lists a document containing one of sip:joebloggs@example.com’s PoC Groups called “skiing” and “shopping” in this example.

11) The Shared XDMS returns the “directory.xml” document containing the URI lists belonging to sip:joebloggs@example.com in a HTTP 200 OK response

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:51:44 GMT

Etag: "eti99"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

</xcap-directory>

where each <entry> element lists one document corresponding to each of sip:joebloggs@example.com’s URI lists, called “friends” and “colleagues” in this example.

12) The Aggregation Proxy returns the consolidated “directory.xml” document to the user in a HTTP 200 OK response.

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns=”urn:oma:params:xml:ns:xcap-directory”

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

  <folder auid=poc-groups>

    <entry uri=http://xcap.example.com/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing etag=”abc123”/>

    <entry uri=" http://xcap.example.com/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping" etag=”def456”/>

  </folder>

</xcap-directory>

B.4 Sample XCAP Directory Retrieval Operation of specific user documents

Figure B.4 describes how an XCAP operation is performed to retrieve all of a user’s documents corresponding to a particular application usage. For simplicity, the authentication steps are omitted.
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Figure B.4- Sample XCAP Directory retrieval operation from a particular XDMS

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents (URI lists) stored in the Shared XDMS. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml/~~/xcap-directory/folder[@auid=”resource-lists”] HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

3) The Shared XDMS responds with a HTTP 200 OK including the <folder> element containing the list of URI List documents belonging to sip:joebloggs@example.com


HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Content-Type: application/xcap-el+xml

Content-Length: (...)

  <folder auid=”resource-lists”>

    <entry uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends" etag=”pqr999”/>

    <entry uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/colleagues" etag=”xyz123”/>

  </folder>

4) The Aggregation proxy returns the same entity body as in step 3 to the XDMC is a HTTP 200 OK message.

Change 3:  Replace the example at the end of C.2 with 
EXAMPLE

#######

<characteristic type="APPLICATION">

  <parm name="APPID" value="XDM"/>

  <parm name=”PROVIDER-ID” value="Best"/> 

  <parm name="NAME" value="XDM"/> 

  <parm name="TO-APPREF" value="SIP-IP-CORE"/>

  <parm name="TO-NAPID" value="IMS-NAP"/>

  <characteristic type="RESOURCE">

    <parm name="URI" value="http://xcap.example.com/"/>

    <parm name="AAUTHNAME" value="httpusername"/>

    <parm name="AAUTHSECRET" value="httpdigestpasswd"/>

    <parm name="AAUTHTYPE" value="HTTP-DIGEST"/> 

  </characteristic>

</characteristic>
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