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5 Reason for Change

The OMA-TS-Presence_SIMPLE-V2_0-20060412-D is normatively referencing the draft-ietf-sip-content-indirect-mech-05 which has now become RFC 4483.
This CR proposes the necessary changes in order to reference the RFC 4483.

The changes compared to draft-ietf-sip-content-indirect-mech-05 are according to http://tools.ietf.org/wg/sip/draft-ietf-sip-content-indirect-mech/rfc4483-from-05.diff.html general editorial touch-ups:

Chapter 1.1: 
moved def of SHALL, SHOULD etc
Chapter 2:
improved language
Chapter 3:
improved language
Chapter 4:
improved language
Chapter 5:
improved language
Chapter 7:
editorial touch-ups
Chapter 8:
removed Chapter IANA considerations
Chapter 11:
Updated references

As these changes will not impact the text of OMA-TS-Presence_SIMPLE-V2_0-20060412-D the changes needed are only in chapter 2.1 Normative References and where the reference is used.
Summary of the changes in the TS are:

a) added new RFC reference in 2.1

b) removed old I-D reference in 2.1

c) updated hyperlinks in 2.1

d) changed reference to RFC4483 in all relevant places
6 Impact on Backward Compatibility

N/A

7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

Update the reference according to detailed proposal in chapter 6

10 Detailed Change Proposal

>>>>>>>>>>>>Make the proposed changes in section 2.1>>>>>>>>>>>>

5.9 Normative References

	[RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al., January 1999, RFC 2246, (http://www.ietf.org/rfc/rfc2246.txt)

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, RFC 2387, (http://www.ietf.org/rfc/rfc2387.txt)

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T.Berners-Lee et al., Aug. 1998, RFC 2396, (http://www.ietf.org/rfc/rfc2396.txt)

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., Feb. 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC2779]
	“Instant Messaging / Presence Protocol Requirements “, M.Day et al., Feb 2000, RFC 2779, 

(http://www.ietf.org/rfc/rfc2779.txt)

	[RFC2818]
	“HTTP Over TLS”, E. Rescorla, May 2000, RFC 2818, (http://www.ietf.org/rfc/rfc2818.txt)

	[RFC3261]
	"Session Initiaton Protocol (SIP)", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler,June 2002, RFC 3261, (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B.Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, Peterson, J.,  Nov. 2002, RFC 3323, (http://www.ietf.org/rfc/rfc3323.txt)

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, Jennings, C., et al, Nov. 2002, RFC 3325, (http://www.ietf.org/rfc/rfc3325.txt)

	[RFC3320]
	“Signaling Compression (SigComp)”, Price, R., et al., Jan. 2003, RFC 3320, (http://www.ietf.org/rfc/rfc3320.txt)

	[RFC3485]
	“The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, Garcia-Martin, M.,  et al.,Feb. 2003, RFC 3485, (http://www.ietf.org/rfc/rfc3485.txt) 

	[RFC3486]
	“Compressing the Session Initiation Protocol (SIP)”, Camarillo, G.,  Feb. 2003, RFC 3486, (http://www.ietf.org/rfc/rfc3486.txt)

	[RFC3856]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, RFC 3856, (http://www.ietf.org/rfc/rfc3856.txt)

	[RFC3857]
	“A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Aug. 2004, RFC 3857, (http://www.ietf.org/rfc/rfc3857.txt)

	[RFC3858]
	“An Extensible Markup Language (XML) Based Format for Watcher Information”, J.Rosenberg, Aug. 2004, RFC 3858, (http://www.ietf.org/rfc/rfc3858.txt)

	[RFC3859]
	“Common Profile for Presence (CPP)”, J.Peterson, Aug. 2004, RFC 3859, (http://www.ietf.org/rfc/rfc3859.txt)

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004 (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, (http://www.ietf.org/rfc/rfc4119.txt)

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P.Leach et al., July 2005, (http://www.ietf.org/rfc/rfc4122.txt)

	[RFC4483]
	"A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages", E. Burger, Ed, May 2006 ,URL: http://tools.ietf.org/html/rfc4483


	[EVENTLIST]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., IETF draft, December 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-list-07.txt)

Note: IETF Draft work in progress


>>>>>>>>>>End of the proposed changes in section 2.1>>>>>>>>>>>>
>>>>>>>>>>>>Make the second proposed change in section 4 >>>>>>>>>>>>

4  Introduction

The document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service. It defines the presence information semantics for presence information conveyed using the Presence Information Data Format (PIDF) the Rich Presence Information Data Format (RPID) and geographical information conveyed in a GEOPRIV location object (see [RFC4119]) specified by the IETF in conjunction with the overall Presence Data Model defined in [PRESDATAMODEL].

This specification makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating presence information between the various Presence Sources and their watchers as described in the Presence architecture document ([PRESAD]).

In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 

· The content of presence information, based on [RFC3863], [RPID], [RFC4119], [PRESDATAMODEL] etc.

· The partial publication of (only the changed) presence information, based on [PARFORMAT]

· Triggers for the generation of notifications when specific events take place

· The handling of large presence information content, based on support of [RFC 2387] and [RFC4483]

· The control of the content of the notification sent to a watcher, based on [FILTER] and [FILTERFORMAT]

· Back-end subscriptions to a presence list, based on [EVENTLIST]

· Subscription authorization rules for watchers, based on [PRESXDM], and

· Presence content rules for watchers, based on [PRESXDM].

>>>>>>>>>>End of the proposed change in section 4>>>>>>>>>>>>
>>>>>>>>>>>>Make the first proposed change in section 5.1.1.2>>>>>>>>>>>>

5.1.1.2 Handling of large objects

The Presence Source MAY implement the ‘multipart/related’ content type as described in [RFC2387], in order to aggregate other MIME objects with the ‘application/pidf-diff+xml’ content type. 

If a presence attribute has a value of a refernce to a MIME object, the Presence Source can either:

· Use the content indirection mechanism as defined in [RFC4483] and upload the content to to the Content Server; or

· Send the MIME object directly together with the presence document by utilising the ‘multipart/related’ content-type in the PUBLISH request.

The MIME object format SHALL conform to [3GPP TS 26.141] and [3GPP2 C.P0071-0].

>>>>>>>>>>End of the first proposed change in section 5.1.1.2 >>>>>>>>>>>>

>>>>>>>>>Make the second proposed change in section 5.1.1.2.1>>>>>>>>>

5.1.1.2.1 Performing content indirection

If the Presence Source decides to use the content indirection mechanism for publishing an initial or modified value of a presence attribute, the Presence Source SHALL follow the following procedures:

1.  Store the MIME object.

NOTE: The procedure for storing MIME objects is not defined by this specification.

The Presence Source MAY be provisioned with the HTTP or optionally HTTPS URI of the content server where the MIME objects will be stored. This can be done with OTA Provisioning or local configuration. In case it is performed with OTA Provisioning it SHALL use the value of the CONTENT-SERVER-URI defined in Appendix B.1.
2. 2.
Construct an HTTP URI or optionally an HTTPS URI referencing the stored MIME object.

3. Use the ‘multipart/related’ content type as described in [RFC2387] with the content indirection mechanism as specified in [RFC4483] for the publication of presence information format as follows:

a) Set a CID URI referencing to other MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content; 

b) Include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf- diff+xml’ in the root of the body of the ‘multipart/related’ content;

c) Specify the part having information about the MIME object by using the ‘message/external-body’ content type, defining the HTTP or HTTPS URI, versioning information and other information about the MIME object as described in [RFC4483]. The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not.

>>>>>>>>End of the second proposed change in section 5.1.1.2.1 >>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.2.6.1>>>>>>>>>
5.2.6.1  Fetching indirect content

A watcher MAY support the content indirection mechanism [RFC4483]. If supported, the watcher SHALL indicate the support for the ‘message/external-body’ content type by using the “Accept” header field in the SUBSCRIBE request. 

If the watcher receives an indirect content in a NOTIFY request, the watcher SHALL fetch the content from the Content Server as defined in [RFC4483].

If the URI received as indirect content in the NOTIFY request is an HTTPS URI the watcher SHALL perform according to [RFC2818].

>>>>>>>>End of the proposed change in section 5.2.6.1 >>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.4.1.3>>>>>>>>>
5.1.1.2 Handling of large objects

The PS MAY support the ‘multipart/related’ content type in accordance with [RFC2387]:

If supported, the PS SHALL process a presence document represented as ‘multipart/related’ content type as follows:

· If the ‘multipart/related’ content type contains direct MIME object data, the PS SHALL check the size of the direct MIME object data. 
a. If the size exceeds the upper limit as defined by Presence Server policies the Presence Server SHALL stop processing and return the SIP response “413 Request Entity Too Large”. The upper limit used by the Presence Server SHALL be at least equal to or greater than the respective limit defined for the Presence Source.
b. If the size of the direct MIME object data is within the PS's upper limit, the PS SHALL either store the MIME object in case of initial publication or replace an existing content in case of modify operation. 

· If the ‘multipart/related’ content type contains an indirect MIME object included in a ‘message/external-body’ content type and the content indirection [RFC4483] mechanism is supported by the PS, the PS SHALL associate the value of the relevant presence attribute with the external content.

If the PS does not support the ‘multipart/related’ content type, then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the “Accept” header field.
>>>>>>>>End of the proposed change in section 5.4.1.3 >>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.9>>>>>>>>>

5.9 Content Server

The Content Server SHALL support HTTP GET and PUT methods [RFC2616], and the procedures defined in [RFC4483]. 

The Content Server SHALL store a MIME object when receiving it in an HTTP PUT request behind the HTTP URI therein. . 

The Content Server SHALL return a MIME object in a 200 OK response to an HTTP GET request. The Content Server SHALL fetch the MIME object from the Request URI of the HTTP GET request.

The Content Server can be used by Presence Sources as described in section 5.1.1.2, Watchers as described in 5.2.6 and the Presence Server as described in sections 5.4.1.3 and 5.4.2.1.

NOTE: The procedure for storing MIME objects is not defined by this specification.

>>>>>>>>End of the proposed change in section 5.9 >>>>>>>>>>
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