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1 Reason for Change

This CR incorporates CONNR comments on OMA-TS-XDM_Shared_Group-V2_0-20070321-D regarding Backward Compatibility PoCXDM: 

The comments included are the ones listed below.
	E002
	2007.01.24
	T
	0 - General
	Source: Ericsson.

Form: INP doc

Comment:  The Shared Group XDMS is proposed also to contain the old PoC group Application Usage. More information about how Shared Group XDMS shall handle an XCAP request towards the PoC group Application Usage is needed,

Proposed Change:  Add a new chapter “PoC Group “containing all information needed. For example that the Shared Group XDMS shall regard a request towards the PoC group Application Usage as a request towards the Group application usage and to do any needed mapping.
	Status: 
Closed by OMA-PAG 2007-0132R05

	E010
	2007-01-24
	T
	0 - Whole document
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: The backward compatibility with the PoCv1.0 XDMS is unclear. E.g. AUID is different, PoCv1.0 XDMS was one logical entity containing both PoC Groups and PoC User Access Policy with which PoCv1.0 Server had a single reference point, while the XDMv2.0 Shared Policy XDMS and XDMv2.0 Shared Group XDMS are two different entities.
	Status: Closed
See E002.

	E033
	2007.01.24
	E
	4
	Source: NOKIA

Form: 

Comment: How backward compatibility will be ensured with PoC 1.0 groups?

Proposed Change: Add text to describe backward compatibility. 
	Status: Closed
See E002

	E061
	2007.01.24
	T
	5.1.2
	Source: Siemens

Form: 

Comment: for backward compatibility also the org.openmobilealliance.poc-groups AUID shall be supported 

Proposed Change: <Recommended action>
	Status: Closed
See E002


R01: 

Updated after email feedback from Sean and after consulting the PoCWG via email

The new section 8.3 removed.
This section “Procedures at the XDMC in a User Equipment “does not belong to the XDM spec. The PoC CONRR item D791 suggest as DM parameter to indicate version of the PoC network. This CR assumes that this is enough and that the specification for this parameter also will specify which AUID to use when addressing a group document for PoC communication (org.openmobilealliance.groups or org.openmobilealliance.poc-groups)
New proposed section 8.4 is removed.
This section “XDM Procedures at a PoC server” does not belong to the XDM spec. If needed these procedures shall be defined in one of the PoC version 2.0 specifications.

A new SCR table for Aggregation Proxy is added as section 8.2 has been updated with a normative SHALL statement.

R02:

2007-03-06-D version of the Shared-Group TS used as base for the update.

Updated after comments from the WG.

<Supported-service> and <media> element is not <must-understand> elements any more.

<media> element renamed to <supported-media> in order to avoid a name collision with the <conditions> element media.

403 response corrected to 404.

The <must-understand> element data semantic rewritten.

A new <conditions> child element added named <service> to be used to define enabler unique rules. If another enabler found a rule with a service element it does not understand it shall ignore this rule. If an enabler finds a rule with a service element containing its own service it shall use this rule and ignore other rules with the same <action> child element not having this <service> element. Definition of child elements to <supported-services> moved to [XDM_Spec] as it shall contain the same child elements as <service> element.
R03:
Changed <supported-media> to <group-media> synchronize with CR -063R02 due to comment from Antti
Added text how to handle a SIP Subscribe in section 8 due to comments from Sean

Rephrased the description of <supported-media> and <group-media> due to comment from Sean.

Updated to base the CR on 20070321-D version.

Rephrased chapter 8.1 due to comments from Jaekwon.

Remove “must-understand” attribute from <services> due to comments from Jaekwon and Sean. RFC 4745 states if a rule contains an element from unrecognized namespace that element shall be regarded as “false” and due to this the whole rule is regarded as invalid.

Add logic that the Shared Group XDMS must remove <media> and <services> element if PoC 1 is pointed out by these elements. The reason is that RFC 4745 that a rule that contains condition child element from an unrecognized namespace shall be regarded as “false” in the rule validation. This means that a PoC server will ignore this rule as it will not recognize <services> and <media>. Shared Group XDMS must therefore remove these element else the PoC server will not perform the rule.
R04: <must-understood> element replaced with “must-understood” attribute that all element must have that contains a mandatory constraints. This also means that section 5.1.6 does not any longer need to be changed and therefore is removed as changed section.
<services> removed as a condition. Needs to by cover by its own CR in order to be able to specify rules that are only valid for a PoC session if needed.
Reworded section 8 to talk about synchronized documents instead of talking about sharing a document to more give the “black box” view of the issue.
Remove changes in section 5.1.10 in order to all information about how to handle a PoC Group document in section 8. This means that section 5.1.10 is removed as changed section.
R05: Some editorial changes in section 8.1 after comments from Sean.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

OMA-SUP-XSD_xdm_groupExtensions-V1_0-20061220-D is impacted as a new attribute  “must-understand” is defined by this CR.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal.
6 Detailed Change Proposal

Change 1:  Update Section 4 Introduction

4 Introduction
This specification provides the Application Usage for the Group document. It reuses the PoC V1.0 Group document structure described in [POC_XDM_V1] to make the syntax backward compatible with that of the PoC Group document.
The Shared Group XDMS (see [XDMAD]) is the logical repository for Group documents. The common protocol specified in [XDM_Spec] is used for access and manipulation of such Groups by authorized Principals.
This specification defines how to handle backwards compatibility with the PoC V1.0 enabler when the Shared Group XDMS is introduced in the network.
This specification also defines the Extended Group Advertisement that inherits PoC V1.0 Group Advertisement [OMA-TS-POC-CP-V1_0] and is therefore backward compatible with it.

This specification also defines procedures for the Shared Group XDMS to send the Extended Group Advertisement.
Change 2:  Update Section 5.1.1 Structure
5.1.1 Structure
The Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element: 

a) SHALL include a “uri” attribute representing the Group Identity;

b) MAY include any other attributes from any other namespaces for the purpose of extensibility;

c) MAY include a <display-name> element containing a human readable name of the Group;

d) MAY include a <list> element containing the Group Members;

e) MAY include an <invite-members> element indicating whether the Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this Group;

h) MAY include a <subject> element containing a topic or description of the Group;
i) MAY include one or more <age-restrictions> elements indicating the allowed age or age-range(s) of a Participant;

j) MAY include a <session-active-policy> element describing the rules for determining whether a Group Session is allowed to become active or remain active;

k) MAY include an <automatic-group-advertisement> element indicating automatic sending of an Extended Group Advertisement message to Group Members;

l) MAY include a <supported-services> element containing supported services of the Group. The element MAY include one or more of the child elements as defined in [XDM_Spec] “Common Extensions” for the  <services> conditions element;
m) MAY include a <group-media> element containing supported media of the Group. The element MAY include one or more of the child elements as defined in [XDM_Spec] “Common Extensions” for the <media> conditions element ;

n) MAY include a <qoe> element indicating the Quality of Experience Profile assigned to the Group. The element SHALL include one child element defining the Quality of Experience Profile and one  “must-understand” attribute from the “urn:oma:xml:xdm:group-extensions” namespace; 
o) MAY include any other elements from any other namespaces for the purposes of extensibility. Such an element MAY include the “must-understand” attribute from the “urn:oma:xml:xdm:group-extensions” namespace.
Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is

a) an <entry> element, which SHALL contain the "uri" attribute set to a valid User Address, i.e. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]), and MAY contain the <display-name> child element, containing a human readable name of each Group Member, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [XDM_Shared_List]. 
The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element as described in  [COMMONPOL], except the sub-elements that are prohibited in [XDM_Spec] “Common Extensions”;

b) MAY include the <external-list> element as defined in [XDM_Spec] “Common Extensions”;

c) MAY include the <other-identity> element as defined in [XDM_Spec] “Common Extensions”;

d) MAY include the <is-list-member> element;

e) MAY include other elements from other namespaces for the purposes of extensibility.
Other types of <conditions> child elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the Application Server performing the Group Session Controlling Function ignores such elements.

The <actions> child element of any <rule> element:

a) MAY include the <allow-conference-state> element;

b) MAY include the <allow-invite-users-dynamically> element;

c) MAY include the <join-handling> element;

d) MAY include the <allow-initiate-conference> element;

e) MAY include the <allow-anonymity> element;

f) MAY include the <is-key-participant> element;

g) MAY include the <allow-subconf> element;

h) MAY include the <allow-private-message> element;

i) MAY include the <add-media-handling> element;
j) MAY include the <remove-media-handling> element;
k) MAY include the <allow-expelling> element;
l) MAY include any other enabler specific <actions> child element defined by the enabler. (See the Appendix D for details).
The <age-restrictions> element SHALL include zero or more <age> child elements and the “must-understand” attribute from the “urn:oma:xml:xdm:group-extensions” namespace. Each <age> child element MAY contain the combination of the “from” and “until” attributes to specify an age or age interval.
The <session-active-policy> element: 
a) SHALL include a “must-understand” attribute from the “urn:oma:xml:xdm:group-extensions” namespace;
b) MAY include a <max-duration> element representing the maximum allowed time duration of a Group Session;
c) MAY include a <required-participants> element representing who must participate for a Group Session to become active or remain active;
d) MAY include a <min-participant-count> element representing the minimum number of participants needed for a Group Session to become active or remain active;
e) MAY include a <schedule> element representing the allowed range of time for a Group Session to become active or remain active;

f) MAY include any other elements from any other namespaces for the purposes of extensibility.
The <required-participants> element SHALL contain a sequence of zero or more child elements, each of which is:

a) an <entry> element, which SHALL contain the "uri" attribute set to a valid User Address, i.e. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]), and MAY contain the <display-name> child element containing the user’s human readable name, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [XDM_Shared_List].

The <schedule> element SHALL include zero or more <time-range> child elements. Each <time-range> child element MAY contain the combination of the “start-time” and “end-time” attributes to specify a time range.






Change 3:  Update Section 5.1.7 Data Semantics
To the editor: Add the new “must-understand” attribute under the header 5.1.7.1 List-service Elements when this CR is implemented on top of CR OMA-PAG-2007-187.
5.1.7 Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.
The value of the”must-understand” attribute SHALL be “true”. Any element that has this attribute must be understood by the Application Server performing the Group Session Controlling Function. If not understood the Application Server performing the Group Session Controlling Function is instructed to reject a request to use the group with an error response according to the procedures of the individual enabler. All elements that contain a mandatory constraint of the usage of a group SHALL contain this attribute.
The <list> element SHALL contain the Group Members.
The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants in the Group Session. 
The <subject> element SHALL indicate the title or description for the Group.

The <session-active-policy> element SHALL describe the rules for determining whether a Group Session is allowed to become active or remain active.  Multiple child elements under the <session-active-policy> element SHALL be interpreted as logically ANDed.

The <age-restrictions> element SHALL indicate the allowed age or age span of a Participant in a Group Session. Each <age> child element SHALL indicate each of such allowed age or age span by the combination of “from” and “until” attributes. Those attributes represent the boundaries of an age interval. This interval denotes an acceptance of participation (i.e. a user whose age is within the interval is allowed to participate in the Group Session). The boundaries are inclusive (i.e. from 14 until 18 means that people of 14 and 18 are allowed to participate in the Group Session). A missing attribute means “any age”; e.g., <age from=”18”/> means that the age span is from 18 to any. A specific age can be specified by having the same value for both attributes; e.g., <age from=”20” until=”20>.  Multiple <age> child elements under the <age-restrictions> element denote multiple allowed ages or age spans, and SHALL be interpreted as logically ORed.

The <max-duration> element SHALL indicate the maximum allowed time duration in seconds of a Group Session.

The <required-participants> element SHALL contain a list of the Group Members who must participate for a Group Session to become active or remain active:

The <min-participant-count> element SHALL indicate the minimum number of Participants for a Group Session to become active or remain active.

The <schedule> element SHALL define the allowed range of time for a Group Session to become active or remain active. Each <time-range> child element SHALL indicate each of such allowed range of time by the combination of “start-time” and “end-time” attributes. These attributes represent the boundaries of the time range during which the Group Session can become active or remain active. A missing attribute means “any time”; e.g., <time-range start-time=“2006-12-01T09:00:00Z”/> means that the Group Session is allowed to become active at 2006-12-01 09:00:00 UTC and remain active indefinitely.  Multiple <time-range> child elements under the <schedule> element denote multiple allowed ranges of time, and SHALL be interpreted as logically ORed. 
The <supported-services> element SHALL indicate the supported services of the Group. 

The <automatic-group-advertisement> element indicates automatic sending of an Extended Group Advertisement message to Group Members. The possible values are:

“false”
instructs the Shared Group XDMS not to send an Extended Group Advertisement message to Group Members. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Shared Group XDMS to send an Extended Group Advertisement message to Group Members as described in Chapter 7. 

The <qoe> element SHALL indicate the Quality of Experience Profile associated to the Group. The following lists four possible values for the child elements, ordered from the lowest to the highest Quality of Experience Profile: 
<basic> 
represents the lowest Quality of Experience Profile, intended for Group Sessions with no special quality of experience expectation from its members; 

<premium>
represents a Quality of Experience Profile intended for Group Sessions with a quality of experience expectation from its members higher than the basic one; 
<professional>
represents a Quality of Experience intended for Group Sessions involved in special applications for professional use that have special and high quality of experience expectation;
<government>
represents the highest Quality of Experience Profile intended for Group Sessions with Group Members with special rights subject to applicable regulations who require priority access to the service and the highest available quality of experience.
NOTE 1: Other values of <qoe> child elements can be described in the future.

NOTE 2: How different applications prioritise different Quality of Experience Group Sessions data traffic is out of the scope of this specification (see [OMA-PoC-CP] and [OMA-PoC-SD] for an example of how OMA PoC performs this functionality).
The <is-list-member> “condition” element SHALL be used to match an identity against the contents of the <list> element.
The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑arranged Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑arranged Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <add-media-handling> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to initiate or add in the group communication. The possible child elements are: <audio>, <message>, <video>, <application> elements, etc. or combination of those elements. 

The <remove-media-handling> “action” SHALL be used to indicate that the identity matching this rule is allowed to remove an existing media stream from the active Group Session. The value is of an enumerated integer type, and the lowest value SHALL be the default value taken in the absence of the element. The possible values are:

“none”
instructs the Application Server performing the Group Session Controlling Function NOT to allow the User any media stream removal. This value is assigned the numeric value of 0.
“own”
instructs the Application Server performing the Group Session Controlling Function to allow the User the removal of media  stream which were previously initiated or added to the Session by the same User. This value is assigned the numeric value of 100. 

“any”
instructs the Application Server performing the Group Session Controlling Function to allow the User any media stream removal. This value is assigned the numeric value of 200.
“other”
for future extensibility.

NOTE: This action will apply for all Participants of the active Group Session, not only to the User removing media.
Editor's note: Other media stream removal policies, e.g. removal of media stream if the requestor is responsible for charges only, are FFS. 

The <allow-expelling> “action” SHALL be used to indicate that the identity matching this rule is allowed to expel other Users from the Group Session. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the request to expel other Users. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the request to expel other Users.

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.
Change 4:  Add new Section  8 
8      Backward compatibility towards the PoC Group  Application Usage.

8.1    Procedures at the Shared Group XDMS.

If the Shared Group XDMS is required by local configuration be to support the PoC V1.0 clients, then Shared Group XDMS SHALL support the PoC Group Application Usage defined in [PoC_XDM_V1] “PoC Group” with the clarifications given in this subclause.

The Shared Group XDMS SHALL maintain, for each PoC Group document, a corresponding Group document whose content at any point in time SHALL be synchronized.
The Shared Group XDMS SHALL maintain, for each Group document, a corresponding PoC Group document whose contents at any point in time SHALL be synchronized with the following exceptions:

a) A Group Application Usage document that contains an element with a “must-understand” attribute SHALL not be regarded as a PoC Group Application Usage document;

b) A Group Application Usage document that contains <supported-services> and/or <group-media> element and the combination of <supported-services> and <group-media> elements does not indicate support for the PoC communication feature tag +g.poc.talkburst and the PoC media as defined by [OMA-PoC-CP-V1]  SHALL not be regarded as a PoC Group Application Usage document.
NOTE: This does not imply that the Shared Group XDMS must actually store the PoC Group documents, but must always be prepared to process requests against PoC Group documents.
The Shared Group XDMS SHALL when it receives an XCAP request for an XML Documents Directory document as defined in [XDM_Spec] “XML Documents Directory” include all Group documents for the Group Application Usage and all PoC Group documents for the PoC Group Application Usage. 
When responding to a request for the XCAP Server Capabilities as defined in [XDM_Spec] “XCAP Server Capabilities” the Shared Group XDMS SHALL include the XCAP Server capabilities for the Group Application Usage and the XCAP Server capabilities for the PoC Group Application Usage.
8.2    Procedures at the Aggregation Proxy
The Aggregation Proxy SHALL forward XCAP requests for the PoC Group AUID to either the PoC XDMS or the Shared Group XDMS based on local configuration. 
NOTE: An Aggregation Proxy forwards XCAP requests for the PoC Group AUID to the Shared Groups XDMS when the network supports PoC V2.0 or the PoC XDMS when the network supports PoC V1.0.
Change 5:  Update section B.1 with the following new SCR item.
B.1 Shared Group Application Usages of XDMS
	Item
	Function
	Reference
	Requirement

	Group_XDM-BC-S-001-M
	Backward compatibility PoC Group Application Usage.
	8.1
	


Change 6:  Add new SCR table  
B.3 Aggregation Proxy
	Item
	Function
	Reference
	Requirement

	Group_XDM-BCAP-S-001-M
	Backward compatibility Procedures at the Aggregation Proxy.
	8.2
	


Change 7:  Add new section C.3 Example Group Document 
C.3 Example Group Document
                   C.3.1  Open public chat group with age control and a session activity policy. 
This example describes a group with the service URI “sip:mymusicgroupforyoungpeople” that any authenticated users can join if  they are between 8 and 15 years old. It is only possible to join the group between 2008-02-16 9:30:00 UTC and 2008-02-26 9:30:00 UTC. The subject of the group is “Music”.
<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:xml:poc:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:xml:xdm:common-policy"

   xmlns:ext="urn:oma:xml:xdm:group-extensions">

  <list-service uri="sip:mymusicgroupforyoungpeople@example.com">

    <cr:ruleset>

      <cr:rule id="t78">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>





<ext:allow-private-message>true</ext:allow-private-message>
        </cr:actions>

      </cr:rule>

    </cr:ruleset>

    <ext:subject>Music</ext:subject>
    <ext:age-restrictions ext:must-understand="true">
      <ext:age ext:from="8" ext:until="15"/>
    </ext:age-restrictions>
    <ext:session-activity-policy ext:must-understand="true">
      <ext:schedule>
         <ext:start-time>2008-02-16T09:30:00Z</ext:start-time>

         <ext:end-time>2008-02-26T09:30:00Z</ext:end-time>
      </ext:schedule>

    </ext:session-activity-policy> 
  </list-service>
</group>
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