Doc# OMA-PAG-2007-0458R02-CR_XDM2_group_service_element.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2007-0458R02-CR_XDM2_Group_service_element.doc
Change Request



Change Request

	Title:
	Service-element
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-XDM_Group-V1_0-20070605-D

	Submission Date:
	13 June 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com

	Replaces:
	n/a


5 Reason for Change

This CR proposes to change the attribute “featuretag” to “enabler” for the <service> element. The “enabler” attribute is used by an enabler to find service elements valid for an enabler. An enabler needs to have its own definition of what a “service” is. An enabler can by defining new attributes or new child elements or using the “token” attribute have as many service definitions as it likes. The enabler needs to define what information in an incoming request shall be used to define a “service” (e.g the existence of just a particular media feature tag or the existence of particular combination of SIP message information). 
The OMA-TS-Group document must be updated due to the change <service> element definition in OMA-TS-XDM_Core.

R01. The Group Advertisement feature is changed from being a “service” to be a “media type” when used as conditions child elements in user access policy.
R02: Data semantics for a group document without a <supported-services> element is added. A group document without a <supported-services> element shall indicate that the group can not be used by any service. Change 1 and Change 4 added and last change in Change 3 updated due to this. Editorial fixes after feedback from the WG to Change 2. Text about generation of EGA when <supported-services> element contains a <all-services-except> element is updated. .
6 Impact on Backward Compatibility

n/a
7 Impact on Other Specifications

n/a
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

The WG is recommended to agree to implement the changes in section 6 in the OMA-TS-XDM_Group spec.
10 Detailed Change Proposal

Change 1:  Modify section 5.1.7.1
5.1.7.1 List-service Elements

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.

The value of the “must-understand” attribute SHALL be “true”. Any element that includes this attribute must be understood by the Application Server performing the Group Session Controlling Function. If not understood the Application Server performing the Group Session Controlling Function is instructed to reject a request to use the group with an error response according to the procedures of the individual enabler. All elements that contain a mandatory constraint of the usage of a group SHALL contain this attribute.

The <list> element SHALL contain the Group Members.
The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants in the Group Session. 

The <subject> element SHALL indicate the title or description for the Group.

The <age-restrictions> element SHALL indicate the allowed age or age span of a Participant in a Group Session. Each <age> child element SHALL indicate each of such allowed age or age span by the combination of “from” and “until” attributes. Those attributes represent the boundaries of an age interval. This interval denotes an acceptance of participation (i.e. a user whose age is within the interval is allowed to participate in the Group Session). The boundaries are inclusive (i.e. from 14 until 18 means that people of 14 and 18 are allowed to participate in the Group Session). A missing attribute means “any age”; e.g., <age from=”18”/> means that the age span is from 18 to any. A specific age can be specified by having the same value for both attributes; e.g., <age from=”20” until=”20>.  Multiple <age> child elements under the <age-restrictions> element denote multiple allowed ages or age spans, and SHALL be interpreted as logically ORed.

The <session-active-policy> element SHALL describe the rules for determining whether a Group Session is allowed to become active or remain active.  Multiple child elements under the <session-active-policy> element SHALL be interpreted as logically ANDed. The <session-active-policy> has following child elements
<max-duration> 
element SHALL indicate the maximum allowed time duration in seconds of a Group Session.

<required-participants> 
element SHALL contain a list of the Group Members who must participate for a Group Session to become active or remain active:

<min-participant-count> 
element SHALL indicate the minimum number of Participants for a Group Session to become active or remain active.

<schedule> 
element SHALL define the allowed range of time for a Group Session to become active or remain active. Each <time-range> child element SHALL indicate each of such allowed range of time by the combination of <start-time> and <end-time> elements. These elements represent the boundaries of the time range during which the Group Session can become active or remain active. A missing element means “any time”; e.g., <time-range> <start-time>“2006-12-01T09:00:00Z” <start-time/> <time-range/> means that the Group Session is allowed to become active at 2006-12-01 09:00:00 UTC and remain active indefinitely.  Multiple <time-range> child elements under the <schedule> element denote multiple allowed ranges of time, and SHALL be interpreted as logically ORed. 
The <supported-services> element SHALL indicate the supported services of the Group. The data semantics for the child elements to this element SHALL be the same as defined for the child elements to the <service-list> element as defined by [XDM_Core]. A Group document without the <supported-services> element SHALL indicate that the group can not be used by any service.
The <group-media> element SHALL indicate the supported media types of the Group. The data semantics for the child elements to this element SHALL be the same as defined for the child elements to the <media-list> element as defined by [XDM_Core].
The <automatic-group-advertisement> element indicates automatic sending of an Extended Group Advertisement to Group Members. The possible values are:

“false”
instructs the Shared Group XDMS not to send an Extended Group Advertisement to Group Members. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Shared Group XDMS to send an Extended Group Advertisement to Group Members as described in section 7. 

The <qoe> element SHALL indicate the Quality of Experience Profile associated to the Group. The following lists four possible values for the child elements, ordered from the lowest to the highest Quality of Experience Profile: 
<basic> 
represents the lowest Quality of Experience Profile, intended for Group Sessions with no special quality of experience expectation from its members; 

<premium>
represents a Quality of Experience Profile intended for Group Sessions with a quality of experience expectation from its members higher than the basic one; 
<professional>
represents a Quality of Experience intended for Group Sessions involved in special applications for professional use that have special and high quality of experience expectation;
<government>
represents the highest Quality of Experience Profile intended for Group Sessions with Group Members with special rights subject to applicable regulations who require priority access to the service and the highest available quality of experience.
NOTE 1: 
Other values of <qoe> child elements can be described in the future.

NOTE 2: 
How different applications prioritise different Quality of Experience Group Sessions data traffic is out of the scope of this specification (see [PoC_CP] for an example of how OMA PoC performs this functionality).

The <searchable> element SHALL indicate whether the Group Identity can be included in a search result.  The possible values are:

“false”
instructs the Shared Group XDMS that the Group Identity SHALL NOT be included in the search result even if the Group matches to the search criteria. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Shared Group XDMS that the Group Identity MAY be included in the search result when the Group matches to the search criteria.

It is RECOMMENDED that only those Join-in Groups where all Users are allowed to join-in be marked as searchable. The operator’s local policy MAY restrict the usage of the <searchable> element.
Change 2:  Modify section 7.1.4 Service element description and change the heading to Media Element Description.

7.1.4 Media Element Description
An Extended Group Advertisement SHALL be treated as a media with a media element as defined by [XDM_Core]“Common Extensions”. 
NOTE:     The <group-advertisement> media element corresponds to a SIP MESSAGE with a body of the MIME-type “vnd.poc.group-advertisement+xml”.
Change 3:  Modify section 7.2.1 Procedures at Shared Group XDMS
7.2.1 Procedures at Shared Group XDMS
If an Extended Group Advertisement is to be sent, the Shared Group XDMS:

1) SHALL generate, for each enabler identified by an “enabler” attribute of the <supported-services> element’s <service> child element of the Group document, a separate SIP MESSAGE request according to rules and procedures of [RFC3428]; or
2) SHALL if the <supported-services> element includes an <all-services-except> element send Extended Group Advertisements as defined by local policy for enablers not being in the list of <service> child elements by generating a separate SIP MESSAGE request according to rules and procedures of [RFC3428] for each type of enabler;
3) SHALL include, for each generated SIP MESSAGE request, one media feature tag in an Accept-Contact header to indicate the enabler.. For example:
a. the media feature tag value '+g.poc.groupad' if the <supported-service> element of the Group document  indicates support for the PoC service [PoC_CP].

b. the media feature tag value '+g.oma-sip-im' if the <supported-service> element of the Group document indicates support for the IM service[IM_TS]


4) SHALL include Group specific content in the MIME body of vnd.poc.group-advertisement+xml as defined in section 7.2.2 “Structure and Data Constraints”.
5) SHALL set the Request-URI to the User Address of the Group Member being added to the <list> element, or to the Group Identity if the request is being sent to all Group Members;
6) SHALL include the XUI of the Primary Principal of the Group in the Authenticated Originator's Address
NOTE: 
Anonymity cannot be applied when the Shared Group XDMS sends the Extended Group Advertisement automatically on behalf of the User. If anonymity is required then the <automatic-group-advertisement> element in the Group document should not be set to true.
7) SHALL include the User-Agent header to indicate the release version of the XDM Enabler; and,
8) SHALL send the SIP MESSAGE according to the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDMS SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this section.
Change 4:  Modify section 8.1  Procedures at the Shared Group XDMS

8.1 Procedures at the Shared Group XDMS

If the Shared Group XDMS is required by local configuration to support  PoC V1.0 clients, then the Shared Group XDMS SHALL support the PoC Group Application Usage defined in [PoC_XDM-V1_0] “PoC Group” with the clarifications given in this section.

The Shared Group XDMS SHALL maintain, for each PoC Group document, a corresponding Group document whose content at any point in time SHALL be synchronized.

The Shared Group XDMS SHALL maintain, for each Group document, a corresponding PoC Group document whose contents at any point in time SHALL be synchronized with the following exceptions:

a) A Group Application Usage document that contains an element with a “must-understand” attribute SHALL NOT be regarded as a PoC Group Application Usage document;

b) A Group Application Usage document that contains <supported-services> and/or <group-media> element and the combination of <supported-services> and <group-media> elements does not indicate support for the PoC media feature tag g.poc.talkburst and the PoC media as defined by [PoC_CP-V1_0]  SHALL NOT be regarded as a PoC Group Application Usage document;
c) A Group Application Usage document without a <supported-services> element SHALL NOT be regarded as a PoC Group Application Usage document.
NOTE: 
This does not imply that the Shared Group XDMS must actually store the PoC Group documents, but must always be prepared to process requests against PoC Group documents.

The Shared Group XDMS SHALL when it receives an XCAP request for an XML Documents Directory document as defined in [XDM_Core] “XML Documents Directory” include all Group documents for the Group Application Usage and all PoC Group documents for the PoC Group Application Usage. 

When responding to a request for the XCAP Server Capabilities as defined in [XDM_Core] “XCAP Server Capabilities” the Shared Group XDMS SHALL include the XCAP Server capabilities for the Group Application Usage and the XCAP Server capabilities for the PoC Group Application Usage.
Change 5:  Modify section C.2.1  Extended Group Advertisement
C.2.1 Extended Group Advertisement 

<?xml version="1.0" encoding="UTF-8"?>

<group-advertisement

xmlns="urn:oma:xml:poc:group-advertisement"

xmlns:oxe="urn:oma:xml:xdm:extensions">

<note>Ice Hockey Discussion</note>

<group type="dialed-in">

<display-name>Ice Hockey Club</display-name>

<uri>sip:ice-hockey-club1@example.com</uri>

    <oxe:group-media>

     <oxe:audio>


     <oxe:full-duplex/>

     </oxe:audio>

     <oxe:message-session>
        <oxe:full-duplex/>
     </oxe:message-session>
     <oxe:pager-mode-message/>

  </oxe:group-media>
    <oxe:supported-services>

       <oxe:service enabler="im"/>

       <oxe:service enabler="poc"/>

  </oxe:supported-services>
</group>

    </group-advertisement>
.
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