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1 Reason for Change

The XDM 1.1 XDM_Core should according to the analysis in 
OMA-PAG-2007-0447-INP_XDM2_mirros_for_XDM_1_1.
be enhanced with some of the CR:s made to XDM 2.0 XDM_Core TS.
This CR adds the XDM 1.1 applicable parts from the following XDM2.0CRs

OMA-PAG-2006-0254 

– N/A (This change is already included in the 1.0.1 version)
OMA-PAG-2006-0692R02
– Partly (Still using old definitions, updated 3GPP2 links)
OMA-PAG-2007-0051R02
– N/A (mostly terminology and capitalizing, not to update according to 0409R01)
OMA-PAG-2007-0052R01
– N/A (related to errors in XDM 2 functions)
OMA-PAG-2007-0067 (may overlap Samsung's 0127R04) – Yes  (No mirror for 127R04)
OMA-PAG-2007-0066R01 (may overlap Samsung's 0127R04) – N/A (This change is already included in the 1.0.1 version)
OMA-PAG-2007-0068R01 (may overlap Samsung's 0127R04) – No (No mirror for 127R04. XDM2 only) 
OMA-PAG-2007-0107

– N/A (Totally revised section)
OMA-PAG-2007-0124

– Yes
OMA-PAG-2007-0125

– Yes
OMA-PAG-2007-0238R01
– N/A (Editorial, XDM2 agreed writing style for NOTEs)
OMA-PAG-2007-0255

– N/A (Correction of informative example: incorrect quotes)
OMA-PAG-2007-0261R01
– Yes
* In OMA-PAG-2007-0399R01-INP_XDM_1_1_baseline it is proposed that the current XDM 1.0.1 version of the shall be used as a base line for the XDM 1.1 TS XDM_Core.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal. 

6 Detailed Change Proposal

Change 1:  Chapter 2.1
	[3GPP TS 24.229]
	3GPP TS 24.229 “IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)"; Stage 3 (Release 6)” 

URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/

	[3GPP2 X.S0013-004-A]
	3GPP2 X.S0013-004-A “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP, Stage 3”, Revision A, Version 1.0, 3GPP2, 2005 URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[3GPP2 X.S0013-002-A]
	3GPP2 X.S0013-002-A “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005 

URL: http://www.3gpp2.org/Public_html/specs/index.cfm  

	[3GPP TS 33.141]
	3GPP TS 33.141 “Presence service; Security"; (Release 6)”. URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.141/

	[3GPP2 X.P0027-002-0]
	3GPP2 X.P0027-002-0 “Presence Security”, Revision 0, Version 1.0, 3GPP2, 2005

URL: http://www.3gpp2.org/Public_html/specs/index.cfm
Note: Work in progress, estimated availability January 2006


Change 2:  Chapter 6.3.2

6.3.2    XDM Client identity assertion

When the 3GPP GAA is not present the Aggregation Proxy SHALL perform the following:

1. Insert the X-XCAP-Asserted-Identity extension header to the HTTP requests after a successful HTTP Digest Authentication ; 

2. Populate the X-XCAP-Asserted-Identity with the public SIP or TEL URI in quotation marks (“”) provided by the “username” field in the HTTP Digest Authorization header. 

3. Ensure that only one instance of the X-XCAP-Asserted-Identity header exists in the HTTP Requests before forwarding it. In cases where there are multiple instances, the Aggregation Proxy SHALL remove all previous instances of this header and insert its own provided that the XDM Client authentication with the Aggregation Proxy was successful

When realized in 3GPP IMS and the GAA is present, the procedures described [3GPP TS 24.109] SHALL be followed with the following clarifications. The Aggregation Proxy SHALL check whether an XDMC identity has been inserted in the X-3GPP-Intended-Identity header of the HTTP request
1. If included  the Aggregation Proxy SHALL check the value in the header is equal to the authenticated identity.

2. If the X-3GPP-Intended-Identity is not included, the Aggregation Proxy SHALL insert authenticated identity in the X-3GPP-Asserted-Identity header of the HTTP request.
Change 3:  Chapter 6.7.2 (end of)

For an XCAP GET request targeted at the “directory” document belonging to a user, for example, URI http://[XCAP Root URI]/ org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml, all XDMSes SHOULD return to the Aggregation Proxy a list of all XML documents associated with all supported AUIDs for the user identified by sip:joe@example.com.
The Aggregation Proxy SHALL aggregate responses from all XDMSs before sending the composite “directory.xml” document back to the XDM Client.  The content type of the returned “directory.xml” document SHALL be “application/vnd.oma.xcap-directory+xml” as defined in section 6.7.2.2
When the Aggregation Proxy receives an HTTP “200 OK” response with  XML content it SHALL include a <folder> element in the composite “directory.xml” document with the content..  
When the Aggregation Proxy receives an HTTP “200 OK” response with no XML content or no <folder> elements, it SHALL not include a <folder> element in the composite “directory.xml” document.
When an XDMS response is received with an error message, the Aggregation Proxy SHALL insert a <folder> element for the corresponding AUID and an  <error-code> element with the error message included.  
For a XCAP GET request targeted at a specific AUID as specified by the node selector, for a user, for example URI http://[XCAP Root URI]/org.openmobilealliance.xcap-directory/users/sip:joe@example.com/directory.xml/~~/xcap-directory/folder[@auid=”org.openmobilealliance.poc-groups”], the XDMS serving the AUID should return to the Aggregation Proxy a <folder> element containing a list of all XML documents associated with the AUID for the user. The list in this example would be a list of all documents for PoC Group belonging to sip:joe@example.com. The content type SHALL be “application/xcap-el+xml”.
The Aggregation Proxy SHALL forward the response from the serving XDMS and send it back to the XDM Client.

Note: The character escaping SHALL be applied in HTTP URI representation according to [XCAP] Section 6.3.

Change 4:  Chapter 6.7.2.1 and 6.7.2.2
6.7.2.1   Application Unique ID

The AUID SHALL be “org.openmobilealliance.xcap-directory”.

6.7.2.2     MIME Type

The MIME type for this document SHALL be “application/vnd.oma.xcap-directory+xml”

7 Chapter 4  Chapter 6.7.2.9
6.7.2.9   Authorization Policies

The XDMS SHALL be the only Principal allowed to create and modify the “directory.xml” document.. Thus, the Primary Principal SHALLonly be allowed to retrieve this document.

The authorization policies for retrieving a “directory.xml” document SHALL conform to those described in section 6.4.3 “Authorization”..
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