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1 Reason for Change

This is a review of the XDM V2_1 draft requirements document (RD).  Some of the comments are editorial in nature, others are questions or clarifications.  Given this enabler is not yet at the RDRR phase, the comments and edits have been presented in CR format.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review the comments contained herein, and make appropriate changes to the RD as required to either fix editorial issues, or make the RD clearer and more concise to those implementing the enabler specification.
6 Detailed Change Proposal

Change 1:  Small edit and clarification of definition for abbreviation.
3.3. Abbreviations

	CS
	Circuit Switched

	GUI
	Graphical User Interface

	IM
	Instant Messaging

	LI
	Lawful Interception

	MSISDN
	Mobile Station ISDN number (as defined by the E.164 numbering plan).

	MSISDN
	Mobile Station International ISDN Number


	OMA
	Open Mobile Alliance

	P2P
	Peer to Peer

	PoC
	Push to Talk over Cellular

	PSL
	Presence Subscription List

	RD
	Requirements Document

	RFC
	Request For Comments

	SIP
	Session Initiation Protocol.

	SMS
	Short Messaging Service

	UE
	User Equipment

	UI
	User Interface

	URI
	Uniform Resource Identifier.

	VoIP
	Voice Over IP

	XDM
	XML Document Management

	XML
	Extensible Markup Language.


Change 2:  Editorial changes to Use Case – Access Control Policy
5.1.7.7 Normal Flow

1) Acme Communication Corporation creates using their fixed corporate computer resources an Access Control Policy containing a list of the identities of Acme end-users Atul, Andrew, Paul, Sunny, Gary, Nick and Adrian. This Access Control Policy is assigned as an accept list and allocated to all the Acme end-users.

2) Different attributes are assigned to the accept lists of each of the end-users – Atul, Andrew, Paul, Sunny, Nick, and Adrian are all allocated attributes that indicate that this Access Control Policy applies to both the push-to-talk service and instant messaging service, While the Access Control Policy of Gary indicates that this only applies to the instant messaging service since Gary does not use the push-to-talk service. 

3) Acme corporation creates an associated authorisation policy for the accept list that only allows their network administrators to delete, or modify these entries on the accept list but allows the end-user to whom the list applies to add additional entries to the accept list and to modify and remove those additional entries added by the end-user as well as allowing that end-user to create, add modify, remove and delete their reject list.

4) Adrian adds his friend Izumi's telephone number to his accept list using his mobile terminal. Izumi adds Adrian to her accept list using her personal computerfrom home. Andrew adds his friend Nadja's SIP URI to his accept list using his personal computer from the office. Nadja requests her Service Provider to add Andrew's SIP URI to her accept list.

5) "Mr Hacker" attempts to hack into the Access control lists of Paul and Nick using his mobile terminal and his personal computer but is prevented by strong security mechanisms that authenticate and prevent the spoofing by "Mr Hacker" of Paul and Nick's identities. "Mr Hacker" also manages to hack into an intermediate router and get packets routed to himself but is unable to gain any information about the end-users because the Access Control Policy information is securely encrypted.

6) "Mr Spammer" discovers Gary's identity from a business card and sends him an instant message from his mobile terminal anonymously with details of his lottery winner scam. Gary decides he does not want to receive any more SPAM from "Mr Spammer" so he uses the capability of his mobile terminal to add the anonymous end-user that sent him the SPAM to his reject list. The network entities are able to resolve the anonymous address of "Mr Spammer" and add "Mr Spammer" to Gary's Reject list. Further spam instant messages from "Mr Spammer" to Gary are rejected based on "Mr Spammer" being on his reject list.

7) Izumi receives an abusive instant message from "Mr Abusive". Izumi adds "Mr Abusive" to her reject list. Further instant messages from "Mr Abusive" to Izumi are rejected based on "Mr Abusive" being on her reject list.

8) Sunny accepts a push-to-talk request from "Mr Angry" who gets upset on the call and starts shouting. Sunny terminates the push-to-talk request but "Mr Angry" calls again. Since Sunny is set up so that calls from end-users not on the accept list are manually answered he does not have to accept the call. Sunny then adds "Mr Angry" to his reject list. Further push-to-talk calls from "Mr Angry" to Sunny are rejected based on "Mr Angry" being on his reject list.

Change 3:  Clarification to Use Case – Document History Management
5.1.1 Use Case – Document History Management

5.1.1.1. Short Description
In this scenario, the general manager of an enterprise creates a group list to communicate with the stakeholders (e.g. development manager, team members, customers, etc.) of a project at various stages of the project. As the Group creator, he is allowed to authorise other members to perform certain management functions on the Group document. This use case shows the requirements for creation and management of document history information that allows the Group creator to track the operations carried out on the document by him and authorized members during his absence. 

5.1.1.2. Actors
Service Provider

John (the general manager), Jeff (the development manager), Alan (quality manager), and Alice (customer) all having devices and added to the group list at various stages.

5.1.1.3. Actor Specific Issues
The Group creator (John) wants to perform some document management functions and refer to that at a later stage.

John wants to authorize another member of the Group to perform certain management functions on the Group document during his absence

John wants to track the changes made to the XML document during his absence at a later time
.
John wants to search for the operations carried out on the document by him and the authorized Principal during his absence, at a later stage
5.1.1.4. Actor Specific Benefits
John can track the operations carried out on the document on his group list at a later stage.
5.1.1.5. Pre-conditions
John, Jeff, Alan, and Alice have subscriptions to the service.

John has added Jeff and Alice to the Group.

John and other Group members can use IM service as part of the service subscription owned by them.

As part of the subscription with the Service Provider, the Group creator (John) is allowed to grant permissions to other Group members to perform some document management functions.
5.1.1.6. Post-conditions
The Group creator is able to search and retrieve the document management operations performed by himself and the Principal whom he authorized to perform these operations.
5.1.1.7. Normal Flow
1) John enables the document management history storage option using his document management-capable device
.
2) John creates a Group with his development team members and customer so that he can communicate with them for day to day activities and status updates.

3) During a vacation, John authorizes Jeff to perform operations on the Group and coordinate communication.

4) Alice needs to clarify quality audit related aspects from the development team and informs Jeff.

5) Jeff initiates an IM Group conversation.

6) Alice discusses with Jeff and other team members regarding the quality aspects.

7) Jeff wants to get the expert opinion from the quality assurance department of his organization

8) Jeff adds Alan into the Group and invites him to join the conversation

9) Server updates the history information for the document management operation performed by Jeff.

10) Alan joins the conversation and discusses quality related aspects with the Group and clarifies the doubts.

11) John returns back from vacation and searches the history information for documents updates and retrieves the history information.

12) John finds that Alan is still part of the Group and he removes him since he is not required in day to day communication.

13) Server updates the document history information for the operations performed by John.
5.1.1.8. Alternative Flow
None.
5.1.1.9. Operational and Quality of Experience Requirements
End-user is able to activate the history management feature.

Server is able to store the history information for all the document management operations performed by various Principals.

End-user with appropriate rights is able to search and/or retrieve the group management history information stored on the server
.
Change 4:  Clarification to Use Case – Sending Group Information to Members of the Group
5.1.11 Use Case – Sending Group Information to Members of the Group
5.1.1.1 Short Description
John is the leader for a soccer team. There are several members in that team. John creates a Group called “Our Soccer Team” to communicate with his team
. 

5.1.1.2 Actors
John:  Owner of the Group

Members of the Group: There are several members in the Group.

The group service:  A service for storage and modification of end-user’s Groups.

The communication service:  A service (such as, PoC or messaging) that the end-users in the Group use to communicate.

5.1.1.3 Actor Specific Issues
John wants to set up a Group to enable communication.  The Group has media properties (e.g., “poc”, “im” or “video”) that sets the rules for the communication

5.1.1.4 Actor Specific Benefits
John is able to set up a Group for some specific purpose and he may not need to send group advertisement messages manually after creation of the Group.

5.1.1.5 Pre-conditions
All members of the Group have subscription and devices enabled for the communication service.

5.1.1.6 Post-conditions
A group communication service has been setup between members of the group.

5.1.1.7 Normal Flow
1) John creates a Group and sets the supported media of the Group to “poc” and “im”. John also set automatic Group advertisement feature on.

2) After John has created Group, The group service sends group advertisement message automatically to all members of the group.

3) All members of the Group receives group advertisement message and they can save received Group “Our Soccer Team” to their UEs

4) The Group communication session can be established among members of the Group.

5.1.1.8 Alternative Flows
If some members of the advertised Group are not online in time when group service sends group advertisement message and thus they don’t get this message, group service will notice this and it will resend group advertisement message later to those members (e.g. when they are online again). 

5.1.1.9 Operational and Quality of Experience Requirements
· Owner of the Group may not need to send group advertisement messages manually when the Group is created.
Change 5:  Clarification to Use Case – Forwarding XML Documents
5.1.12.9 Operational and Quality of Experience Requirements
Principals with appropriate rights should be able to forward XML documents to other Principals

Principals forwarding the XML documents should be able to forward documents to multiple Principals 

Principals forwarding the XML documents should be able to filter some properties of the XML documents before forwarding them

Recipient Principals should be able to accept or reject the forwarded XML documents

Recipient Principals should be the owners of the documents added to their users trees by the forward operation

Change 6:  Ref. Use Case in PoC RD V1_0 Incorrect – Private Chat Group Support One to Many
5.2.1.3 Use Case - Private Chat Group Support One to Many

“Private Chat Group Support – One-to-Many” (PoC Use Case I) see [PoC_RD-V1_0] section 5.9.













�Shoud abbrev be ‘MSIISDN’?


�Could we not make this use-case more direct?  Why wouldn’t we want to present this as more of a direct admin/Service Provider function (i.e. John or SP wants to add auditing to track auditing changes).


�John (or the Service Provider) enable document audit capabilities.


�We may even want document auditing ON all the time, with the capability for the Service Provider to hand-down various audit info capabilities to a group administrator (view, rollback).


�Should the description not clearly state the functionality?  This use-case isn’t entirely clear.  Seems like it is an auto-notification for group creation (or possibly change) feature.


�What is ownership?  This seems to imply a permission, however concept may be at odds wityh use case 5.1.6 Assigning Permissions as detailed in OMA-RD-XDM-V1_1.  Can we clarify the difference between ownership and permissions in the context of XDM (or are they different)?
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