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1 Reason for Change

The new version 6 of draft-ietf-simple-xcap-diff is available.

Changes since 05:

-moved element & attribute subscriptions from 

<http://www.ietf.org/internet-drafts/draft-urpalainen-sip-xcap-diff-event-02.txt> 

to this format i-d

-removed optional hash as per Jeroen's proposal

-<document> element has an additional table describing resource 

changes/parameter usage

-schema changes:

    -<element> & <attribute> elements in addition to <document> within 

<xcap-diff>, all share a similar "sel" attribute

    -<add>, <remove> and <replace> can contain additional attribute 

content (Anders)

-example updated

-added Acknowledgements section

- new version 03 of draft-ietf-simple-xml-patch-ops referenced

The new version 2 of draft-urpalainen-sip-xcap-diff-event is available.

Element & attribute subscriptions were moved to i-d: <http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-06.txt>. Resource selections are done by a flat URI list with the XCAP resource list format instead of the "path" header parameter, and some text nits have been done.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal
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Change 2:  Client procedures

6.1.2.1.1 XDMC residing in an Application Server

When the XDMC resides in an Application Server:

1. SHALL set the Request-URI to the public SIP URI or TEL URI identifying the Primary Principal, or to the SIP URI or TEL URI identifying the service instance (e.g. Group Identity, or Presence List URI);
2. SHALL add the “auid” uri-parameter as defined in Appendix F to the Request-URI. The value of “auid” uri-parameter SHALL identify the Application Usage XDMC is subscribing document(s) from;
3. SHALL include the Document Selector of the document to be watched in the ”uri” attribute of the <entry> element in the body of SUBSCRIBE request [IETF-XCAP_Diff_Event] in case a specific document is to be watched;
4. SHALL include the part of the Document Selector that identifies the folder (in form of “/AUID/users/XUI/”) to be watched in the ”uri” attribute of the <entry> element in the body of SUBSCRIBE request [IETF-XCAP_Diff_Event] in case of all documents under the AUID owned by the User identified by the XUI are to be watched;

5. SHALL include all Document Selectors of the folders or the documents from a single AUID and owned by a single Primary Principal only in case that more documents or folders are subscribed in a single subscription;

6. SHALL in case the service instance SIP URI or TEL URI is set as Request-URI of the SIP SUBSCRIBE request, then set the ”uri” attribute of the <entry> element in the body of SUBSCRIBE request [IETF-XCAP_Diff_Event] to specify the relevant document or the relevant element inside the document stored in the “global” tree for this service instance SIP URI or TEL URI;
NOTE:
For example, if the Request-URI SIP URI identifying the service instance is “sip:my_friends@example.com” stored in Shared Group XDMS, the body of SUBSCRIBE request has to be set to:


<?xml version="1.0" encoding="UTF-8"?>


<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">


  <list>


    <entry uri="org.openmobilealliance.groups/global/index/~~/group/list-service[@uri=sip:my_friends@example.com]"/>

  </list>


</resource-lists>
7. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header SHALL include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff];

8. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD an AS acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in chapter 5.7.3 [3GPP-TS_24.229] /[3GPP2-X.S0013-004] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, and the XDMC resides in an Application Server (e.g. PoC Server) the mechanisms of the “Application Server acting as originating User Agent” SHALL be applied as defined in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] section 5.7.3 and setting its public SIP URI or the Public SIP URI of the user on which the Application Server is acting on behalf on in the “P-Asserted-Identity” header.

6.1.2.1.2 XDMC residing in an UE

When the XDMC resides in the UE:

1. SHALL set the Request-URI to the public SIP URI or TEL URI identifying the Primary Principal that it is subscribing to;
2. SHALL add the “auid” uri-parameter as defined in Appendix F to the Request-URI. The value of “auid” uri-parameter SHALL identify the Application Usage XDMC is subscribing document(s) from;
3. SHALL in case a specific document is to be watched, then set the ”uri” attribute of the <entry> element in the body of SUBSCRIBE request [IETF-XCAP_Diff_Event] to the Document Selector of the relevant document; 
NOTE: 
The mechanism used by the XDMC to retrieve the SIP URI of the Primary Principal and the Document Selector of the document to be watched is out of scope of the present specification.

4. SHALL include the part of the Document Selector that identifies the folder (in form of “/AUID/users/XUI/”) to be watched in the ”uri” attribute of the <entry> element in the body of SUBSCRIBE request [IETF-XCAP_Diff_Event] in case of all documents under the AUID owned by the User identified by the XUI are to be watched;

5. SHALL include all Document Selectors of the folders or the documents from a single AUID and owned by a single Primary Principal only in case that more documents or folders are subscribed in a single subscription;

6. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header SHALL include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff];

7. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, a UE acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in chapter 5.1 in [3GPP-TS_24.229]  / [3GPP2-X.S0013-004].

6.1.2.2 SIP NOTIFY processing

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request the XDMC

1. SHALL handle the request according to [RFC3265], [IETF-XCAP_Diff_Event], and the procedures of the SIP/IP Core;

2. SHOULD update the stored XML document based on the information in the SIP NOTIFY request.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this sub-clause.
Change 3:  Server Procedures

5.2.1.1 Initial subscription

Upon receiving a SIP SUBSCRIBE request for the “xcap-diff” event defined in [IETF-XCAP_Diff_Event] the XDMS:

1. SHALL perform necessary checks on the XCAP resources listed in the body of the SUBSCRIBE request. In case that any resource is not recognized as resource from appropriate Application Usage, the XDMS SHALL return the SIP “404 Not found” error response;

2. SHALL perform the necessary authorization checks on the originator. When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD the XDMS SHALL use the "P-Asserted-Identity" as defined in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] to ensure that this particular XDMC is authorized to track the document changes. If the authorization check fails, the XDMS SHALL return the SIP "403 Forbidden" error response;

a. For documents in the Users tree, by default the Primary Principal of the document SHALL be authorized to subscribe to the “xcap-diff” event package;

b. For documents in the Global Tree, other principals (e.g. XDMCs residing in the UE and Application Servers) MAY be authorised to subscribe based on local policy or other enabler-specific policy;

c. Additional authorization policy MAY be defined for an Application Usage in the respective application-specific XDM Technical Specifications.

3. SHALL create a subscription to changes of XML data identified by Event header parameters as described in [IETF-XCAP_Diff_Event];

4. SHALL send a SIP “200 OK” in accordance with [RFC3265], [IETF-XCAP_Diff_Event], and the procedures of the SIP/IP Core;

5. SHALL generate and send an initial SIP NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a SIP NOTIFY request”.

When a change in the subscribed document occurs, the XDMS SHOULD generate and send a SIP NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a SIP NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMS SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this sub-clause.

5.2.1.2 Generating a SIP NOTIFY request

If the “xcap-diff” event is supported the XDMS SHALL generate a SIP NOTIFY request as described in the [RFC3265] and [IETF-XCAP_Diff_Event] with the clarifications given in this sub-clause.

The XDMS

1. SHALL include an “application/xcap-diff+xml” body as defined in [IETF-XCAP_Diff];

2. SHALL send the SIP NOTIFY request towards the SIP/IP Core according to the procedures of the SIP/IP Core;

3. When the subscription is placed to all the documents under an AUID then the notification SHALL indicate all the document(s) that have changed

The responses to the SIP NOTIFY request SHALL be handled in accordance with [RFC3265], [IETF-XCAP_Diff_Event], and the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMS SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this sub-clause.
Change 4:  Example

C.5 Sample Subscribing to Changes in XML Documents
This is an informative section to give an illustrative example on how the subscription and notification procedures happen when XDMC residing in a UE requests to subscribe to changes in the Group document. Note the procedure is identical no matter an XDMC is subscribing to an XML belonging to himself or others.

Figure C.5 is an example that demonstrates how an XDMC residing in a UE subscribes to changes in a Group document. 
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Figure C.5 - XDM Client subscribes to changes in XML documents.

1) XDMC (XUI=joe.bloggs@example.com) subscribes to his Group document named as 'joebloggs_friends', with the contact SIP URI ‘sip:joe.bloggs@example.com’, because he uses multiple devices and wants to keep them updated.  

SUBSCRIBE sip:joe.bloggs@example.com;auid=org.openmobilealliance.groups SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

From: <sip:joe.bloggs@example.com>;tag=31415
To: <sip:joe.bloggs@example.com>

Event: xcap-diff
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 85 SUBSCRIBE

P-Preferred-Identity: "Joe Bloggs" <sip:joe.bloggs@example.com>

Privacy: none

Expires: 600000

Accept: application/xcap-diff+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>
Content-Type: application/resource-lists+xml
Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<resource-list xmlns="urn:ietf:params:xml:ns:resource-lists">

  <list>

    <entry uri="org.openmobilealliance.groups/users/sip:joe.bloggs@example.com/joebloggs_friends"/>

  </list>

</resource-list>
2) The SIP/IP Core network forwards the SIP SUBSCRIBE request to the Shared Group XDMS. When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD, the subscriber's preferred public SIP URI shall be inserted in P-Asserted-Identity header.

SUBSCRIBE sip:joe.bloggs@example.com;auid=org.openmobilealliance.groups SIP/2.0
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1,
SIP/2.0/UDP pcscf1.visited1.net:7531 branch=z9hG4bK240f34.1,
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr> <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

Route: <sip:sharedgroupxdms1.home1.netlr>

From: <sip:joe.bloggs@example.com>;tag=31415
To: <sip:joe.bloggs@example.com>

Event: xcap-diff
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 85 SUBSCRIBE

P-Asserted-Identity: "Joe Bloggs" <sip:joe.bloggs@example.com>
Privacy: none

Expires: 600000

Accept: application/xcap-diff+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>
Content-Type: application/resource-lists+xml
Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>
<resource-list xmlns="urn:ietf:params:xml:ns:resource-lists">

  <list>

    <entry uri="org.openmobilealliance.groups/users/sip:joe.bloggs@example.com/joebloggs_friends"/>

  </list>
</resource-list>
3) Upon receiving a SIP SUBSCRIBE request for the “xcap-diff” event package, the Shared Group XDMS shall perform the necessary authorization checks on the originator's identity. If the authorization is successes, it shall create a subscription dialog to "xcap-diff" event package to provide the changes of the data identified by the body of SUBSCRIBE request, and return 200 OK to the subscriber.

4) The SIP/IP Core network forwards the 200 OK response to the originator of the SIP SUBSCRIBE request, i.e. sip:joe.bloggs@example.com.

5) The Shared Group XDMS generates and sends an initial SIP NOTIFY containing initial references to XDM documents.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP sharedgroupxdms1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:joe.bloggs@example.com>;tag=31415

To: <sip:joe.bloggs@example.com>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 102 NOTIFY

Subscription-State: active;expires=600000

Event: xcap-diff

Content-Type: application/xcap-diff+xml

Contact: <sip:sharedgroupxdms1.home1.net>

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xcap-root="http://xcap.example.com/"

    <document new-etag="7ahggs"

     sel="org.openmobilealliance.groups/users/sip:joe.bloggs@example.com/joebloggs_friends"/>

</xcap-diff>

6) The SIP/IP Core network forwards the SIP NOTIFY request to the appropriate XDMC. If the XDMC does not yet have local copies of XDM documents it may retrieve them.

7) The XDMC responds with a 200 OK.

8) The SIP/IP Core network forwards the 200 OK to the Shared Group XDMS.

9) After some updates in the XDM document, the Shared Group XDMS sends the diff part in SIP NOTIFY to the XDMC, in this example, a new “new-friend@example.com” entry was added to the list.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP sharedgroupxdms1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:joe.bloggs@example.com>;tag=31415

To: <sip:joe.bloggs@example.com>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 112 NOTIFY

Subscription-State: active;expires=600000

Event: xcap-diff

Content-Type: application/xcap-diff+xml

Contact: <sip:sharedgroupxdms1.home1.net>

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff" xmlns:l="urn:oma:xml:poc:list-service" xcap-root="http://xcap.example.com/">

    <document previous-etag="7ahggs" sel="org.openmobilealliance.groups/users/sip:joe.bloggs@example.com/joebloggs_friends"

     new-etag="ffds66a">




<change-log>

        <add sel="l:group/l:list-service/l:list">





<l:entry l:uri="sip:new-friend@example.com">




  </add>




</change-log>    
 </document>

   </xcap-diff>

10) The SIP/IP Core network forwards the SIP NOTIFY request to the appropriate XDMC.

11) The XDMC responds with a “200 OK” and updates the old content identified with older eTag, if any exists, according to [IETF-XCAP_Diff].

12) The SIP/IP Core network forwards the 200 OK to the Shared Group XDMS.
Change 5:  New Appendix F

Appendix F. OMA Specific uri-parameters
(Normative)

This section defines the syntax of OMA specific uri-parameters.
AUID uri-parameter
AUID uri-parameter is used to indicate the appropriate XDMS when the client subscribe for changes in XML documents.
The AUID uri-parameter takes form of:

auid ”=” token
where token represents the AUID of the appropriate Application Usage.
Example 1:

In this example documents stored on Shared Group XDMS are subscribed.


sip:joe.bloggs@example.com;auid=org.openmobilealliance.groups
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