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1 Reason for Change

Presence 2.0 RD includes the following requirements:
	FEAT-PUB-005
	The Presence Service SHALL support the retrieval of presence information from presence sources (network entities, users agents, etc.) either ad-hoc or on a periodic basis
	

	FEAT-SUB-029
	Watchers MAY be able to request the Presence Server to pull presence information from Presence Source.
	


This contribution proposes an alternative solution to OMA-PAG-2007-0028. 
It is proposed to extend the watcher information package with additional information about the watcher’s presence subscription properties. This will enable the Presence Source to publish information only when there is a demand for publication. 

Presence Sources responsible for publication of high volume of information (e.g. PNA publishing location 

information for multiplicity of presentities) are suggested to make use of this extension and always perform a subscription for winfo. 
If the PS receives a SUBSCRIBE request from a watcher, the PS will send a winfo notification to the Presence Source about the newly subscribed watcher also including the extended watcher information. 

Special care needs to be taken for one-time fetch operations:

· Since the PS may delay the notification back to the watcher because of lacking input Presence Information, it has to start running a timer in which it expects the Presence Source to publish presence information. If the Presence Source does not perform publication within the expected timeframe (this is considered an error case), the PS will notify the watcher an empty presence document, or the currently available presence document (e.g. default, hard-state information) if that is available.
· There is also a need for a slight modification in the watcher information state machine defined in RFC 3857. The RFC recommends that winfo notifications are not sent for transient state changes, e.g. for a presence fetch operation when the state machine changes from “init” to “active” to “terminated” state. This behaviour has to be modified so that notifications are always generated when the state machine moves from “init” to “active” state. This way the Presence Source can learn about an active fetcher via the winfo notification and publish Presence Information accordingly.

If the Presence Source is not subscribed to watcher information changes when the first watcher arrives, the PS will send a SIP REFER request towards the Presence Source to trigger the Presence Source to subscribe. The SIP REFER method is specified in RFC 3515. An implicit subscription is not necessary as described in RFC 3515, therefore the procedures in RFC 4488 are also utilized to eliminate the unnecessary implicit subscription.

Extensions for winfo notifications include specific attributes specified by the Watcher in its subscription request or attributes the PS utilizes when sending notifications to the Watcher. These specific attributes include event notification filtering defined in RFC 4660 and RFC 4661, watcher requested throttling defined in draft-niemi-sipping-event-throttle-05, or PS configured throttling. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  Change Section 2.1
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Change 2:  Modify section 5.1.3 <assumes this change from 367R02 is already agreed>
5.1.3 Optimizing publication of Presence Information
The Presence Source MAY support optimizing publication of Presence Information as described in this section. If it is supported, the Presence Source SHALL be co-located with a watcher information subscriber. The Presence Source SHALL publish presence information only upon receiving an indication in the watcher information notification that there is at least one watcher for the presentity who is subscribed for particular information this Presence Source is responsible for publishing. 
The watcher information notification can further include other watcher specific attributes that refine the publication content or the publication frequency of the Presence Source. Section 5.4.4.2 defines the full list of these attributes as extensions to the watcher information event package.

If the Presence Source resides in a UE, the co-located watcher information subscriber SHALL maintain a permanent subscription for the watcher information. 

If the Presence Source resides in a network element, the co-located watcher information subscriber SHALL subscribe for the watcher information of all the presentities it is responsible for. The subscription MAY be triggered by an incoming REFER request as described in section 5.3.1.3. The co-located watcher information subscriber SHALL maintain the subscription for the watcher information as long as there is at least one active watcher for the presentity.
Editor’s Note: the subscription of the Presence Source residing in a network element has to be further optimized using the request-contained resource list and event notification filtering extensions.
Change 3:  Insert new Section 5.3.1.3
5.3.1.3 Triggering subscription to Watcher Information

The watcher information subscriber MAY support triggering subscription to watcher information. If supported, the watcher information subscriber SHALL support the REFER method according to [RFC3515] together with the “Suppression of REFER method implicit subscription” extension defined in [RFC4488].

Before accepting a REFER request, the watcher information subscriber SHALL perform authorization of the REFER request, per local policy. The default local policy SHOULD be to allow to trigger subscription to watcher information only by the Presence Server associated with the presentity’s domain on behalf of the presentity. This is equivalent of a REFER request where both the originator identity of the request and the Refer-To header field have the value of the Presentity URI.
In case of successful authorization, the watcher information subscriber SHALL check the “method” parameter of the Refer-To header field. For any other values than “method=SUBSCRIBE?Event=presence.winfo”, the watcher information subscriber SHALL reject the REFER request with a 403 Forbidden response. 
If the “method” parameter of the Refer-To header field has the value “SUBSCRIBE?Event=presence.winfo”, the Presence Source SHALL:

· accept the REFER request and send a 200 OK response; and

· if the REFER request included a Refer-Sub header field set to “false”, include a Refer-Sub header field set to “false” in the 200 OK response according to the procedures described in [RFC 4488]; and
· subscribe to the watcher information event package according to the procedures described in section 5.3.1.
Change 4:  Modify section 5.4.4

5.4.4 Watcher information event package

Before accepting a SUBSCRIBE request for the watcher information event package, the PS SHALL perform authorization of the subscription attempt of the watcher information subscriber, per local policy. The default policy SHALL be to authorize the subscription if the watcher information subscriber equals to the presentity URI or a configured URI of a Presence Source residing in a network element, and to reject the subscription for all other users. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBSCRIBE request in accordance with [RFC3265], [RFC3857], [RFC3858].
Change 5:  Insert new Section 5.4.4.3
5.4.4.3 Triggering subscription to Watcher Information

The PS MAY be configured with a (list of) URI(s) of Presence Sources which implement the optimized publication of presence information according to section 5.1.3.2. If configured and the watcher information state changes from having no active watchers to having one or more active watchers, the PS SHALL issue a REFER request towards those URIs which do not maintain an active watcher information subscription for the presentity.
The REFER request SHALL be formulated according to the procedures in [RFC3515] and [RFC4488]. For every REFER request the PS SHALL:

· set the Request-URI to the configured URI; and
NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.
· set the Refer-To header field to the Presentity URI; and 
· set the “method” parameter of the Refer-To header field to the value “SUBSCRIBE?Event=presence.winfo”; and
· include a Refer-Sub header field set to “false” according to the procedures described in [RFC4488]; and
· set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the presentity.

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert the Presentity URI to the P-Asserted-Identity header field used in the SIP REFER request.


















NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 6 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

