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1 Reason for Change

A network operador may apply early ims even when the XDMC does not use the “X-3GPP-Intended-Identity” mandated by 3GPP TR 33.978 section 6.3. The way to do it is reusing the XUI in the Request-URI and check this IP with the HSS. This mechanism will only work for XDM1.1 and not for XDM2.0 cause in XDM1.1 a user can only access its own directory documents while in XDM2.0 a user can access others users’ documents.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

6.4.1   Authentication

The XDM-3 reference point between the XDMC and the Aggregation Proxy (see [XDMAD]) SHALL provide mutual authentication.

When realized with 3GPP IMS or 3GPP2 MMD networks, the XDM-3 corresponds to the Ut reference point. In this case the Aggregation Proxy SHALL act as an Authentication Proxy defined in [3GPP TS 33.222] and the authentication between the XDM Client and the Aggregation Proxy SHALL be performed according to [3GPP TS 33.141] / [3GPP2 X.S0027-002-0].

If the Generic Authentication Architecture (GAA) as defined in [3GPP TS 33.222] is not used the XDM Client and the Aggregation Proxy SHALL support the HTTP Digest mechanism for client authentication and MAY support early IMS authentication according to [3GPP TR 33.978] section 6.3.
NOTE: When the XDM Client does not support early IMS the Aggregation Proxy can still support early IMS authentication by extracting the intended identity from the XUI of the Request-URI header.
The HTTP Digest authentication by this specification SHALL conform to [RFC2617] with the following clarifications:

1. The HTTP “401 Unauthorized” error response SHALL be used;

2. the “rspauth” parameter MAY be used to provide mutual authentication;

3. the “username” parameter SHALL have the value of the XUI (i.e. the SIP or TEL URI) identifying the user (the public user identity);

NOTE: 
The “username” can be a part of the Device Provisioning parameters (see Appendix C). When using such provisioned “username” the XDM client must use it exactly as provisioned.

The XDM Client and the Aggregation Proxy SHALL support HTTP over Transport Layer Security (TLS) as specified in [RFC2818] for server authentication over the XDM-3 reference point.

The authenticated identity provided by the Aggregation Proxy SHALL be shared on the following reference points (see [XDMAD]):

1. The XDM-4 reference point between the Aggregation Proxy and the Shared XDMS;

2. the Enabler Specific reference point between the Aggregation Proxy and the Enabler Specific XDMS;
When realized with 3GPP IMS or 3GPP2 MMD networks, the above listed reference points SHALL use the security mechanisms as defined in the corresponding 3GPP/3GPP2 specifications.
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