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1 Reason for Change

RFC 4825 defines

· “Document URI” as “The HTTP URI containing the XCAP root and document selector, resulting in the selection of a specific document. As a result, performing a GET against the document URI would retrieve   the document.”

Current OMA XDM Core specs uses Document URI for the uri attribute of the <entry> element, but there is another attribute for AUID in its parente element (the folder element).
So in order to be consistent, the folder  element shall contain the auid in its attribute and the entry element shall contain the Document URI without the “xcaprooot/auid/users/xui” part in its attribute. With this information, the client can construct the whole document URI avoiding posible inconsistencies like having a Document URI with a different AUID, XUI or XCAP root value than expected.
R01: Aggregation Proxy will consolidate the responses from the different XDMSs adding the xcap-root to the specific URIs.
R02: xcap-root uri can be included in the XDMSs and the AP will check its existente
R03: usage of “Document Selector” wording for the relative Document URI, and general rewording
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

6.3.3.3   XCAP Directory retrieval

Upon receiving an XCAP GET request for the “org.openmobilealliance.xcap-directory” AUID (described in section 6.7.2), the Aggregation Proxy:

1. SHALL act as an HTTP reverse proxy;

2. SHALL obtain the requested XCAP Directory from the corresponding XDM Servers that serve the request originator. To perform this operation the Aggregation Proxy SHALL:

a. forward the XCAP request either to all XDM Servers that serve the request originator if the request is targeted at the directory document, or to the XDM Server serving the specific AUID if the request is targeted at a specific AUID as specified by the node selector;

b. if the target XDM Server responded with HTTP “200 OK” response, collect the <folder> elements.
c. prepend the XCAP Root  URI to the received “uri” attribute value if it contains only the Document Selector.
3. SHALL return the HTTP “200 OK” response either with the “application/vnd.oma.xcap-directory+xml” body that contains xcap-directory document including all received <folder> elements if the request was targeted at the directory document, or with the “application/xcap-el+xml” body that includes the received <folder> element for a specific AUID if the request was targeted at a specified node selector.

Upon receiving of other HTTP request for an “org.openmobilealliance.xcap-directory” document, the Aggregation Proxy shall respond with an HTTP “405 Method Not Allowed” response.
6.7.2   XML Documents Directory

The XML Documents Directory application usage allows an XDM Client (corresponding to a given XUI) to fetch: 

1. the list of all XCAP managed documents corresponding to that XUI across all XDMSes, or 

2. the list of all documents for a given AUID corresponding to that XUI stored in an XDMS.

An XDMS SHALL support an application usage named “org.openmobilealliance.xcap-directory” and SHALL maintain one document in the “users” tree per XUI named “directory.xml”.

The structure of the “directory.xml” document SHALL be as follows: it is a well-formed and valid XML document encoded in UTF-8 that begins with the root element <xcap-directory>. It SHALL consist of a number of <folder> elements. 

Each <folder> element SHALL have an attribute “auid”, whose value corresponds to an AUID that the XCAP server supports and for which there are documents in the “users” tree corresponding to a given XUI. 

Every <folder> element SHALL consist of a number of <entry> elements or an <error-code> element. Each <entry> element SHALL contain a number of attributes, which are:

1. uri: this attribute SHALL be the Document URI or Document Selector for a document corresponding to  the “auid” attribute value in the parent <folder> element and for the given XUI.

2. etag: this attribute SHALL contain the server computed etag value of the current instance of the XML document identified by the “uri” attribute value. (This allows the XCAP client to determine whether the locally cached copy of a document is up-to-date.

3. last-modified: this attribute is OPTIONAL. When present, it SHALL contain the date and time the document identified as above was last modified. (This allows the XCAP client to determine if whether a document has changed recently or not.)

4. size: this attribute is OPTIONAL. When present, it SHALL contain the size, in octets, of the document as identified above. (This can help an XCAP client determine if it wants to upload the entire document or a fragment, as appropriate based on any resource limitation such as bandwidth.) 

The <error-code> element SHALL contain the Status-Code and Reason-Phrase retrieved from the Status-Line of the received HTTP response message returned by an XDMS (see [RFC2616]).

For an XCAP GET request targeted at the “directory.xml” document belonging to a user, for example, URI http://[XCAP Root URI]/ org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml, all XDMSes SHOULD return to the Aggregation Proxy the “directory.xml” document containing a <folder> element for each supported AUID providing a list of all XML documents associated with the respective AUID for the user identified by sip:joe@example.com. If an XDMS is aware of the XCAP Root URI, it SHALL include the Document URI as the value of the “uri” attribute returned to the Aggregation Proxy; otherwise, it SHALL include the Document Selector.
The Aggregation Proxy SHALL aggregate responses from all XDMSs before sending the composite “directory.xml” document back to the XDM Client. The content type of the returned “directory.xml” document SHALL be “application/vnd.oma.xcap-directory+xml” as defined in section 6.7.2.2. When the Aggregation Proxy receives an HTTP “200 OK” it SHALL include all returned <folder> elements in the composite “directory.xml” document with the content. 

When an XDMS response is received with an error message, the Aggregation Proxy SHALL insert one <folder> element containing an <error-code> child element with the error message included for every corresponding AUID. 

For an XCAP GET request targeted at a specific AUID as specified by the node selector, for a user, for example URI http://[XCAP Root URI]/org.openmobilealliance.xcap-directory/users/sip:joe@example.com/directory.xml/~~/xcap-directory/folder[@auid=”org.openmobilealliance.poc-groups”], the XDMS serving the AUID SHOULD return to the Aggregation Proxy a <folder> element containing a list of all XML documents associated with the AUID for the user. The list in this example would be a list of all documents for PoC Group belonging to sip:joe@example.com. The content type SHALL be “application/xcap-el+xml”.
The Aggregation Proxy SHALL forward the response from the serving XDMS and send it back to the XDM Client. The character escaping SHALL be applied in HTTP URI representation according to [RFC4825] Section 6.3.
B.4   Sample XCAP Directory Retrieval Operation of specific user documents

Figure B.4 describes how an XCAP operation is performed to retrieve all of a user’s documents corresponding to a particular application usage. For simplicity, the authentication steps are omitted.
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Figure B.4- Sample XCAP Directory retrieval operation from a particular XDMS

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents (URI lists) stored in the Shared XDMS. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET /org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml/~~/xcap-directory/folder%5b@auid=%22resource-lists%22%5d HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

2) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

3) The Shared XDMS responds with a HTTP 200 OK including the <folder> element containing the URI List document belonging to sip:joebloggs@example.com


HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Content-Type: application/xcap-el+xml

Content-Length: (...)

  <folder auid=”resource-lists”>

    <entry uri="/resource-lists/users/sip:joebloggs@example.com/friends" etag=”pqr999”/>

  </folder>

where the “uri” attribute does not include the XCAP Root URI as it is not known by the Shared XDMS in this example.
4) The Aggregation Proxy returns the consolidated “directory.xml” document to the user in a HTTP 200 OK response including the addition of the XCAP Root URI to the “uri” attribute value.
HTTP/1.1 200 OK

Server: XDM-serv/OMA1.1
Date: Thu, 10 Jan 2008 10:55:59 GMT

Content-Type: application/xcap-el+xml

Content-Length: (...)

  <folder auid="resource-lists">

    <entry uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/friends" etag="pqr999"/>

  </folder>
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