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1 Reason for Change

See OMA-PAG-2007-0845-INP_XDM2.1_Web_Services_Interface.
R01: use case made more generic: now it is about accessing XDM network capabilities instead of accessing to Shared User Profile.network capabilities.
R02: specific example of xdm exposed capability added (Shared User Profile Data)
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

3.2   Definitions

	Access Control Policy
	A set of lists (e.g., access control lists, such as, accept/reject lists) and associated rules on how they apply to incoming requests.

	Access Permissions
	A set of rules that defines which Principals have rights to perform which XDM functions on a specific document

	Client
	A device, user agent, or other entity that acts as the receiver of a service. (Source: [Dict])

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	Group Usage List
	A list of group names or service URIs that are known by an XCAP Client

	Law Enforcement Agency
	A lawfully authorized organization conducting lawful interception.

	Lawful Interception
	The legal authorization, process, and associated technical capabilities and activities of Law Enforcement Agencies related to the timely interception of signalling and content of wire, oral, or electronic communications.

	Primary Principal
	The Primary Principal is the user associated with the XCAP User Identity, which defines where the document resides.

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities (Source: [Dict])

	Service Provider
	A legal or administrative entity that provides a service to its clients or customers. Typically it is (but is not restricted to) a network operator

	Shared Group
	A Group which can be used by multiple service enablers/applications.

	Shared URI List
	A URI List that can be used by multiple service enablers/applications.

	Shared User Profile
	A User Profile that can be used by multiple service enablers/applications.

	Subscription Authorisation Policy
	An example of access control policy for Presence, which specifies whether a particular watcher (i.e. principal) is authorised to subscribe to a certain set of events.

	URI List
	A collection of URIs put together for convenience.  

	User
	An entity which uses services. Example: a person using a device as a portable telephone. (Source [Dict])

	Web Services
	Software system designed to support interoperable machine-to-machine interaction over a network (Source [3GPP-TS_29.199-1])


5.1.14   Third-party Service Provider Managing user service-related data
5.1.14.1   Short Description
This use case describes a scenario where a third-party Service Provider application (with appropriate rights) acceses and manages user service-related data stored in the network.
5.1.14.2   Actors

Third-party Service Provider
Network operator
Daniela (the end-user)
5.1.14.3   Actor specific issues
Network operator wants to expose its XDM network capabilities to third-party Service Providers in a secure, controlled and accountable way, using a single and uniform interface to them. For example, a demonstrative network capability exposed via a web service may consist of access to the Shared User Profile data as defined in section 5.1.13 Exchange of Shared User Profile Data use case.
Third-party Service Providers can build services based on these exposed XDM capabilities and offer those services to end-users.
Daniela wants to be able to use new and appealing services offered by her network operator and other service providers, in a coherent manner without the need to replicate her service-related data on the different service providers.
5.1.14.4   Actor specific benefits

Network operator is able to enable new business opportunities allowing third-party Service Providers to access its XDM network capabilities.
The third-party Service Provider can offer new and appealing services to end-users.

Daniela can enjoy new and appealing services without the need to replicate her service-related data on different service providers.

5.1.14.5   Pre-conditions

· Network operator infrastructure includes an XDM enabler.
· Third-party Service Provider wants to make use of network operator XDM capabilities.
· Network Operator and Third-party Service Provider already signed a Service Level Agreement.
· Daniela has a contract with the third-party Service Provider for the usage of several services.
5.1.14.6   Post-conditions

· Network operator exposes its XDM network capabilities to third-party Service Providers and is able to make its customers happier with the new services.
· Third-party Service Provider deploy services exploiting XDM network operator capabilities.
· Daniela can use new services.
5.1.14.7   Normal flow

1) Third-party Service Provider has an idea on a new and appealing service that needs to use XDM network capabilities.
2) Third-party Service Provider deploys the new service.
3) The new service is offered to end-users.
4) Daniela enjoys the new service.
5.1.14.8   Operational and Quality of Experience Requirements
The possibility of exposing XDM network capabilities to third-party Service Providers will ease the adoption of the XDM enabler by network operators. Also, the usage of a common interface will increase the usage of the XDM enabler by third-party Service Providers.
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6.1.1   General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.0

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 1.0

	GEN-003
	Each document SHALL be identified by at least one globally unique identifier (i.e., a URI according to RFC 2396).
	XDM 1.0

	
	Documents SHALL be associated with meta-data which describes certain properties of the document that are not included in its content. Such meta-data SHALL include at least the following:
	

	GEN-004
	1) Timestamp of document creation;
	Future release

	GEN-005
	2) Timestamp of last document access.
	Future release

	GEN-006
	A document SHALL be associated with access permissions.
	Future release

	GEN-007
	The access permissions SHALL be managed with the same underlying mechanisms as defined is section 6.1.3. The type of data denoting the access permissions is described in section 6.2.1
	Future release

	GEN-008
	The XDM enabler SHALL allow an authorized Principal to access and manage stored documents from any capable device type over any capable network.
	XDM 1.0

	GEN-009
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorised end-users and/or multiple devices is allowed.
	XDM 1.0

	GEN-010
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal.
	XDM 1.0

	GEN-011
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 1.0

	GEN-012
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning enablers.
	XDM 1.0

	GEN-013
	XDM documents SHALL support multiple character sets.
	XDM 1.0

	GEN-014
	A document MAY be associated with XDM history information. The type of data contained in the XDM history is described in section 6.2.2.
	Future release

	GEN-015
	The XDM history management SHOULD be supported when the Delegation (section 6.2.1) is supported.
	Future release

	GEN-016
	The XDM enabler SHALL support interfaces that are access technology neutral.
	XDM 1.0

	GEN-017
	The XDM enabler SHALL provide a single contact point for all XDM Clients to access XML documents managed by the XDM enabler.
	XDM 1.0

	GEN-018
	The XDM enabler SHALL provide a Web Service based interface to manage XML documents stored in the XDM enabler.
	XDM 2.1
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