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1 Reason for Change

Watcher’s presence based notification blocking is a mechanism where a Watcher can set the specific conditions of its own presence attributes with which the delivery of the presence notifications to the Watcher can be controlled. 

The relevant requirement is:
	FEAT-SUB-034
	Watchers MAY be able to request Notifications to be selectively delivered upon the state of their presence status.
	PRESENCE 2.0


This CR aims to meet the above requirement and the following are proposed:
· The presence notification blocking filter is newly defined, which describes the conditions when the watcher wishes not to receive presence notifications.

· The watcher embeds the presence notification blocking filter in the initial or re-SUBSCRIBE request to the presence event package, and send it to Watcher Agent.
· Watcher Agent, as B2BUA, generates backend presence subscription to PS for the target that the watcher intends, receives presence notifications from PS for the target, then stores those.

· Based on the evaluation of the Watcher’s presence notification blocking filter against the watcher’s current presence information, the Watcher Agent selectively delivers the received notifications to Watcher. 

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to implement the changes in section 6. Also, the relevant SCR need to be updated.
6 Detailed Change Proposal
Change 1:  Add new reference for ‘multipart/mixed’ content type in Section 2.1.
2.1 Normative References

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, et. al., November 1996, RFC 2046, (http://www.ietf.org/rfc/rfc2046.txt)


Change 2:  Add the abbreviation of “B2BUA” in Section 3.3.

3.3 Abbreviations
	B2BUA
	Back-to-Back User Agent


Change 3:  Changes to section 5.2 Watcher procedure
5.2 Watcher

The watcher is an entity that subscribes to presence information about a presentity or list of presentities (e.g. Presence List).

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the watcher MAY be implemented in a UE or an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

5.2.1 General

A watcher SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

5.2.2 Subscription to presence information
 A watcher SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856] with the following clarification. 

If the watcher is aware of the SIP URI of the presentity, the watcher SHOULD insert the SIP URI in the Request-URI of the SUBSCRIBE request rather than a pres URI or a tel URI. 

If the watcher only knows the tel URI or pres URI of the presentity, the tel URI or pres URI may get translated to a SIP URI by the SIP/IP core network. In this case, the watcher MAY learn the translated URI from the “entity” attribute of the <presence> element included in the NOTIFY request and use it for future subscriptions.
The Watcher MAY be provisioned with the SIP URI of the Watcher Agent in Watcher’s domain using Appendix B “Presence Client Provisioning” or any other appropriate mechanism that is not described in this specification.

Note: The method how the presence SUBSCRIBE request is routed to Watcher Agent depends on the underlying SIP/IP Core network and is out of scope of this specification.
[Remove CRLF here]
5.2.2.1 Subscription to a Presence List and Request-contained Presence List
[Remove CRLF here]
5.2.2.1.1  Subscription to a Presence List

Subscription to Presence Lists enable a watcher to subscribe to multiple presentities using a single subscription.

A watcher MAY subscribe to a Presence List.  If a watcher subscribes to a Presence List, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [RFC4662].
[Remove CRLF here]
5.2.2.1.2  Subscription to a Request-contained Presence List

Subscription to Request-contained Presence List enables a watcher to subscribe to multiple presentities using a single subscription where the presentities are listed in the SIP SUBSCRIBE request.

A watcher MAY support subscription to a Request-contained Presence List. If supported, Watcher SHALL follow User Agent Client Procedures as described in [URILISTSUB] with the following clarifications: 

· The Watcher SHALL not use hierarchical lists, <entry-ref> elements, and <external> elements when listing the presentities in the SIP SUBSCRIBE request.

The Watcher MAY be provisioned with SIP URI of the RLS. Provisioning can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the Watcher SHALL use the value of RLS-URI (defined in Appendix B.1) as a value of the SIP SUBSCRIBE request URI when subscribing to multiple presentities using Request-contained Presence List.
[Remove CRLF here]
5.2.2.1.3  Limiting the number of entries in Presence List document and Request-contained Presence List
The service provider MAY configure a watcher with a total maximum number of back-end subscriptions allowed for Presence Lists and Request-contained Presence Lists. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the watcher SHALL use the value of MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST (defined in Appendix B.1) as a value for total maximum number of back-end subscriptions allowed for Presence Lists and Request-contained Presence Lists.
NOTE: If such configuration is present for the watcher, the watcher will not receive notifications for those presentities that could not be subscribed by the RLS due to the maximum number of back-end subscriptions limitation configuration. Therefore care has to be taken when creating Presence List documents and when listing the presentities in the SIP SUBSCRIBE request taking into account this configuration parameter.
5.2.2.2  Watcher’s presence based notification blocking
Watcher’s presence based notification blocking is a mechanism where a Watcher can set the specific conditions of its own presence attributes with which the delivery of the presence notifications to the Watcher are controlled. Such conditions are specified in the Presence based notification blcoking filter and are evaluated against the Watcher’s presence status.

A Watcher MAY support the Watcher’s presence based notification blocking. 

If this is supported the Watcher SHALL support the Presence notification blocking filter as defined in Appendix X.x.
When the Watcher wants to apply this filter to the presence notification, theWatcher:

1. SHALL generate the presence subscription request as described in the previous subclauses;

2. SHALL specify in the Presence notification blocking filter the conditions of its own presence attributes when the Watcher does not want to receive presence notification;

3. SHALL include the above specified filter as ‘application/vnd.oma.notblock+xml’ MIME content in the body of the SUBSCRIBE request, and; SHALL, if there are other MIME contents, use ‘multipart/mixed’ content type as described in [RFC2046] to aggregate those contents.

4. SHALL send the formulated presence subscription request.
The Watcher MAY be able to cancel the previously set Presence notifcation blocking filter by sending the re-SUBSCRIBE request with the empty Presence notifcaiton blocking filter.
Change 4:  Changes to section 5.4 Watcher Agent
5.4  Watcher Agent

The Watcher Agent is an entity that controls the Watcher’s presence service use in Watcher domain. 

[Remove CRLF here]
5.4.1  Watcher Service Authorization

Upon receiving the presence SUBSCRIBE request from a watcher, the Watcher Agent:

1. SHALL check whether the watcher is authorized to use the presence service per local policy or any other appropriate mechanism that is out of scope of this specification;

2. SHALL check whether the body contains ‘application/vnd.oma.notblock+xml’ MIME content;
3. SHALL, if the authorization is successful and the body does not contain ‘application/vnd.oma.notblock+xml’ MIME content, forward the received presence SUBSCRIBE request to SIP/IP Core network, or; 
SHALL, if the authorization is successful and the body contains ‘application/vnd.oma.notblock+xml’ MIME content, perform the following subsclause 5.4.2. 

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the above functionalities of the Watcher Agent MAY be implemented in P-CSCF or S-CSCF as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002] respectively.

[Remove CRLF here]

5.4.2  Handling of Watcher’s Presence based Notification Blocking
Watcher’s presence based notification blocking is a mechanism where a Watcher can set the the specific conditions of its own presence attributs with which the delivery of the presence notifications to the Watcher are controlled. 

The Watcher Agent SHALL support the Watcher’s presence based notifcation blocking and support the Presence notification blocking filter as defined in Appendix X.x.

Upon receiving the presence SUBSCRIBE request from a Watcher, the Watcher Agent:
1. SHALL check the existence of the Presence notification blocking filter in the body of the received SUBSCRIBE request, and; 
SHALL, if it exists, act as B2BUA according to [RFC3261].
2. SHALL extract the Presence notification blocking filter from the body of the received SUBSCRIBE request, validate it per Appendix X.x, and then store it if the validation is successful;
3. SHALL respond to the Watcher on the successful presence subscription according to [RFC3856];
4. SHALL, as B2BUA, generate the backend presence subscription request towards the targeted PS, for the received presence subscription request from the Watcher, with the following clarification; 
a. SHALL, when generating the backend presence subscription request, include in the body of the request any other bodies of the received SUBSCRIBE request if they exist, than the extracted Presence notification blocking filter;
5. SHALL, if the Watcher Agent does yet know the Watcher’s presence information, generate the presence subscription request targeted to the Watcher’s presence information.
Upon receiving the backend presence notifications, the Watcher Agent: 
1. SHALL extract and store the body from the received presence notification for its deferred delivery to the Watcher based on the evaluation of the Presence notification blocking filter as following.
The Watcher Agent: 
1. SHALL evaluate the previously stored Presence notification blocking filter against the Watcher’s current presence information;

2. SHALL, if any match is found per the evaluation of Presence notification blocking filter, suppress forwarding any received backend presence notifications to Watcher, or; 
SHALL, if no match is found per the evaluation of Presence notification blocking filter and there is any stored content of the backend presence notification, generate, as B2BUA, the presence notification to the Watcher that contains those stored contents;
3. SHALL flush any stored contents of the backend presence notifications upon their successful delivery to the Watcher.
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