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1 Reason for Change

This CR proposes changes on Presence authorization rule templates in section 5.8.1, which include:
· Rephrase and clarifications as appropriate;

· More than single URIs of a Presentity are allowed for ‘wp_prs_allow_own’ rule;

Along with these, this CR addresses the following CONRR items:

	B139
	2008.02.11
	T
	5.10.1
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Need further clarification whether the white /black list approach can be used together. A direction of either white/black list approach decide s the behavior of default rule or the action of <other-identity> element. I.e., for white list approach, the default rule or the action of <other-identity> element should be ‘block’ or ‘polite-block’ or ‘confirm’. For the black list approach, the default rule should be ‘allow’. As such, the exclusive occurrence of whitelist default rule and blacklist default rule must be ensured.

However, it is quite difficult for XDM to validate such restriction (i.e., whether the user has selected one way or the other.)

Further, considering the IETF common policy is based on whitelist approach, it seems more appropriate to use white list approach as default and use black list as complementary. I.e., not allowing the occurrence of blacklist default rule (i.e., <allow> action for <other-identity> condition.).

Therefore, consider to recommend only white list approach and use blacklist as just for complementary, and remove the wp_prs_unlisted_allow.

This would need approach update on table and the main texts.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0244.


	B140
	2008.02.11
	T
	5.10.1

3rd para
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Need to clarify the use of available rule template for each approach. Further, consider to separate the table per either approach.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0244.


	B157
	2008.02.11
	T
	5.10.1

Table

wp_prs_unlisted_allow
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Consider to remove the blacklist based default rule per the reason in the previous comment.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0244.


	B158
	2008.02.11
	T
	5.10.1

Table

wp_prs_grantedcontacts
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Consider to change the <transformation> description. Even with the whitelist approach or granted contacts, the default may not be providing all presence information.

Consider to separate the grantedcontacts into ‘granted and providing all pres info’ and ‘granted but providing limited pres info’.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0244.


	B161
	2008.02.11
	T
	5.10.1

Table

wp_prs_allow_own
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Consider more strong recommendation for <condition> description. I.e., the <condition> shall contain only those <one> elements populated with the Presentity’s own URIs. (Consider multiple URI for single Presentity, e.g., pres URI, tel URI, sip URI. If it is ensured that the underlying SIP/IP Core shall always convert those to sip URI, only single occurrence of <one> element with Presentiy’s sip URI would be enough).

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED


Closed by PAG-2008-0244.


	B164
	2008.02.11
	T
	5.10.1

Table 1
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Change the Table 1 title to “Presence Authorization Rule Templates”.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

Closed by PAG-2008-0244.



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree the changes proposed in section 6 and to close the CONRR items listed in section 1.
6 Detailed Change Proposal

Change 1:  Section 5.8.1
There are two alternative ways of implementing a Presence Authorization Rules document per the template rules described in Table 1: 
· “white-list” approach
: “white-list” means that no one is granted to access any Presence Information apart from those who are explicitly granted access to all or a limited set of Presence Information. A Presence Authorization Rules document implemented in “white-list” approach can have all template rules in Table 1 except ‘wp_prs_allow_unlisted’ rule.  
(This can be used to detect whether a Presence Authorization Rules document is implemented in the “white-list” way.); and

· “black-list” approach
: “black-list” means that everyone is granted to access all Presence Information apart from those who are explicitly blocked or are explicitly granted access only to a limited set of Presence Information. A Presence Authorization Rules document implemented in “black-list” approach always contains ‘wp_prs_allow_unlisted’ rule, but never contain ‘wp_prs_unlisted’ rule. All other template rules in Table 1 can be used. 
(This can be used to detect whether a Presence Authorization Rules document is implemented in the “black-list” way.)

This table defines the set of template rules: 
 
[Note to implementor] Note that ‘wp_prs_grantedcontacts’ is moved up. Also, note the changes in column width.
	Predefined value of the “id” attribute of a <rule> element
	Corresponding <sub-handling> child element value
	Corresponding <transformations> 
child elements
	Corresponding <conditions> 
child element
	Usages

	wp_prs_blockedcontacts
	“block” or 
“polite-block” 
	No <transformations> element
	An <external-list> element with an <entry> child element containing the reference to the “oma_blockedcontacts” URI List in Shared XDMS [XDM_IG]
	This is the default rule to block users from accessing Presence Information.
This rule can be used for both “white-list” and “block-list” approach.

	wp_prs_grantedcontacts
	“allow”
	Access to all Presence Information is to be granted.  i.e. the  elements

<provide-services> 
<all-services/>
<provide-services>

<provide-persons>
<all-persons/>
</provide-persons>

<provide-devices>
<all-devices/>
</provide-devices>

<provide-all-attributes/>
shall be included.
	An <external-list> element with an <entry> child element containing the reference to the “oma_grantedcontacts” URI List in Shared XDMS [XDM_IG]
	This is the default rule to grant users access to all Presence Information.
This rule can be used for both “white-list” and “block-list” approach.

	wp_prs_unlisted
	“confirm”, 
“block”, or 
“polite-block” 
	No <transformations> element
	An <other-identity> element
	This is the rule for the identities not covered by any other rules in the case that a “white-list” way of building the rules is used.
This rule can be used only with “white-list” approach.

	wp_prs_allow_unlisted
	“allow”
	Access to all Presence Information is to be granted, i.e. the elements:

<provide-services>
<all-services/>
<provide-services>

<provide-persons>
<all-persons/>
</provide-persons>

<provide-devices>
<all-devices/>
</provide-devices>


<provide-all-attributes/>

shall be included.
	An <other-identity> element
	This is the rule for the identities not covered by any other rules in the case that a “black-list” way of building the rules is used.
This rule can be used only with “black-list” approach.

	
	
	





	
	

	wp_prs_block_anonymous
	“block” or
“polite-block”
	No <transformations> element
	An <anonymous-request> element
	This is the rule for the anonymous users.

This rule can be used for both “white-list” and “block-list” approach.

	wp_prs_allow_own
	“allow"
	Access to all Presence Information is to be granted.  i.e. the  elements

<provide-services>
<all-services/>
<provide-services>

<provide-persons>
<all-persons/>
</provide-persons>

<provide-devices>
<all-devices/>
</provide-devices>

<provide-all-attributes/>

shall be included
	An <identity> element with its <one>child elements containing the URIs of the Presentity
	This is the rule to grant a Presentity access to all her own Presence Information. 
This rule shall always be used for both “white-list” and “block-list” approach.

	wp_prs_allow_one_<id>

where <id> is a value set by the client that makes the rule unique within the document.

.
	“allow” is used as the value of the element
	All types of <transformations> child element are possible.
	The <identity> element is the only element used. This element contains only one <one> child element containing a SIP or a TEL URI.
	This template is to be used by a client implementer that has a need to specify transformations for a certain user. 

	wp_prs_allow_onelist_<id>

where <id> is a value set by the client that makes the rule unique with the document.

.
	“allow” is used as the value of the element
	All types of <transformations> child elements are possible.
	The <external-list> is the only child element used. This element contains only one <entry> child element containing a reference to an URI list in Shared XDMS.
	This template is to be used by a client implementer that has a need to specify transformations for a list of users


Table 1 Predefined Presence Authorization Rules Template
Appendix ‎B.3 shows examples of these template rules.
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