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	Source:
	Sean Kelley, Motorola, seankelley@motorola.com 

	Replaces:
	OMA-PAG-2008-0351


1 Reason for Change

R01:

The R&A comments are addressed:

1. “The CR proposes to add the normative reference for TS 23.141. But, TS 23.141 already exists as informative reference. When checking the use of TS 23.141 in the spec, it is used only in section 5.1.2 which is informative section. Therefore, we propose to revoke this change proposal on TS 23.141.” (Samsung)
· R01: 23.141 is removed from normative references.
2. “The CR proposes to revise the section 5.1.1.2.1 "Performing Content Indirection" to be coupled with Content Server only.But, content indirection is also possible with Presence Content XDMS (or other entity than Content Server?). Therefore, we propose to revoke the changes on the section 5.1.1.2.1, to keep content indirection generic.” (Samsung)
· R01: Change is revoked, and thus C073 is kept open.
3. “The CR proposes to change the section 5.1.1.2.2 title "Handling of Direct Content using the Content Server". But, direct content is nothing to do with Content Server. Therefore, we propose to revoke this change.” (Samsung)
· R01: Change is revoked, and thus C075 is kept open.
4. “Even if a lot of editorials covered by the CONRR comment C001 are fixed it should be left open as a place holder as more adaptations to the styleguide are needed like consistent use of "one requirements per bullet". (Some of these will probably need CRs) Also some incorrect references in e.g. sections 5.5.1, 5.5.4.2 need to be fixed ("X.P"-> "X.S").” (Ericsson)
· R01: C001 is kept OPEN.
This contribution proposes a resolution for 92 minor CONRR comments, as marked below:
	ID
	Open Date
	Type
	Section
	Description
	Status

	C001
	2008.05.08
	E
	General
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Inconsistent writing style

Proposed Change: Apply editorial changes according to guideline proposal in OMA-PAG-2008-0314
	Status: OPEN / CLOSED

<provide response>

	C002
	2009.09.09
	T
	Whole Document
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Usage of the term “SIP/IP Core network” should be consistent. In some places only “SIP/IP Core” is being used.

Proposed Change: 
	Status: CLOSED

“SIP/IP Core network” globally changed to “SIP/IP Core” (see B001)

	C003
	2008.05.08
	E
	All
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-missing a preposition “in” after the “as defined ” in some places.
Proposed Change: add the missing preposition.
	Status: CLOSED

<provide response>

	C004
	2008.05.8
	T
	1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: should we leave open if underlying SIP/IP Core is IMS only or not?

Proposed Change: Delete “based on the 3GPP IMS and 3GPP2 MMD”
	Status: OPEN / CLOSED

<provide response>

	C005
	2008.12.31
	E
	1.0
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: “for” is missing in the expansion given for SIMPLE.

Proposed Change: Add “for”
	Status: CLOSED

Text in parenthesis deleted (see E004)

	C006
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: The title of the RD is “Presence SIMPLE Requirements”

Proposed Change: Update the title
	Status: CLOSED

<provide response>

	C007
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: The title of the RLS XDM TS is “Resource List Server (RLS) XDM Specification”

Proposed Change: Update the title
	Status: CLOSED

<provide response>

	C008
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-EventThrottle] was updated to -06
Proposed Change: Update version number
	Status: OPEN / CLOSED

<provide response>

	C009
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-ParFormat] was updated to -10
Proposed Change: Update version number
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C010
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-ParNot] was updated to -10
Proposed Change: Update version number
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C011
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-ParPub] was updated to -07
Proposed Change: Update version number
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C012
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-PresDict] was updated to RFC 5112
Proposed Change: Update to the RFC
	Status: OPEN / CLOSED

<provide response>

	C013
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-SessionPol] was updated to -03
Proposed Change: Update version number
	Status: OPEN / CLOSED

<provide response>

	C014
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-SubNotEtag] was updated to -02
Proposed Change: Update version number
	Status: OPEN / CLOSED

<provide response>

	C015
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [IETF-XCAPdiff] was updated to -09
Proposed Change: Update version number
	Status: CLOSED

Reference deleted (see C020)

	C016
	2009.09.09
	T
	2.1
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Update the IETF references with latest versions.

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C017
	2008.05.8
	T
	2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: [3GPP2-X.P0027-002], [3GPP2-X.P0027-003] and [3GPP2-X.P0027-004] was published
Proposed Change: Update references to [3GPP2-X.S0027-002], [3GPP2-X.S0027-003] and [3GPP2-X.S0027-004]. Remove “Note: Work in progress”
	Status: CLOSED

deleted (see C020)

	C018
	2008.05.09
	T
	2.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: 3GPP2 X.P0027-002 and -003 were published in Feb 2008. 

Proposed Change: Update normative references (no longer “work in progress”).
	Status: CLOSED

deleted (see C020)

	C019
	2008.05.08
	T
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Update the 3GPP2 documents to agreed version and remove the “Note”  

Proposed Change:  3GPP2-X.P goes to 3GPP2-X.S 
(NB update all occurrences in the text)
	Status: CLOSED

deleted (see C020)

	C020
	2008.05.8
	T
	2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: some references are not used in the text. 

Proposed Change: remove references [IETF-XCAPdiff], [RFC2246], [RFC2396], [RFC2779], [3GPP-TS 22.228], 3GPP-TS_33.141], [3GPP2-X.P0027-002], [3GPP2-X.P0027-003]
	Status: CLOSED

RFC2778 also deleted (due to definitions being moved to RD/AD)

	C021
	2008.05.08
	T
	2.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The reference to [XSD_suppNot] is incorrect.  

Proposed Change:  Change the file name to “…prs_suppnotFilter-V1_0 “
	Status: CLOSED

<provide response>

	C022
	2008.05.08
	T
	2.1
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-the document version of reference [PRSEXT_DDS] is 1.0 not 2.0
Proposed Change: change the version back to 1.0
	Status: CLOSED

No action needed (correct version is 2.0, according to OMA-PAG-2008-0234)

	C023
	2008.05.08
	E
	2.1
	Source: Huawei

Form: OMA-CONR-2008-0065
Comment:
-Remove the references to DM 1.1.2, as it is an old protocol and is not used in the spec.

Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C024
	2008.05.8
	T
	2.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: some references are not used in the text.  

Proposed Change: Remove all references except [3GPP-TS_23.141] and [3GPP2-X.S0027-001]
	Status: CLOSED

<provide response>

	C025
	2008.05.09
	T
	2.2
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: 3GPP2 X.P0027-004 was published in Feb 2008. 

Proposed Change: Update informative reference (no longer “work in progress”).
	Status: CLOSED

deleted (see C024)

	C026
	2008.05.08
	T
	2.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Update the 3GPP2 document to agreed version and remove the Note

Proposed Change:  3GPP2-X.P goes to 3GPP2-X.S 
(NB update all occurrences in the text)
	Status: CLOSED

deleted (see C024)

	C027
	2008.05.8
	T
	3.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: The definition of “Watcher domain” (used in section 5.4) should be included.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C028
	2008.05.8
	T
	3.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: The source reference for PNA must be 3GPP TS 23.141 rather than 3GPP TS 24.141. (identical reference as for PEA).
Proposed Change:

	Status: CLOSED

No action needed (definition now points to RD, where 3GPP reference is correct)

	C029
	2008.05.8
	T
	3.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

A precise definition of “active Watchers”, based on information supplied in the winfo notifications is to be given, so PS and Presence Source implementations share and operate in the same context.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C030
	2008.05.8
	T
	3.2

Presence Content Rules
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Definition does not follow the exact text from the AD
Proposed Change: Update definition
	Status: CLOSED

<provide response>

	C031
	2008.05.8
	T
	3.2

Subscription Authorization Rules
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Add definition from the AD and reference AD.
Proposed Change: Update definition
	Status: CLOSED

<provide response>

	C032
	2008.05.8
	T
	3.2
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Definition of Publication Authorization and Content Rules is missing
Proposed Change: Add definition and reference AD
	Status: CLOSED

<provide response>

	C033
	2008.05.8
	T
	3.2

Request-contained Presence List
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Reference AD definition

Proposed Change: 
	Status: CLOSED

<provide response>

	C034
	2008.05.8
	T
	3.2

Presentity
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Reference RD definition and align text

Proposed Change: 
	Status: CLOSED

<provide response>

	C035
	2008.05.09
	T
	3.2
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Definition for Presentity differs from that in the RD. 

Proposed Change: Make definitions consistent across PRS 2.0 docs.  Also, it may be worthwhile to consider if definitions need to be copied in all of the PRS 2.0 docs, or only in one place where they are referred to from other docs?
	Status: CLOSED

<provide response>

	C036
	2008.05.8
	T
	3.2

Watcher
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Definition does not follow the exact text from the RD
Proposed Change: Update definition
	Status: CLOSED

<provide response>

	C037
	2008.05.8
	T
	3.2

Watcher Information
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Definition does not follow the exact text from the RD
Proposed Change: Update definition
	Status: CLOSED

<provide response>

	C038
	2008.05.09
	T
	3.2
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Definition for Presence User Agent should use the term “Presentity” rather than “Principal” to be consistent with OMA terminology and also the definition for Presence Network Agent. 

Proposed Change: “A terminal or network located element that collects and sends user related Presence Information to a Presence Server on behalf of a Presentity”.
	Status: CLOSED

<provide response>

	C039
	2008.05.08
	T
	3.3 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-add abbreviation of RLMI: Resource List Meta-Information used in section 5.6.1.
Proposed Change: as described above
	Status: CLOSED

<provide response>

	C040
	2008.05.08
	E
	3.3
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: XDM is missing 

Proposed Change: Add XDM abbreviation
	Status: CLOSED

<provide response>

	C041
	2008.05.8
	T
	4
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: should we leave open if underlying SIP/IP Core is IMS only or not?

Proposed Change: Change “implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain)” to “SIP protocol“
	Status: OPEN / CLOSED

<provide response>

	C042
	2008.05.8
	T
	4

1st bullet
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: reference missing

Proposed Change: Add “based on [PRS_PresXDM]”
	Status: CLOSED

<provide response>

	C043
	2008.05.8
	T
	4

3rd  bullet
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: references missing

Proposed Change: Add [IETF-EventThrottle]
	Status: OPEN / CLOSED

<provide response>

	C044
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: compression issues missing

Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C045
	2008.05.8
	T
	4
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Publication Authorization and Content Rules/Publication Delegation missing
Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C046
	2008.05.8
	T
	4

5th  bullet
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: 
Proposed Change: Add [IETF-SubNotEtag]
	Status: OPEN / CLOSED

<provide response>

	C047
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: view-share functionality missing

Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C048
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Presence Content XDMS functionality missing

Proposed Change: Add new bullet and reference to 2nd paragraph
	Status: OPEN / CLOSED

<provide response>

	C049
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: optimizing presence publication functionality is missing

Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C050
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: presence information retrieval functionality missing

Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C051
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: event notification suppression functionality missing

Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C052
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: watcher service authorization/control functionality missing

Proposed Change: Add new bullet
	Status: OPEN / CLOSED

<provide response>

	C053
	2008.05.8
	T
	4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Watcher Information Subscriber functionality missing

Proposed Change: Add new bullet
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C054
	2008.05.8
	T
	4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  The specification also addresses the following issues that need to be added as a bullet points:
Publication delegation, techniques for optimizing presence publications, compression of exchanged information, usage of entity tags, application of event notification throttling, subscriptions for watcher information
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C055
	2008.05.09
	T
	4
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The bulleted list of PRS 2.0 functionality is not fully accurate/complete. 

Proposed Change: Clean up the bulleted list.
	Status: OPEN / CLOSED

<provide response>

	C056
	2008.05.08
	T
	4 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-add a new specification about Publication Authorization and Content Rules for Presentities, base on [PRES_PresXDM]; 
-add the Presence Content XDMS description bullet
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C057
	2008.05.09
	T
	4
	Source: Samsung

Form: INP
Comment: Update with missing PRS 2.0 features.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C058
	2008.05.09
	T
	4
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The bullet for Content Server should not point to the [PRS_AD], and a bullet for the Presence Content XDMS is missing.

Proposed Change: Remove reference to [PRS_AD] or replace with a TS-level reference.  Add bullet for Presence Content XDMS.
	Status: OPEN / CLOSED

<provide response>

	C059
	2008.05.8
	T
	5.1.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Second bullet is not valid for publication on behalf of other user

Proposed Change: clarify the handling in case of publishing on behalf of other user.
	Status: OPEN / CLOSED

<provide response>

	C060
	2008.05.08
	E
	5.1.1

5.5.3.2.1
	Source: Huawei

Form: OMA-CONR-2008-0065
Comment:
- change “(id)” to ““id”” (with double quotes) to be consistent with the attribute format

- change entity attribute to “entity” attribute in sentence “The Presence Source SHALL set the entity attribute of the <presence> element of the presence document, defined in [RFC3863], to the Presentity’s public user identity, defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004].”
Proposed Change: as described above
	Status: CLOSED

<provide response>

	C061
	2008.05.8
	T
	5.1.1.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

It must be made clear that the ‘multipart/related’ content type is not required for the 3rd bullet point (usage of Presence Content XDMS).

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C062
	2008.05.8
	T
	5.1.1.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

The MIME object format when using the Presence Content XDMS is “application/vnd.oma.content+xml” This MIME object format is not mentioned in [3GPP-TS_26.141] or [3GPP2-C.P0071]” 

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C063
	2008.05.8
	T
	5.1.1.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

As there are 3 ways (see bullet points) for handling large MIME objects, a sub-section 5.1.1.2.3 should be added for completion in which the procedure for handling large MIME objects using the Presence Content XDMS is described in more detail.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C064
	2008.05.8
	T
	5.1.1.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: referenced etag is still not defined in PRSEXT_DDS

Proposed Change: Complete the definition of etag.
	Status: OPEN / CLOSED

<provide response>

	C065
	2008.05.8
	T
	5.1.1.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: align text with the other bullet
Proposed Change: Replace “upload the content to the Content Server and send the MIME object” with “store the MIME object in the Content Server and send it”
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C066
	2008.05.8
	E
	5.1.1.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: 
Proposed Change: Replace “file” with “MIME object”
	Status: CLOSED

<provide response>

	C067
	2008.05.8
	T
	5.1.1.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Delete
Proposed Change: Delete” when allowed by the Presence Information Element definition”. It should be already obvious from “If the value of a Presence Information Element is a reference to a MIME object…”
	Status: CLOSED

<provide response>

	C068
	2008.05.8
	T
	5.1.1.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: 
Proposed Change: Replace “presence content” with “Presence Information Element”
	Status: CLOSED

<provide response>

	C069
	2008.05.08
	T
	5.1.1.2
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-need more details about who and how store the MIME object in Presence Content XDMS.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C070
	2008.05.08
	T
	5.1.1.2
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-the procedure of storing the MIME objects in the Presence Content XDMS is ambiguous.

-in my opinion, it is supposed to use the XDMC to upload the MIME content to the Presence Content XDMS. The PS should consider the PUBLISH request as direct content mechanism.
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C071
	2008.05.8
	T
	5.1.1.2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It would be useful to have a real-life example about how to perform content indirection (including the format and structure of the published presence document).
Proposed Change: Add an example.
	Status: OPEN / CLOSED

<provide response>

	C072
	2008.05.8
	T
	5.1.1.2.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It would be useful to have a real-life example about how to handle direct content (including the format and structure of the published presence document).
Proposed Change: Add an example.
	Status: OPEN / CLOSED

<provide response>

	C073
	2008.05.8
	T
	5.1.1.2.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this section is restricted to Content Server
Proposed Change: Change title to “Performing Content Indirection using the Content Server”
	Status: OPEN / CLOSED

<provide response>

	C074
	2008.05.8
	T
	5.1.1.2.1

1)


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Store the MIME object…
Proposed Change: Add “in the Content Server”
	Status: CLOSED

<provide response>

	C075
	2008.05.8
	T
	5.1.1.2.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this section is restricted to Content Server
Proposed Change: Change title to “Handling of Direct Content using the Content Server”
	Status: OPEN / CLOSED

<provide response>

	C076
	2008.05.8
	T
	5.1.1.2.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: CLIENT-OBJ-DATA-LIMIT is defined in [PRS_MO], not in [XDM_MO].

Proposed Change: replace XDM with PRS.
	Status: CLOSED

<provide response>

	C077
	2009.09.09
	T
	5.1.1.2.2
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: CLIENT-OBJ-DATA-LIMIT paramter is defined in PRS MO file.
Proposed Change: Change the reference from XDM_MO to PRS_MO file.
	Status: CLOSED

<provide response>

	C078
	2009.09.09
	T
	5.1.1.3
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: consistent way for referring to the definition of provisioning paramters should be followed. Eg SOURCE-THROTTLE-PUBLISH is referring Appendix and CLIENT-OBJ-DATA-LIMIT is referring MO file.
Proposed Change: Either refer to MO file or to Appendix.
	Status: OPEN / CLOSED

<provide response>

	C079
	2009.09.09
	T
	5.1.1.3
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The case where the Presence Source is not supporting the OTA provisioning should be mentioned.

Proposed Change:  Add description for how to handle the rate limitation if OTA provisioning is not supported.
	Status: OPEN / CLOSED

<provide response>

	C080
	2008.05.8
	T
	5.1.1.4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this is a section for Presence Source that cannot include normative statements for the SIP/IP core
Proposed Change: Replace the sentence “SIP/IP core SHALL…” with a better statement, e.g. Presence Source SHALL negotiate the compression support with the SIP/IP core…or similar.
	Status: OPEN / CLOSED

<provide response>

	C081
	2008.05.8
	T
	5.1.1.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: The main purpose of compression is to reduce the consumption of expensive resources, in this case the transmission bandwidth, rather than to reduce transmission delays.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C082
	2008.05.8
	T
	5.1.1.5
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Text in bullet is not valid for publication on behalf in the following subchapter.

Proposed Change: Specify exactly when this case is valid, use different chapter level.
	Status: OPEN / CLOSED

<provide response>

	C083
	2008.05.08
	T
	5.1.1.5
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The value of the <entry> element is the XUI. The X-3GPP-Intended-Identity defines who is sending the XCAP request. When the function as defined in 5.1.1.5.1 is introduced, XUI and X-3GPP-Intended-Identity will represent two different users, 

Proposed Change: Change the text in the bullet to reflect that.
	Status: OPEN / CLOSED

<provide response>

	C084
	2008.05.09
	T
	5.1.1.5

5.1.1.5.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedures are written in such a way that they apply only if more than one registered public user identity is available.  But where are the procedures covered when there is only one registered public user identity?

Proposed Change: Delete the words “and more than one registered public user identity is available”, since the procedures apply regardless of whether there is one or more than one.
	Status: OPEN / CLOSED

<provide response>

	C085
	2008.05.09
	T
	5.1.1.5.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: This section should be merged with section 5.1.1.5.  Also, the “on behalf of another presentity” terminology is confusing.

Proposed Change: Delete the section heading for 5.1.1.5.1 and rephrase to avoid the words “another presentity”.
	Status: OPEN / CLOSED

<provide response>

	C086
	2008.05.08
	E/T
	5.1.1.5.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: There exists a need to clarify how the different identities are to be used in different <elements> and headers when a user publish permanent presence of behalf of an other user, 

Proposed Change: Clarify how the “entity” attribute, X-3GPP-Intended-Identity and XUI shall be used.
	Status: OPEN / CLOSED

<provide response>

	C087
	2009.09.09
	E
	5.1.1.5.1

First bullet.
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Insert space in “originator identity”  in the first bullet
Proposed Change: 
	Status:CLOSED

No action needed (space already there?)

	C088
	2008.05.09
	T
	5.1.1.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: This section conflicts with procedures in 5.1.1 (2nd & 3rd bullets).

Proposed Change: Merge 5.1.1.7 into 5.1.1 in a way that procedures do not conflict, and then remove section 5.1.1.7.  Also, rephrase to avoid the words “another presentity”.
	Status: OPEN / CLOSED

<provide response>

	C089
	2008.05.08
	T
	5.1.1.7
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-the procedures to set the Request-URI and “entity” attribute of the <presence> element is ambiguous

Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C090
	2008.05.08
	E/T
	5.1.1.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Section 5.1.1.7 is recommended to be move to after 5.1.1.4 to keep soft state publication in one place, 

Proposed Change: Move section to after 5.1.1.4
	Status: OPEN / CLOSED

<provide response>

	C091
	2008.05.09
	T
	5.1.1.7

First bullet
	Source: Samsung

Form: INP
Comment: Why the condition for “more than one registered public user identity” is needed? Even when the UE is registered with single public user identity, the UE can still publish on behalf of the Presentity.

Proposed Change: Remove the condition of “more than one registered public user identity”.
	Status: OPEN / CLOSED

<provide response>

	C092
	2008.05.09
	T
	5.1.1.7
	Source: Samsung

Form: INP
Comment: Add the description for non-IMS networks. In non-IMS network, the authenticated originator identity can still be delivered using other way.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C093
	2008.05.08
	T
	5.1.1.8
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Error cases is related to section 5.1.1.7 only, 

Proposed Change: Move section or text to be information or subsection to 5.1.1.7 instead. 
	Status: CLOSED

5.1.1.8 changed to 5.1.1.7.1

	C094
	2009.09.09
	T
	5.1.1.8
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: It would be better if 5.1.1.8 section is merged with 5.1.1.7 since the error case is specific to the case described in 5.1.1.7.

Proposed Change: 
	Status: CLOSED

See C093

	C095
	2008.05.09
	E
	5.1.2

5.1.3
	Source: Samsung

Form: INP
Comment: Recommend to switch 5.1.2 with 5.1.3.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C096
	2008.05.09
	T
	5.1.2
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: As an informative section describing different realizations of Presence Sources, does this belong instead in the AD?

Proposed Change: Move section 5.1.2 to the AD.  Also, replace the “MAY” in 5.1.2.3 with “can”.
	Status: OPEN / CLOSED

<provide response>

	C097
	2008.05.8
	T
	5.1.2.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Services that use presence (e.g. PoC, IM) act like PNA, Watcher, ..

Proposed Change: Remove the bullet or move to PNA chapter
	Status: OPEN / CLOSED

<provide response>

	C098
	2008.05.8
	T
	5.1.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: [PRSEXT_DDS] “Registry for Presence Publication Capability Tokens” – Such chapter does not exist.

Proposed Change: Extend the PRSEXT_DDS or remove the reference.
	Status: CLOSED

Chapter now exists in latest PRSEXT_DDS

	C099
	2008.05.8
	E
	5.1.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: naming the extension is unnecessary
Proposed Change: Delete ““Suppression of REFER method implicit subscription””
	Status: CLOSED

<provide response>

	C100
	2008.05.8
	T
	5.1.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: registration functionality is underspecified 
Proposed Change: Separate registration functionality into a separate paragraph and describe how to register with the REGISTER method and reference procedures for the IMS case.
	Status: OPEN / CLOSED

<provide response>

	C101
	2008.05.8
	T
	5.1.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: “When registering, the Presence Source MAY register further details…”
Proposed Change: Revise text to be more precise, e.g. “The Presence Source MAY express further capabilities via registration according to [RF3840]. One such capability is the Presence Information the Presence Source is responsible for publishing. This capability SHALL be specified as a token value as described in [PRSEXT_DDS] “Registry for Presence Publication Capability Tokens”.”
	Status: OPEN / CLOSED

<provide response>

	C102
	2008.05.8
	T
	5.1.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:. The specification doesn’t indicate how Presence Server and Presence Source agree on the duration of the one-time publication. If no hint is given by the Presence Server (e.g. in the REFER request), the Presence Source might use a duration that is less than supported by the Presence Server, which may lead to a rejection of the publication. On the other hand, if the presence state changes within the initially agreed publication lifetime, the Presence Source should un-publish the previously published presence state.
A possible solution is that the Presence Source doesn’t supply an Expires header when publishing, and the Presence Server returns in the 200 OK an Expires header valued 0.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C103
	2008.05.08
	T
	5.1.3
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: It is unclear how the token values shall be handled by the Presence Source if a Presence Source supports many presence attributes. 
Can it register only the main part of the feature tag etc.?
Can PS send a REFER with the main feature tag and in that way ask all types of Presence Source to Publish  etc.?

Proposed Change: Clarify.
	Status: OPEN / CLOSED

<provide response>

	C104
	2008.05.09
	T
	5.1.3
	Source: Samsung

Form: INP
Comment: Resolve editor’s notes.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C105
	2008.05.8
	T
	5.2.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: A Watcher may have to include multiple XML documents in the body of a SUBSCRIBE request: 

(a) a Presence List (5.2.2.1.2)

(b) an event notification filter (5.2.5)

(c) an event notification suppression filter (5.2.10).

In case of (b) and (c), some text currently is included to cover the case of multiple XML documents.

It is recommended to include in this section 5.2.1 a general statement that the multipart/mixed content type is to be used in order to aggregate the various XML documents. This way, in (a), (b) and (c), no statements need to be included with respect to this issue.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C106
	2008.05.09
	T
	5.2.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Other functional entities do not have a “General” section, and this text seems to belong more to 5.2.2 “Subscription to Presence Information”.

Proposed Change: Merge 5.2.1 into 5.2.2, and then remove section 5.2.1.
	Status: OPEN / CLOSED

<provide response>

	C107
	2008.05.8
	T
	5.2.2.1.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: To clearly distinguish between Subscription to Presence list (5.2.2.1.1) and Subscription to Request-contained Presence List, and to align the first paragraphs in both sections, something like the following should be added: “where the subscription references a presence list document that is stored in the XDMS and in which the presentities are listed.”
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C108
	2008.05.8
	T
	5.2.2.1.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  Managing Request-contained Presence Lists
When using Request-Contained Presence list subscriptions, the watcher supplies on initial subscription an ad-hoc resource list (same XML format as shared-URI lists). According to [URILISTSUB], the RLS server MAY provide an URI to manipulate this ad-hoc list. The Presence SIMPLE V2.0 spec makes no statements with respect to the management of this ad-hoc resource list. If this ad-hoc resource list can be managed, it must be specified where it is stored and how it can be managed (e.g. via XCAP). Possible alternatives are:
a) this ad-hoc resource list cannot be managed (=> fixed at initial subscription)
b) management of the ad-hoc resource list is out-of-scope of the Presence SIMPLE V2.0 spec (should not be the case)
c) the ad-hoc resource list is locally stored at the RLS and can be managed via XCAP (=> new interfaces/functionality for RLS server)
d) the ad-hoc resource list is stored in a dedicated private directory of the Shared XDMS (=> new functionality for RLS server and Shared XDMS; only the RLS server can subscribe for changes in the resource lists of this private directory of the Shared XDMS; client devices can only update these resource lists whereas the RLS server can only create and delete these resource lists).

Proposed Change: Follow the option a

	Status: OPEN / CLOSED

<provide response>

	C109
	2008.05.08
	T
	5.2.2.1.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Is the section 6 of the draft to be supported or not,? 

Proposed Change: Add a bullet that the function defined in section 6 can not be used by a Watcher. 
	Status: OPEN / CLOSED

<provide response>

	C110
	2008.05.8
	T
	5.2.2.1.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: … where the Presentities are listed in the body of the SIP SUBSCRIBE request
	Status: CLOSED

<provide response>

	C111
	2008.05.8
	E
	5.2.2.1.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: RLS-URI is not necessary in all cases 
Proposed Change: clarify that RLS-URI provisioning is not necessary in all cases, e.g. in case of IMS/MMD an iFC can be used to route to RLS
	Status: OPEN / CLOSED

<provide response>

	C112
	2008.05.08
	T
	5.2.2.1.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The bullet is already covered in the referenced draft but as a SHOULD, 

Proposed Change: Rephrase the bullet to make it clear that the TS does not add any extra requirements apart from making the SHOULD to a SHALL. 
	Status: OPEN / CLOSED

<provide response>

	C113
	2008.05.09
	T
	5.2.2.1.3
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: It should be made clear that the Watcher is not expected to enforce MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST for Presence List subscriptions.

Proposed Change: Mirror the changes in OMA-PAG-2008-130.
	Status: OPEN / CLOSED

<provide response>

	C114
	2008.05.8
	E
	5.2.4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: align text with partial publication 
Proposed Change: delete “and the 'application/pidf-diff+xml' content type”
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C115
	2008.05.8
	T
	5.2.5


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: move last paragraph to 5.2.2.1.2 and revise text as following
Proposed Change: “A Watcher subscribing to Presence Information of Presentities using a Request-contained Presence List MAY include additional content in the body of the SUBSCRIBE request. In this case , the Watcher SHALL implement the ‘multipart/mixed’ content type as described in [RFC2046], in order to aggregate the ‘application/resource-lists+xml’ content with the other contents in the body of the SUBSCRIBE request. “
	Status: OPEN / CLOSED

<provide response>

	C116
	2008.05.8
	T
	5.2.6
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: The text of section 5.2.6 should be moved to 5.2.6.1, as it doesn’t apply to 5.2.6.2 (MIME type multipart/related not required when a Presence Content XDMS is used).
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C117
	2008.05.8
	T
	5.2.6


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this section is restricted to Content Server
Proposed Change: Change title to “Handling of Large MIME objects using the Content Server”
	Status: OPEN / CLOSED

<provide response>

	C118
	2008.05.08
	T
	5.2.6
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-when Watcher receives the direct content NOTIFY request which exceeds the size limit, there is no procedure described here.
Proposed Change: add a new chapter to describe fetching direct content
	Status: OPEN / CLOSED

<provide response>

	C119
	2009.09.09
	T
	5.2.6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Watcher’s support of multipart/related is for the extraction of MIME objects embedded within pidf and not for aggregation.

Proposed Change: Change the description accordingly.
	Status: OPEN / CLOSED

<provide response>

	C120
	2009.09.09
	E
	5.2.6.1

2nd Para
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: change the word “defined” to “described”

Proposed Change: 
	Status: CLOSED

<provide response>

	C121
	2009.09.09
	T
	5.2.6.1

3rd Para
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Sentence is misleading as if the URI is indirected content.

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C122
	2008.05.8
	T
	5.2.6.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this section is independent of the Content Server
Proposed Change: Change section to 5.2.7 (Heading 3)
	Status: OPEN / CLOSED

<provide response>

	C123
	2008.05.8
	T
	5.2.6.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: 
Proposed Change: Replace “Presence Content” with “MIME object” (3 occurences)
	Status: OPEN / CLOSED

<provide response>

	C124
	2008.05.8
	T
	5.2.6.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Last sentence is unnecessary and should be clear from the [PRSEXT_DDS] definition
Proposed Change: Delete sentence.
	Status: OPEN / CLOSED

<provide response>

	C125
	2008.05.8
	T
	5.2.6.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It should be specified how the watcher handles the etag attribute. Store it, compare the new value from the new notification, fetch only if etag changed.
Proposed Change: Add specification text.
	Status: OPEN / CLOSED

<provide response>

	C126
	2008.05.8
	T
	5.2.7
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: Meanwhile,draft-ietf-sip-subnot-etags-02 is available. The header fields Suppress-Notify-If-Match and Suppress-Body-If-Match are replaced by the header field Suppress-If-Match. Also, the mechanism doesn’t use any longer the Supported header with value “subnot-etags”.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C127
	2008.05.08
	T
	5.2.7
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-the header field should be SUPPRESS-IF-MATCH not Suppress-Notify-If-Match or Suppress-Body-If-Match in the SUBSCRIBE request refer to [IETF-SubNotEtag].
Proposed Change: change to SUPPRESS-IF-MATCH
	Status: OPEN / CLOSED

<provide response>

	C128
	2009.09.09
	T
	5.2.7

2nd Para
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment:  In the new draft related to conditional event notification usage of Suppress-Notify-If-Match and Suppress-Body-If-Match is removed.

Proposed Change:  Update the reference to the latest draft and modify this section accordingly.
	Status: OPEN / CLOSED

<provide response>

	C129
	2009.09.09
	T
	5.2.7

3rd Para
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: According to the new version of the draft the the functionality of subscribers indication of support is removed.

Proposed Change: Remove the 3rd Para and add relevant text of how the subscriber learns the support of this functionality by the PS should be added.
	Status: OPEN / CLOSED

<provide response>

	C130
	2008.05.8
	T
	5.2.9.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this is a section for Watcher that cannot include normative statements for the SIP/IP core
Proposed Change: Replace the sentence “SIP/IP core SHALL…” with a better statement, e.g. Watcher SHALL negotiate the compression support with the SIP/IP core…or similar.
	Status: OPEN / CLOSED

<provide response>

	C131
	2008.05.8
	E
	5.2.10


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise first sentence
Proposed Change: “Event notification suppression is a mechanism that enables Watchers to request event notifiers to suppress event notifications while keeping the corresponding event subscription state active.”
	Status: CLOSED

<provide response>

	C132
	2008.05.09
	T
	5.2.10
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Step 4 of the procedures (“SHALL send the formulated SUBSCRIBE request “) is implicitly covered by section 5.2.2 “Subscription to Presence Information”.

Proposed Change: Delete step 4.
	Status: OPEN / CLOSED

<provide response>

	C133
	2008.05.09
	E
	5.2.10
	Source: Samsung

Form: INP
Comment: Recommend to move up 5.2.10 to 5.2.9.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C134
	2008.05.8
	T
	5.2.10.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Introduce new subsection
Proposed Change: “Event Notification Suppression at the PS”
	Status: OPEN / CLOSED

<provide response>

	C135
	2008.05.8
	T
	5.2.10


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise the 2nd paragraph
Proposed Change: The Watcher MAY directly suppress presence notifications during an active subscription. In this case, the Watcher SHALL generate the presence notification suppression request according to the procedures described below.
	Status: OPEN / CLOSED

<provide response>

	C136
	2008.05.8
	T
	5.2.10


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Resolve Editor’s Note as following
Proposed Change: 

· The Watcher MAY support conditional event notification procedures as described in section 5.2.7. If supported, the Watcher SHALL issue a SUBSCRIBE request to refresh the subscription and include a wildcarded Suppress-If-Match header field using the special "*" entity-tag value as described in [IETF-SubNotEtag] section 5.2.

· The Watcher MAY support Event Notification Throttling procedures as described in section 5.2.8. If supported, the Watcher SHALL issue a SUBSCRIBE request to refresh the subscription and include a throttle parameter set to the remaining subscription expiration value as described in [IETF-EventThrottle] section 4.3.

· When the Watcher supports both of the above procedures, using either of them is sufficient. 
	Status: OPEN / CLOSED

<provide response>

	C137
	2008.05.09
	T
	5.2.10
	Source: Samsung

Form: INP
Comment: Resolve editor’s notes.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C138
	2008.05.8
	T
	5.2.10.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Introduce new subsection
Proposed Change: “Event Notification Suppression at the Watcher Agent”
	Status: OPEN / CLOSED

<provide response>

	C139
	2008.05.8
	T
	5.2.10


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise the 3rd paragraph
Proposed Change: “The Watcher MAY request event notification suppression using conditions against its own presence state. Such conditions are specified in the presence-based event notification suppression filters as defined in Appendix C.”
	Status: OPEN / CLOSED

<provide response>

	C140
	2008.05.8
	T
	5.2.10


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise the 4th paragraph
Proposed Change: “If supported, the Watcher SHALL:

· specify conditions against its own presence state when the Watcher does not wish to receive event notifications using the presence-based event notification suppression filters;

· include the filters as an ‘application/vnd.oma.suppnot+xml’ content type in the body of the SUBSCRIBE request. If there are other contents in the body of the SUBSCRIBE request, the Watcher SHALL implement the ‘multipart/mixed’ content type as described in [RFC2046], in order to aggregate the ‘application/vnd.oma.suppnot+xml’ content with the other contents in the body of the SUBSCRIBE request.
	Status: OPEN / CLOSED

<provide response>

	C141
	2008.05.8
	E
	5.2.10
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Watcher can also request event notification suppression based on their own presence status.

Proposed Change: Change to watchers
	Status: CLOSED

Kept watcher singular (since previous paragraph is singular), and instead changed “their” to “its”

	C142
	2008.05.8
	E
	5.2.10
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: Replace the presence status with presence state
	Status: CLOSED

<provide response>

	C143
	2008.05.8
	E
	5.2.10
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: Replace “notifcation” with “notification”
	Status: CLOSED

<provide response>

	C144
	2008.05.8
	E
	5.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise first sentence

Proposed Change: “The Watcher Information Subscriber is an entity that subscribes to the dynamically changing set of Watchers and the state of their subscriptions.”
	Status: CLOSED

Mirror of OMA-PAG-2008-0318

	C145
	2008.05.8
	T
	5.3.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: It should be mentioned for what purpose the ‘multipart/related’ content type needs to be supported. Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C146
	2009.09.09
	T
	5.3.1
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Its not clear why the watcher information subscriber should support “mutlipart/related”.

Proposed Change: Add the reason for supporting the “mutlipart/related” content type.
	Status: OPEN / CLOSED

<provide response>

	C147
	2008.05.08
	T
	5.3.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The section contains SHALL and SHOULD normative statements related to the Presentity. The Presentity is not an entity that can have such a statement , 

Proposed Change: Rephrase the text to be descriptive and not normative.
	Status: OPEN / CLOSED

<provide response>

	C148
	2008.05.8
	T
	5.3.1.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  The definition of “permanent subscription” should be included in section 3.2. Does the definition of “permanent subscription” depend on the type of Presence Source (UE, PNA, PEA) ?  What are the criteria of a Presence Source to terminate a “permanent subscription” ?( e.g. when there are no active watchers).

How is the behavior of the Notifier in case for a “permanent’” subscription the NOTIFY request isn’t replied with a 200 OK response ?
What are the triggers for the is the policy of the in case what is the Presence Server 

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C149
	2008.05.8
	T
	5.3.1.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Section title could be the same as section 5.1.1.6

Proposed Change: “Publication Optimization of Presence Information”
	Status: OPEN / CLOSED

<provide response>

	C150
	2008.05.8
	T
	5.3.1.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: resolve Editor’s Note

Proposed Change: Add specification text describing the usage of request-contained resource list and event notification filtering extensions for the network-based Presence Source case.
	Status: OPEN / CLOSED

<provide response>

	C151
	2008.05.09
	T
	5.3.1.1
	Source: Samsung

Form: INP
Comment: Resolve editor’s note. The description resolving this note should include the reference to section 5.3.1.2.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C152
	2008.05.08
	T
	5.3.1.1

Second bullet
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Add that the choice between which method to use is based on local policy in the network element and in the PS, 

Proposed Change: Add needed text.
	Status: OPEN / CLOSED

<provide response>

	C153
	2008.05.09
	E
	5.3.1.2
	Source: Samsung

Form: INP
Comment: Move up 5.3.1.2 to 5.3.1.1, as event notification filter is more generic.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C154
	2008.05.8
	E
	5.3.1.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: naming the extension is unnecessary
Proposed Change: Delete ““Suppression of REFER method implicit subscription”
	Status: CLOSED

<provide response>

	C155
	2008.05.09
	T
	5.3.1.3
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: There is an error where the Watcher Information Subscriber is referred to as a Presence Source.
Proposed Change: “the Watcher Information Subscriber SHALL:”.
	Status: CLOSED

<provide response>

	C156
	2009.09.09
	T
	5.3.1.3

4th Para
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: It is the Watcher Information Subscriber that accepts the REFER and sends the response.

Proposed Change: Replace the Presence Source with “Watcher Information Subscriber”
	Status: CLOSED

<provide response>

	C157
	2008.05.08
	E
	5.3.1.3

5.3.2.1

5.3.2.2

General
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-headers of each section should be title case (capitalizing each initial letter of every word without prepositions and articles).
Proposed Change: change the headers to title case
	Status: CLOSED

<provide response>

	C158
	2008.05.8
	T
	5.3.2.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: this is a section for Watcher Information Subsriber that cannot include normative statements for the SIP/IP core
Proposed Change: Replace the sentence “SIP/IP core SHALL…” with a better statement, e.g. Watcher Information Subscriber SHALL negotiate the compression support with the SIP/IP core…or similar.
	Status: OPEN / CLOSED

<provide response>

	C159
	2008.05.08
	E
	5.3.2.1 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-missing a comma after the “3GPP2 MMD networks”.

Proposed Change: add missing comma
	Status: CLOSED

<provide response>

	C160
	2008.05.8
	T
	5.4
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise the sentence

Proposed Change: Change to “The Watcher Agent is an entity that controls the Watcher’s access to Presence Service and optimizes the notification traffic based on the Watcher’s preferences.”
	Status: OPEN / CLOSED

<provide response>

	C161
	2008.05.8
	T
	5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: From the content of this section, it can be derived that the Watcher Agent only handles subscriptions for single presentities.

It is nowhere specified how presence list subscriptions containing an event notification suppression filter is to be handled in the network (section 5.6 on Resource List Server doesn’t contain any statements about this).

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C162
	2008.05.08
	T
	5.4
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-according to the section 5.4.1, the Watcher Agent(WA) gets the SUBSCRIBE request from a Watcher directly. If a Watcher sends the Presentity List URI in the SUBSCRIBE request, the WA can’t get the real URLs and the Presentity’s number from the request. Hence, it can’t do the back-end subscription towards to the PS and limit the number of subscription described in section 5.4.2 and 5.4.3.

-in this section, the WA is going to do some parts of RLS’s jobs, e.g. back-end subscription. However, there isn’t an appropriate mechanism to resolve fetching Presentity List form RLS XDMS to WA. Hence, the functionalities of the WA should be re-specified.

-by my understanding, Event Notification Suppression (ENS) is used for stopping notifications when the Watcher is in the inconvenient presence states decided by itself. Thus, the WA should subscribe the Watcher’s Presence Information (WPI). However, it just indicates the WA does yet know the WPI without the how. More details should be appended
Proposed Change: connect the RLS XMDS to the WA. In this case, the WA does the works instead of the RLS so that the RLS is no long useful. In my opinion, it isn’t a good solution.
	Status: OPEN / CLOSED

<provide response>

	C163
	2008.05.8
	T
	5.4.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: forward the received SUBSCRIBE request to SIP/IP Core – not true for handling of suppression – it acts as B2BUA

Proposed Change: Clarify that forward is only if suppression is not supported.
	Status: OPEN / CLOSED

<provide response>

	C164
	2008.05.8
	E
	5.4.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: move the “SHALL” to the end of the line

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C165
	2008.05.8
	T
	5.4.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: in IMS case, P-CSCF and/or S-CSCF or both of them can take the role of WA.

Proposed Change: change to “and/or”
	Status: OPEN / CLOSED

<provide response>

	C166
	2008.05.8
	T
	5.4.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: in IMS case, [3GPP-TS_23.141] and [3GPP2-X.S0027-001] should be reference instead.
Proposed Change: change the references.
	Status: OPEN / CLOSED

<provide response>

	C167
	2008.05.08
	T
	5.4.2 

5.5.2 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-change MAY to SHALL to be consistent with RD for the feature limiting the number of subscriptions for the Watcher/Presentity.
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C168
	2008.05.8
	T
	5.4.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: after the step 1 in previous section – confusing references

Proposed Change: Clarify the procedure without referencing
	Status: OPEN / CLOSED

<provide response>

	C169
	2008.05.8
	T
	5.4.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Validate it per appendix C and store it

Proposed Change: replace with validate it with XML schema
	Status: OPEN / CLOSED

<provide response>

	C170
	2008.05.8
	T
	5.4.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: bullet 3 - back-end subscription shall be generated also to RLS, not only to PS

Proposed Change: towards the PS or RLS
	Status: OPEN / CLOSED

<provide response>

	C171
	2008.05.8
	T
	5.4.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: SHALL, upon receiving responses for the back-end presence subscription from the PS or RLS, forward the received response to the Watcher.
	Status: OPEN / CLOSED

<provide response>

	C172
	2008.05.8
	T
	5.4.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise 1st paragraph

Proposed Change: The Watcher Agent MAY support regulation of presence notifications sent to Watchers. If supported, the Watcher Agent SHALL:

· support the procedures described in section 5.2.10.1 
· support the presence-based event notification suppression filters set by the Watcher or local policy as described in Appendix C. 
	Status: OPEN / CLOSED

<provide response>

	C173
	2008.05.8
	T
	5.4.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Remove 2nd paragraph, it’s unnecessary.

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C174
	2008.05.8
	T
	5.4.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise 3rd paragraph

Proposed Change: Upon successful authorization of the SUBSCRIBE request from a Watcher, the Watcher Agent SHALL:
· check whether the body contains a valid ‘application/vnd.oma.suppnot+xml’ content as specified in Appendix C or whether there is any other presence notification suppression conditions set by the local policy. In case of invalid document or and/or no local policy the Watcher Agent SHALL proxy the SUBSCRIBE request targeted to the PS;
· In case of a valid ‘application/vnd.oma.suppnot+xml’ content, terminate the SUBSCRIBE request, install the subscription and send a 202 (Accepted) response to the Watcher as described in [RFC3265]. The Watcher Agent SHALL also extract the presence-based event notification suppression filters from the ‘application/vnd.oma.suppnot+xml’ content and and store it;
	Status: OPEN / CLOSED

<provide response>

	C175
	2008.05.8
	T
	5.4.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise 3rd paragraph, cont’d

Proposed Change: 
(…)
· generate a back-end presence subscription request towards the PS according to the procedures described in section 5.2.2. This back-end subsription MAY be virtual if the Watcher Agent shares the authority for the presence state of the Presentity with the PS. If the body of the received SUBSCRIBE request included other contents than the ‘application/vnd.oma.suppnot+xml’ content, the back-end presence subscription request SHALL include those contents in the body of the request;
· generate a presence subscription to the Watcher’s Presence Information according to the procedures described in section 5.2. This subsription MAY be virtual if the Watcher Agent shares the authority for the presence state of the Watcher with the Watcher’s PS; and

· upon receiving a response for the back-end presence subscription from the PS, update the Subscription-State by sending a NOTIFY request to the Watcher. 
	Status: OPEN / CLOSED

<provide response>

	C176
	2008.05.8
	T
	5.4.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise last paragraph

Proposed Change: 
During the Watcher’s subscription lifetime, the Watcher Agent SHALL: 

· evaluate the presence-based event notification suppression filters against the Watcher’s Presence Information; and

· if a match is found, request the PS to suppress the presence notifications according to the procedures described in section 5.2.10.1. 
	Status: OPEN / CLOSED

<provide response>

	C177
	2008.05.09
	T
	5.4.3
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedures for event notification suppression by the Watcher Agent are confusing.  For example, what is “this feature” (two things are mentioned: presence-based event notification suppression filters set by Watchers, or local policy)?  What if neither are supported?
Proposed Change: Rephrase the procedures in section 5.4.3.  For example, it should be possible to support filters (only), local policy (only), both filters and local policy, or neither and the procedures should clearly handle these cases.
	Status: OPEN / CLOSED

<provide response>

	C178
	2008.05.08
	T
	5.4.3
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-when the notification was suppressed, there is no mechanism to resume notifying until expiration.
Proposed Change: 
-add an interval parameter for notification resuming or other appropriate mechanism
	Status: OPEN / CLOSED

<provide response>

	C179
	2008.05.08
	T
	5.4.3 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-both RLS and the Watcher Agent do the back-end subscription. How to cooperate them?
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C180
	2008.05.09
	T
	5.4.3
	Source: Samsung

Form: INP
Comment: Need to handle the case where the service authorization is handled by P-CSCF than Watcher Agent.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C181
	2008.05.09
	T
	5.4.3
	Source: Samsung

Form: INP
Comment: Resolve editor’s note.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C182
	2008.05.8
	T
	5.5 and 5.5.1.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It is not explicitly stated that (beside soft state publication) the Permanent Presence State would be considered in composing Presence Document.
Proposed Change: Consider explicitly mentioning that Permanent Presence State, if available, would be considered by a PS for composing Presence Document.
	Status: OPEN / CLOSED

<provide response>

	C183
	2008.05.8
	T
	5.5

1st bullet
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: presence information retrieval is missing

Proposed Change: describe it as part of the 1st bullet
	Status: OPEN / CLOSED

<provide response>

	C184
	2008.05.8
	T
	5.5

3rd bullet
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: revise as  following

Proposed Change: Processes the Presence Information in various stages an applies Watcher preferences (see section 5.5.3);
	Status: OPEN / CLOSED

<provide response>

	C185
	2008.05.8
	T
	5.5

4th bullet
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: triggering watcher information subscription is missing

Proposed Change: describe it as part of the 4th bullet
	Status: OPEN / CLOSED

<provide response>

	C186
	2008.05.8
	T
	5.5.1.1
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: the last two paragraphs better belong to section 5.5.3.2

Proposed Change: move paragraphs
	Status: OPEN / CLOSED

<provide response>

	C187
	2008.05.08
	T
	5.5.1.1


	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-for the following sentence, it is not clear, such as what is the “Presentity policy”. 

“Before accepting a PUBLISH request, the PS SHALL perform identity verification and authorization of the publication attempt of the Presence Source, per Presentity policy.”
-according to section 5.5.3.1, the PS can use publication authorization policy or Publication Authorization Rules. We should list these two after the sentence above.

-it is not clear how the PS performs identity verification. By IMS/MMD authorization or XDMS authorization?

-in 3rd paragraph, it indicates that the PS SHALL perform the identity verification. However, it only describes the identity verification when using the 3GPP IMS or 3GPP2 MMD network in the 4th paragraph. How is the identity verification performed if using other kind of network?
Proposed Change: clarify it
	Status: OPEN / CLOSED

<provide response>

	C188
	2008.05.8
	T
	5.5.1.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: Update the second paragraph “If supported, the Presence Source MAY generate … and the PS SHALL process …”
	Status: OPEN / CLOSED

<provide response>

	C189
	2008.05.8
	T
	5.5.1.2
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: upgrade feature to SHALL

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C190
	2008.05.8
	T
	5.5.1.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  For completeness, it should be mentioned what the PS does when it supports direct content handing but not content indirection (i.e. supports ‘multipart/related’ but not ‘message/external-body’) and a publication containing content indirection is received: also a 415 response.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C191
	2008.05.8
	T
	5.5.1.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  Large MIME object handling for RLS subscriptions (also valid for PRS V1.1)

Large MIME object handling is defined for the PS (§5.5.1.3), but not for the RLS, i.e. it is not described whether and how large MIME object handling has to be applied by the RLS, and/or how the RLS can forward this large MIME object handling in the back-end subscriptions.
For the PS, the presence/absence of the 'multipart/related' content type in the 'Accept' header indicates whether or not the logic for large MIME objects has to be applied. However, for a presence list subscription, the 'multipart/related' content type mandatory must be supplied in the Accept header, so in case of presence list subscriptions, watchers do not have the possibility to state that they don't want to receive large presence MIME objects as direct content.
For a back-end subscription, the RLS may include in the Accept header the content type 'multipart/related', and the 'message/external-body' content type if included in the Accept header of the RLS subscription.
A way to solve this problem is to use the conventional Supported / Require header mechanism with a dedicated option tag for large object handling, which allows watcher and server to negotiate about supported functionality. In general, functionality should not be invoked / assumed based on reported support of content types like 'multipart/related' or 'multipart/mixed' , as these content types are used in many contexts.
Note that, as there is no interface between RLS and Content Server according to the OMA architecture, an RLS is not assumed to perform content indirection for large MIME objects, if the PS server in the back-end subscription only supports direct content.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C192
	2008.05.09
	T
	5.5.1.3
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Incorrect terminology.
Proposed Change: “the PS SHALL associate the value of the relevant Presence Information Element with the external content.”
	Status: CLOSED

<provide response>

	C193
	2008.05.8
	T
	5.5.1.4
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Keep the structure of the section inline with others

Proposed Change: Start with “The PS MAY support Permanent Presence State. If supported, …”
	Status: CLOSED

<provide response>

	C194
	2008.05.8
	T
	5.5.1.4
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: When fetching the Permanent Presence State document …
	Status: CLOSED

<provide response>

	C195
	2008.05.8
	T
	5.5.1.4
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: “It MAY do so by subscribing to and fetching…”
Proposed Change: Should it be OR instead of AND?
	Status: OPEN / CLOSED

<provide response>

	C196
	2008.05.8
	E
	5.5.1.5
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: revise step 5)

Proposed Change: include an Accept-Contact header field set to the value of “g.oma-pres.pubcap”
	Status: OPEN / CLOSED

<provide response>

	C197
	2008.05.8
	T
	5.5.1.5


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: step 5/a)
Proposed Change: Revise text to be more precise, e.g. “The PS Source MAY express further capabilities of the desired Presence Source by using the token value of the “g.oma-pres.pubcap” feature tag or the detailed IARI of the “g.3gpp.app_ref ” feature tag as defined in [PRSEXT_DDS] “Registry for Presence Publication Capability Tokens”, together with the combination of ‘require’ or ‘explicit’ parameters as defined in [RFC3841].”
	Status: OPEN / CLOSED

<provide response>

	C198
	2008.05.09
	T
	5.5.1.5

Step 5
	Source: Samsung

Form: INP
Comment: Need to percent-encode “
Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C199
	2008.05.08
	T
	5.5.1.5

5th bullet
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: It needs to be clarified in more detail how ‘require’ and ‘explicit’ parameters shall be used and if the PS can use only the main part of the feature tag to request all Presence Source to publish or if it has to send one REFER per token etc, 

Proposed Change: Clarify
	Status: OPEN / CLOSED

<provide response>

	C200
	2008.05.8
	T
	5.5.1.5
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: replace “g.oma-pres-pubcaps” with “+g.oma-pres-pubcaps”
	Status: OPEN / CLOSED

<provide response>

	C201
	2008.05.8
	T
	5.5.1.5
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:. The specification doesn’t indicate how Presence Server and Presence Source agree on the duration of the one-time publication. If no hint is given by the Presence Server (e.g. in the REFER request), the Presence Source might use a duration that is less than supported by the Presence Server, which may lead to a rejection of the publication. On the other hand, if the presence state changes within the initially agreed publication lifetime, the Presence Source should un-publish the previously published presence state.
A possible solution is that the Presence Source doesn’t supply an Expires header when publishing, and the Presence Server returns in the 200 OK an Expires header valued 0.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C202
	2009.09.09
	T
	5.5.1.5
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: It would be good if the REFER body carries the filter document which the Presence Source can use it for doing optimised publish.

Proposed Change: Consider adding this feature.
	Status: OPEN / CLOSED

<provide response>

	C203
	2008.05.8
	T
	5.5.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Delete sentence “The local policy MAY be on a per-Presentity basis.”
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	C204
	2008.05.8
	T
	5.5.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: resolve editors note
	Status: OPEN / CLOSED

<provide response>

	C205
	2008.05.09
	T
	5.5.2
	Source: Samsung

Form: INP
Comment: Handle editor’s note. 

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C206
	2008.05.08
	T
	5.5.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Last sentence is ambiguous as section 5.5.3 includes ALL steps 

Proposed Change: Rephrase
	Status: OPEN / CLOSED

<provide response>

	C207
	2008.05.8
	T
	5.5.2.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  What is the behavior of the PS in case the size of the MIME object in the NOTIFY request exceeds the limit defined for the Watcher (so the PS SHALL handle the MIME object as indirect content), but the Watcher hasn’t indicated support of the ‘message/external-body’ content type in the Accept header of the SUBSCRIBE request ?
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C208
	2008.05.8
	T
	5.5.2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: if the size … exceeds the limit defined for …

Proposed Change: define where the limit is defined
	Status: OPEN / CLOSED

<provide response>

	C209
	2008.05.8
	E
	5.5.2.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: last paragraph
Proposed Change: Replace “presence attribute” with “Presence Information Element”
	Status: CLOSED

<provide response>

	C210
	2008.05.8
	E
	5.5.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  The steps should be named identically as their corresponding section title.

The section titles should be named consistently. E.g.

5.5.3.5: Applying generation of Entity Tags

5.5.3.9: Applying generation of Notifications

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C211
	2008.05.8
	E
	5.5.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  In figure 4, it makes more sense to perform Event Throttling directly after Event Notification Filtering. E.g. due to throttling 2 partial notifications might need to be combined into a new transformed Presence Document. Furthermore, in this adapted flow, an ETag only has to be generated for documents (=event states) that will be sent to the watcher.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C212
	2008.05.8
	T
	5.5.3

Figure 4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Event Notification Suppression is missing from the Figure
Proposed Change: Add
	Status: OPEN / CLOSED

<provide response>

	C213
	2008.05.08
	T
	5.5.3
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Step 8 is not shown in figure 4

Proposed Change: Include also step 8 in the figure
	Status: OPEN / CLOSED

<provide response>

	C214
	2008.05.8
	T
	5.5.3.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Keep the structure of the section inline with others

Proposed Change: Start with “The PS MAY support Publication Authorization and Content Rules. If supported, …”
	Status: CLOSED

<provide response>

	C215
	2008.05.8
	T
	5.5.3.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  In case the PS does not support Publication Authorization and Content Rules or the document does not exist, the PS default policy SHALL be applied. The PS default publication authorization policy SHALL authorize the publication for the Presentity and SHOULD reject the publication for all other users.
…

· If there is no matching rule then the PS SHALL further handle the publication according to the default policy of the PS. The PS publication authorization default policy SHALL authorize the publication for the Presentity, and SHOULD reject the publication for all other users.
Proposed Change:

	Status: CLOSED

<provide response>

	C216
	2008.05.8
	T
	5.5.3.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: second bullet list, bullet 2, see section 7.1 – the reference is wrong, there is nothing about <anonymous-request> in section 7.1

Proposed Change: Use proper reference
	Status: OPEN / CLOSED

<provide response>

	C217
	2008.05.8
	T
	5.5.3.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: second bullet list, bullet 2, is about anonymous publication. Sounds like useless feature and as such should be removed

Proposed Change: remove the bullet
	Status: OPEN / CLOSED

<provide response>

	C218
	2008.05.8
	T
	5.5.3.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  [XDM_Core] “Combining Permissions” considers only the case of a single URI value for a Watcher/Recipient. The P-Asserted-Identity header may consist of 2 URI values. It must be described how this has to be handled. Inline with RFC 5025, all asserted identities have to be considered when searching for matching rules.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C219
	2008.05.09
	T
	5.5.3.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedures state the following: “If a presence publication is identified as anonymous (see section 7.1, the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDM_Core].”  However, such a rule is optional and section 7.1 does not state anything about anonymous publications.  Also, does an anonymous publication even make sense?
Proposed Change: Rephrase the procedure so that anonymous publications are always rejected (similar to anonymous Watcher Information subscriptions).
	Status: OPEN / CLOSED

<provide response>

	C220
	2008.05.08
	T
	5.5.3.1


	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
- For the following sentence, it is not clear about the publication authorization policy. And it may introduce confusion with “Publication Authorization Rules”. Propose to change it to “local policy”. 

“In case the PS does not support Publication Authorization and Content Rules or the document does not exist, the PS publication authorization policy SHALL authorize the publication for the Presentity and SHOULD reject the publication for all other users.”
- It is not clear PS how to authenticate the PUBLISH request
Proposed Change: clarify it
	Status: OPEN / CLOSED

<provide response>

	C221
	2008.05.08
	T
	5.5.3.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Shall the two “for” in the second paragraph be “from”? ,

Proposed Change: Clarify
	Status: CLOSED

Clarified using “authenticated originator identity” terminology introduced in Presence Source procedures

	C222
	2008.05.8
	T
	5.5.3.1.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  When the <pub-handling> value evaluates to allow, then the Publication Content Rules (see section 5.5.3.1.2) have to be checked. Only in case the published presence information conforms to the Publication Content Rules, a 200 OK response shall be given.

Proposed Change: Clarify the procedure
	Status: OPEN / CLOSED

<provide response>

	C223
	2008.05.8
	T
	5.5.3.1.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  Section 5.5.3 and Figure 4 do not make a distinction between soft-state and hard-state (permanent presence state) publications. Whereas section 5.5.3.2.1 (Composition Policy) takes into account the specifics of the permanent presence state (i.e. no <timestamp>s), section 5.5.3.1 and in particular the subsections (5.5.3.1.1 and 5.5.3.1.2) are only valid for soft-state publications. Therefore, in section 5.5.3 or 5.5.3.1 reference should be made to [PRS_PresXDM] for hard-state publications.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C224
	2008.05.08
	T
	5.5.3.1.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Both Authorization and Content Rules must be applied before a final response is given ( 200 OK or 488), 

Proposed Change: Change the bullet to state that 5.5.3.1.2 must be applied before a 200 OK can be sent back to the Presence Source. 
	Status: OPEN / CLOSED

<provide response>

	C225
	2008.05.8
	T
	5.5.3.1.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment:  When the published document contains Presence Information that the Presence Source is allowed to publish as well as Presence Information that the Presence Source isn’t allowed to publish: is the whole publication rejected, or is the presence information that the presence source isn’t allowed to publish filtered out ?

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C226
	2008.05.08
	T
	5.5.3.1.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The text need to be aligned with how the “view” issue is solved in the [PRS_PresXDM]. One proposal is to define a supporting AUID to pub-rules that can be used to fetch the content rules related to a certain user. (See CONRR section for PRD XDM and the Ericsson comment to section 5.3.2.11 for more information), 

Proposed Change: Change text accordingly. 
	Status: OPEN / CLOSED

<provide response>

	C227
	2008.05.09
	T
	5.5.3.1.2
	Source: Samsung

Form: INP
Comment: For ‘authorization view sharing’, the PS also should be able to deliver the publication authorization rule in the body of the reject response than just pointing out the URI for the publication content rules. This would help reducing the extra roundtrip and redundant processing by Presence XDMS to generate the authorization view on the publication requestor.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C228
	2008.05.8
	T
	5.5.3.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Second paragraph is already described in section 5.5.1.1.
Proposed Change: Delete sentence
	Status: CLOSED

<provide response>

	C229
	2008.05.09
	T
	5.5.3.2
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The last two paragraphs of the section appear to conflict with each other (“The PS SHALL ignore the values of instance identifier attributes…” and “The PS MAY change the values of instance identifier attributes…”).
Proposed Change: Rephrase.
	Status: OPEN / CLOSED

<provide response>

	C230
	2008.05.09
	T
	5.5.3.2
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedures in section 5.5.1.4 indicate that the PS SHALL use the Permanent Presence State as input for the composition policy.  However, the section on applying composition policy does not mention permanent presence state (it states only that “PS SHALL handle incoming publications as per [RFC3903] before applying the Composition Policy”).
Proposed Change: Additional text needed to clarify how permanent presence state is used by the PS when creating the raw presence document.
	Status: OPEN / CLOSED

<provide response>

	C231
	2008.05.08
	T
	5.5.3.2.1 Person component numbered bullet 2)
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The SHALL in the second sentence shall be a “to” instead? , 

Proposed Change: Clarify
	Status: CLOSED

<provide response>

	C232
	2008.05.8
	E
	5.5.3.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Replace “presence element” with “Presence Information Element”
Proposed Change: 
	Status: CLOSED

<provide response>

	C233
	2008.05.09
	T
	5.5.3.3
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedures state the following: “If a presence subscription is identified as anonymous (see section7.1, the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDM_Core].”  However, such a rule is optional.
Proposed Change: Rephrase the procedure so that the rule with the <anonymous-request> condition is evaluated only if present.
	Status: OPEN / CLOSED

<provide response>

	C234
	2008.05.08
	E
	5.5.3.3 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-the reference [XDM_Spec] should be [XDM_Core].
Proposed Change: as described above
	Status: CLOSED

<provide response>

	C235
	2008.05.08
	T
	5.5.3.3

2nd bullet list
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The name of the document to be used in missing. 

Proposed Change: Add a bullet “Set the document name to “presrules” as defined in [PRS_PresXDM]
	Status: OPEN / CLOSED

<provide response>

	C236
	2008.05.08
	T
	5.5.3.3

8th bullet
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Add that the recommended system default policy is “blocked” and add a note informing about the interoperability consequences having any other value , 

Proposed Change: Add text and a Note.
	Status: OPEN / CLOSED

<provide response>

	C237
	2008.05.8
	T
	5.5.3.5


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Investigate whether the feature should be SHALL or MAY, delete Editor’s Note and “If supported…”
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C238
	2008.05.09
	T
	5.5.3.5
	Source: Samsung

Form: INP
Comment: Resolve editor’s note.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C239
	2009.09.09
	T
	5.5.3.5

2nd bullet
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: PS has to include entity tag in all the NOTIFY requests and the subscriber indication of the e-tag support is removed from the current draft.

Proposed Change:  Modify the sentence accordingly.
	Status: OPEN / CLOSED

<provide response>

	C240
	2008.05.8
	T
	5.5.3.7


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: draft-niemi-sipping-event-throttle-06 includes text on adjusting the watcher proposed throttling value based on PS configuration setting
Proposed Change: delete Editor’s Note
	Status: OPEN / CLOSED

<provide response>

	C241
	2008.05.09
	T
	5.5.3.7
	Source: Samsung

Form: INP
Comment: Resolve editor’s note

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C242
	2008.05.8
	T
	5.5.3.7


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: change behavior when configured value is lower than the Watcher requested one.
Proposed Change: “If the PS has a local throttling configuration setting and it is lower than the Watcher proposed throttle value, the PS SHOULD accept the Watcher proposed throttle value.”
	Status: OPEN / CLOSED

<provide response>

	C243
	2008.05.8
	T
	5.5.3.7


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: change behavior when configured value is higher than the Watcher requested one.
Proposed Change: “If the local throttling configuration setting is higher than the Watcher proposed throttle value, the PS SHALL adjust the Watcher proposed throttle value to the local throttling configuration setting and send it back to the Watcher as described in [IETF-EventThrottle].
	Status: OPEN / CLOSED

<provide response>

	C244
	2008.05.08
	T
	5.5.3.7


	Source: Huawei

Form: OMA-CONR-2008-0065
Comment:
“If the PS has a local throttling configuration setting and it is lower than the Watcher proposed throttle value, the PS MAY lower the Watcher proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Watcher proposed throttle value, the PS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.”
- in the 1st sentence, the reason of lowing the thottle value is not adequate

- in the 2nd sentence, according to [IETF-EventThrottle], it should be filling the adjusted thottling parameter in the NOTIFY request, not omitting the thottling value

Proposed Change: clarify it
	Status: OPEN / CLOSED

<provide response>

	C245
	2008.05.8
	T
	5.5.3.8


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise the section as following
Proposed Change: 

The PS MAY support event notification suppression according to the procedures described in this section.
The event notification suppression can be requested in the following manners:

· If the PS supports the notifier procedures defined in [IETF-SubNotEtag], the Watcher can request event notification suppression by including a wildcarded Suppress-If-Match header field using the special "*" entity-tag value as described in [IETF-SubNotEtag] section 5.2.

· If the PS supports Event Notification Throttling procedures as described in section 5.5.3.7, the Watcher can request event notification suppression by using a throttle parameter set to the remaining subscription expiration value as described in [IETF-EventThrottle] section 4.3.

Upon receiving an event notification suppression request using one of the above mechanism, the PS SHALL suppress the generation of presence event notifications until a Watcher cancels the suppression with a re-SUBSCRIBE request or the subscription state changes.
	Status: OPEN / CLOSED

<provide response>

	C246
	2008.05.08
	T
	5.5.3.8
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The editor’s note must be resolved , 

Proposed Change: Add a solution e.g. based on the throttle draft and sub-etag draft to make sure that a throttle value can be changed to max without receiving any notification body.
	Status: OPEN / CLOSED

<provide response>

	C247
	2008.05.09
	T
	5.5.3.8
	Source: Samsung

Form: INP
Comment: Resolve editor’s note

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C248
	2008.05.8
	T
	5.5.3.9
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Watcher requested condition for suppressing …

Watcher (or Watcher Agent) requests suppression, there is no condition delivered to the PS

Proposed Change: reword
	Status: OPEN / CLOSED

<provide response>

	C249
	2008.05.8
	T
	5.5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064
Comment: For the Watcher Information event package, also the Presence Information Processing sections on Generating Entity Tags (section 5.5.3.5), Applying Event Notification Throttling (section 5.5.3.7) and Applying Event Notification Suppression (section 5.5.3.8) apply. Therefore, these sections should be made common for Watchers and Watcher Information Subscribers.

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C250
	2008.05.8
	T
	5.5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064
Comment: In order to clearly identify fetch operations in the <watcher-list>, it should be stated that fetch operation are characterized by <watcher> elements with attributes “duration-subscribed” and “expiration” valued zero.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C251
	2008.05.8
	T
	5.5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064
Comment: In order to reduce watcher information traffic, it should be recommended that fetch operations are only notified in case there are no active watchers. Alternatively, the watcher info subscriber must be given a means to explicitly request the inclusion of fetchers in watcher info subscriptions.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C252
	2008.05.08
	T
	5.5.4
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: It is not defined how PS shall indicate that it exists an anonymous watcher in the Watcher information document (<watcher> element). This may cause that a watcher information subscriber can by mistake regard the request as coming from a identified watcher and make the “wrong” authentication action and include that watcher id in e.g. an identity rule instead of generating an <anonymous-request> in the pres-rule document, 

Proposed Change: Define that the PS  also SHALL set the <watcher> element to sip:anonymous@anonymous in case of an anonymous watcher.
	Status: OPEN / CLOSED

<provide response>

	C253
	2009.09.09
	T
	5.5.4.1

1st Bullet
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Specifically mention according to “Server Procedures”.

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C254
	2008.05.8
	T
	5.5.4.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: Though it principally can be used, the Multipart/Related MIME type is not the appropriate MIME type, as this MIME type typically is used when where there is an ordered relationship between the contained MIME documents. This isn’t the case here. The Multipart/Mixed MIME type is more appropriate here.

When the Multipart/Related MIME type is used, it should be standardized what document will be the root document.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C255
	2008.05.8
	T
	5.5.4.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Watcher information Content can be included only if support for multipart/related was indicated by Watcher Information Subscriber

Proposed Change: update the description
	Status: OPEN / CLOSED

<provide response>

	C256
	2008.05.8
	T
	5.5.4.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

More details need to be provided on the behaviour of the Watcher Information Subscriber and the Presence Server in case of additional content in winfo notifications in order to achieve interoperability. E.g.
The notified Event Notification Filter is filter is persistent, meaning that the filter applies until a new filter is included in a notification. Hence the filter is not included in a notification due to a non-initial SUBSCRBE request unless the filter has changed. If the notification in response to an initial SUBSCRIBE doesn’t contain a filter, then no filter applies. The filter conveyed in a notification can be removed (meaning that no filter applied), by supplying an empty filter, i.e. <filter-set> <filter id=”empty”/> </filter-set>.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C257
	2008.05.09
	T
	5.5.4.3
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The statement: “The resulting combined filtering document is the one which filters the largest set of Presence Information from the presence document”  is ambiguous since it is not clear whether “filters” means “includes” or “excludes”.
Proposed Change: Rephrase.  It may also be useful to provide examples (e.g. in the Appendix).
	Status: OPEN / CLOSED

<provide response>

	C258
	2008.05.8
	T
	5.5.5
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: The PS SHALL also support all Application Usages specified in [PRS_RLSXDM] and [XDM_List]
Proposed Change: Add to the bullet list.

	Status: OPEN / CLOSED

<provide response>

	C259
	2008.05.8
	T
	5.5.5
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Publication Authorization and Content Rules Application Usage is optional.
Proposed Change: Remove from 2nd bullet and revise previous last paragraph as:

The PS MAY support:

· the Permanent Presence State functionality as specified in section 5.5.1.4. If supported, the PS SHALL support the Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”.

· the Publication Authorization and Content Rules functionality as specified in section 5.5.3.1. If supported, the PS SHALL support the Publication Authorization and Content Rules Application Usage as specified in [PRS_PresXDM] “Publication Authorization and Content Rules”.
	Status: OPEN / CLOSED

<provide response>

	C260
	2008.05.8
	T
	5.5.5
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Add new paragraph on the end of this section how it is in 3GPP as it is in RLS chapter 5.6.5

Proposed Change: update the description
	Status: OPEN / CLOSED

<provide response>

	C261
	2008.05.09
	T
	5.5.5
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedure states that the PS SHALL support “all Application Usages specified in [XDM_List]”.  However, this is not correct.
Proposed Change: Clarify that the PS SHALL support only the URI List specified in [XDM_List].
	Status: OPEN / CLOSED

<provide response>

	C262
	2009.09.09
	T
	5.5.5

2nd Bullet.
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The Presence Server need not support Group Usage List in the Shared List XDMS.

Proposed Change:  Rephrase to specifically mention only the AUID of URI List.
	Status: OPEN / CLOSED

<provide response>

	C263
	2008.05.08
	T
	5.5.5.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: What is the name of the document that shall be used? , 

Proposed Change:  add a bullet “Set the document name to “pub-rules” as defined in [PRS_PresXDM].
	Status: OPEN / CLOSED

<provide response>

	C264
	2008.05.8
	T
	5.5.6.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: What is the relevance of this section for the PS procedures?
Proposed Change: delete section?
	Status: OPEN / CLOSED

<provide response>

	C265
	2008.05.8
	T
	5.5.6.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: the SIP/IP Core SHALL …

Presence TS shall not define what SIP/IP Core SHALL, it is just using SIP/IP core functionality

Proposed Change: reword the sentence
	Status: OPEN / CLOSED

<provide response>

	C266
	2008.05.8
	T
	5.5.6.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: If section 5.5.6.1 is deleted, delete also “as described in 5.5.6.1”
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	C267
	2008.05.8
	E
	5.5.6.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

… as described in section 5.5.6.1
Proposed Change:

	Status: CLOSED

<provide response>

	C268
	2008.05.8
	T
	5.5.6.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: last sentence is talking about local policy, but the server can be in different network than the P-CSCF performing the compression.

Proposed Change: remove the last sentence
	Status: OPEN / CLOSED

<provide response>

	C269
	2008.05.8
	T
	5.6
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064
Comment: For Resource List Server, also the Presence Information Processing section on Generating Entity Tags (section 5.5.3.5) applies.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C270
	2008.05.08
	T
	5.6
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Compression of presence traffic is missing in bullet list, 

Proposed Change: Add a new bullet “Compression of presence traffic.”
	Status: OPEN / CLOSED

<provide response>

	C271
	2008.05.8
	T
	5.6

4th bullet


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Mention that a back-end subscription may be a virtual subscription
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C272
	2008.05.8
	T
	5.6.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: The support for the “multipart/mixed” content type belongs to section 5.6.3
Proposed Change: move the sentence there.
	Status: OPEN / CLOSED

<provide response>

	C273
	2008.05.8
	T
	5.6.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: What does this sentence refer to: “Note that the list subscriptions could be either subscriptions to Presence List (see section…) or subscriptions to Request-contained Presence List (see section..) and the list could be either a Presence List or Request-contained Presence List.”
Proposed Change: delete sentence?
	Status: OPEN / CLOSED

<provide response>

	C274
	2008.05.8
	T
	5.6.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: resolve Editor’s note. draft-ietf-sip-subnot-etags-02 section 6.5 defines the meaning of the entity-tag for list subscriptions. 
Proposed Change: Include new sections to describe the usage of conditional subscriptions:

· a section similar to section 5.5.3.5

· another section similar to the text in section 5.5.3.9
	Status: OPEN / CLOSED

<provide response>

	C275
	2008.05.08
	T
	5.6.1
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The editor’s note need to be resolved , 

Proposed Change: Add text that as a minimum makes it possible to suppress a Notify at refresh and the body in the final Notify. 
	Status: OPEN / CLOSED

<provide response>

	C276
	2008.05.09
	E
	5.6.1
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The word “correspondingly” is misused in the Note..
Proposed Change: Delete “correspondingly”.
	Status: CLOSED

<provide response>

	C277
	2008.05.8
	T
	5.6.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: first bullet list, first bullet, gzip compression or suppression should be also supported

Proposed Change: extend the list
	Status: OPEN / CLOSED

<provide response>

	C278
	2008.05.8
	T
	5.6.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: max-number-of-subscriptions-in-presence-list is meant per user but this is not mentioned

Proposed Change: extend the description that the limit is per user
	Status: OPEN / CLOSED

<provide response>

	C279
	2008.05.8
	T
	5.6.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Mention that a back-end subscription may be a virtual subscription
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C280
	2008.05.08
	T
	5.6.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The first bullet with references to other sections must be updated with more specific text as not all functions in the sections are applicable for backend subscriptions (e.g. the subsection 5.2.2.1.3 is not applicable),

Proposed Change: Update bullet list with more specific text for RLS Back-end subscriptions
	Status: OPEN / CLOSED

<provide response>

	C281
	2008.05.8
	T
	5.6.4


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Include the content of section 5.5.3.8 here by replacing PS with RLS. Delete Editor’s Note.
Proposed Change: 
	Status: OPEN / CLOSED

<provide response>

	C282
	2008.05.09
	T
	5.6.4
	Source: Samsung

Form: INP
Comment: Resolve editor’s note

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C283
	2008.05.09
	T
	5.6.5
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The procedure states that the RLS SHALL support “Application Usages specified in [XDM_List]”.  However, this is not completely accurate.
Proposed Change: Clarify that the RLS SHALL support only the URI List specified in [XDM_List].
	Status: CLOSED

<provide response>

	C284
	2008.05.08
	T
	5.6.5
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Not all Application usages in [XDM_List] is used by RLS,

Proposed Change: Change the second bullet to only mention the “resource-lists” AUID.
	Status: CLOSED

<provide response>

	C285
	2008.05.08
	T
	5.6.5
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: When the Service URI template is <XUI>;pres-list=<id> RLS can address the document in the users tree belonging to the XUI. 
This means that both the XCAP path and XCAP GET and the R-URI in a Subscribe can be done directly to the source document, 

Proposed Change: Change the text in such a way that RLS can use also the above selected methods to get the information related to the Service URI on case of an <XUI> template.
	Status: OPEN / CLOSED

<provide response>

	C286
	2009.09.09
	T
	5.6.5

2nd Bullet.
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The RLS need not support Group Usage List in the Shared List XDMS.

Proposed Change:  Rephrase to specifically mention only the AUID of URI List.
	Status: CLOSED

<provide response>

	C287
	2008.05.8
	T
	5.6.6


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: draft-niemi-sipping-event-throttle-06 includes text on adjusting the watcher proposed throttling value based on RLS configuration setting
Proposed Change: delete Editor’s Note
	Status: OPEN / CLOSED

<provide response>

	C288
	2008.05.09
	T
	5.6.6
	Source: Samsung

Form: INP
Comment: Resolve editor’s note

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C289
	2008.05.8
	T
	5.6.6


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: change behavior when configured value is lower than the Watcher requested one.
Proposed Change: “If the RLS has a local throttling configuration setting and it is lower than the Watcher proposed throttle value, the RLS SHOULD accept the Watcher proposed throttle value.”
	Status: OPEN / CLOSED

<provide response>

	C290
	2008.05.8
	T
	5.6.6


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: change behavior when configured value is higher than the Watcher requested one.
Proposed Change: “If the local throttling configuration setting is higher than the Watcher proposed throttle value, the RLS SHALL adjust the Watcher proposed throttle value to the local throttling configuration setting and send it back to the Watcher as described in [IETF-EventThrottle].
	Status: OPEN / CLOSED

<provide response>

	C291
	2008.05.08
	E
	5.6.6
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Incorrect reference [IETF-Throttle]

Proposed Change: Change to [IETF-EventThrottle]
	Status: CLOSED

<provide response>

	C292
	2008.05.8
	E
	5.6.6
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: As the content of this section is very similar as section 5.5.3.7 (Applying Event Notification Throttling), the title should be changed into “Event Notification Throttling”.

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C293
	2008.05.8
	T
	5.6.7.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: What is the relevance of this section for the RLS procedures?
Proposed Change: delete section?
	Status: OPEN / CLOSED

<provide response>

	C294
	2008.05.08
	T
	5.6.7.1 
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-change can to MAY in “A Watcher can compress the SIP signal”.

-also if using in formative, the “may” should be uppercase “MAY”.
Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C295
	2008.05.8
	T
	5.6.7.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Usage of gzip on back-end subscription should be clarified here

Proposed Change: extend the description
	Status: OPEN / CLOSED

<provide response>

	C296
	2008.05.8
	T
	5.6.7.2


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: If section 5.6.7.1 is deleted, delete also “as described in 5.6.7.1”
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	C297
	2008.05.8
	T
	5.7
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise last paragraph as:
Proposed Change: The XDMC MAY support the following:

· Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”.

· Publication Authorization and Content Rules Application Usage as specified in [PRS_PresXDM] “Publication Authorization and Content Rules”.
	Status: CLOSED

<provide response>

	C298
	2008.05.09
	T
	5.7
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: The XDMC section does not mention Publication Authorization and Content Rules.  Also, not all of the Application Usages in [XDM_List] are mandatory.
Proposed Change: Add Publication Authorization and Content Rules as an optional feature for XDMC, and clarify that only URI List is mandatory in [XDM_List].
	Status: CLOSED

<provide response>

	C299
	2008.05.08
	E
	5.7
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-the reference [XDM_PresXDM] should be [PRS_PresXDM].
Proposed Change: as described above
	Status: CLOSED

<provide response>

	C300
	2008.05.08
	T
	5.7
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Application Usage in Presence Content XDMS is missing in the list , 

Proposed Change: Add Application Usages in Presence Content XDMS to the bullet list
	Status: CLOSED

<provide response>

	C301
	2008.05.08
	T
	5.7

3rd bullet
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Only “resource-list” AUID specified in [XDM_List] is used by presence, 

Proposed Change: Change third bullet to “.. and the URI List Application Usage in [XDM_List]” 
	Status: CLOSED

<provide response>

	C302
	2009.09.09
	T
	5.7

3rd Bullet.
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: For Presence Service XDMC need to support only the URI List application usage.

Proposed Change:  Rephrase to specifically mention only the AUID of URI List.
	Status: CLOSED

<provide response>

	C303
	2008.05.09
	T
	5.11
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Shared List XDMS is not a presence functional entity, and it does not make sense to include a section in the Presence TS whose text points to only the XDM AD. 

Proposed Change: Remove section 5.11 “Shared List XDMS”.
	Status: OPEN / CLOSED

<provide response>

	C304
	2008.05.8
	T
	5.12
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: The <status-icon> can be a <person> and / or a <tuple> child element. It must be clearly specified whether access is granted, if access is granted for <person> <status-icon> and/or <tuple> <status-icon> (and/or even a <device> <status-icon>)
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C305
	2008.05.8
	T
	5.12


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Doesn't the 2nd paragraph belong to [PRS_ContXDM] section “Authorization Policies”?
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	C306
	2008.05.08
	T 
	5.12
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The last paragraph is described also in Presence Content XDMS, 

Proposed Change: Remove the last paragraph
	Status: OPEN / CLOSED

<provide response>

	C307
	2008.05.09
	T
	6
	Source: Samsung

Form: INP
Comment: Remove section 6

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C308
	2008.05.08
	T
	7.1.2
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: A PNA can also be a Watcher Information Subscriber that acts on behalf of a Presentity. It needs to be clarified if a PNA always must use the Presentity’s identity or if the PNA can use its own. If that is the case also the PNA ID’s must be allowed to subscribe for Watcher Information, 

Proposed Change: Clarify if a PNA can use other ID:s then the Presentity’s.
	Status: OPEN / CLOSED

<provide response>

	C309
	2008.05.8
	T
	7.1.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: Handling of Anonymous Presence List Subscriptions has to be addressed as well.
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C310
	2008.05.08
	T
	7.1.4
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: In case of inter domain Subscriptions in 3GPP IMS or 3GPP2 MMD networks the P-asserted-identity can be missing, 

Proposed Change: Add that a Subscribe without P-asserted-identity shall be regarded as an anonymous request.
	Status: OPEN / CLOSED

<provide response>

	C311
	2008.05.08
	T
	9
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment:  Also a Watcher Information Subscriber need to do registration in IMS/MMD , 

Proposed Change: Add Watcher Information Subscriber to the list that must use registration.
	Status: OPEN / CLOSED

<provide response>

	C312
	2008.05.09
	E
	10
	Source: Samsung

Form: INP
Comment: Remove huge blank.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C313
	2008.05.8
	T
	11.1

11.3


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Additional references should be added: [IETF-EventThrottle], [IETF-SessionPol], [IETF-SubNotEtag], etc.
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	C314
	2008.05.8
	T
	Appendix A
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: SCR for Presence Content XDMS is missing

Proposed Change: add appropriate SCR
	Status: OPEN / CLOSED

<provide response>

	C315
	2008.05.08
	T
	App A
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Content XDMS is missing in the SCR tables
Proposed Change: Add SCR table for Content XDMS
	Status: OPEN / CLOSED

<provide response>

	C316
	2008.05.08
	T
	App A
	Source: Huawei

Form: OMA-CONR-2008-0065
Comment:
-SCR needs to be updated for the recent features added to PRS 2.0, for example, Presence Content XDMS, Watcher Agent, Event Notification Suppression, Publication Authorization Rules, Simultaneous Subscription Control.

Proposed Change: as described above
	Status: OPEN / CLOSED

<provide response>

	C317
	2008.05.09
	T
	Appendix A
	Source: Samsung

Form: INP
Comment: Add those missing PRS 2.0 features.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C318
	2008.05.08
	T
	App A
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment:  Check that SCR items exist for all vital requirements like Permanent Presence.
Proposed Change: Update the tables with missing items.
	Status: OPEN / CLOSED

<provide response>

	C319
	2008.05.08
	T
	App A
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment:  Check that all references are correct after the anticipated restructuring of the sections
Proposed Change: Update the tables when major restructuring is over and done with
	Status: OPEN / CLOSED

<provide response>

	C320
	2008.05.8
	T
	Appendix A.1 (PRS-SRC-C-007 –O & PRS-SRC-C-008 -O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C321
	2008.05.8
	T
	Appendix A.2 (PRS-PS-S-013-O & PRS-PS-S-014-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C322
	2008.05.8
	T
	Appendix A.2 (PRS-PS-S-009-O & PRS-PS-S-010-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C323
	2008.05.8
	T
	Appendix A.2 (PRS-PS-S-018-O & PRS-PS-S-019-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C324
	2008.05.8
	T
	Appendix A.2
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Quite many requirements (e.g. partial publication, partial notification, publication of large objects using content indirection, publication of large objects using direct content, notification of large objects using content indirection, notification of large objects using direct content, subscription to Presence Authorization Rules changes, subscribe to URI List(s) changes, event notification filtering, generate entity tag and suppress notification, Permanent Presence State, event notification throttling, triggering subscription to Watcher Information, extensions to Watcher Information content) on the PS are optional, which can become a critical issue in terms of deploying important features.
Proposed Change: Consider mandating key features for PS (e.g. partial publication, partial notification, publication of large objects using direct content, notification of large objects using direct content, subscription to Presence Authorization Rules changes, subscribe to URI List(s) changes, event notification filtering, generate entity tag and suppress notification, Permanent Presence State).
	Status: OPEN / CLOSED

<provide response>

	C325
	2008.05.8
	T
	Appendix A.2
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: SCR table entries are missing for fetching Permanent Presence State from Presence XDMS (PRSv2.0) and Subscription to Permanent Presence State changes (PRSv2.0).
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C326
	2008.05.8
	T
	Appendix A.3 (PRS-WIS-C-003-O & PRS-WIS-C-004-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C327
	2008.05.8
	T
	Appendix A.3 (PRS-WIS-C-006-O & PRS-WIS-C-007-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C328
	2008.05.8
	T
	Appendix A.4
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Quite many RLS Server requirements are optional, which may hinder the deployment of important features.
Proposed Change: Consider mandating key items on RLS Server (e.g. Event notification filtering, Subscription to Presence List changes, Subscribe to URI List(s) changes, Compression of a NOTIFY request, Compression of NOTIFY body using gzip). 
	Status: OPEN / CLOSED

<provide response>

	C329
	2008.05.8
	T
	Appendix A.5
(PRS-WTR-C-005-M) & 5.2.2.1.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Section 5.2.2.1.3 does not mandate on limiting, rather the requirement is on using the parameter. Moreover, it is not clear what does it mean to “use” the value of the parameter.
Proposed Change: Remove the SCR item, and soften/remove the requirement in section 5.2.2.1.3.
	Status: OPEN / CLOSED

<provide response>

	C330
	2008.05.8
	T
	Appendix A.5 (PRS-WTR-C-006-O and PRS-WTR-C-007-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C331
	2008.05.8
	T
	Appendix A.5 (PRS-WTR-C-017-O & PRS-WTR-C-018-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: It might be ok to have both the requirements optional. However, one of those should be mandatory.
Proposed Change: Add a note to clarify that one of the requirement is mandatory.
	Status: OPEN / CLOSED

<provide response>

	C332
	2008.05.8
	T
	Appendix A.5 (PRS-WTR-C-003-O & PRS-WTR-C-010-O)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: For performance, both the requirements are critical.
Proposed Change: Consider mandating the requirements.
	Status: OPEN / CLOSED

<provide response>

	C333
	2008.05.08
	E/T
	App A.5
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: [Throttling] is incorrect reference 
Proposed Change: Change to [IETF-EventThrottle]
	Status: CLOSED

<provide response>

	C334
	2008.05.8
	T
	Appendix A.6 (PRS-WA-S-001-M)
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Does it mean that Watcher Agent is a mandatory network entity for SIMPLE Presence 2.0?
Proposed Change: Clarify if Watcher Agent is optional or mandatory network entity for Presence 2.0.
	Status: OPEN / CLOSED

<provide response>

	C335
	2008.05.8
	T
	Appendix A.6
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Some Watcher Agent requirements specified in sub-sections 5.4.2 & 5.4.3 are missing from the SCR table.
Proposed Change: Consider adding missing requirements in SCR table.
	Status: OPEN / CLOSED

<provide response>

	C336
	2008.05.09
	T
	App B
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: References to DM v1.1.2 should be removed, as was done in XDM2.0. 

Proposed Change: PRS2.0 should use only DM v1.2.
	Status: OPEN / CLOSED

<provide response>

	C337
	2008.05.8
	T
	Appendix B.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Watcher Agent URI is not mentioned in the text

Proposed Change: explain or delete this parameter
	Status: OPEN / CLOSED

<provide response>

	C338
	2008.05.8
	T
	Appendix B.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

It is very strange that an RLS-URI is to be provisioned from PRS V2.0 onwards.

In PRS V1.1, a presence list subscription where the presence list is stored in an XDMS, the subscription can be routed to the correct RLS without including an RLS-URI in the request, but in PRS V2.0 where this list is part of the body of the presence list subscription, an RLS-URI must be supplied.

In an IMS environment, similar iFC configurations could be used for presence list referenced and presence list contained presence list subscriptions to route the presence list request to the correct RLS.

Proposed Change: Clarify that in IMS environment RLS URI is not necessary (in section 5.2.2.1.2)

	Status: OPEN / CLOSED

<provide response>

	C339
	2008.05.8
	E
	Appendix C

ALL


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Change “Presence Based” to “presence-based” or other way but consequently 
Proposed Change:
	Status: CLOSED

<provide response>

	C340
	2008.05.8
	T
	Appendix C.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Revise first sentence 
Proposed Change: Something like: “The presence-based event notification suppression filters specifies conditions. A condition is evaluated by comparing the value of the condition with the Watcher’s Presence Information. If they match, the condition evaluates to true.”
	Status: OPEN / CLOSED

<provide response>

	C341
	2008.05.8
	T
	Appendix C.1


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Delete 2nd sentence 
Proposed Change: 
	Status: CLOSED

<provide response>

	C342
	2008.05.8
	E
	Appendix C


	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Change “presence attribute” to “Presence Information Element”
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	C343
	2008.05.8
	T
	Appendix C.1.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: The <supported-filter-set> is very similar to <filter-set> defined in RFC 4661. Shall the syntax for referencing XML items and making logical expressions be similar as described in section 5 of RFC 4661 ?

It is stated that the “type” attribute of a <suppress-if-match> element contains the expression type of a presence attribute. Is the <suppress-if-match> a “selection” or an “expression” conform section 5 of RFC 4661?
Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C344
	2008.05.8
	T
	Appendix C.1.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: What is the semantics of a <suppnot-filter> element without any <presattrib> child element ?

What is the semantics of a <presattrib> element without any <suppress-if-match> child element ?
What is the semantics of the optional watcher-uri attribute of <supp-not-filter> ?

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	C345
	2008.05.08
	T
	C.1.3
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The specification does not describe how the “watcher-uri” attribute shall be handled. Is this attribute redundant information and can be removed or is some procedures defining how this element shall be handled a watcher and a watcher agent missing in section 5.2.10 and 5.4.3?, 

Proposed Change: Clarify the use of the “watcher-uri” attribute in sections 5.2.10 and 5.4.3 or remove it from structure, example and XML schema.
	Status: OPEN / CLOSED

<provide response>

	C346
	2008.05.09
	T
	Appendix C.1.5
	Source: Samsung

Form: INP
Comment: Resolve editor’s note.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C347
	2008.05.8
	T
	Appendix C.1.5
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: resolve editors note
	Status: OPEN / CLOSED

<provide response>

	C348
	2008.05.08
	E
	APP C.1.5
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-change suppress to suppression in “event notification suppress filter”.
Proposed Change: as described above.
	Status: CLOSED

<provide response>

	C349
	2008.05.08
	T
	C.1.5
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The “roaming-info” presence attribute must be as defined in PDE 1.0 in the example, 

Proposed Change: Update the example.
	Status: OPEN / CLOSED

<provide response>

	C350
	2008.05.8
	T
	Appendix D
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Some features do not have corresponding examples
Proposed Change: Consider adding examples for the new features (e.g. Permanent Presence State, optimizing publication of Presence Information, suppression of notification for subscription refreshes, suppression of notification based on Watcher’s presence status, watcher-requested notification throttling, handling of large objects in terms of both publication and notification – content indirection, Content XDMS)
	Status: OPEN / CLOSED

<provide response>

	C351
	2008.05.08
	T
	App D
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment:  The text “The means for the Presence Source to compose this presence document is outside the scope of this specification” can be removed as this is an informative chapter showing major signaling flows so no need for this type of text
Proposed Change: Remove this sentence (several places)
	Status: OPEN / CLOSED

<provide response>

	C352
	2008.05.09
	T
	Appendix D.
	Source: Samsung

Form: INP
Comment: Modfity or add examples to reflect the PRS 2.0 features (e.g., Watcher Agent and Presence Content XDMS).

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>

	C353
	2009.09.09
	T
	Appendix D
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Usage of the SIP methods should be consistent. In some places SIP SUBCRIBE is used and in some places only SUBSCRIBE is used.

Proposed Change: Make it consistent through out the document.
	Status: CLOSED

<provide response>

	C354
	2008.05.8
	T
	Appendix D.1.1.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: Extend the example with checking the publication auth. Rules.
	Status: OPEN / CLOSED

<provide response>

	C355
	2009.09.09
	T
	D.1.2.1

Step 5,
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: 200 OK is issued to the SIP/IP core of the PS.

Proposed Change:  Change the sentence to include this.
	Status: OPEN / CLOSED

<provide response>

	C356
	2009.09.09
	T
	D1.2.2

Step 5 
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: 200 OK response is forwarded .

Proposed Change: Change the step to explicitly say that 200 OK response is forwarded.
	Status: CLOSED

<provide response>

	C357
	2009.09.09
	E
	D1.2.2

Step 6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: “.” Is missing at the end

Proposed Change: 
	Status: CLOSED

<provide response>

	C358
	2009.09.09
	T
	D1.2.3

Step 5, 6
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: Explicitly state that the response is 202 Accepted.

Proposed Change: 
	Status: CLOSED

<provide response>

	C359
	2009.09.09
	E
	D1.2.3

Step 5, 8, 14
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: “.” Is missing at the end

Proposed Change: 
	Status: CLOSED

<provide response>

	C360
	2008.05.8
	T
	Appendix D.1.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: replace “canceling” with “terminating”
	Status: CLOSED

<provide response>

	C361
	2008.05.8
	T
	Appendix D.1.4
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: update to the latest XDM2.0 procedure for subscription for notification of changes in XML documents
	Status: OPEN / CLOSED

<provide response>

	C362
	2009.09.09
	T
	D.1.4 
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The event package name should be “xcap-diff”. 

Proposed Change:  Update the figure to carry “xcap-diff” event name instead of “sip-profile”
	Status: OPEN / CLOSED

<provide response>

	C363
	2009.09.09
	T
	D.1.4 

Step 1
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: The event package name should be “xcap-diff”.
Proposed Change:  Change the value of the Event header to “xcap-diff”.
	Status: CLOSED

<provide response>

	C364
	2009.09.09
	T
	D.1.4 

Step 1
	Source: Samsung

Form: OMA-CONR-2008-0063

Comment: “document” header is not needed based on the new draft.

Proposed Change:  Update the entire step based on the new draft.
	Status: OPEN / CLOSED

<provide response>

	C365
	2008.05.09
	T
	General
	Source: Motorola

Form: OMA-CONR-2008-0053

Comment: Resolve editor’s notes in the following sections:

· 5.1.3

· 5.2.10

· 5.3.1.1

· 5.4.3

· 5.5.2; 5.5.3.5; 5.5.3.7; 5.5.3.8

· 5.6.1; 5.6.4; 5.6.6

· C.1.1, C.1.5

Proposed Change: 
	Status: OPEN / CLOSED

<provide response>


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes in the attached document for the Presence Specification, to close the CONRR comments listed in section 1 above.

6 Detailed Change Proposal
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1. Scope


This document provides the specifications for the OMA Presence SIMPLE 2.0 enabler.  This enabler is based on the IETF SIMPLE technology and utilizes a SIP/IP Core based on the 3GPP IMS and 3GPP2 MMD network capabilities.  This enabler is specified such that it is available to be used by other service enablers.


This document is built upon and backward compatible with the specifications for the OMA Presence SIMPLE 1.1 enabler (see [PRS_ERP-V1_1]).
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		IETF draft-niemi-sipping-event-throttle-05 “Session Initiation Protocol (SIP) Event Notification Extension for Notification Throttling”, A. Niemi, March 4, 2007, URL: http://www.ietf.org/internet-drafts/draft-niemi-sipping-event-throttle-05.txt

Note: IETF Draft work in progress



		[IETF-ParFormat]

		IETF draft-ietf-simple-partial-pidf-format-10 “Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., Nov 19, 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-10.txt


Note: IETF Draft work in progress



		[IETF-ParNot]

		IETF draft-ietf-simple-partial-notify-10 “Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., Jan 21, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-10.txt


Note: IETF Draft work in progress



		[IETF-ParPub]

		IETF draft-ietf-simple-partial-publish-07 “Publication of Partial Presence Information”, M. Lonnfors et al., Feb 19, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-07.txt


Note: IETF Draft work in progress



		[IETF-PresDict]

		IETF draft-garcia-simple-presence-dictionary-06 “The Presence-specific Dictionary for the Signaling Compression (Sigcomp) Framework”, M. Garcia-Martin, August 2007, URL: http://www.ietf.org/internet-drafts/draft-garcia-simple-presence-dictionary-06.txt


Note: IETF Draft work in progress



		[IETF-SessionPol]

		IETF draft-ietf-sip-session-policy-framework-02 “A Framework for Session Initiation Protocol (SIP) Session Policies”, V. Hilt et al., August 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-session-policy-framework-02.txt

Note: IETF Draft work in progress



		[IETF-SubNotEtag]

		IETF draft-ietf-sip-subnot-etags-00 “An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification”, A. Niemi, May 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-subnot-etags-00.txt

Note: IETF Draft work in progress



		[IETF-URIListSub]

		IETF draft-ietf-sip-uri-list-subscribe-02 “Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo et al., November 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt

Note: IETF Draft work in progress



		[IETF-ViewShare]

		IETF draft-ietf-simple-view-sharing-00 “Optimizing Federated Presence with View Sharing”, J. Rosenberg et al., February 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-view-sharing-00.txt

Note: IETF Draft work in progress



		

		





		[RFC1952]

		IETF RFC 1952 “GZIP file format specification version 4.3”, P. Deutsch, May, 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt



		[RFC2046]

		IETF RFC 2046 “Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et. al., November 1996, URL: http://www.ietf.org/rfc/rfc2046.txt



		[RFC2119]

		IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt



		

		



		[RFC2387]

		IETF RFC 2387 “The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, URL: http://www.ietf.org/rfc/rfc2387.txt



		[RFC2392]

		IETF RFC 2393 “Content-ID and Message-ID Uniform Resource Locators”, E. Levinson, Aug. 1998, URL: http://www.ietf.org/rfc/rfc2392.txt



		

		



		[RFC2616]

		IETF RFC 2616 “Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding et al., June 1999, URL: http://www.ietf.org/rfc/rfc2616.txt



		

		



		

		



		[RFC2818]

		IETF RFC 2818 “HTTP Over TLS”, E. Rescorla, May 2000, URL: http://www.ietf.org/rfc/rfc2818.txt



		[RFC3261]

		IETF RFC 3261 "Session Initiaton Protocol (SIP)", J. Rosenberg et al., June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt



		[RFC3265]

		IETF RFC 3265 “Session Initiation Protocol (SIP)-Specific Event Notification”, A. B. Roach, June 2002, URL: http://www.ietf.org/rfc/rfc3265.txt



		[RFC3320]

		IETF RFC 3320 “Signaling Compression (SigComp)”, R. Price et al., Jan. 2003, URL: http://www.ietf.org/rfc/rfc3320.txt



		[RFC3323]

		IETF RFC 3323 “A Privacy Mechanism for the Session Initiation Protocol (SIP)”, J. Peterson, Nov. 2002, URL: http://www.ietf.org/rfc/rfc3323.txt



		[RFC3325]

		IETF RFC 3325 “Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, C. Jennings et al., Nov. 2002, URL: http://www.ietf.org/rfc/rfc3325.txt



		[RFC3485]

		IETF RFC 3485 “The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, M. Garcia-Martin et al., Feb. 2003, URL: http://www.ietf.org/rfc/rfc3485.txt 



		[RFC3486]

		IETF RFC 3486 “Compressing the Session Initiation Protocol (SIP)”, G. Camarillo, Feb. 2003, URL: http://www.ietf.org/rfc/rfc3486.txt



		[RFC3515]

		IETF RFC 3515 “The Session Initiation Protocol (SIP) REFER Method”, R. Sparks, Apr. 2003, URL: http://www.ietf.org/rfc/rfc3515.txt



		[RFC3840]

		IETF RFC 3840 “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, Rosenberg, J., et al., Aug. 2004, RFC 3840, (http://www.ietf.org/rfc/rfc3840.txt)



		[RFC3841]

		IETF RFC 3841 “Caller Preferences for the Session Initiation Protocol (SIP)”, J. Rosenberg et al., Aug. 2004, URL: http://www.ietf.org/rfc/rfc3841.txt



		[RFC3856]

		IETF RFC 3856 “A Presence Event Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Jan. 2003, URL: http://www.ietf.org/rfc/rfc3856.txt



		[RFC3857]

		IETF RFC 3857 “A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Aug. 2004, URL: http://www.ietf.org/rfc/rfc3857.txt



		[RFC3858]

		IETF RFC 3858 “An Extensible Markup Language (XML) Based Format for Watcher Information”, J. Rosenberg, Aug. 2004, URL: http://www.ietf.org/rfc/rfc3858.txt



		[RFC3859]

		IETF RFC 3859 “Common Profile for Presence (CPP)”, J. Peterson, Aug. 2004, URL: http://www.ietf.org/rfc/rfc3859.txt



		[RFC3863]

		IETF RFC 3863 “Presence Information Data Format (PIDF)”, H. Sugano et al., Aug 2004, URL: http://www.ietf.org/rfc/rfc3863.txt



		[RFC3903]

		IETF RFC 3903 “An Event State Publication Extension to the Session Initiation Protocol (SIP)”, A. Niemi, Oct. 2004, RFC 3903, (http://www.ietf.org/rfc/rfc3903.txt)



		[RFC3966]

		IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, Dec. 2004, URL: http://www.ietf.org/rfc/rfc3966.txt



		[RFC4483]

		IETF RFC 4483 “A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed., May 2006, URL: http://www.ietf.org/rfc/rfc4483.txt



		[RFC4488]

		IETF RFC “Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription”, O. Levin, May 2006, URL: http://www.ietf.org/rfc/rfc4488.txt



		[RFC4660]

		IETF RFC 4660 “Functional Description of Event Notification Filtering”, H.Khartabil et al., Sep 2006, URL: http://www.ietf.org/rfc/rfc4660.txt



		[RFC4661]

		IETF RFC 4661 “An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H. Khartabil et al., Sep 2006, URL: http://www.ietf.org/rfc/rfc4661.txt



		[RFC4662]

		IETF RFC 4662 “A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., August 2006, URL: http://www.ietf.org/rfc/rfc4662.txt



		

		



		[RFC5025]

		IETF RFC 5025 “Presence Authorization Rules”, J. Rosenberg, December 2007, URL: http://www.ietf.org/rfc/rfc5025.txt



		3GPP/3GPP2

		



		

		



		[3GPP-TS_23.228]

		3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/



		[3GPP-TS_24.109]

		3GPP TS 24.109 “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details ; Stage 3”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.109/



		[3GPP-TS_24.141]

		3GPP TS 24.141 “Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.141/



		[3GPP-TS_24.229]

		3GPP TS 24.229 “Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/



		[3GPP-TS_26.141]

		3GPP TS 26.141 “IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, URL: http://www.3gpp.org/ftp/Specs/archive/26_series/26.141/



		[3GPP-TS_32.240]

		3GPP TS 32.240 “Charging management; Charging architecture and principles”, URL: http://www.3gpp.org/ftp/Specs/archive/32_series/32.240/



		[3GPP-TS_32.260]

		3GPP TS 32.260 “Charging Management; IP Multimedia Subsystem (IMS) Charging”, URL: http://www.3gpp.org/ftp/Specs/archive/32_series/32.260/



		

		



		[3GPP-TS_33.203]

		3GPP TS 33.203 “Access Security for IP-based services”, URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.203/



		[3GPP2-C.P0071]

		3GPP2 C.P0071 “IP Multimedia Domain(MMD) Codecs and Transport Protocols”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm



		[3GPP2-S.R0086]

		3GPP2 S.R0086 “IMS Security Framework”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm



		

		





		

		





		[3GPP2-X.S0013-002]

		3GPP2 X.S0013-002 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm



		[3GPP2-X.S0013-004]

		3GPP2 X.S0013-004 “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm



		[3GPP2-X.S0013-007]

		3GPP2 X.S0013-007 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Charging Architecture”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm



		[3GPP2-X.S0013-008]

		3GPP2 X.S0013-008 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Accounting, Information Flows and Protocol”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm





2.2 Informative References


		

		



		[3GPP-TS_23.141]

		3GPP TS 23.141 “Presence Service; Architecture and functional description”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.141/



		

		



		

		



		

		



		

		





		

		



		

		



		[3GPP2-X.S0027-001]

		3GPP2 X.S0027-001 “Presence Service; Architecture and functional description”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Application Usage

		Use definition from [XDM_Core].





		Composition

		The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular Presentity.



		Content Server

		Use definition from [PRS_AD].





		Event Package

		An additional specification, which defines a set of state information to be reported by a notifier to a subscriber.  Event packages also define further syntax and semantics based on the framework defined by this document required to convey such state information.


Source: [RFC3265]



		Event Publication Agent (EPA)

		The User Agent Client (UAC) that issues PUBLISH requests to publish event state.


Source: [RFC3903]



		Event State Compositor (ESC)

		The User Agent Server (UAS) that processes PUBLISH requests, and is responsible for compositing event state into a complete, composite event state of a resource.


Source: [RFC3903]



		Permanent Presence State

		Use definition from [PRS_AD].



		Presence Content Rules

		Use definition from [PRS_AD].





		Presence External Agent (PEA)

		Use definition from [PRS_RD].





		Presence Information

		Use definition from [PRS_RD].







		Presence Information Element

		Use definition from [PRS_RD].





		Presence List

		Use definition from [PRS_AD].





		Presence Network Agent (PNA)

		Use definition from [PRS_RD].





		Presence Service

		Use definition from [PRS_RD].





		Presence Source

		Use definition from [PRS_RD].







		Presence User Agent (PUA)

		Use definition from [PRS_RD].





		Presentity

		Use definition from [PRS_RD].





		Publication Authorization and Content Rules

		Use definition from [PRS_AD].



		Request-contained Presence List

		Use definition from [PRS_AD].



		Resource List Server (RLS)

		Use definition from [PRS_AD].





		Subscription Authorization Rules

		Use definition from [PRS_AD].



		XCAP Server

		Use definition from [XDM_Core].





		Watcher

		Use definition from [PRS_RD].





		Watcher Information

		Use definition from [PRS_RD].





		Watcher Information Subscriber

		Use definition from [PRS_RD].







3.3 Abbreviations


		3GPP

		3rd Generation Partnership Project



		3GPP2

		3rd Generation Partnership Project 2



		AD

		Architecture Document



		AS

		Application Server



		CID

		Content ID



		DM

		Device Management



		EPA

		Event Publication Agent



		ESC

		Event State Compositor



		IARI

		IMS Application Reference Identifier



		IETF

		Internet Engineering Task Force



		IM

		Instant Messaging



		IMS

		IP Multimedia Subsystem



		IP

		Internet Protocol



		MIME

		Multipurpose Internet Mail Extensions



		MMD

		Multimedia Domain



		OMA

		Open Mobile Alliance



		OMNA

		Open Mobile Naming Authority



		OTA

		Over the Air



		PEA

		Presence External Agent



		PIDF

		Presence Information Data Format



		PNA

		Presence Network Agent



		PoC

		Push-to-talk over Cellular



		PS

		Presence Server



		PUA

		Presence User Agent



		RD

		Requirement Document



		RFC

		Request For Comments



		RLMI

		Resource List Meta-Information



		RLS

		Resource List Server



		

		



		SIMPLE

		SIP for Instant Messaging and Presence Leveraging Extensions



		SIP

		Session Initiation Protocol



		TLS

		Transport Layer Security



		UA

		User Agent



		UE

		User Equipment



		URI

		Uniform Resource Identifier



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMC

		XML Document Management Client



		XDMS

		XML Document Management Server



		XML

		eXtensible Markup Language



		XUI

		XCAP User Identifier





4. Introduction


This document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service, and makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating Presence Information between the various Presence Sources and their Watchers as described in [PRS_AD]. 


In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 


· Setting of Permanent Presence State, based on [PRS_PresXDM];

· The partial publication and notification of (only the changed) Presence Information, based on [IETF-ParPub], [IETF-ParNot] and [IETF-ParFormat];

· Triggers for the generation of notifications when specific events take place;

· Notification of Watcher Information state, based on [RFC3857] and [RFC3858];

· The handling of large Presence Information content, based on  [RFC2387] and [RFC4483];

· The control of the content of the notifications sent to a Watcher, based on [RFC4660] and [RFC4661];

· Subscriptions to a Presence List, based on [RFC4662];

· Subscriptions to a Request-contained Presence List, based on [IETF-URIListSub];

· Subscription Authorization Rules for Watchers, based on [PRS_PresXDM]; and


· Presence Content Rules for Watchers, based on [PRS_PresXDM].

The OMA Presence Service makes use of various data repositories in the network that store information related to Presentities and Watchers, specifically: 


· The Presence XDMS (see [PRS_PresXDM]) for storage of documents related to a Presentity, such as Subscription Authorization Rules, Presence Content Rules, and Permanent Presence State; 


· The Shared List XDMS (see [XDM_List]) for storing URI Lists which may be referenced from other documents; 


· The RLS XDMS (see [PRS_RLSXDM]) for storing Presence Lists; and


· The Content Server (see [PRS_AD]) for storing MIME objects.


5. Presence Functional Entities


5.1 Presence Source


The Presence Source is an entity that provides Presence Information to a Presence Service. The Presence Source MAY be implemented in the user’s terminal or within a network entity.


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Presence Source MAY be implemented in a UE or an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.


5.1.1 Publication of Presence Information


A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903].


A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


The Presentity SHALL be identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a tel URI (as defined in [RFC3966]) or a pres URI (as defined in [RFC3859]). The tel URI SHALL take the international public telecommunication number format with a leading "+" sign. If the Presence Source is aware of the SIP URI of the Presentity, the Presence Source SHOULD insert the SIP URI in the Request-URI of the PUBLISH request rather than a pres URI or a tel URI.

The Presence Source SHALL insert the same URI in the “entity” attribute of the <presence> element as in the Request-URI of the PUBLISH request.

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks:


· The Presence Source SHALL set the “entity” attribute of the <presence> element of the presence document, defined in [RFC3863], to the Presentity’s public user identity, defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004].

· If the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL set the value of the P-Preferred-Identity header field, described in [3GPP-TS_24.229] and [3GPP2-X.S0013-004], of the PUBLISH request to the same value as the “entity” attribute of the <presence> element in the presence document.


· If the Presence Source is implemented in an AS within the same trust domain as the PS, it SHALL set the value of the P-Asserted-Identity header field, described in [3GPP-TS_24.229] and [3GPP2-X.S0013-004], of the PUBLISH request to the same value as the “entity” attribute of the <presence> element in the presence document.

The Presence Source SHALL support the presence data model defined in [PDE_DDS] “Presence Data Model”.  The Presence Source SHALL use the elements defined in [PDE_DDS] “Presence Information Element Definitions” when publishing Presence Information with semantics identical to those elements. The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in [PDE_DDS], as long as a Watcher that does not understand those extensions can ignore them without changing the meaning of the Presence Information Elements that are understood.


The Presence Source SHALL be free to provide any value of the “id” (instance identifier) attributes  for <tuple>, <person> and <device> (see [PDE_DDS]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in the Watcher.


For a given Presentity, the Presence Information published by each Presence Source is composed into a single raw presence document as described in Section 5.5.3.2.


5.1.1.1 Partial Publication


Partial publication is a mechanism that enables a Presence Source to publish only those parts of the Presence Information that have changed since its last publication, rather than the full presence state.


A Presence Source MAY support partial publication. A Presence Source performing partial publication SHALL support the following:


· partial publication procedure, according to [IETF-ParPub]; and


· partial presence extension to PIDF, according to [IETF-ParFormat].


5.1.1.2 Handling of Large MIME Objects


The Presence Source MAY implement the ‘multipart/related’ content type as described in [RFC2387], in order to aggregate other MIME objects with the ‘application/pidf+xml’ or the ‘application/pidf-diff+xml’ content types. 


If the value of a Presence Information Element is a reference to a MIME object, the Presence Source can either:


· use the content indirection mechanism as defined in [RFC4483], store the MIME object in the Content Server and send it indirectly by utilising the cid URI as described in [RFC2392] referring to the indirected content part of the ‘multipart/related’ content type in the PUBLISH request; or


· send the MIME object directly together with the presence document by utilising cid URI as described in [RFC2392] referring to the embedded content part of the ‘multipart/related’ content type in the PUBLISH request; or

· store the MIME object in the Presence Content XDMS and include the URI of the MIME object as the value of the Presence Information Element. When publishing a URI in the Presence Information Element, the appropriate element SHALL include the “etag” attribute defined in [PDE_DDS] indicating the actual Etag value of the Presence Information Element stored in the Presence Content XDMS.

The MIME object format SHALL conform to [3GPP-TS_26.141] and [3GPP2-C.P0071].


5.1.1.2.1 Performing Content Indirection


If the Presence Source decides to use the content indirection mechanism for publishing an initial or modified value of a Presence Information Element, the Presence Source SHALL perform the following procedures:


1) Store the MIME object in the Content Server.


NOTE: The procedure for storing MIME objects is not defined by this specification.


The Presence Source MAY be provisioned with the HTTP URI, or optionally HTTPS URI, of the Content Server where the MIME objects will be stored. This can be done with OTA Provisioning or local configuration. In case it is performed with OTA Provisioning, it SHALL use the value of the CONTENT-SERVER-URI defined in Appendix B.1.

2) Construct an HTTP URI, or optionally an HTTPS URI, referencing the stored MIME object.


3) Use the ‘multipart/related’ content type as described in [RFC2387] with the content indirection mechanism as specified in [RFC4483] for the publication of Presence Information format as follows:


a) Set a cid URI as described in [RFC2392] referencing to the MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content; 


b) Include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ in the root of the body of the ‘multipart/related’ content; and

c) Specify the part having information about the MIME object by using the ‘message/external-body’ content type, defining the HTTP or HTTPS URI, versioning information and other information about the MIME object as described in [RFC4483]. The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not.


5.1.1.2.2 Handling of Direct Content


When the Presence Source publishes a MIME object as direct content inside the presence document, the Presence Source SHALL utilize the ‘multipart/related’ content type as described in [RFC2387] in the PUBLISH request with the following procedures:


1. Set a cid URI as described in [RFC2392] referencing to the multipart body which contains the MIME object; and

2. Include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ in the root of the body of the ‘multipart/related’ content.


If the Presence Source supports OTA Provisioning, the size limit for MIME objects sent as direct content in a PUBLISH request as set via OTA Provisioning SHALL NOT be exceeded. 


In case it is performed with OTA Provisioning, it SHALL use the value of the CLIENT-OBJ-DATA-LIMIT parameter defined in [PRS_MO].


If the Presence Source does not support OTA Provisioning, the size limit for MIME objects sent as direct content in a PUBLISH request SHOULD be set by other means at the Presence Source, and its value SHALL be the same as defined for OTA-Provisioning-compliant Presence Sources.


5.1.1.3 Limiting the Rate of Publications


The service provider MAY configure a Presence Source with the shortest allowed time period between two PUBLISH requests. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, it SHALL use the value of SOURCE-THROTTLE-PUBLISH (defined in Appendix B.1).


If such configuration is present for the Presence Source, the Presence Source SHALL NOT generate PUBLISH requests more often than instructed by the configured value.

5.1.1.4 Compression of a PUBLISH Request

The Presence Source implemented in a UE SHOULD compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] to reduce the transmission delays.


If the Presence Source initiates signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486].


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the signaling compression procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] SHALL be used.


5.1.1.5 Permanent Presence State


The Presence Source MAY support the Permanent Presence State publication functionality. If supported, the Presence Source SHALL manipulate the Permanent Presence State via an XDMC using the Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”.

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks:


· If the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL set the value of the X-3GPP-Intended-Identity header field, described in [XDM_Core], of the XCAP request to the same value as the “entity” attribute of the <presence> element in the presence document.

5.1.1.5.1 Permanent Presence State Manipulation on behalf of Another Presentity


The Presence Source MAY support the Permanent Presence State publication on behalf of another Presentity.


When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks:


· If the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL include the authenticated originator identity that it intends to use for publication authorization in the X-3GPP-Intended-Identity header field of the XCAP request.

5.1.1.6 Optimizing Publication of Presence Information

The Presence Source MAY support optimizing publication of Presence Information as described in this section. If supported, the Presence Source SHALL be co-located with a Watcher Information Subscriber which subscribes to the Watcher Information of each Presentity that the Presence Source is publishing on behalf of, and provides the Watcher Information notifications to the Presence Source (see section 5.3.1.1).

The Presence Source SHALL publish Presence Information only upon receiving an indication in the Watcher Information notification that there is at least one Watcher for the Presentity who is subscribed for particular Presence Information this Presence Source is responsible for publishing.

The Watcher Information notification can further include other Watcher-specific attributes that refine the publication content or the publication frequency of the Presence Source.  Section 5.5.4.3 defines the full list of these attributes as extensions to the Watcher Information Event Package.

5.1.1.7 Publication of Presence Information on behalf of Another Presentity


A Presence Source MAY support publication of Presence Information on behalf of another Presentity. 

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks:


· If the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL include the authenticated originator identity that it intends to use for publication authorization in the P-Preferred-Identity header field of the PUBLISH request.

· If the Presence Source is implemented in an AS within the same trust domain as the PS, the Presence Source SHALL include the authenticated originator identity that it intends to use for publication authorization in the P-Asserted-Identity header field of the PUBLISH request.

5.1.1.8 Error Cases


If a Presence Source receives a 488 (Not Acceptable Here) response which contains a Policy-Contact header field as defined in [IETF-SessionPol], the Presence Source:


· SHOULD fetch the Publication Content Rules document from the Presence XDMS via an XDMC using the URI from the Policy-Contact header field; and


· SHOULD evaluate the Publication Content Rules and re-publish a presence document satisfying the Publication Content Rules.

5.1.2 Example Realizations of a Presence Source
(Informative)


5.1.2.1 Presence User Agent


The Presence Source can be implemented as a Presence User Agent (PUA) as defined by 3GPP/3GPP2 in [3GPP-TS_23.141] and [3GPP2-X.S0027-001] respectively.  The PUA is a Presence Source realization residing in the terminal or network. The PUA collects user related Presence Information from its corresponding Presentity and sends it to the PS.


5.1.2.2 Presence Network Agent


The Presence Source can be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP-TS_23.141] and [3GPP2-X.S0027-001] respectively.  The PNA collects the network related Presence Information from the various network elements and sends it to the PS. 


The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 1and Figure 2) and are out of scope of the current specification.
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 Figure 1: PNA in 3GPP
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 Figure 2: PNA in 3GPP2


The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 3:
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 Figure 3: PNA in a non-3GPP/3GPP2 architecture. 


Presence Information can be aggregated either directly in the PS or via a PNA.


5.1.2.3 Presence External Agent


The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP-TS_23.141] and [3GPP2-X.S0027-001] respectively. The PEA performs the following functions:


· Supply Presence Information from external networks;

· Handle the interworking and security issues involved in interfacing to external networks; and

· Resolve the location of the PS associated with the Presentity.


Examples of Presence Information that the PEA may supply, include:


· Third party services (e.g. calendar applications, corporate systems); 


· Internet presence services; 


· Non SIMPLE-based presence services; and

· Services that use presence (e.g. PoC, IM).

5.1.3 Retrieval of Presence Information from Presence Sources

The Presence Source MAY support the retrieval of Presence Information. 

If the retrieval of Presence Information is supported, the Presence Source SHALL support the REFER method according to [RFC3515] together with the extension defined in [RFC4488], and SHALL register its capabilities of:

· “;events="presence";methods="REFER"; +g.oma-pres.pubcap” according to [RFC3840], when the SIP/IP Core does not correspond with 3GPP IMS or 3GPP2 MMD networks; or

Editor’s NOTE: The “g.oma-pres.pubcap” feature tag shall be registered to OMNA.

· “;events="presence";methods="REFER";+g.3gpp.app_ref ="urn%3Aurn-xxx%3A3gpp-application.ims.iari.oma-pres%3Apubcab"” according to [RFC3840] and the IARI in [3GPP-TS_24.229], when the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks.

Editor’s NOTE: The “urn:urn-xx:3gpp-application.ims.iari.oma-pres:pubcap” IARI shall be registered in 3GPP at http://www.3gpp.org/tb/Other/URN/URN.htm.

When registering, the Presence Source MAY register further details of the Presence Information that the Presence Source is responsible for publishing, by specifying those as the token value of the registering feature tag as described in [PDE_DDS] “Registry for Presence Publication Capability Tokens”.

Upon receiving a REFER request, the Presence Source SHALL perform authorization of the Presence Information retrieval per local policy, before accepting the REFER request. The default local policy SHOULD be to allow Presence Information retrieval only if requested by the PS associated with the Presentity’s domain on behalf of the Presentity. This is equivalent to a REFER request where both the originator identity of the request and the Refer-To header field have the value of the Presentity URI.


In case of successful authorization, the Presence Source SHALL check the “method” parameter of the Refer-To header field. For any other values than “method=PUBLISH?Event=presence”, the Presence Source SHALL reject the REFER request with a 403 (Forbidden) response. 


If the “method” parameter of the Refer-To header field has the value “PUBLISH?Event=presence”, the Presence Source SHALL:

1) accept the REFER request and send a 200 (OK) response; and


2) if the REFER request included a Refer-Sub header field set to “false”, include a Refer-Sub header field set to “false” in the 200 (OK) response according to the procedures described in [RFC4488]; and


3) perform one time publication of Presence Information according to the procedures described in section 5.1.1.

5.2 Watcher


The Watcher is an entity that subscribes to Presence Information about a Presentity or list of Presentities (e.g. Presence List).


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Watcher MAY be implemented in a UE or an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.


5.2.1 General


A Watcher SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


5.2.2 Subscription to Presence Information

 A Watcher SHALL support subscription and notification of Presence Information, according to the subscriber procedures described in [RFC3265] and [RFC3856] with the following clarifications. 


If the Watcher is aware of the SIP URI of the Presentity, the Watcher SHOULD insert the SIP URI in the Request-URI of the SUBSCRIBE request rather than a pres URI or a tel URI. 


If the Watcher only knows the tel URI or pres URI of the Presentity, the tel URI or pres URI may get translated to a SIP URI by the SIP/IP Core. In this case, the Watcher MAY learn the translated URI from the “entity” attribute of the <presence> element included in the NOTIFY request and use it for future subscriptions.

5.2.2.1 Subscription to a Presence List and Request-contained Presence List

5.2.2.1.1 Subscription to a Presence List


Subscription to a Presence List enables a Watcher to subscribe to multiple Presentities using a single subscription.


A Watcher MAY subscribe to a Presence List.  If a Watcher subscribes to a Presence List, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [RFC4662].

5.2.2.1.2 Subscription to a Request-contained Presence List


Subscription to a Request-contained Presence List enables a Watcher to subscribe to multiple Presentities using a single subscription, where the Presentities are listed in the body of the SUBSCRIBE request.


A Watcher MAY support subscription to a Request-contained Presence List. If supported, the Watcher SHALL follow User Agent Client procedures as described in [IETF_URIListSub] with the following clarifications: 


· The Watcher SHALL NOT use hierarchical lists, <entry-ref> elements, and <external> elements when listing the Presentities in the SUBSCRIBE request.


The Watcher MAY be provisioned with the SIP URI of the RLS. Provisioning can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the Watcher SHALL use the value of RLS-URI (defined in Appendix B.1) as the value of the SUBSCRIBE Request-URI when subscribing to multiple Presentities using a Request-contained Presence List.

5.2.2.1.3 Limiting the Number of Entries in Presence List Document and Request-contained Presence List

The service provider MAY configure a Watcher with a total maximum number of back-end subscriptions allowed for Presence Lists and Request-contained Presence Lists. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the Watcher SHALL use the value of MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST (defined in Appendix B.1) as a value for total maximum number of back-end subscriptions allowed for Presence Lists and Request-contained Presence Lists.

NOTE: If such configuration is present for the Watcher, the Watcher will not receive notifications for those Presentities that could not be subscribed by the RLS due to the maximum number of back-end subscriptions limitation configuration. Therefore care has to be taken when creating Presence List documents and when listing the Presentities in the SUBSCRIBE request taking into account this configuration parameter.

5.2.3 Presence Information Processing


The Watcher SHALL support the presence data model defined in [PDE_DDS] “Presence Data Model”, and interpret the received Presence Information according to the watcher processing rules defined in [PDE_DDS] “Presence Information Element Definitions”.


5.2.4 Partial Notifications


Partial notification is a mechanism for receiving only those parts of the Presence Information that have changed since the last notification received by the Watcher, rather than the full presence state.


A Watcher subscribing to Presence Information MAY request partial notifications.  A Watcher requesting partial notifications SHALL support the following:


· SIP extension for partial notifications, according to the Watcher procedures described in [IETF-ParNot]; and


· Partial presence extension to PIDF, according to [IETF-ParFormat].


5.2.5 Event Notification Filtering


Event notification filtering is a mechanism for the Watcher to control the content and triggers of notifications.


A Watcher subscribing to Presence Information MAY request event notification filtering.  A Watcher requesting event notification filtering SHALL support the following:


· Event notification filtering, according to the subscriber procedures described in [RFC4660]; and


· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

A Watcher subscribing to Presence Information of Presentities using a Request-contained Presence List as described in section 5.2.2.1.2 MAY request event notification filtering. In this case , the Watcher SHALL implement the ‘multipart/mixed’ content type as described in [RFC2046], in order to aggregate the ‘application/simple-filter+xml’ and ‘application/resource-lists+xml’ content types in the SUBSCRIBE request. 


5.2.6 Handling of Large MIME Objects


A Watcher MAY implement the ‘multipart/related’ content type as described in [RFC2387], in order to aggregate other MIME objects with the ‘application/pidf+xml’ or the ‘application/pidf-diff+xml’ content type. In this case, the Watcher SHALL indicate its support for the ‘multipart/related’ content type by using the “Accept” header field in the SUBSCRIBE request.


5.2.6.1 Fetching Indirect Content


A Watcher MAY support the content indirection mechanism [RFC4483]. If supported, the Watcher SHALL indicate its support for the ‘message/external-body’ content type by using the “Accept” header field in the SUBSCRIBE request. 


If the Watcher receives an indirect content in a NOTIFY request, the Watcher SHALL fetch the content from the Content Server as described in [RFC4483].


If the URI received as indirect content in the NOTIFY request is an HTTPS URI, the Watcher SHALL perform the procedures described in [RFC2818].

5.2.6.2 Fetching Presence Content from the Presence Content XDMS


The Presence Content stored on the Presence Content XDMS is indicated to a Watcher using the “etag” attribute (defined in [PDE_DDS]) included in the Presence Information Element containing the URI.


A Watcher MAY support fetching Presence Content from the Presence Content XDMS. If supported, the Watcher SHALL use XDMC procedures (described in [XDM_Core] “Procedures at the XDM Client”) to retrieve the Presence Content from the Presence Content XDMS. The value of the “etag” attribute indicates the etag value of the resource stored on the Presence Content XDMS.

5.2.7 Conditional Event Notification

Conditional event notification is a mechanism that allows the Watcher to condition the subscription request to whether the state has changed since the previous notification was received.  When such a condition is met, either the body of the presence event notification or the entire notification message is suppressed.


A Watcher MAY issue a conditional SUBSCRIBE request according to the subscriber procedures defined in [IETF-SubNotEtag]. A conditional subscription is indicated by including either a Suppress-Notify-If-Match header field or a Suppress-Body-If-Match header field in the SUBSCRIBE request.


If supported, a Watcher SHALL insert a Supported header field with the value of “subnot-etags” in SUBSCRIBE requests.

5.2.8 Event Notification Throttling


Event notification throttling is a mechanism for limiting the rate of SIP event notifications.


A Watcher subscribing to Presence Information MAY request event notification throttling.  A Watcher requesting event notification throttling SHALL support the subscriber procedures described in [IETF-EventThrottle].

5.2.9 Compression of Subscription Signaling


5.2.9.1 Compression of the SIP Signaling

A Watcher implemented in a UE SHOULD compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] to reduce the transmission delays.


If the Watcher initiates the signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486].    


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the signaling compression procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] SHALL be used


5.2.9.2 Compression of the Body of a NOTIFY Request 

A Watcher implemented in a UE subscribing for Presence Information MAY, if it does not support SIP signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] or detects that [IETF-PresDict] is not supported by the SIP/IP Core, indicate that it supports that the body of a NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an ‘Accepted-Encoding’ header field with the value ‘gzip’ in the SUBSCRIBE request.


A Watcher indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the ‘Content-Encoding’ header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before performing Presence Information processing (defined in section 5.2.3).

5.2.10 Event Notification Suppression

Event notification suppression is a mechanism that enables Watchers to request event notifiers to suppress event notifications while keeping the corresponding event subscription state active. A Watcher MAY support event notification suppression.


When a Watcher wants to directly suppress presence notifications during an active subscription session, the Watcher SHALL generate the presence notification suppression request according to the procedures described in [see Editor’s Note].

Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppression. They are draft-niemi-sipping-event-throttle-06 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.

A Watcher can also request event notification suppression based on its own presence state. Such conditions are specified in the presence-based event notification suppression filters as defined in Appendix C and are evaluated against the presence status of the Watcher.


When a Watcher wants to set this filter, the Watcher subscribing to Presence Information:


1) SHALL support the presence-based event notification suppression filter as defined in Appendix C;


2) SHALL specify in the presence-based event notification suppression filter the conditions of its own presence status when the Watcher does not wish to receive presence notifications;


3) SHALL include the above specified filter as ‘application/vnd.oma.suppnot+xml’ MIME content in the body of the SUBSCRIBE request, and if there are other MIME contents, use ‘multipart/mixed’ content type as described in [RFC2046] to aggregate those contents;

4) SHALL send the formulated SUBSCRIBE request.

The Watcher MAY change/cancel the previously set presence-based event notification suppression filter by sending the re-SUBSCRIBE request with the updated/empty filter.


Editor’s Note: It is FFS weether the provisioning parameter of Watcher Agent URI is needed.

5.3 Watcher Information Subscriber


The Watcher Information Subscriber is an entity that subscribes to the dynamically changing set of Watchers and the state of their subscriptions.


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Watcher Information Subscriber MAY be implemented in a UE or an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.


5.3.1 Subscription to Watcher Information


A Watcher Information Subscriber SHALL support subscription and notification of Watcher Information, according to the subscriber procedures described in [RFC3265] and [RFC3857].


A Watcher Information Subscriber SHALL support the ‘application/watcherinfo+xml’ content type, according to [RFC3858]. A Watcher Information Subscriber MAY support the ‘multipart/related’ content type according to [RFC2387].

A Presentity for which the Presence Service is activated SHOULD have a corresponding Watcher Information Subscriber, e.g. to support reactive authorization. The mechanism how this is achieved is outside the scope of this document.


If subscription to the Watcher Information Event Package is required, the Presentity SHALL subscribe to the Watcher Information Event Package with one of its corresponding Watcher Information Subscribers upon activation of the Presence Service. This information can be used, for instance, for reactive authorization.

5.3.1.1 Watcher Information Subscriber co-located with Presence Source

If the Watcher Information Subscriber is co-located with a Presence Source that supports the procedures of section 5.1.1.6, then the following applies:


The Watcher Information Subscriber SHALL support the ‘multipart/related’ content type according to [RFC2387] and the ‘application/simple-filter+xml’ content type according to [RFC4661], and advertise the support for these content types using the Accept header field.


The Watcher Information Subscriber SHALL subscribe to Watcher Information of each Presentity that the co-located Presence Source is publishing on behalf of, as follows:


· If the co-located Presence Source is implemented in a UE, the Watcher Information Subscriber SHALL maintain a permanent subscription for the Watcher Information. 

· If the co-located Presence Source is implemented in a network element, the Watcher Information Subscriber SHALL do one of the following:

· Trigger a subscription for the Watcher Information on receipt of a REFER request as described in section 5.3.1.3.  In this case, the Watcher Information Subscriber SHALL maintain the subscription for the Watcher Information as long as there is at least one active Watcher for the Presentity.

· Maintain a permanent subscription for the Watcher Information.

The Watcher Information Subscriber SHALL provide the received Watcher Information notifications to the co-located Presence Source.


NOTE:
The interface between the Watcher Information Subscriber and co-located Presence Source is out of scope of this specification.

Editor’s Note: the subscription of the Presence Source residing in a network element has to be further optimized using the request-contained resource list and event notification filtering extensions.

5.3.1.2 Event Notification Filtering


Event notification filtering is a mechanism for the Watcher Information Subscriber to control the content of notifications sent to it.


A Watcher Information Subscriber subscribing to Watcher Information MAY request event notification filtering. A Watcher Information Subscriber requesting event notification filtering SHALL support the following:


· Event notification filtering, according to the subscriber procedures described in [RFC4660]; and


· Content type ‘application/simple-filter+xml’, according to [RFC4661].

5.3.1.3 Triggering Subscription to Watcher Information


The Watcher Information Subscriber MAY support triggering subscription to Watcher Information. If supported, the Watcher Information Subscriber SHALL support the REFER method according to [RFC3515] together with the extension defined in [RFC4488].


Before accepting a REFER request, the Watcher Information Subscriber SHALL perform authorization of the REFER request, per local policy. The default local policy SHOULD be to allow to trigger subscription to Watcher Information only by the PS associated with the Presentity’s domain on behalf of the Presentity. This is equivalent to a REFER request where both the originator identity of the request and the Refer-To header field have the value of the Presentity URI.


In case of successful authorization, the Watcher Information Subscriber SHALL check the “method” parameter of the Refer-To header field. For any values other than “method=SUBSCRIBE?Event=presence.winfo”, the Watcher Information Subscriber SHALL reject the REFER request with a 403 (Forbidden) response. 


If the “method” parameter of the Refer-To header field has the value “SUBSCRIBE?Event=presence.winfo”, the Watcher Information Subscriber SHALL:


1) accept the REFER request and send a 200 (OK) response;


2) if the REFER request included a Refer-Sub header field set to “false”, include a Refer-Sub header field set to “false” in the 200 (OK) response according to the procedures described in [RFC4488]; and


3) subscribe to the Watcher Information Event Package according to the procedures described in section 5.3.1.

5.3.2 Compression of Watcher Information Signaling


5.3.2.1 Compression of SIP Signaling


A Watcher Information Subscriber implemented in a UE SHOULD compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] to reduce the transmission delays.


If the Watcher Information Subscriber initiates the signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486].    


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the signaling compression procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] SHALL be used


5.3.2.2 Compression of the Body of a NOTIFY Request

A Watcher Information Subscriber implemented in a UE subscribing for Watcher Information MAY, if it does not support SIP signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] or detects that [IETF-PresDict] is not supported by the SIP/IP Core, indicate that it supports that the body of a NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an ‘Accepted-Encoding’ header field with the value ‘gzip’ in the SUBSCRIBE request.


A Watcher Information Subscriber indicating support for GZIP compression SHALL, when receiving a NOTIFY request with the ‘Content-Encoding’ header field with the value ‘gzip’, decompress the received body as defined by [RFC1952] before performing Presence Information processing (defined in section 5.2.3).

5.4 Watcher Agent


The Watcher Agent is an entity that controls the Watcher’s Presence Service use in the Watcher domain.

5.4.1 Watcher Service Authorization


Upon receiving the SUBSCRIBE request from a Watcher, the Watcher Agent:


1) SHALL check whether the Watcher is authorized to use the Presence Service per local policy or any other appropriate mechanism that is out of scope of this specification; and

2) SHALL, if the authorization fails, generate the 403 (Forbidden) error response to the Watcher, or;
SHALL, if the authorization is successful, forward the received SUBSCRIBE request to the SIP/IP Core. 


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the above functionalities of the Watcher Agent MAY be implemented in the P-CSCF or S-CSCF as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.

NOTE: The method how the SUBSCRIBE request is routed to the Watcher Agent depends on the underlying SIP/IP Core and is out of scope of this specification.

5.4.2 Limiting the Number of Subscriptions

The Watcher Agent MAY have a local policy to limit the maximum number of simultaneous subscriptions for a Watcher. If the Watcher Agent determines to reject an initial subscription due to the current number of active subscriptions initiated by the Watcher being equal to or greater than the maximum, the Watcher Agent SHALL send a 480 (Maximum number of subscriptions exceeded) response. The response MAY include the Retry-After header field (e.g. based on the expiry of active subscriptions initiated by the Watcher) in order to suggest to the Watcher not to retry the subscription prior to the Retry-After time.

5.4.3 Handling of Event Notification Suppression

The Watcher Agent MAY support regulation of presence notifications sent to Watchers by requesting the PS to suppress presence notifications, based on the presence-based event notification suppression filters set by the Watcher as described in section 5.2.10 or per any other presence notification suppression conditions set by local policy. 


If this feature is supported, the Watcher Agent SHALL support the presence-based event notification suppression filter as defined in Appendix C.


If this feature is supported, the Watcher Agent, after the step 1 in the previous section 5.4.1,:

1) SHALL, if the authorization is successful , check whether the body contains ‘application/vnd.oma.suppnot+xml’ MIME content as described in section 5.2.10 or whether there is any other presence notification suppression conditions set by the local policy;

2) SHALL, if there exists the ‘application/vnd.oma.suppnot+xml’ MIME content, extract the presence-based event notification suppression filter from the body of the received SUBSCRIBE request, validate it per Appendix C, and then store it;


3) SHALL generate the back-end presence subscription request towards the PS, for the received presence subscription request from the Watcher, with the following clarification; 


a) SHALL, when generating the back-end presence subscription request, include in the body of the request any other bodies of the received SUBSCRIBE request if they exist, than the extracted presence-based event notification suppression filter;

4) SHALL, if the presence-based event notification suppression filter has been successfully extracted and the Watcher Agent does yet know the Watcher’s Presence Information, generate and keep the presence subscription request targeted to the Watcher’s Presence Information; and

5) SHALL, upon receiving responses for the back-end presence subscription from the PS, forward the received to the Watcher.


During the active back-end presence event subscription per the above procedure, the Watcher Agent: 


1) SHALL keep evaluating the stored presence notification suppression filter against the Watcher’s Presence Information or the presence notification suppression conditions per local policy; and

2) SHALL, if any match is found per the above evaluation, request the PS to suppress the presence notifications per the procedure described in [see Editor’s Note].


Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppression. They are draft-niemi-sipping-event-throttle-06 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.

5.5 Presence Server


The Presence Server (PS) is an entity that accepts, stores and distributes Presence Information. The PS performs the following functions:


· Handles publications from one or multiple Presence Source(s) of a certain Presentity. This includes refreshing Presence Information, replacing existing Presence Information with newly published information, or removing Presence Information, for a given Presence Source (see section 5.5.1);

· Handles subscriptions from Watchers to Presence Information and generates notifications about the Presence Information state changes (see section 5.5.2);

· Processes the Presence Information in various stages (see section 5.5.3);

· Handles subscriptions from Watcher Information Subscribers to Watcher Information and generates notifications about the Watcher Information state changes (see section 5.5.4);

· Use certain XDM functions supporting the PS (see section 5.5.5); and

· Compresses the presence traffic (see section 5.5.6).

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.


5.5.1 Presence Information Publication Acceptance from Presence Sources


A PS SHALL implement the Event State Compositor (ESC) function and support the PUBLISH method according to the procedures described in [RFC3903]. 


A PS SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].


5.5.1.1 Applying Presence Publication


As part of the publication process, the PS may need to replace existing Presence Information with new incoming information received by Presence Sources (see section 4.4 of [RFC3903]).  


The PS SHALL handle incoming publications as defined in [RFC3903].


Before accepting a PUBLISH request, the PS SHALL perform identity verification and authorization of the publication attempt of the Presence Source, per Presentity policy. The rules to authorize a PUBLISH request are described in section 5.5.3.1.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL verify the identity of the Presence Source of the PUBLISH request as described in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] section 5.7.1.4.

If the Presentity is identified by a SIP URI and also a pres URI or a tel URI, the PS SHALL consider these URIs to be equivalent for the purposes of publication and publication authorization.

In case of successful authorization, the PS accepts the PUBLISH request and SHALL process the PUBLISH request in accordance with [RFC3903].


If a <timestamp> element exists in a <tuple> element, <person> element or <device> element, the PS SHALL overwrite its value with the time the PUBLISH request was received. If a <timestamp> element does not exist in a <tuple> element, <person> element or <device> element, the PS SHALL add a <timestamp> element respectively. The PS SHALL NOT update a <timestamp> element value on publication refreshes.

The PS SHALL ensure that consecutive publications are never assigned the same timestamp, so that in case of conflicts Watchers are always able to differentiate between elements by looking at the time of their publication.


5.5.1.2 Handling of Partial Publications


The PS MAY support partial publication. 


If the Presence Source generates a partial publication request as described in 5.1.1.1 using the ‘application/pidf-diff+xml’ content type defined in [IETF-ParFormat] the PS SHALL process the PUBLISH request in accordance with [RFC3903] and [IETF-ParPub]. 

5.5.1.3 Handling of Large MIME Objects


The PS MAY support the ‘multipart/related’ content type in accordance with [RFC2387].

If supported, the PS SHALL process a presence document represented as ‘multipart/related’ content type as follows:


· If the ‘multipart/related’ content type contains a direct MIME object, the PS SHALL check the size of the direct MIME object: 

· If the size exceeds the upper limit as defined by PS local policy, the PS SHALL stop processing and return the 413 (Request Entity Too Large) response. The upper limit used by the PS SHALL be equal to or greater than the respective limit defined for the Presence Source.

· If the size of the direct MIME object is within the PS's upper limit, the PS SHALL either store the MIME object in case of an initial publication or replace an existing content in case of a modify operation. 


· If the ‘multipart/related’ content type contains an indirect MIME object included in a ‘message/external-body’ content type and the content indirection [RFC4483] mechanism is supported by the PS, the PS SHALL associate the value of the relevant Presence Information Element with the external content.


If the PS does not support the ‘multipart/related’ content type, then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the “Accept” header field.

5.5.1.4 Permanent Presence State


The PS MAY support Permanent Presence State. If supported, the PS SHALL use the Permanent Presence State as input for Presence Information processing. The PS SHALL ensure it has the latest available Permanent Presence State when applying the composition policy. It MAY do so by subscribing to and fetching the Permanent Presence State document from the Presence XDMS.


When fetching the Permanent Presence State document, the PS SHALL use the procedures defined in [XDM_Core] “Document Management” and construct the HTTP URI as follows: 


· Set the XCAP Root URI as described in [XDM_Core];

· Set the AUID to “pidf-manipulation” as defined in [PRS_PresXDM];


· Set the document name to “perm-presence” as defined in [PRS_PresXDM]; and


· Set the XUI to the URI of the Presentity. 


If a <timestamp> element exists in a <tuple> element, <person> element or <device> element part of the Permanent Presence State, the PS SHALL ignore its value and remove the <timestamp> element respectively before using the Permanent Presence State as input for Presence Information processing.


5.5.1.5 Retrieval of Presence Information from Presence Sources

The PS MAY issue a REFER request to retrieve Presence Information from one or more Presence Source(s) according to the procedures in [RFC3515] and [RFC4488]. 

For every REFER request the PS SHALL:


1) set the Request-URI to the Presentity URI, or a SIP URI determined by local configuration;


NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.


2) set the Refer-To header field to the Presentity URI;


3) set the “method” parameter of the Refer-To header field to the value “PUBLISH?Event=presence”;


4) include a Refer-Sub header field set to “false” according to the procedures described in [RFC4488];

5) include a Accept-Contact header field set to “g.oma-pres.pubcap” when the SIP/IP Core does not correspond with 3GPP IMS or 3GPP2 MMD networks, or “g.3gpp.app_ref ="urn%3Aurn-xxx%3A3gpp-application.ims.iari.oma-pres%3Apubcab"” when the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks; and

a) The PS MAY further specify the details of the desired Presence Source with the token value of the “g.oma-pres.pubcap” feature tag or the detailed IARI of the “g.3gpp.app_ref ” feature tag as defined in [PDE_DDS] “Registry for Presence Publication Capability Tokens”, together with the combination of ‘require’ or ‘explicit’ parameters as defined in [RFC3841].

6) set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the Presentity.


When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.P0013-004] and insert the Presentity URI in the P-Asserted-Identity header field used in the REFER request.

5.5.2 Presence State Event Package


The PS SHALL support subscriptions for the presence event package, according to the procedures described in [RFC3265] and [RFC3856].


The PS MAY have a local policy to limit the maximum number of simultaneous subscriptions to a Presentity. The local policy MAY be on a per-Presentity basis. If the PS determines to reject an intial subscription due to the current number of active subscriptions to the Presentity being equal to or greater than the maximum, the PS SHALL send a 503 (Maximum number of subscriptions exceeded) response. The response SHOULD include the Retry-After header field (e.g. based on the expiry of active subscriptions), in order to suggest to the Watcher not to retry the subscription prior to the Retry-After time.


Before accepting a SUBSCRIBE request for the presence event package, the PS SHALL perform authorization of the subscription attempt of the Watcher, per Presentity policy.  The policies to authorize the Watcher’s subscription request are described in section 5.5.3.3. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBSCRIBE request in accordance with [RFC3265] and [RFC3856] with the following clarification:


· the PS SHALL NOT terminate a subscription because the Presence Information of the Presentity being monitored does not exist. This allows a Watcher to remain subscribed to the Presentity and receive its Presence Information whenever it is available. 

If the Presentity is identified by a SIP URI and also a pres URI or a tel URI, the PS SHALL consider these URIs equivalent for the purposes of presence event package subscriptions.

The PS SHALL support notification of changes to the presence event package, according to the procedures described in [RFC3265] and [RFC3856], to authorized Watchers after applying the steps in section 5.5.3
.

Editor’s Note: how to handle fetch operation in case of presence publication optimization is for further study. Opposed to [RFC3265], the PS can not issue a NOTIFY request immediately upon successfully accepting a fetch operation, as the presence information to be included in the NOTIFY request is not necessarily available at that moment. Instead, the PS should delay sending the NOTIFY request until a state change occurs or a local policy defined timer expires. The Presence Source should only indicate support for optimizing presence publication if it really makes use of it otherwise all fetch operations would be delayed with no reason.

5.5.2.1 Handling of Large MIME Objects


The PS MAY generate notifications using the ‘multipart/related’ content type in accordance with [RFC2387], if:


· the Presence Information formatted as ‘application/pidf+xml’ or ‘application/pidf-diff+xml includes references to other MIME objects; and 


· the Watcher indicates support for the ‘multipart/related’ content type using the “Accept” header field in the SUBSCRIBE request.


If the Watcher does not indicate support for the ‘multipart/related’ content type or a MIME object cannot be accessed by the PS, the PS SHOULD exclude the MIME object from the notification.


If the size of the MIME object in the NOTIFY request exceeds the limit defined for the Watcher, the PS SHALL handle the MIME object data as indirect content, i.e. store the MIME object in the Content Server and include an HTTP URI, or optionally HTTPS URI, in the notification pointing to the stored MIME object. 


If the reference to the MIME object is an HTTP URI, or optionally HTTPS URI, the PS SHALL either:


· fetch the content using the HTTP GET method defined in [RFC2616] and include as direct content in the notification; or


· include an HTTP URI, or optionally HTTPS URI, as indirect content in the notification pointing to the MIME object.


Access to indirect content SHALL be restricted to the Watcher.  Any appropriate mechanism may be used, given it does not impose any requirements to the Watcher other than having to issue an HTTP GET to fetch the indirect content from the provided URI.


When sending the MIME object as direct content, the PS SHALL modify the value of the relevant Presence Information Element in the presence document to refer to the MIME object included in the ‘multipart/related’ content type.


5.5.3 Presence Information Processing 


The PS processes the Presence Information published by the Presence Sources before delivering it to the Watchers by applying the following steps in this order (see Figure 4):


1) Publication Authorization and Content Rules (see section 5.5.3.1)


2) Composition Policy (see section 5.5.3.2)

3) Presence Authorization Rules (see section 5.5.3.3) 

4) Event notification filtering (see section 5.5.3.4)

5) Entity-tag generation (see section 5.5.3.5)


6) Partial notification processing (see section 5.5.3.6)


7) Event notification throttling (see section 5.5.3.7)

8) Event notification suppression (see section 5.5.3.8)


9) Notification generation (see section 5.5.3.9)
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Figure 4: Presence Information Processing Steps

5.5.3.1 Applying Publication Authorization and Content Rules


The PS MAY support Publication Authorization and Content Rules. If supported, the PS SHALL verify if the Publication Authorization and Content Rules document exists in the Presence XDMS. 


In case the PS does not support Publication Authorization and Content Rules or the document does not exist, the PS SHALL apply the default publication authorization policy. The default publication authorization policy SHALL authorize the publication if the authenticated originator identity is the Presentity, and SHOULD reject the publication if the authenticated originator identity is any user other than the Presentity.

In case the Publication Authorization and Content Rules document exists in the Presence XDMS, the PS SHALL apply the Publication Authorization and Content Rules to all authenticated PUBLISH requests for the presence event package.

When the Presentity changes the Publication Authorization and Content Rules, the PS SHALL ensure it applies the rules with the most recent changes (see section 5.5.5).

When a PUBLISH request is received for the presence event package, the PS SHALL fetch the Presentity’s Publication Authorization and Content Rules document stored in the Presence XDMS according to the procedures defined in [XDM_Core] “Document Management”. When fetching the document, the PS SHALL construct the HTTP URI as follows:


· Set the XCAP Root URI as described in [XDM_Core];

· Set the AUID to “org.openmobilealliance.pub-rules” as defined in [PRS_PresXDM]; and


· Set the XUI to the SIP URI or tel URI of the Presentity.

For example, the HTTP URI of the Publication Authorization and Content Rules document for a Presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/services/org.openmobilealliance.pub-rules/users/sip:user@domain.com/pub-rules, if the XCAP Root URI is http://xcap.example.com/services.

The PS SHALL determine which rules in the Publication Authorization and Content Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarifications:


· When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header field (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) in the PUBLISH request to determine the URI value used for matching against a conditions element.

· If a presence publication is identified as anonymous (see section 7.1), the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDM_Core].

· If an attempt to resolve an <external-list> condition element fails, the PS SHALL regard the Publication Authorization Rules document as invalid and act according to the default policy of the PS.

· If there is no matching rule then the PS SHALL further handle the publication according to the default publication authorization policy. 

The PS MAY determine that the Publication Authorization and Content Rules have been updated by subscribing to changes made to XML documents stored in the Presence XDMS and Shared List XDMS.

5.5.3.1.1 Applying Publication Authorization Rules


As defined in [PRS_PresXDM] the Publication Authorization Rules defined by the Presentity determine which other users are allowed to publish the Presentity’s Presence Information.


After evaluating the combined permissions the PS SHALL handle the publication from this Presence Source based on the value of the <pub-handling> action as follows:


· if the value is “block” or there is no value, then the PS SHALL reject the publication by responding to the PUBLISH request with a 403 (Forbidden) response according to procedures described in [RFC3903] section 6; and

· if the value is “allow”, then the PS SHALL accept the publication by responding to the PUBLISH request with a 200 (OK) response according to procedures described in [RFC3903] section 6.

The PS SHALL also perform authorization of the publication by verifying that the identity of the Request-URI of the PUBLISH request matches against the value of the “entity” attribute of the <presence> element in the presence document as described in [RFC3863]. In case of no match, the PS SHALL reject the publication by responding to the PUBLISH request with a 403 (Forbidden) response according to procedures described in [RFC3903] section 6.

5.5.3.1.2 Applying Publication Content Rules


As defined in [PRS_PresXDM], the Publication Content Rules determine the subset of the Presentity’s Presence Information the Presence Source is allowed to publish. The PS SHALL apply the Publication Content Rules after applying the Publication Authorization Rules by checking the <transformations> element of the combined permissions as specified in [PRS_PresXDM]. 


The PS SHALL evaluate the published Presence Information against the Publication Content Rules. If the published Presence Information does not conform to the Publication Content Rules, the PS SHALL reject the PUBLISH request with a 488 (Not Acceptable Here) response according to [IETF-SessionPol] and include a Policy-Contact header field conveying the URI of the Publication Content Rules document stored in the Presence XDMS.

5.5.3.2 Applying Composition Policy


The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular Presentity is called composition. The PS SHALL support the presence data model defined in [PDE_DDS] “Presence Data Model”.




The PS SHALL apply the following Composition Policy. 


NOTE: Local policy can augment this composition policy, in which case implementations have to ensure that the semantics of this enabler are not violated. 


5.5.3.2.1 Composition Policy


The PS SHALL compose the Presence Information from the different Presence Sources according to the following rules, based on the “service”, “device”, and “person” components of the presence data model (see [PDE_DDS] “Presence Data Model”):


· Service component:

If the following conditions all apply:


· If one <tuple> element includes a <contact> element, other <tuple> elements include an identical <contact> element;


· If one <tuple> element includes a <service-description> element, other <tuple> elements include an identical <service-description> element. Two <service-description> elements are considered identical if they contain identical <service-id> and <version> elements;


· If one <tuple> element includes a <class> element, other <tuple> elements include an identical <class> element; and

· If there are no conflicting elements (i.e. same elements with different values or attributes) under the <tuple> elements. Different <timestamp> values are not considered as a conflict;

then the PS SHALL:


1) Aggregate elements within a <tuple> element that are published from different Presence Sources into one <tuple> element. Identical elements with the same value and attributes SHALL not be duplicated;


2) Set the “priority” attribute of the <contact> element in the aggregated <tuple> element to the highest one among those in the input <tuple> elements, if any “priority” attribute is present;


3)  Set the <timestamp> of the aggregated <tuple> to the most recent one among the ones that contribute to the aggregation (a <tuple> element without a <timestamp> element corresponds with a <tuple> element with the oldest <timestamp> element); and

4) Keep no more than one <description> element from the <service-description> elements of the aggregated <tuple> element when there are different values of the <description> elements.


In any other case, the PS SHALL keep <tuple> elements from different Presence Sources separate.


· Device component:

If the <deviceID> of the <device> elements that are published from different Presence Sources match, then the PS SHALL: 


1) Aggregate the non-conflicting elements within one <device> element;

2) Set the <timestamp> of the aggregated <device> element to the most recent one among the ones that contribute to the aggregation (a <device> element without a <timestamp> element corresponds with a <device> element with the oldest <timestamp>); and


3) Use the element from the most recent publication for conflicting elements.


· Person component:

If the following conditions all apply:


· If one <person> element includes a <class> element, other <person> elements include an identical <class> element; and

· If there are no conflicting elements (same elements with different values or attributes) under the <person> elements. Identical elements with the same value SHALL not be duplicated. Different <timestamp> values are not considered as a conflict;

then the PS SHALL:


1) Aggregate elements within a <person> element that are published from different Presence Sources into one <person> element. Identical elements with the same value and attributes SHALL not be duplicated; and


2) Set the <timestamp> of the aggregated <person> element to the most recent one among the ones that contribute to the aggregation (a <person> element without a <timestamp> element corresponds with a <person> element with the oldest <timestamp> element during comparison).

In any other case, the PS SHALL keep <person> elements from different Presence Sources separate. 


The PS SHALL ignore the values of “id” (instance identifier) attributes of <tuple>, <person> and <device> instances in presence documents published by Presence Sources. 

The PS MAY change the values of “id” (instance identifier) attributes of <tuple>, <person> and <device> instances in presence documents that have been published by Presence Sources.


5.5.3.3 Applying Presence Authorization Rules

The authorization decision in the PS SHALL be determined based on authorization policies defined by the service provider (local policy) and the Presence Authorization Rules document stored in the Presence XDMS.

Presence Information is considered very sensitive personal information; therefore, an authorization mechanism SHALL be supported. 


The PS SHALL apply the Presence Authorization Rules to all authenticated SUBSCRIBE requests and outgoing notifications for the presence event package.


When the Presentity changes the Presence Authorization Rules, the PS SHALL ensure it applies the Presence Authorization Rules with those most recent changes (see section 5.5.5).


As defined in [PRS_PresXDM] the Presence Authorization Rules has two parts defined by the Presentity:


· Subscription Authorization Rules, which determine if a Watcher is allowed to subscribe to the Presentity’s Presence Information; and

· Presence Content Rules, which determine the subset of the Presentity’s Presence Information the Watcher is allowed to receive.


When a SUBSCRIBE request is received for the presence event package, the PS SHALL fetch the Presentity’s Presence Authorization Rules document stored in the Presence XDMS according to the procedures defined in [XDM_Core] “Document Management”. When fetching the document, the PS SHALL construct the HTTP URI as follows: 


· Set the XCAP Root URI as described in [XDM_Core];

· Set the AUID to “org.openmobilealliance.pres-rules” as defined in [PRS_PresXDM]; and


· Set the XUI to the SIP URI or tel URI of the Presentity. 


For example, the HTTP URI of the Presence Authorization Rules document for a Presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/services/org.openmobilealliance.pres-rules/users/sip:user@domain.com/presrules, if the XCAP Root URI is http://xcap.example.com/services.


The PS SHALL determine which rules in the Presence Authorization Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions”, with the following clarifications:


· When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) in the SUBSCRIBE request to determine the URI value used for matching against a conditions element.  


· If a presence subscription is identified as anonymous (see section 7.1), the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDM_Core].


· If an attempt to resolve an <external-list> condition element fails, the PS SHALL regard the Presence Authorization Rules document as invalid and act according to the default policy of the PS. If there is no matching rule then the PS SHALL further handle the subscription according to the default policy of the PS. The default policy SHALL apply one of the <sub-handling> actions defined below. However, it is out of scope of the present specification to define how the default policy is configured.  


After evaluating the combined permissions, the PS SHALL handle the subscription for this Watcher based on the value of the <sub-handling> action as follows:

·  if the value is “block” or there is no value, then the PS SHALL reject the subscription by responding to the SUBSCRIBE request according to rules and procedures of [RFC5025], section 3.2; 

· if the value is “polite-block”, then the PS SHALL politely block the subscription following the procedures defined in section 5.5.3.3.1;

· if the value is “confirm”, then the PS SHALL place the subscription in the “pending” state according to rules and procedures of [RFC5025], section 3.2. The further treatment of the subscription will depend on the local policy of the PS, a typical example of such a local policy is the request for “reactive authorization” from the Presentity; and

· if the value is “allow”, then the PS SHALL place the subscription in the “active” state according to rules and procedures of [RFC5025], section 3.2 and apply the Presence Content Rules defined under the “transformations” element of the matched rules as specified in [PRS_PresXDM].


While a Watcher’s subscription is active, a Presentity may update its Subscription Authorization Rules. The PS SHALL re-evaluate the subscription state for each Watcher based on the new Subscription Authorization Rules.  For example, a Presentity may decide to block subscriptions from a Watcher. If the Watcher has an active subscription to the Presentity, the PS terminates the subscription and blocks any future subscription requests from this Watcher.


Furthermore, while a Watcher’s subscription is active, a Presentity may update its Presence Content Rules. The PS SHALL re-determine the subset of the Presentity’s Presence Information the Watcher is allowed to receive. For example, a Presentity may decide to stop disseminating specific Presence Information Elements to its Watchers. In such a case the PS will generate presence notifications that will omit those specific Presence Information Elements. 


The PS MAY determine that the Subscription Authorization and/or Presence Content Rules have been updated by subscribing to changes made to XML documents stored in the Presence XDMS and Shared List XDMS.


5.5.3.3.1 Polite Blocking


Polite blocking is a mechanism to deny providing Presence Information updates , while indicating to the Watcher that the subscription is active.  


If the result of applying Subscription Authorization Rules is to perform polite blocking (see section 5.5.3.3), the PS SHALL perform the following:


1) The PS SHALL respond to the SUBSCRIBE request according to rules and procedures of [RFC5025], section 3.2.


2) The PS SHALL then send only one NOTIFY request with the following content:


a) provide only the <tuple> elements of the “raw presence document” of the Presentity indicating that the Presentity is “unwilling” and “un-available” for communication (see [PDE_DDS] “Presence Information Element Definitions”) for details of how these states are mapped to relevant Presence Information Elements). If further child elements are contained in the “raw presence document” within the <tuple> elements apart from “willingness” and “availability”, they SHALL be omitted by the PS; 


b) not provide the <device> and <person> elements if existing in the Presentity’s “raw presence document”; and 


c) perform all the subsequent steps in the Presence Information processing framework, as they are listed in section 5.5.3 and detailed in relevant sub-sections (e.g. apply filtering, partial notifications, throttling, etc).

5.5.3.4 Applying Event Notification Filtering


The PS MAY support event notification filtering according to the following procedures:


· Event notification filtering, according to the procedures described in [RFC4660]; and


· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 


If the PS supports event notification filtering, and 


· understands the particular filter included in the body of the SUBSCRIBE request using the content type ‘application/simple-filter+xml’, the PS SHALL apply the requested filter. As a result, the authorized Watchers are notified of the actual Presence Information after first applying the privacy filtering procedures as described in section 5.5.3.3, followed by the event notification filtering procedures described in this section.


· does not understand the particular filter included in the body of the SUBSCRIBE request as requested by the Watcher, the PS SHALL indicate it to the Watcher as specified in [RFC4660].

5.5.3.5 Generating Entity Tags


The PS MAY support the notifier procedures defined in [IETF-SubNotEtag].


Editor’s Note: The mandatory or optional support for performance optimization features should be revisited.


If supported, the PS SHALL:


· Generate entity tags for presence documents. The entity tag SHALL be unique to the presence document over time, i.e the PS SHALL generate the same entity tag for the same presence document in different time samples. The algorithm to generate such entity tags is out of scope of this specification.


NOTE: 
The presence document here refers to the document the PS generates after “Event Notification Filtering” as shown in Figure 4. Several Watchers can receive the same presence document if they share common Presence Authorization Rules and apply the same event notification filtering.


· Include the entity tag in all NOTIFY requests for those Watchers that indicated support for the [IETF-SubNotEtag] extension with the Supported header field as described in [IETF-SubNotEtag].


5.5.3.6 Applying Partial Notification


The PS SHALL support partial notifications.  If the Watcher indicates support for partial notifications in the SUBSCRIBE request for the presence event package, the PS SHALL generate partial notifications in accordance with [IETF-ParNot] and [IETF-ParFormat].

5.5.3.7 Applying Event Notification Throttling


The PS MAY have a local throttling configuration setting that limit the rate at which notifications are generated (i.e. the shortest time period between two NOTIFY requests for a given Watcher). In this case, the PS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.

The PS MAY also support Watcher requested event notification throttling. If supported, the PS SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the PS has a local throttling configuration setting and it is lower than the Watcher proposed throttle value, the PS MAY lower the Watcher proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Watcher proposed throttle value, the PS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.


Editor’s Note: Further investigation is required how the PS can adjust the watcher proposed throttling value based on its configuration setting.


5.5.3.8 Applying Event Notification Suppression

The PS MAY support event notification suppression according to the procedures described in [see Editor’s Note].


If it is supported, the PS SHALL, upon receiving the event notification suppression requests per [see Editor’s Note], suppress the generation of presence event notifications per the received requests.


Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppression. They are draft-niemi-sipping-event-throttle-06 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.

5.5.3.9 Generation of Notifications


At the last step of Presence Information processing, the PS SHALL generate new NOTIFY requests for each Watcher and transmit each of those to the respective Watcher when the content of the new notification is different from the last one that was transmitted to the Watcher.


If the PS supports the notifier procedures defined in [IETF-SubNotEtag] and the Watcher requested condition for suppressing a NOTIFY request or a NOTIFY request body evaluates to true, the PS SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [IETF-SubNotEtag]. 

If the PS supports view sharing and determines to use it for this subscription, it SHALL follow the procedures in [IETF-ViewShare] section 4.

The PS SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.


5.5.4 Watcher Information Event Package


Before accepting a SUBSCRIBE request for the Watcher Information Event Package, the PS SHALL perform authorization of the subscription attempt of the Watcher Information Subscriber, per local policy. The default policy SHALL be to authorize the subscription if the originator’s identity is equal to the Presentity URI or a configured URI of a Presence Source that is publishing on behalf of the Presentity, and to reject all other subscriptions. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBSCRIBE request in accordance with [RFC3265], [RFC3857], and [RFC3858] with the exceptions described below.

Contrary to [RFC3857], the PS SHALL generate Watcher Information notifications when the Watcher Information state machine defined in [RFC3857] moves from “init” to “active” state, even if the change is transient. This behaviour enables the PS to also include authorized fetchers in Watcher Information notifications. This information can be utilized by Presence Sources co-located with a Watcher Information Subscriber when optimizing publication of Presence Information according to section 5.1.1.6.

5.5.4.1 Applying Event Notification Filtering


The PS MAY support event notification filtering according to the following procedures:


· Event notification filtering, according to the procedures described in [RFC4660]; and


· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 


If the PS supports event notification filtering, and 


· understands the particular filter included in the body of the SUBSCRIBE request, the PS SHALL apply the requested filter.


· does not understand the particular filter included in the body of the SUBSCRIBE request, the PS SHALL indicate it to the Watcher Information Subscriber as specified in [RFC4660] and [RFC4661].

5.5.4.2 Triggering Subscription to Watcher Information


The PS MAY be configured with a (list of) URI(s) of Presence Sources which implement the optimized publication of Presence Information according to section 5.1.1.6. If configured and the Watcher Information state changes from having no active Watchers to having one or more active Watchers, the PS SHALL send a REFER request towards those URIs which do not maintain an active Watcher Information subscription for the Presentity.


The REFER request SHALL be formulated according to the procedures in [RFC3515] and [RFC4488]. For each REFER request the PS SHALL:


1) set the Request-URI to the configured URI;


NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.


2) set the Refer-To header field to the Presentity URI;


3) set the “method” parameter of the Refer-To header field to the value “SUBSCRIBE?Event=presence.winfo”;


4) include a Refer-Sub header field set to “false” according to the procedures described in [RFC4488]; and


5) set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the Presentity.



When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.P0013-004] and insert the Presentity URI in the P-Asserted-Identity header field used in the REFER request.

5.5.4.3 Watcher Information Content

In order to support the optimized publication of Presence Information as described in section 5.1.1.6, the PS SHOULD include additional content in Watcher Information notifications in addition to the basic ‘application/watcherinfo+xml’ format defined in [RFC3858]:

· Event notification filtering information for presence event package. This information is included in ‘multipart/related’ content according to [RFC2387], where one part of the multipart content includes the ‘application/watcherinfo+xml’ format, while the other part includes the ‘application/simple-filter+xml’ format defined in [RFC4661]. If the PS supports the inclusion of this information in Watcher Information notifications, the PS SHALL combine presence event notification filtering information from all Watchers in one ‘application/simple-filter+xml’ document. The PS MAY also consider the Presence Information content the Watchers are authorized to see and local policy restrictions for generating the combined filtering document. The resulting combined filtering document is the one which filters the largest set of Presence Information from the presence document.


5.5.5 XDM Functions


Certain PS functionality depends on particular XML documents stored in the Presence XDMS and Shared List XDMS.  In order to provide this functionality the PS SHALL support the following:


· Retrieval of XML documents stored in the Presence XDMS and Shared List XDMS, according to [XDM_Core] “Document Management” (via the PRS-8 and PRS-5 reference points, respectively); and

· Presence Authorization Rules and Publication Authorization and Content Rules Application Usages as specified in [PRS_PresXDM] “Presence Authorization Rules” and “Publication Authorization and Content Rules” respectively, and all Application Usages specified in [XDM_List].


The PS MAY support the Permanent Presence State functionality as specified in section 5.5.1.4. If supported, the PS SHALL support the Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”.


The PS MAY subscribe to changes made to XML documents stored in the Presence XDMS and Shared List XDMS, If so, the PS SHALL follow the procedure defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the PRS-3 reference point).

5.5.6 Compression of Presence Traffic


5.5.6.1 Compression of SIP Signaling


A Presence Source, a Watcher or a Watcher Information Subscriber in the UE may compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] to reduce the transmission delays as described in sections 5.1.1.4, 5.2.9 and 5.3.2.


If the Presence Source, the Watcher or the Watcher Information Subscriber initiates signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486].    


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the signaling compression procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] SHALL be used.


5.5.6.2 Compression of the Body of a NOTIFY Request 

If a received SUBSCRIBE request contains an ‘Accepted-Encoding’ header field with the value ‘gzip’, the PS SHALL, dependent on local policy, compress the NOTIFY request body using the GZIP algorithm [RFC1952] and add a ‘Content-Encoding’ header field with the value ‘gzip’ to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core. Such a local policy can for example be based on knowledge about how the compression of SIP signaling as described in section 5.5.6.1 is deployed in the network.


5.6 Resource List Server


The Resource List Server (RLS) performs the following functions:


· Accepts subscriptions to Presence Lists;

· Accepts subscriptions to Request-contained Presence Lists;

· Authorizes the Watcher’s usage of a Presence List;

· Creates and manages back-end subscriptions to all Presentities in the Presence List and Request-contained Presence List, on behalf of the Watcher;

· Sends notifications to the Watcher, based on information received from the back-end subscriptions; and

· Applies aggregation and rate control mechanisms to the notifications, as appropriate.  


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.


5.6.1 General


The RLS SHALL support subscriptions to Presence Lists, according to the RLS procedures described in [RFC4662] and MAY support subscriptions to Request-contained Presence Lists according to the RLS procedures described in [IETF-URIListSub]. If subscriptions to Request-contained Presence Lists are supported , the RLS SHALL support “multipart/mixed” content type in SUBSCRIBE requests as described in [RFC2046]. Note that the list subscriptions could be either subscriptions to Presence List (see section 5.2.2.1.1) or subscriptions to Request-contained Presence List (see section 5.2.2.1.2) and the list could be either a Presence List or Request-contained Presence List.

The RLS SHALL, before accepting a subscription to a Presence List, perform authorization of the usage of the Presence List by the Watcher, per local policy. If the Presence List subscription is authorized, the RLS SHALL resolve the Presence List into individual Presentities according to section 5.6.5. 


When sending a list notification, the RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of the Presentity in the Presence List or Request-contained Presence List.

NOTE:
If a Presentity is identified by a pres URI or a tel URI in the Presence List or Request-contained Presence List, the pres URI or the tel URI is included in the RLMI document even if the RLS has knowledge of an equivalent SIP URI.

Editor’s Note: The usage of conditional subscriptions for RLS subscription is TBD. 

5.6.2 Back-end Subscriptions


For list subscriptions to the presence event package, the RLS SHALL generate back-end subscriptions to learn the Presence Information of Presentities in the list.

If the RLS supports the view sharing procedures described in [IETF-ViewShare] section 3, it SHOULD indicate support for this extension and optimize the number of back-end subscriptions.

For back-end subscriptions using SIP, the RLS: 

· SHALL support subscription and notification of Presence Information, according to the procedures described in sections 5.2.1, 5.2.2, 5.2.4, 5.2.5 and 5.2.6; and


· MAY support conditional subscriptions according to the procedures described in 5.2.7.

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.P0013-004] and insert a URI value from the P-Asserted-Identity header of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.P0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in draft-ietf-sip-identity-03) as required by [RFC4662].


If the OTA Provisioning parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST or local policy instructs, the RLS SHALL limit the number of back-end subscriptions. The RLS SHALL:


· initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and


· return no <instance> element for those <resource> elements that could not be subscribed from the Presence List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].


When the Watcher adds Presentities to the list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added Presentities, and SHALL include the newly added Presentities in the next list notification. This procedure SHALL NOT require the Watcher to re-subscribe to the list.

When the Watcher removes Presentities from the list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed Presentities, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Watcher to re-subscribe to the list.

The Presence List can be changed either directly, when the Presence List document stored in RLS XDMS is updated, or indirectly, when the URI List stored in the Shared List XDMS and referenced in the Presence List document is updated.

When the Watcher refreshes the subscription, the RLS SHOULD refresh the back-end subscriptions accordingly. The RLS SHOULD try to re-generate the back-end subscriptions for those Presentities whose corresponding <resource> element in the last list notification:


· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or


· included an <instance> element whose “state” attribute was set to “terminated”.

5.6.3 Event Notification Filtering


The RLS MAY support event notification filtering according to the following procedures:


· Event notification filtering, according to the RLS and notifier procedures described in [RFC4660]; and


· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 


If the RLS supports event notification filtering and 


· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL apply the requested filter.


· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the Watcher, the RLS SHALL indicate it to the Watcher as specified in [RFC4660]. 


5.6.4 Handing of Event Notification Suppression

Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppression. They are draft-niemi-sipping-event-throttle-0506 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution this section shall be either removed or updated.

5.6.5 XDM Functions


In order to resolve Presence Lists into individual Presentities, the RLS SHALL support the following :


· Retrieval of XML documents stored in the RLS XDMS and Shared List XDMS, according to [XDM_Core] “Document Management” (via the PRS-10 and PRS-9 reference points, respectively); 

· Presence List Application Usage as specified in [PRS_RLSXDM] “Presence List”; and 

· URI List Application Usage as specified in [XDM_List] “URI List”.


On receiving a SUBSCRIBE request directed at a Presence List identified by a Request-URI, the RLS SHALL access the global “index” document described in [PRS_RLSXDM] using the XCAP path
[XCAP Root URI]/rls-services/global/index.


The RLS SHALL retrieve the Presence List from the contents of the <service> element within the index document whose “uri” attribute value matches the Request-URI of the received SUBSCRIBE request.  If the RLS is unable to retrieve the presence list from the RLS XDMS, the RLS SHALL reject the SUBSCRIBE request with a 404 (Not Found) response.


The Presence List can contain references to URI Lists stored in the Shared List XDMS.  If the RLS is unable to retrieve a URI List from the Shared List XDMS, then that URI List SHOULD be ignored; if so, the Watcher is made aware of this when the URIs which could not be de-referenced are omitted from the list notification.


The RLS MAY subscribe to changes made to XML documents stored in the RLS XDMS and Shared List XDMS.  If so, the RLS SHALL follow the procedures defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the PRS-4 reference point). 


When realized in 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL insert a URI from the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.P0013-004]) from the SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP-TS_24.109] or the “X-XCAP-Asserted-Identity” header as defined in [XDM_Core], of the HTTP GET request.


5.6.6 Rate Control and Aggregation


Subject to rate limitations described below, the RLS SHALL generate notifications when it receives updated Presence Information from back-end subscriptions.


The RLS MAY have local throttling configuration settings that limit the rate at which notification are generated (i.e. the shortest time period between two NOTIFY requests). In this case, the RLS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.  


The RLS MAY also support Watcher requested event notification throttling. If supported, the RLS SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the RLS has a local throttling configuration setting and it is lower than the Watcher proposed throttle value, the RLS MAY lower the Watcher proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Watcher proposed throttle value, the RLS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.


Editor’s Note: Further investigation is required how the RLS can adjust the watcher proposed throttling value based on its configuration setting.


If multiple back-end notifications arrive while rate control restrictions apply, the RLS MAY aggregate those notifications (i.e. combine the presence content into a single NOTIFY request) and transmit them when those restrictions expire.  The mechanism by which multiple notifications are aggregated is described in [RFC4662].

5.6.7 Compression of Presence Subscription Traffic

5.6.7.1 Compression of SIP Signaling


A Watcher can compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486] to reduce the transmission delays.


If the Watcher initiates signaling compression according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC3320], [RFC3485], [IETF-PresDict] and [RFC3486].    


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the signaling compression procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] SHALL be used.


5.6.7.2 Compression of the Body in a NOTIFY Request


If the RLS receives a SUBSCRIBE request containing an ‘Accepted-Encoding’ header field with the value ‘gzip’, the RLS SHALL, dependent on local policy, compress the NOTIFY request body using the GZIP algorithm [RFC1952] and add a ‘Content-Encoding’ header field with the value ‘gzip’ to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core. Such a local policy can for example be based on knowledge about how the compression of SIP signaling as described in section 5.6.7.1 is deployed in the network.


5.7 XDM Client


The XDMC SHALL support the following:


· XDMC procedures described in [XDM_Core] “Procedures at the XDM Client”;

· Presence Authorization Rules Application Usage as specified in [PRS_PresXDM] “Presence Authorization Rules”;

· Presence List Application Usage as specified in [PRS_RLSXDM] “Presence List”; and 

· URI List Application Usage as specified in [XDM_List] “URI List”.


The XDMC MAY support the following:


· Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”;

· Presence Content Application Usage as specified in [PRS_ContXDM] “Presence Content”; and

· Publication Authorization and Content Rules as specified in [PRS_PresXDM] “Presence Authorization and Content Rules”.

5.8 Presence XDMS


The Presence XDMS SHALL support the XDMS procedures described in [XDM_Core] “Procedures at the XDM Server”, and the Application Usages described in [PRS_PresXDM].


5.9 RLS XDMS


The RLS XDMS SHALL support the XDMS procedures described in [XDM_Core] “Procedures at the XDM Server”, and the Application Usages described in [PRS_RLSXDM].


5.10 Content Server


The Content Server SHALL support HTTP GET and PUT methods [RFC2616], and the procedures defined in [RFC4483]. The Content Server SHALL store a MIME object when receiving it in an HTTP PUT request behind the HTTP URI therein. 


The Content Server SHALL return a MIME object in a 200 (OK) response to an HTTP GET request. The Content Server SHALL fetch the MIME object from the Request URI of the HTTP GET request.


The Content Server can be used by Presence Sources as described in section 5.1.1.2, Watchers as described in 5.2.6 and the PS as described in sections 5.5.1.3 and 5.5.2.1.


NOTE: The procedure for storing MIME objects is not defined by this specification.


5.11 Shared List XDMS


The Shared List XDMS is described in [XDM_AD] “Shared List XDMS”.


5.12 Presence Content XDMS


The Presence Content XDMS SHALL support the XDMS procedures described in [XDM_Core] “Procedures at the XDM Server”, and the Application Usage described in [PRS_ContXDM].

An XDMC performing a retrieve operation of the Presence Content document from the “oma_status-icon” subfolder in the Users Tree of the Presence Content Application Usage SHALL be authorized using Presence Authorization Rules as specified in [PRS_ContXDM] “Authorization Policies”. When receiving an XCAP GET request for a resource in the “oma_status-icon” subfolder, the Presence Content XDMS SHALL obtain the Presence Authorization Rules document of the Primary Principal owning the accessed resource from the Presence XDMS. Access to the resource is considered authorized only if the requesting user is allowed to obtain the <status-icon> Presence Information Element.

6. VOID

7. Security


The security mechanism provides protection to the presence service environment. 


7.1 Privacy


7.1.1 Watcher Privacy


If the Watcher desires subscription privacy, it SHALL set the From header field of the SUBSCRIBE request to the anonymous value as defined in [RFC3261].


The Watcher MAY indicate further privacy preferences in accordance with [RFC3323].


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Watcher SHALL include a Privacy header value set to “id” as described in [RFC3325].


7.1.2 Watcher Information Subscriber Privacy


A subscription to Watcher Information SHALL be authorized if the Watcher Information Subscriber is the Presentity and SHALL be rejected for all other users.


Anonymous Watcher Information subscriptions SHALL be rejected.


7.1.3 Presentity Privacy


Privacy of the Presentity, i.e. who receives which of the Presentity’s Presence Information, is ensured by the presence authorization mechanism described in section 5.5.3.3. 


7.1.4 Handling of Anonymous Presence Subscriptions in Presence Server 


The PS SHALL consider a subscription as anonymous if any of the following conditions are true:


· When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, and the SUBSCRIBE request contains a Privacy header value set to "id" or "user" as described in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] section 5.7.1.4; or

· The SUBSCRIBE request contains a From header indicating an anonymous value as described in [RFC3261].


Authorization of anonymous subscriptions SHALL be according to the Presentity’s Subscription Authorization Rules for anonymous subscriptions (see section 5.5.3.3).


7.2 Authentication of SIP Requests


The PS or RLS SHALL authenticate all incoming SIP requests. The PS or RLS SHOULD rely on the authentication mechanisms provided by the underlying SIP/IP Core to accomplish user identity verification. 


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks: 


· The authentication mechanism is specified in [3GPP-TS_33.203] / [3GPP2-S.R0086];

· The PS or RLS SHALL authenticate the SIP request originator as specified in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] section 5.7.1.4; and

· The PS or RLS acting on behalf of the Presence Source or the Watcher SHALL populate security related SIP header fields according to the procedures given in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] section 5.7.3.


An AS acting as originating UA SHALL follow the authentication procedures given in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] section 5.7.3.


7.3 Integrity and Confidentiality Protection


The access level security mechanism SHALL be provided by the SIP/IP Core to support integrity and confidentiality protection of SIP signaling. 


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the integrity and confidentiality protection mechanism is specified in [3GPP-TS_33.203] / [3GPP2-S.R0086].  


8. Charging


8.1 Charging Architecture


Since both online and offline charging SHOULD be supported according to [PRS_RD], there are two different charging architectures, as described in the following sub-sections.

8.1.1 Offline Charging Architecture


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the offline charging SHOULD be performed according to [3GPP-TS_32.240] [3GPP-TS_32.260] for 3GPP and [3GPP2-X.S0013-007] [3GPP2-X.S0013-008] for 3GPP2. 


In the context of other realizations of the SIP/IP Core, similar charging functions SHOULD be provided.


8.1.2 Online Charging Architecture


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the online charging SHOULD be performed according to [3GPP-TS_32.240] [3GPP-TS_32.260] for 3GPP and [3GPP2-X.S0013-007] [3GPP2-X.S0013-008] for 3GPP2. 


In the context of other realizations of the SIP/IP Core, similar charging functions SHOULD be provided.


9. Registration


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Presence Source and the Watcher implemented in a UE SHALL use the 3GPP IMS or 3GPP2 MMD networks registration mechanisms as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004].


In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.


10. Content of the Presence Document

The presence data model and the content of the presence document is described in [PDE_DDS].

11. SIP Methods


11.1 SUBSCRIBE Method


When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the supported headers of the SUBSCRIBE method and its responses SHALL correspond to those defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 


In the context of other realizations of the SIP/IP Core, the supported headers of the SUBSCRIBE method and its responses SHALL correspond to those defined in [RFC3265], [RFC3857] and [RFC3856].


11.2 PUBLISH Method


When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the supported headers of the PUBLISH method and its responses SHALL correspond to those defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 


In the context of other realizations of the SIP/IP Core, the supported headers of the PUBLISH method and its responses SHALL correspond to those defined in [RFC3903].


11.3 NOTIFY Method


When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the supported headers of the NOTIFY method and its responses SHALL correspond to those defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 


In the context of other realizations of the SIP/IP Core, the supported headers of the NOTIFY method and its responses SHALL correspond to those defined in [RFC3265], [RFC3857] and [RFC3856].
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		2.1, 2.2, 3.2,


5.1.1,


5.1.1.2


5.1.1.2,


5.2.6,


5.4.1.2


5.4.2,


5.4.2.1,


5.4.3.1.1,


5.4.3.2,


5.4.3.2.1,


5.4.3.6,


5.5.1,


5.5.2,


5.5.4,


5.5.5,


10.1,


10.5.1.2,


10.6,


C.1.4,


C.1.6,


D.5.2,


D.6.2,

		Incorporated CRs:


OMA-PAG-2006-0780


OMA-PAG-2006-0798


OMA-PAG-2006-0802


OMA-PAG-2006-0838


OMA-PAG-2006-0862R01


Editorial corrections to references.



		

		19 Feb 2007

		5.4.2,


6.1.1, 6.1.2

		Incorporated CRs:


OMA-PAG-2007-0011R01


OMA-PAG-2007-0060



		

		21 May 2007

		2.2, 9.1, 9.2,


5.4.1.5,

		Incorporated CRs:


OMA-PAG-2007-0170R02


OMA-PAG-2007-0212R03



		

		01 Jul 2007

		2.1, 2.2,


5.1.1.2,


5.1.1.2.1,


5.1.1.2.2,


5.3.7,


5.4,


5.4.2,


5.4.2.2,


5.4.3,


5.4.3.4,


5.4.3.6,


5.4.3,7,


5.5.1,


5.5.2,


10.4,


10.5.1

		Incorporated CRs:


OMA-PAG-2007-0297


OMA-PAG-2007-0346R01


OMA-PAG-2007-0370


OMA-PAG-2007-0442R01


OMA-PAG-2007-0477






		

		04 Sep 2007

		5.2.8,


5.4,


5.4.3,


5.4.3.5,


5.5.5,

		Incorporated CRs:


OMA-PAG-2007-0368R03


OMA-PAG-2007-0492


OMA-PAG-2007-0505R01


OMA-PAG-2007-0506R01


OMA-PAG-2007-0580



		

		11 Oct 2007

		2.1, 5.4.3.2, 5.4.3.2.1

		Incorporated CR:


OMA-PAG-2006-0394



		

		28 Nov 2007

		2, 4, 5, App.D

		Incorporated CRs:


OMA-PAG-2007-0646R02


OMA-PAG-2007-0737R03


OMA-PAG-2007-0762


OMA-PAG-2007-0763


OMA-PAG-2007-0764


OMA-PAG-2007-0766


OMA-PAG-2007-0767


OMA-PAG-2007-0768


OMA-PAG-2007-0769


OMA-PAG-2007-0770


OMA-PAG-2007-0771


OMA-PAG-2007-0778



		

		17 Jan 2008

		2,3,4,5,6,10, App. A, D

		OMA-PAG-2007-0367R02


OMA-PAG-2007-0532R06


OMA-PAG-2007-0812R03


OMA-PAG-2007-0820


OMA-PAG-2007-0821R01


OMA-PAG-2007-0862


OMA-PAG-2007-0863R01


OMA-PAG-2008-0005


OMA-PAG-2008-0010R01



		

		23 Jan 2008

		all

		Editorial corrections to references and editor’s notes


CR correction: OMA-PAG-2007-0821R01



		

		1 Feb 2008

		2.1, 5.5.3.2, 5.5, 5.5.2, App. B

		Editorial corrections to cross-references and formatting


Incorporated CRs:


OMA-PAG-2007-0816R01


OMA-PAG-0833R05


OMA-PAG-2008-0021R02


OMA-PAG-2008-0041



		

		5 Mar 2008

		all

		Incorporated CRs:


OMA-PAG-2007-738R06


OMA-PAG-2008-24R06


OMA-PAG-2008-28R02


OMA-PAG-2008-35R03


OMA-PAG-2008-96R03


OMA-PAG-2008-109R02


OMA-PAG-2008-117R03


OMA-PAG-2008-135R01


OMA-PAG-2008-142R01


OMA-PAG-2008-144


OMA-PAG-2008-148R01



		

		12 Mar 2008

		All

		Editorial cleanup based on OMA-PAG-2008-0154R01



		

		21 Apr 2008

		All

		Incorporated CR:


OMA-PAG-2008-235R01







Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].


The SCR’s defined in the following tables include SCR for:


· Presence Source;

· Presence Server; 

· Watcher Information Subscriber;

· Resource List Server;

· Watcher;

· Watcher Agent;

· XDM Client;

· Presence XDMS; and

· RLS XDMS.

The following tags are used in the Function column to identify the release of the Presence SIMPLE enabler that the requirement was introduced:


· PRSv1.1 – Requirement was introduced in Presence SIMPLE 1.1.

· PRSv2.0 – Requirement was introduced in Presence SIMPLE 2.0.

B.1 Presence Source

		Item

		Function

		Reference

		Requirement



		PRS-SRC-C-001-M

		Event Publication Agent and sending SIP PUBLISH (PRSv1.1)

		5.1.1

		PRS-SRC-C-007-O  OR PRS-SRC-C-008-O



		PRS-SRC-C-002-M

		application/pidf+xml content type, according to [RFC3863] (PRSv1.1)

		5.1.1

		



		PRS-SRC-C-003-M

		Presence Data Model (PRSv1.1)

		5.1.1

		



		PRS-SRC-C-004-O

		Partial Publication (PRSv1.1)

		5.1.1.1

		



		PRS-SRC-C-005-O

		Publishing large objects using content indirection (PRSv1.1)

		5.1.1.2.1

		



		PRS-SRC-C-006 -O

		Publishing large objects using direct content (PRSv1.1)

		5.1.1.2.2

		



		PRS-SRC-C-007 -O

		IMS SIP PUBLISH Method (PRSv1.1)

		11.2

		



		PRS-SRC-C-008-O

		NON-IMS SIP PUBLISH Method (PRSv1.1)

		11.2

		



		PRS-SRC-C-009-O

		Limiting the rate of publications (PRSv1.1)

		5.1.1.3

		



		PRS-SRC-C-010-M

		Setting “entity” attribute of <presence> element to registered PUI (PRSv1.1)

		5.1.1

		PRS-SRC-C-007-O



		PRS-SRC-C-011-O

		Compression of a PUBLISH request (PRSv1.1)

		5.1.1.4

		



		PRS-SRC-C-012-O

		Permanent Presence State (PRSv2.0)

		5.1.1.5

		



		PRS-SRC-C-013-O

		Optimizing publication of Presence Information (PRSv2.0)

		5.1.1.6

		





B.2 Presence Server


		Item

		Function

		Reference

		Requirement



		PRS-PS-S-001-M

		Presence Data Model (PRSv1.1)

		5.5.3.2

		



		PRS-PS-S-002-M

		Event State Compositor and handling SIP PUBLISH, according to [RFC3903] (PRSv1.1)

		5.5.1

5.5.1.1

		PRS-PS-S-009-O OR PRS-PS-S-010-O



		PRS-PS-S-003-M

		application/pidf+xml content type, according to [RFC3863] (PRSv1.1)

		5.5.1

		



		PRS-PS-S-004-M

		Presence publication authorization (PRSv1.1)

		5.5.1

		



		PRS-PS-S-005-O

		Handling partial publications (PRSv1.1)

		5.5.1.2

		



		PRS-PS-S-006-O

		Handling publication of large objects using content indirection (PRSv1.1)

		5.5.1.3

		



		PRS-PS-S-007-O

		Handling publication of large objects using direct content (PRSv1.1)

		5.5.1.3

		



		PRS-PS-S-008-O

		Permanent Presence State (PRSv2.0)

		5.5.1.4

		



		PRS-PS-S-009-O

		IMS SIP PUBLISH Method (PRSv1.1)

		11.2

		



		PRS-PS-S-010-O

		NON-IMS SIP PUBLISH Method (PRSv1.1)

		11.2

		



		PRS-PS-S-011-M

		Presence Information Subscriptions (PRSv1.1)

		5.5.2

		PRS-PS-S-013-O OR PRS-PS-S-014-O



		PRS-PS-S-012-O

		Local policy to limit the maximum number of simultaneous subscriptions to a Presentity (PRSv2.0)

		5.5.2

		



		PRS-PS-S-013-O

		IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-PS-S-014-O

		NON-IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-PS-S-015-M

		Presence Information Notifications (PRSv1.1)

		5.5.2

5.5.3.9

		PRS-PS-S-018-O OR PRS-PS-S-019-O



		PRS-PS-S-016-O

		Handling notification of large objects using content indirection (PRSv1.1)

		5.5.2.1

		



		PRS-PS-S-017-O

		Handling notification of large objects using direct content (PRSv1.1)

		5.5.2.1

		



		PRS-PS-S-018-O

		IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-PS-S-019-O

		NON-IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-PS-S-020-M

		Apply Composition Policy (PRSv1.1)

		5.5.3.2

		



		PRS-PS-S-021-M

		Fetch Presence Authorization Rules from Presence XDMS (PRSv1.1)

		5.5.3.3

5.5.5

		



		PRS-PS-S-022-O

		Subscription to Presence Authorization Rules changes (PRSv2.0)

		5.5.3.3

5.5.5

		



		PRS-PS-S-023-M

		Fetch URI List(s) from Shared List XDMS (PRSv1.1)

		5.5.3.3

5.5.5

		



		PRS-PS-S-024-O

		Subscribe to URI List(s) changes (PRSv2.0)

		5.5.3.3

5.5.5

		



		PRS-PS-S-025-M

		Apply Presence Authorization Rules (PRSv1.1)

		5.5.3.3

		



		PRS-PS-S-026-M

		Polite Blocking (PRSv1.1)

		5.5.3.3.1

		



		PRS-PS-S-027-O

		Apply event notification filtering (PRSv1.1)

		5.5.3.4

		



		PRS-PS-S-028-O

		Generate entity tag according to [SUBNOT-ETAGS] and suppressing notifications (PRSv2.0)

		5.5.3.5

		



		PRS-PS-S-029-M

		Apply partial notification (PRSv1.1)

		5.5.3.6

		



		PRS-PS-S-030-O

		Apply event notification throttling according to [Throttling] (PRSv2.0)

		5.5.3.7

		



		PRS-PS-S-031-M

		Watcher Information subscriptions (PRSv1.1)

		5.5.4

		PRS-PS-S-013-O OR PRS-PS-S-014-O



		PRS-PS-S-032-M

		Watcher Information notifications (PRSv1.1)

		5.5.4

		PRS-PS-S-018-O OR PRS-PS-S-019-O



		PRS-PS-S-033-O

		Triggering subscription to Watcher Information (PRSv2.0)

		5.5.4.2

		



		PRS-PS-S-034-O

		Extensions to Watcher Information content (PRSv2.0)

		5.5.4.3

		



		PRS-PS-S-035-M

		Compression of a NOTIFY request (PRSv1.1)

		5.5.6.1

		



		PRS-PS-S-036-M

		Compression of NOTIFY body using gzip (PRSv2.0)

		5.5.6.2

		





B.3 Watcher Information Subscriber


		Item

		Function

		Reference

		Requirement



		PRS-WIS-C-001-M

		Watcher Information subscriptions (PRSv1.1)

		5.3.1

		PRS-WIS-C-003-O OR PRS-WIS-C-004-O 



		PRS-WIS-C-002-O

		Optimizing publication of Presence Information (PRSv2.0)

		5.3.1

		



		PRS-WIS-C-003-O

		IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-WIS-C-004-O

		NON-IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-WIS-C-005-M

		Watcher Information notifications (PRSv1.1)

		5.3.1

		PRS-WIS-C-006-O OR PRS-WIS-C-007-O



		PRS-WIS-C-006-O

		IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-WIS-C-007-O

		NON-IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-WIS-C-008-O

		Event notification filtering (PRSv1.1)

		5.3.1.2

		



		PRS-WIS-C-009-O

		Triggering subscription to Watcher Information (PRSv2.0)

		5.3.1.3

		



		PRS-WIS-C-010-O

		Compression of a NOTIFY request (PRSv1.1)

		5.3.2.1

		



		PRS-WIS-C-011-O

		Compression of Watcher Information in a NOTIFY body using gzip (PRSv2.0)

		5.3.2.2

		





B.4 RLS Server


		Item

		Function

		Reference

		Requirement



		PRS-RLS-S-001-M

		Subscriptions to Presence List (PRSv1.1)

		5.6.1

		PRS-RLS-S-003-O OR PRS-RLS-S-004-O



		PRS-RLS-S-002-O

		Subscriptions to Request-contained Presence List according to [URILISTSUB] (PRSv2.0)

		5.6.1

		PRS-RLS-S-003-O OR PRS-RLS-S-004-O



		PRS-RLS-S-003-O

		IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-RLS-S-004-O

		NON-IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-RLS-S-005-M

		List notifications (PRSv1.1)

		5.6.1

		PRS-RLS-S-006-O OR PRS-RLS-S-007-O



		PRS-RLS-S-006-O

		IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-RLS-S-007-O

		NON-IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-RLS-S-008-M

		Back-end subscriptions (PRSv1.1)

		5.6.2

		PRS-RLS-S-003-O OR PRS-RLS-S-004-O


PRS-RLS-S-006-O OR PRS-RLS-S-007-O



		PRS-RLS-S-009-O

		Limiting the number of back-end subscriptions (PRSv1.1)

		5.6.2

		



		PRS-RLS-S-010-O

		Event notification filtering (PRSv1.1)

		5.6.3

		



		PRS-RLS-S-011-M

		Fetch Presence List from Presence XDMS (PRSv1.1)

		5.6.5

		



		PRS-RLS-S-012-O

		Subscription to Presence List changes (PRSv2.0)

		5.6.5

		



		PRS-RLS-S-013-M

		Fetch URI List(s) from Shared List XDMS (PRSv1.1)

		5.6.5

		



		PRS-RLS-S-014-O

		Subscribe to URI List(s) changes (PRSv2.0)

		5.6.5

		



		PRS-RLS-S-015-O

		Apply event notification throttling according to [Throttling] (PRSv2.0)

		5.6.6

		



		PRS-RLS-S-016-O

		Compression of a NOTIFY request (PRSv1.1)

		5.6.7.1

		



		PRS-RLS-S-017-O

		Compression of NOTIFY body using gzip (PRSv2.0)

		5.6.7.2

		





B.5 Watcher

		Item

		Function

		Reference

		Requirement



		PRS-WTR-C-001-M

		Presence Data Model (PRSv1.1)

		5.2.3

		



		PRS-WTR-C-002-M

		Presence subscriptions (PRSv1.1)

		5.2.1

5.2.2

		PRS-WTR-C-006-O OR PRS-WTR-C-007-O



		PRS-WTR-C-003-O

		Presence List subscriptions (PRSv1.1)

		5.2.2.1.1

		PRS-WTR-C-006-O OR PRS-WTR-C-007-O



		PRS-WTR-C-004-O

		Request-contained Presence List Subscription (PRSv2.0)

		5.2.2.1.2

		PRS-WTR-C-006-O OR PRS-WTR-C-007-O



		PRS-WTR-C-005-M

		Limiting the number of entries in list subscriptions (PRSv1.1)

		5.2.2.1.3

		



		PRS-WTR-C-006-O

		IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-WTR-C-007-O

		NON-IMS SIP SUBSCRIBE Method (PRSv1.1)

		11.1

		



		PRS-WTR-C-008-M

		Presence notifications (PRSv1.1)

		5.2.1

5.2.2

		PRS-WTR-C-017-O OR PRS-WTR-C-018-O



		PRS-WTR-C-009-M

		Presence Information processing (PRSv1.1)

		5.2.3

		



		PRS-WTR-C-010-O

		List notifications (PRSv1.1)

		5.2.2.1

		PRS-WTR-C-017-O OR PRS-WTR-C-018-O



		PRS-WTR-C-011-O

		Partial notification (PRSv1.1)

		5.2.4

		



		PRS-WTR-C-012-O

		Event notification filtering (PRSv1.1)

		5.2.5

		



		PRS-WTR-C-013-O

		Handling notification of large objects using content indirection (PRSv1.1)

		5.2.6.1

		



		PRS-WTR-C-014-O

		Handling notification of large objects using direct content (PRSv1.1)

		5.2.6

		



		PRS-WTR-C-015-O

		Conditional event notification according to [IETF-SubNotEtag] (PRSv2.0)

		5.2.7

		



		PRS-WTR-C-016-O

		Event notification throttling according to [IETF-EventThrottling] (PRSv2.0)

		5.2.8

		



		PRS-WTR-C-017-O

		IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-WTR-C-018-O

		NON-IMS SIP NOTIFY Method (PRSv1.1)

		11.3

		



		PRS-WTR-C-019-O

		Compression of a NOTIFY request (PRSv1.1)

		5.2.9.1

		



		PRS-WTR-C-020-O

		Compression of Presence Information in a NOTIFY body using gzip (PRSv2.0)

		5.2.9.2

		





B.6 Watcher Agent


		Item

		Function

		Reference

		Requirement



		PRS-WA-S-001-M

		Watcher service authorization (PRSv2.0)

		5.4.1

		





B.7 XDM Client

		Item

		Function

		Reference

		Requirement



		PRS-XDM-C-001-M

		Mandatory XDMC functions (PRSv1.1)

		5.7

		



		PRS-XDM-C-002-O

		Optional XDMC functions (PRSv1.1)

		5.7

		



		PRS-XDM-C-003-M

		Presence Authorization Rules Application Usage (PRSv1.1)

		5.7

		



		PRS-XDM-C-004-M

		Presence List Application Usage (PRSv1.1)

		5.7

		



		PRS-XDM-C-005-M

		URI List Application Usage (PRSv1.1)

		5.7

		



		PRS-XDM-C-006-O

		Permanent Presence State Application Usage (PRSv2.0)

		5.7

		





B.8 Presence XDMS

		Item

		Function

		Reference

		Requirement



		PRS-PRSXDM-S-001-M

		Mandatory XDMS functions (PRSv1.1)

		5.8

		



		PRS-PRSXDM-S-002-O

		Optional XDMS functions (PRSv1.1)

		5.8

		



		PRS-PRSXDM-S-003-M

		Presence Authorization Rules Application Usage (PRSv1.1)

		5.8

		



		PRS-PRSXDM-S-004-O

		Permanent Presence State Application Usage (PRSv2.0)

		5.8

		



		PRS-PRSXDM-S-005-M

		Subscription to XML Document Changes (PRSv2.0)

		5.8

		





B.9 RLS XDMS


		Item

		Function

		Reference

		Requirement



		PRS-RLSXDM-S-001-M

		Mandatory XDMS functions (PRSv1.1)

		5.9

		



		PRS-RLSXDM-S-002-O

		Optional XDMS functions (PRSv1.1)

		5.9

		



		PRS-RLSXDM-S-003-M

		Presence List Application Usage (PRSv1.1)

		5.9

		



		PRS-RLSXDM-S-004-M

		Subscription to XML Document Changes (PRSv2.0)

		5.9

		





Appendix C. Presence Client Provisioning
(Normative)


This Appendix specifies the parameters that are needed by the presence client. Existing parameters in [CP_ProvCont] and [OMA-DM-v1-1-2] are re-used; those without corresponding parameters are defined and to be registered in OMNA through OMA official registration process.


The Management Object (MO) for the OMA SIMPLE Presence 2.0 enabler is defined in [PRS_MO]. The MO MAY be used for initial provisioning of parameters when the DM Profile is to be used (as specified on [OMA-DM-v1-2]), and the MO SHOULD be used for continuous provisioning of parameters according to [OMA-DM-v1-1-2] or [OMA-DM-v1-2], if required by the service provider to update service configurations.

C.1  Presence Client provisioning parameters


The following table lists the parameters available in an instance of the Presence Application Characteristic. 


		Parameter Name

		Man / Opt

		Instances

		Default



		Standard Application Characteristic fields as defined in [Provisioning Content]



		APPID

		Mandatory

		1

		“ap0002PRS” 



		PROVIDER-ID

		Optional

		0 or 1

		None



		APPREF

		Mandatory

		1

		None



		TO-APPREF

		Mandatory

		1 or more

		None 



		NAME

		Optional

		 0 or 1

		None 



		TO-NAPID

		Optional

		0 or more

		None 



		Application Characteristic fields specifically required for the Presence Enabler



		CLIENT-OBJ-DATA-LIMIT

		Mandatory

		1

		None 



		CONTENT-SERVER-URI

		Optional

		0 or 1

		None 



		SOURCE-THROTTLE-PUBLISH

		Optional

		0 or 1

		None 



		MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST

		Optional

		0 or 1

		None



		SERVICE-URI-TEMPLATE

		Optional

		0 or 1

		None 



		RLS-URI

		Optional

		0 or 1

		None



		WATCHER-AGENT-URI

		Optional

		0 or 1

		None





The Presence Application Characteristics file for the OMA SIMPLE Presence 2.0 enabler is defined in [PRS_AC].

Appendix D. Common Content Types
(Normative)

The common content types for this specification are described in this Appendix.


D.1 Presence-based Event Notification Suppression Filter

The presence-based event notification suppression filter specifies the lists of Watcher’s presence attributes when the Watcher wishes not to receive event notifications. 




D.1.1 MIME Type

The MIME type for the presence-based event notification suppression filter SHALL be “application/vnd.oma.suppnot+xml”.

Editor’s Note:  The MIME type shall be OMNA registered.

D.1.2 XML Schema

The presence-based event notification suppression filter SHALL conform to the XML schema described in [XSD_suppNot].


D.1.3 Structure and Data Semantics

The presence-based event notification suppression filter SHALL conform to the structure and semantics as described in this subclause. 


The root element <suppnot-filter-set>:

a) SHALL include a “watcher-uri” attribute that contains the URI of the Watcher whose presence status is monitored by this filter;

b) MAY include any other attributes for the purposes of extensibility;

c) MAY include a <ns-bindings> element that contains the namespace bindings according to [RFC4661];

d) SHALL include one or more <suppnot-filter> elements that contain the conditions for notification suppress.

The <ns-bindings> element:


a) SHALL include one or more <ns-binding> elements, each of which SHALL contain the binding between the prefix and the namespace in a “prefix” attribute and a “namespace” attribute, respectively. This is used to express the XPATH formed presence attributes under <presattrib> elements.

The <suppnot-filter> element:


a) SHALL include a “id” attribute that contains the unique identification for the filter;

b) MAY include any other attribute for the purposes of extensibility;

c) MAY include zero or more <presattrib> elements that contain the presence attributes that decide the suppression of the notifications;

d) MAY include any other elements from other namespaces for the purposes of extensibility.

The <presattrib> element:


a) MAY include zero or more <suppress-if-match> elements, each of which contains the presence attribute;

b) MAY include any other elements from other namespaces for the purposes of extensibility.

The <suppress-if-match> element:


a) MAY include a “type” attribute that contains the expression type of the presence attribute in <suppress-if-match> element. The default value is “xpath” in case of the absence of this attribute;

b) MAY include any other attribute for the purposes of extensibility;

D.1.4 Evaluation

The evaluation of the presence-based event notification suppression filter is achieved as following:


· The evaluation of each <suppnot-filter> element under the root element <suppnot-filter-set> SHALL be logically ORed;


· The evaluation of each <presattrib> child element under a <suppnot-filter> element SHALL be logically ANDed;


· The evaluation of each <suppress-if-match> child element under a <presattrib> element SHALL be logically ANDed;


· The evaluation of <suppress-if-match> element SHALL be true if the corresponding presence attribute in the content matches.


D.1.5 Examples



(Informative)


The following is an example of the presence-based event notification suppression filter.

<?xml version="1.0" encoding="UTF-8"?>


<suppnot-filter-set xmlns="urn:oma:xml:prs:pidf:oma-suppnotfilter"
xmlns:sf="urn:ietf:params:xml:ns:simple-filter" 
watcher-uri="watcher@example.com">



<ns-bindings>




<sf:ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<sf:ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>

   <sf:ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>

   <sf:ns-binding prefix="pde" urn="urn:oma:xml:pde:pidf:ext"/>


</ns-bindings>



<!-- Condition1: Notification will be suppressed if the Watcher’s device is participating in PoC session -->



<suppnot-filter id="45i0s">




<presattrib>





<suppress-if-match>//pdm:tuple[*/op:service-id="org.openmobilealliance:PoC-session" and pdm:deviceID="urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a"]/op:session-participation[op:basic="open"]</suppress-if-match>




</presattrib>



</suppnot-filter>


<!--Condition2: Notification will be suppressed if the Watcher’s presence is 'away' -->



<suppnot-filter id="fe23de">




<presattrib>





<suppress-if-match>//pdm:person/rpid:activities/rpid:away</suppress-if-match>



</presattrib>



</suppnot-filter>


<!-- Condition3: Notification will be suppressed if the Watcher is roaming -->



<suppnot-filter id="we34is">




<presattrib>

      <suppress-if-match>//pdm:device[pdm:deviceID="urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a" and pde:roaming-info=1]</suppress-if-match>



</presattrib>



</suppnot-filter>

</suppnot-filter-set>

Editor’s Note: There need to clarify the use of device id in multiple device scenario.

Appendix E. Presence Signaling Flows
(Informative)


The following signaling flows illustrate the implementation of the relevant use cases, derived from [PRS_RD]. The supported headers of the SIP methods used in order to perform those functions are defined in section 11 and the body of the messages, when required, in section 11. 


E.1 Subsystem Collaboration


This section presents message flow examples for the implementation of the basic mechanisms of the SIMPLE Presence Service. 


E.1.1 Signaling Flows for Publishing Presence Information


E.1.1.1 Publishing Presence Information 
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Figure 5: Publishing Presence Information

1. The Presence Source generates a SIP PUBLISH request, which contains a presence document. The means for the Presence Source to compose this presence document is outside the scope of this specification.


2. The SIP/IP Core routes the request to the correct PS.


3. The PS authorizes the presence publication, and checks the information the message contains. The PS then processes the Presence Information and sends a SIP 200 (OK) response back to the Presence Source.


4. The SIP/IP Core forwards the response back to the Presence Source.


E.1.1.2 Publishing Presence Information on behalf of Another Presentity 


E.1.1.2.1 Successful Attempt
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Figure 6: Aggregating published Presence Information from multiple Presence Sources

1. Presence Source1 generates a SIP PUBLISH request, which contains Presence Information relating to Presence Source2’s Presentity. The means for the Presence Source1 to compose the Presence Information is outside the scope of this specification.


2. The SIP/IP Core forwards the SIP PUBLISH request to the appropriate PS.


3. The PS authorizes the publication attempt and checks the content of the request. The PS then composes the Presence Information to the presence document of Presence Source2’s Presentity. The PS sends a SIP 200 (OK) response back to the SIP/IP Core.


4. The SIP/IP Core forwards the SIP 200 OK response back to the Presence Source1.


E.1.1.2.2 Unsuccessful Attempt
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Figure 7: Aggregating published Presence Information from multiple Presence Sources

1. Presence Source1 generates a SIP PUBLISH request, which contains Presence Information relating to Presence Source2’s Presentity. The means for the Presence Source1 to compose the Presence Information is outside the scope of this specification.


2. The SIP/IP Core forwards the SIP PUBLISH request to the appropriate PS.


3. The PS does not authorize the request and sends a SIP 403 (Forbidden) response back to the SIP/IP Core.


4. The SIP/IP Core forwards the SIP 403 (Forbidden) response back to the Presence Source1.


E.1.1.2.3 Aggregating Published Presence Information from Multiple Presence Sources
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Figure 8: Aggregating published Presence Information from multiple Presence Sources

1. Presence Source1 generates a SIP PUBLISH request, which contains the Presence Information Presence Source1 wishes to publish on behalf of the Presentity. 


2. The SIP/IP Core forwards the SIP PUBLISH request to the appropriate PS.


3. The PS authorizes the publication attempt and checks the content of the request. The PS then composes the Presence Information to the Presentity’s presence document. The PS sends a SIP 200 (OK) response back to the SIP/IP Core.


4. The SIP/IP Core forwards the SIP 200 (OK) response back to the Presence Source1.


5. Presence Source2 generates a SIP PUBLISH request, which contains the Presence Information Presence Source2 wishes to publish on behalf of the Presentity.


6. The SIP/IP Core forwards the SIP PUBLISH request to the appropriate PS.


7. The PS authorizes the publication attempt and checks the content of the request. The PS then composes the Presence Information to the Presentity’s presence document aggregating with the Presence Information Presence Source1 has published. The PS sends a SIP 200 (OK) response back to the SIP/IP Core.


8. The SIP/IP Core forwards the SIP 200 (OK) response back to the Presence Source2.


9. The PS determines which authorized Watchers are entitled to receive the updates of the Presence Information for this Presentity. For each appropriate Watcher, the PS sends a SIP NOTIFY request that contains the aggregated Presence Information from Presence Source1 and Presence Source2. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core of the Watcher.


10. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


11. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response to its SIP/IP Core.


12. The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.


E.1.2 Signaling Flows for Watchers Subscribing to Presence Event Notification


E.1.2.1 Subscribing to Presence Information State Changes - Proactive Authorization
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Figure 9: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) – Proactive Authorization


1. A Watcher wishes to watch a Presentity's Presence Information, or certain parts of the Presentity's Presence Information. To initiate a subscription, the Watcher sends a SIP SUBSCRIBE request for the Presence Event Package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the Watcher's capability to handle partial notifications.   


2. The SIP/IP Core of the Watcher resolves the address of the Presentity and forwards the request to the SIP/IP Core of the Presentity


3. The SIP/IP Core of the Presentity routes the SIP SUBSCRIBE request to the correct PS.


4. The PS performs the necessary authorization checks on the originator to ensure it is allowed to watch the Presentity.


NOTE: In the case where the privacy/authorization checks fail, then a negative acknowledgement is sent to the Watcher. 


5. Once all privacy conditions are met, the PS issues a SIP 200 (OK) to the SIP/IP Core.


6. The SIP/IP Core of the Presentity forwards the response to the SIP/IP Core of the Watcher.


7. The SIP/IP Core of the Watcher forwards the response to the Watcher.


8. As soon as the PS sends a 200 (OK) response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the Presentity's tuples that the Watcher has subscribed and been authorized to receive.  The SIP NOTIFY request is sent to the SIP/IP Core of the Watcher. Further notifications sent by the PS may either contain the complete set of Presence Information, or only those tuples that have changed since the last notification if the Watcher has indicated the capability to process partial notifications.


9. The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.


10. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent to its SIP/IP Core.


11. The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.


12. When the Presence Information for the Presentity changes (the means how the Presence Information changes are outside the scope of this use case), the PS determines which authorized Watchers are entitled to receive notifications. For each appropriate Watcher, the PS sends a SIP NOTIFY request that contains the full or partial updates to the Presence Information. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core of the Watcher.


13. The Watcher’s SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


14. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response to its SIP/IP Core.


15. The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.


NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the Watcher is in the same domain as the Presentity.


E.1.2.2 Fetching Presence Information State – Proactive Authorization
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Figure 10: Fetching Presence Information state (fetcher and Presentity are in different networks)


A Watcher requests Presence Information of a certain Presentity from the PS, acting as a fetcher. For the remaining use case, Watcher will be used uniformly.


1.
The Watcher requests Presence Information of the Presentity using a SIP SUBSCRIBE request by setting the “Expires” header field to zero, as defined in [RFC3265]. 


2.
The Watcher’s SIP/IP Core resolves the address of the SIP/IP Core of the Presentity and forwards the request.


3.
The SIP/IP Core forwards the SIP SUBSCRIBE request to the appropriate PS.


4.
The PS performs the necessary authorization checks on the originator to ensure it is allowed to request Presence Information of the Presentity. Assuming all privacy conditions are met, the PS sends a SIP 200 (OK) response to the SIP/IP Core of the Presentity.


5.
The SIP/IP Core of the Presentity forwards the SIP 200 (OK) response to the SIP/IP Core of the Watcher.


6.
The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the Watcher.

7.
As soon as the PS sends a SIP 200 (OK) response to accept the request, it sends a SIP NOTIFY request with the current full state of the Presentity's tuples that the Watcher has requested and been authorized to receive. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core of the Watcher.


8. The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.


9 . The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response to the SIP/IP Core of the Watcher.


10. The Watcher’s SIP/IP Core forwards the SIP 200 (OK) response to the PS.


NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the Watcher is in the same domain as the Presentity.


E.1.2.3 Subscribing to Presence Information State Changes - Reactive Authorization
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Figure 11: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) - Reactive Authorization


1.
A Watcher wishes to watch a Presentity's Presence Information, or certain parts of the Presentity's Presence Information. To initiate a subscription, the Watcher sends a SIP SUBSCRIBE request for the Presence Event Package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the Watcher's capability to handle partial notifications.


2.
The SIP/IP Core of the Watcher resolves the address of the Presentity and forwards the request to the SIP/IP Core of the Presentity.


3.
The SIP/IP Core of the Presentity routes the SIP SUBSCRIBE request to the correct PS. 


4.
The PS acknowledges the request with a SIP 202 (Accepted) response sent to the SIP/IP Core of the Presentity. 


5.
The SIP/IP Core of the Presentity forwards the SIP 202 (Accepted) response to the SIP/IP Core of the Watcher.

6.
The SIP/IP Core of the Watcher forwards the SIP 202 (Accepted) response to the Watcher.


7.
As soon as the PS sends a SIP 202 (Accepted) response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. At this time, the Presence Information may be inaccurate or not fully available for the Presentity. However a “dummy” SIP NOTIFY request must be sent, with a valid neutral or empty Presence Information and a valid Subscription-State header field (set to “pending”) for the time being.


8.
The SIP/IP Core of the Watcher forwards the SIP NOTIFY request to the Watcher.

9.
The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent to its SIP/IP Core.


10.
The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.


11.
The PS authorizes the Watcher, after the Presentity modifies the Subscription Authorization Policy (see section 5.5.3.3).


12.
The PS issues another SIP NOTIFY request, to amend the neutral state known to the Watcher with valid Presence Information.


13.
The Watcher’s SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


14.
The Watcher acknowledges the SIP NOTIFY response with a SIP 200 (OK) response to its SIP/IP Core. 

15.
The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.


NOTE 1:
Steps 2 and 3 as well as 5 and 6 are combined if the Watcher is in the same domain as the Presentity.


NOTE 2:
If the immediate Presence Information is accurate, then there is no need for another notification (shown in steps 12-15) until Presence Information state changes. In fact, the PS may choose to best describe the Presence Information as known in the immediate notification, and if upon completing the required steps to grant the real Presence Information, it matches the information previously sent, there is no need for the second SIP NOTIFY request.


E.1.2.4 Receiving a Presence Notification for an Existing Subscription
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Figure 12: Receiving a presence notification


1. The PS determines which authorized Watchers are entitled to receive the updates of the Presence Information for this Presentity. For each appropriate Watcher, the PS generates a SIP NOTIFY request that contains either the full or partial updates of the Presence Information. The SIP NOTIFY request is sent inside the existing dialog created by the SIP SUBSCRIBE request to the SIP/IP Core of the Watcher.


2. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


3. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response to its SIP/IP Core.


4. The SIP/IP Core of the Watcher forwards the SIP 200 (OK) response to the PS.


E.1.2.5 Partial Notifications
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 Figure 13: Partial Notifications Information Flow


1. A Watcher sends a SIP SUBSCRIBE request to the PS indicating the support for the default Presence Information Data Format defined in [RFC3863] and the partial PIDF defined in [IETF-ParFormat]. The Watcher also indicates the support for the partial notification mechanism according to [IETF-ParNot].


2. The SIP/IP Core forwards the SIP SUBSCRIBE request to the PS.


3. The PS authorizes the subscription and sends a SIP 200 (OK) response to the SIP/IP Core.


4. The SIP/IP Core forwards the SIP 200 (OK) response to the Watcher.


5. The PS, based on the Watcher’s indication that it supports the partial notification mechanism, generates a SIP NOTIFY request, which includes a full state presence document formulated according to [IETF-ParNot]. The SIP NOTIFY request is forwarded to the SIP/IP Core.


6. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


7. The Watcher sends a SIP 200 (OK) response to the SIP/IP Core to acknowledge the SIP NOTIFY request.


8. The SIP/IP Core forwards the SIP 200 (OK) response to the PS.


9. After some time the Presentity’s Presence Information changes (e.g. a tuple changes its <status>) so a Presence Source publishes the new state to the PS by generating a SIP PUBLISH request.


10. The PS acknowledges the SIP PUBLISH request with a SIP 200 (OK) response.


11. The PS generates a NOTIFY request which includes a partial presence document formulated according to [IETF-ParFormat] showing only the changed Presence Information.


12. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


13. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response.


14. The SIP/IP Core forwards the SIP 200 (OK) response to the PS.


NOTE: If the Watcher and the Presentity reside in different domains, the SIP/IP Core of the Watcher will perform address resolution on the address of the Presentity to forward the SIP SUBSCRIBE request to the SIP/IP Core of the Presentity. Then the SIP/IP Core of the Presentity will route the SIP SUBSCRIBE request to the PS (see step 2 and 3 as well as 5 and 6 in appendix D.1.2.1).

E.1.2.6 Expiry of Published Presence Information
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Figure 14: Expiry of published Presence Information


1. The lifetime of some Presence Information expires and there is no refreshing transaction to update the lifetime of this Presence Information.


2. The PS issues a SIP NOTIFY request including the updated Presence Information.


3. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


4. The Watcher sends a 200 (OK) response to the SIP/IP Core to acknowledge the SIP NOTIFY request.


5. The SIP/IP Core forwards the 200 (OK) response to the PS.


E.1.2.7 Subscription Authorization Failure 


A Presentity can deny a subscription request by either rejecting the request outright (so called “blocking”), or accepting the request but providing possibly inaccurate Presence Information (so called “polite blocking”).


E.1.2.7.1 Blocking 
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Figure 15: Blocking

1. A Watcher wishing to subscribe to Presence Information about a Presentity, sends a SIP SUBSCRIBE request to the SIP/IP Core.  


2. The SIP/IP Core forwards the SIP SUBSCRIBE request to the appropriate PS.


3. The PS performs a subscription authorization check on the Watcher to verify whether it is allowed to watch the Presentity.  After applying the Subscription Authorization Rules of the Presentity, the PS determines to reject the subscription request. The PS sends a SIP 403 (Forbidden) response to the SIP/IP Core.


4. The SIP/IP Core forwards the SIP 403 (Forbidden) response to the Watcher.


NOTE: If the Watcher and the Presentity reside in different domains, the SIP/IP Core of the Watcher will perform address resolution on the address of the Presentity to forward the SIP SUBSCRIBE request to the SIP/IP Core of the Presentity. Then the SIP/IP Core of the Presentity will route the SIP SUBSCRIBE request to the PS (see step 2 and 3 as well as 5 and 6 in appendix D.1.2.1).

E.1.2.7.2 Polite Blocking 
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Figure 16: Polite Blocking


1. A Watcher wishing to subscribe to Presence Information about a Presentity, sends a SIP SUBSCRIBE request to the SIP/IP Core.  


2. The SIP/IP Core forwards the SIP SUBSCRIBE request to the appropriate PS.


3. The PS performs a subscription authorization check on the Watcher to verify whether it is allowed to watch the Presentity.  After applying the Subscription Authorization Rules of the Presentity, the PS determines to reject the subscription request but give the appearance that the request has been granted (so called “polite blocking”, see section 5.5.3.3.1). The PS sends a 200 (OK) to the SIP/IP Core.


4. The SIP/IP Core forwards the SIP 200 (OK) response to the Watcher.


5. As soon as the PS sends the SIP 200 (OK) response, it sends a SIP NOTIFY request with the appropriate Presence Information as defined by the presence privacy policy.


6. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


7. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response.


8. The SIP/IP Core forwards the SIP 200 (OK) response to the appropriate PS.


NOTE: If the Watcher and the Presentity reside in different domains, the SIP/IP Core of the Watcher will perform address resolution on the address of the Presentity to forward the SIP SUBSCRIBE request to the SIP/IP Core of the Presentity. Then the SIP/IP Core of the Presentity will route the SIP SUBSCRIBE request to the PS (see step 2 and 3 as well as 5 and 6 in appendix D.1.2.3).

E.1.2.8 Subscription Filters
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Figure 17: Subscription Filters


In this example, a Presentity has a presence document that includes two presence tuples: one for Instant Messaging (IM) and another for gaming services. 


1.
A Watcher sends a SIP SUBSCRIBE request to the PS requesting the Presence Information related to all the messaging applications (e.g. MMS, SMS, IM) of the Presentity. This is done by including a filter in the body of the SIP SUBSCRIBE request according to [RFC4660] and [RFC4661].


2. The SIP/IP Core forwards the SIP SUBSCRIBE request to the PS.


3. The PS authorizes the subscription and interprets the subscription filter and sends a SIP 200 (OK) response to the SIP/IP Core indicating that the subscription has been accepted and the subscription filter understood.


4. The SIP/IP Core forwards the SIP 200 (OK) response to the Watcher.


5. The PS sends a SIP NOTIFY request to the the SIP/IP Core including only the Instant Messaging related tuple that was requested by the Watcher’s subscription filter.


6. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


7. The Watcher acknowledges the SIP NOTIFY request with a SIP 200 (OK) response.


8. The SIP/IP Core forwards the SIP 200 (OK) response to the PS.


NOTE: If the Watcher and the Presentity reside in different domains, the SIP/IP Core of the Watcher will perform address resolution on the address of the Presentity to forward the SIP SUBSCRIBE request to the SIP/IP Core of the Presentity. Then the SIP/IP Core of the Presentity will route the SIP SUBSCRIBE request to the PS (see step 2 and 3 as well as 5 and 6 in appendix D.1.2.3).

E.1.3 Signaling Flows for Watchers Terminating a Subscription

E.1.3.1 Watcher-initiated Subscription Termination



[image: image19.wmf] 


Watcher


Home Network of the Presentity


SIP/IP Core


1.SUBSCRIBE


7.200 OK


PS


3.200 OK


4.200 OK


2.SUBSCRIBE


5.NOTIFY


6.NOTIFY


8.200 OK




Figure 18: Watcher-initiated Subscription Termination

1. A Watcher sends a SIP SUBSCRIBE request to the SIP/IP Core with the “Expires” header field set to 0 indicating the terminating of the subscription, according to [RFC3265]. 

2. The SIP/IP Core forwards the SIP SUBSCRIBE request to the PS.

NOTE: Even when the Watcher and the Presentity reside in different domains, the SIP/IP Core of the Watcher will foward the SIP SUBSCRIBE request directly to the PS since it has already performed the address resolution on the address of the Presentity during the initial subscription. 

3. The PS accepts the SIP SUBSCRIBE request with the “Expires” header set to 0 indicating the terminating a subscription operation, and sends a 200 (OK) response to the SIP/IP Core.


4. The SIP/IP Core forwards the 200 (OK) response to the Watcher.


5. The PS sends a SIP NOTIFY request to the SIP/IP Core with a “Subscription-State” header field set to “terminated” indicating that the subscription has been terminated, according to [RFC3265].


6. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


7. The Watcher sends a SIP 200 (OK) response to the SIP/IP Core to acknowledge the SIP NOTIFY request.


8. The SIP/IP Core forwards the SIP 200 (OK) to the PS.


E.1.3.2 PS-initiated Subscription Termination
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Figure 19: PS-initiated Subscription Termination

1.
The PS sends a SIP NOTIFY request with a “Subscription-State” header field set to “terminated” indicating that the PS wants to terminate a subscription, according to [RFC3265].


2. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher.


NOTE: Even when the Watcher and the Presentity reside in different domains the SIP/IP Core of the Presentity will foward the NOTIFY request directly to the Watcher since it already has the address of the Watcher.

3. The Watcher sends a SIP 200 (OK) response to the SIP/IP Core to acknowledge the SIP NOTIFY request.


4. The SIP/IP Core forwards the SIP 200 (OK) to the PS.


E.1.4 PS Subscribing to Changes Made to Presence Authorization Rules
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Figure 20: PS subscribing to changes made to a Presentity’s Presence Authorization Rules

1. A PS that wishes to subscribe to changes made to a Presentity’s Presence Authorization Rules document, sends a SIP SUBSCRIBE request with the “Event” header field set to “xcap-diff” as described in [XDM_Core]. The Request-URI of the SIP SUBSCRIBE request is set to the public user identity of the Presentity that wishes to subscribe to changes made to its Presence Authorization Rules document. The “document” header field is set to the appropriate path for that Presentity as described in section 5.5.3.3 and [XDM_Core].


2. The SIP/IP Core forwards the request to the appropriate Presence XDMS.


3. The Presence XDMS accepts the subscription and responds with a SIP 200 (OK).


4. The SIP/IP Core forwards the response to the PS.


5. The Presence XDMS sends the first SIP NOTIFY request, which is used in order to synchronize the Presence XDMS and PS on a common “baseline” document as described in [IETF-XCAP_Diff].


6. The SIP/IP Core forwards the SIP NOTIFY request to the PS.


7. The PS accepts the SIP NOTIFY request with a SIP 200 (OK) response.


8. The SIP/IP Core forwards the SIP 200 (OK) response to the Presence XDMS.


9. The PS fetches using HTTP (XCAP) GET request the version of the document indicated (with the Etag) in the received SIP NOTIFY request, as defined in [IETF-XCAP_diff] and [XDM_Core].


10. The version of the document requested is provided by the Presence XDMS.


11. When changes occur in the Presence Authorization Rules document, the Presence XDMS informs the PS about the changes with a SIP NOTIFY request with the changed data.


12. The SIP/IP Core forwards the SIP NOTIFY request to the PS.


13. The PS responds to the SIP NOTIFY request with a 200 (OK) response.


14. The SIP/IP Core forwards the 200 (OK) response to the Presence XDMS.


E.1.5 Subscribing to Watcher Information State Changes
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Figure 21: Watcher Information (Subscriptions/Notifications)


Note: The SIP/IP Core between the PS and the Watcher Information Subscriber is not shown in the figure due to simplicity reasons.


In this use case we assume that applying the Subscription Authorization Rules to the Watcher results in placing the subscription into the “pending” state.


1. The Watcher Information Subscriber subscribes to the Watcher Information (see section 5.3.1) of its own Presentity in order to receive notifications about new, unauthorized Watchers that subscribe to its Presence Information. This is performed by sending a SIP SUBSCRIBE request to the PS according to [RFC3857].


2. The PS, after authorizing the subscription, allows the Watcher Information Subscriber to subscribe to the Watcher Information. The PS acknowledges the SIP SUBSCRIBE request by generating a SIP 200 (OK) response.


3. The PS generates a SIP NOTIFY request including the current state of the Watcher Information of the Presentity.


4. The Watcher Information Subscriber acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response.


5. After time elapses, a Watcher attempts to subscribe to the Presentity’s Presence Information by sending a SIP SUBSCRIBE request according to [RFC3856].


6. The SIP/IP Core forwards the SIP SUBSCRIBE request to the PS.


7. The PS acknowledges the SIP SUBSCRIBE request and returns a SIP 202 (Accepted) response.


8. The SIP/IP Core forwards the SIP 202 (Accepted) response to the Watcher.


9. The PS immediately sends a SIP NOTIFY request as mandated by [RFC3265], setting the “Subscription-State” header field to the value of “pending” indicating that the subscription has been received, but the Subscription Authorization Policy is insufficient to accept or deny the subscription at this time. 


10. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher


11. The Watcher acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response.


12. The SIP/IP Core forwards the SIP 200 (OK) response to the PS.


13. As the Watcher Information state for the Presentity changes (e.g. a Watcher has requested to subscribe to the Presence Information), the PS sends a SIP NOTIFY request to indicate the change (e.g. a subscription for the Presentity’s Presence Information is pending) to the Watcher Information Subscriber according to [RFC3857]. 


14. The Watcher Information Subscriber acknowledges the SIP NOTIFY request with a SIP 200 (OK) response.


15. The Presentity authorizes the subscription of the pending Watcher . 


16. As the subscription state for the Presence Event Package changes, the PS sends a SIP NOTIFY request to the Watcher indicating that the subscription is authorized. The SIP NOTIFY request also conveys the current Presence Information state of the Presentity.


17. The SIP/IP Core forwards the SIP NOTIFY request to the Watcher


18. The Watcher acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response.


19. The SIP/IP Core forwards the SIP 200 (OK) response to the PS.


20. As the subscription state for the Presence Event Package changes, at the same time of step 16, the PS sends a SIP NOTIFY request to the winfo template package to the Watcher Information Subscriber indicating that the subscription is authorized.


21. The Watcher Information Subscriber acknowledges the SIP NOTIFY request with a SIP 200 (OK) response.


E.1.6 Sending Different Presence Information to Different Watchers
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Figure 22 : Sending different Presence Information to different Watchers


Note: The SIP/IP Core between the PS and the Watchers is not shown in the figure due to simplicity reasons.


1. The Presence Source generates a SIP PUBLISH request, which contains a presence document. This document contains more than one tuple that contain the same element with different values. The association of tuples to different Watchers and Watcher groups is based on the Presence Authorization Rules.


2. The SIP/IP Core routes the request to the corresponding PS.


3. The PS authorizes the presence publication, and checks the information the message contains. The PS then processes the Presence Information and sends a SIP 200 (OK) response back to the Presence Source.


4. The SIP/IP Core forwards the response back to the Presence Source.


5. Watcher A, wishing to subscribe to Presence Information about a Presentity, sends a SIP SUBSCRIBE request to the PS.  


6. The PS performs the necessary authorization checks on Watcher A to ensure it is allowed to watch the Presentity and to watch specified tuples based on e.g. <class> element.


7. The PS sends a SIP 200 (OK) response back to Watcher A.

8. The PS generates a NOTIFY request which contains a presence document for Watcher A.

9. Watcher A sends a SIP 200 (OK) response to the PS.


10. Watcher B wishing to subscribe to Presence Information about a Presentity, sends a SIP SUBSCRIBE request to the PS.  


11. The PS performs the necessary authorization checks on Watcher B to ensure it is allowed to watch the Presentity and to watch specified tuples based on e.g. <class> element.


12. The PS sends a SIP 200 (OK) response back to Watcher B.


13. The PS generates a NOTIFY request which contains a presence document for Watcher B. Watcher B MAY receive different Presence Information than Watcher A.


14. Watcher B sends a SIP 200 (OK) response to the PS.
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