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1 Reason for Change

This contribution resolves following review comments:

	B060
	2008.05.8
	T
	5.3.1.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: The Watcher Agent requests the PS to regulate the traffic. The same shall be valid also for RLS

Proposed Change: Extend to “Requests the PS and the RLS …”
	Status: CLOSED

Closed in OMA-PAG-2008-0388

	B062
	2008.05.8
	T
	5.3.1.3
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Subnot-etags functionality does not really belong to the “regulate notification of Presence Information” category

Proposed Change: Add: “Requests the PS to optimize the distribution of Presence Information;
	Status: CLOSED

Closed in OMA-PAG-2008-0388

	B089
	2008.05.8
	T
	5.3.3.2
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Subnot-etags functionality does not really belong to the “regulate notification of Presence Information” category

Proposed Change: Add: “Requests the PS to optimize the distribution of Presence Information;
	Status: CLOSED


No action needed


R01: There was a comment that difference between request to optimize and request to regulate is not clear. As subnot-etag is extension of 3265, this revision add reference to subnot-etag draft and extends the appropriate sections with this draft.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes as proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 5.3.1.3 and 5.3.1.4

5.3.1.3 Watcher

A Watcher is an entity that requests Presence Information about a Presentity or multiple Presentities from the Presence Service. The Watcher can be located in a user’s terminal or within a network entity. The Watcher supports the following:

· Subscribes to a Presentity’s Presence Information according to [RFC3265], [RFC3856] and [IETF-SubNotEtag];
· Subscribes to multiple Presentities’ Presence Information according to [RFC3265], [IETF-SubNotEtag], [RFC4662], and [IETF-URIListSub];
· Retrieves MIME objects from the Content Server;

· Retrieves MIME objects from the Presence Content XDMS;
· Requests the PS, RLS or Watcher Agent to regulate the distribution of Presence Information;
· Processes Presence Information; and

· Compresses/decompresses the presence-related SIP messages when the Watcher resides in the terminal.
5.3.1.4 Watcher Agent

The Watcher Agent is an entity that controls the Watcher’s Presence Service use in the Watcher domain. 

The Watcher Agent supports the following functions:

· Authorizes the Watcher’s Presence Service use in the Watcher’s domain;

· Performs back-end subscriptions on behalf of the Watcher; and
· Requests the PS or RLS to regulate the presence-related traffic based on Watcher’s preferences.

Change 2:  Chapter 2.1

2.1 Normative References

	OMA:
	

	[CHG_AD]
	“Charging Architecture”, Version 1.0, Open Mobile Alliance(, OMA-AD-Charging-V1_0, URL: http://www.openmobilealliance.org/

	[Dict]
	“Dictionary for OMA Specifications”, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/

	[DM_Bootstrap]
	“OMA Device Management Bootstrap”, Version 1.2, Open Mobile Alliance(, OMA-TS-DM_Bootstrap-V1_2, URL: http://www.openmobilealliance.org/

	[DM_ERELD]
	“Enabler Release Definition for OMA Device Management”, Version 1.2, Open Mobile Alliance(, OMA-ERELD-DM-V1_2, URL: http://www.openmobilealliance.org/

	[PDE_DDS]
	“Presence SIMPLE Data Specification”, Version 2.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V2_0, URL: http://www.openmobilealliance.org/

	[PRO_AD]
	“Provisioning Architecture Overview” Version 1.1, Open Mobile Alliance™, OMA-WAP-ProvArch-V1_1, URL: http://www.openmobilealliance.org/

	[PRO_CONT]
	“Provisioning Content”, Version 1.1, Open Mobile Alliance™, OMA-WAP-TS-ProvCont-V1_1, URL: http://www.openmobilealliance.org/

	[PRO_SEC]
	“Provisioning Bootstrap”, Version 1.1, Open Mobile Alliance™, OMA-WAP-ProvBoot-V1_1, URL: http://www.openmobilealliance.org/

	[PRO_UA]
	“Provisioning User Agent Behaviour”, Version 1.1, Open Mobile Alliance™, OMA-WAP-ProvUAB-V1_1, URL: http://www.openmobilealliance.org/

	[PRS_RD]
	“Presence SIMPLE Requirements“, Version 2.0, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[XDM_AD]
	“XML Document Management Architecture”,Version 2.0, Open Mobile Alliance™, OMA-AD-XDM-V2_0, URL: http://www.openmobilealliance.org/

	IETF:
	

	[IETF-URIListSub]
	IETF draft-ietf-sip-uri-list-subscribe-02 “Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo et al., Nov 13, 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt

NOTE: IETF Draft work in progress

	[IETF-SubNotEtag]
	IETF draft-ietf-sip-subnot-etags-03 “An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification”, A. Niemi, Jul 14, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-subnot-etags-03.txt
Note: IETF Draft work in progress

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, Mar 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC3265]
	IETF RFC 3265 “Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, Jun 2002, URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3856]
	IETF RFC 3856 “A Presence Event Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Aug 2004, URL: http://www.ietf.org/rfc/rfc3856.txt

	[RFC3857]
	IETF RFC 3857 “A Watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Aug 2004, URL: http://www.ietf.org/rfc/rfc3857.txt

	[RFC3863]
	IETF RFC 3863 “Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004, 
URL: http://www.ietf.org/rfc/rfc3863.txt

	[RFC3903]
	IETF RFC 3903 “Session Initiation Protocol (SIP) Extension for Event State Publication”, A. Niemi, Oct 2004, URL: http://www.ietf.org/rfc/rfc3903.txt

	[RFC4483]
	IETF RFC 4483 “A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed. et al., May 2006 , URL: http://www.ietf.org/rfc/rfc4483.txt 

	[RFC4827]
	IETF RFC 4827 “An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence Document Contents” M. Isomaki et al., May 2007, URL: http://www.ietf.org/rfc/rfc4827.txt

	3GPP / 3GPP2:
	

	[3GPP-TS_23.141]
	3GPP TS 23.141 “Presence Service; Architecture and functional description”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.141/

	[3GPP-TS_23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/ 

	[3GPP-TS_33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)” , URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/

	[3GPP2-S.S0114]
	3GPP2 S.S0114 “Security Mechanisms using GBA”,  URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0013-002]
	3GPP2 X.S0013-002 “All-IP Core Network Multimedia Domain:  IP Multimedia Subsystem - Stage 2”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0027-001]
	3GPP2 X.S0027-001 “Presence Service; Architecture and functional description”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm














NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

