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1 Reason for Change

	C001
	2008.05.08
	E
	General
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Inconsistent writing style

Proposed Change: Apply editorial changes according to guideline proposal in OMA-PAG-2008-0314
	Status: OPEN / CLOSED

<provide response>


This contribution aligns use of bullets with current PAG custom to improve readability.
R01 Comments during RnA

Change 3: The reworded text has lost some of the original meaning (e.g. the Presence Source SHALL do one of the following). Also the original text was informative and it seems that it should remain informative? For example, the first bullet is captured in detail in the following subsection (so in reality that bullet should point to 5.2.1.2.1 rather than the IETF RFCs). 
Change 4: In the reworded text of section 5.2.1.2.2, it seems like the "... SHALL utilize the ''multipart/related'' content type ..." should be step 1 (making a total of 3 steps)? 
Change 6: Reword as discussed during the June 3rd PAG CC. 
Change 7: After the 2nd step, should their be a comma after SHALL? (editorial)
Also changed the bullet style for change 7
2 Impact on Backward Compatibility

N/A. 
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification.

6 Detailed Change Proposal
Change 1:  Section 5.1.1 
NOTE to the Editor: Changes in OMA-PAG-2008-0351R01 must be applied first
A Presence Source 
· SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]; and.

· SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

The Presentity SHALL be identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a tel URI (as defined in [RFC3966]) or a pres URI (as defined in [RFC3859]). The tel URI SHALL take the international public telecommunication number format with a leading "+" sign. If the Presence Source is aware of the SIP URI of the Presentity, the Presence Source SHOULD insert the SIP URI in the Request-URI of the PUBLISH request rather than a pres URI or a tel URI.
The Presence Source SHALL insert the same URI in the “entity” attribute of the <presence> element as in the Request-URI of the PUBLISH request.
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks:

· The Presence Source SHALL set the “entity” attribute of the <presence> element of the presence document, defined in [RFC3863], to the Presentity’s public user identity, defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004].
· If the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL set the value of the P-Preferred-Identity header field, described in [3GPP-TS_24.229] and [3GPP2-X.S0013-004], of the PUBLISH request to the same value as the “entity” attribute of the <presence> element in the presence document.

· If the Presence Source is implemented in an AS within the same trust domain as the PS, it SHALL set the value of the P-Asserted-Identity header field, described in [3GPP-TS_24.229] and [3GPP2-X.S0013-004], of the PUBLISH request to the same value as the “entity” attribute of the <presence> element in the presence document.
The Presence Source 
· SHALL support the presence data model defined in [PDE_DDS] “Presence Data Model”;
· SHALL use the elements defined in [PDE_DDS] “Presence Information Element Definitions” when publishing Presence Information with semantics identical to those elements; and 
· MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in [PDE_DDS], as long as a Watcher that does not understand those extensions can ignore them without changing the meaning of the Presence Information Elements that are understood.

Change 2:  Section 5.1.1.1 
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.1 Partial Publication

Partial publication is a mechanism that enables a Presence Source to publish only those parts of the Presence Information that have changed since its last publication, rather than the full presence state.

A Presence Source MAY support partial publication. A Presence Source performing partial publication:

· SHALL support partial publication procedure, according to [IETF-ParPub]; and

· SHALL support partial presence extension to PIDF, according to [IETF-ParFormat].

Change 3:  Section 5.1.1.2 
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.2 Handling of Large MIME Objects

The Presence Source MAY implement the ‘multipart/related’ content type as described in [RFC2387], in order to aggregate other MIME objects with the ‘application/pidf+xml’ or the ‘application/pidf-diff+xml’ content types. 

If the value of a Presence Information Element is a reference to a MIME object, the Presence Source either:

· MAY use the content indirection mechanism as defined in [RFC4483], store the MIME object in the Content Server and send it indirectly by utilising the cid URI as described in [RFC2392] referring to the indirected content part of the ‘multipart/related’ content type in the PUBLISH request;
· MAY send the MIME object directly together with the presence document by utilising cid URI as described in [RFC2392] referring to the embedded content part of the ‘multipart/related’ content type in the PUBLISH request; or

· MAY store the MIME object in the Presence Content XDMS and include the URI of the MIME object as the value of the Presence Information Element. When publishing a URI in the Presence Information Element, the appropriate element SHALL include the “etag” attribute defined in [PDE_DDS] indicating the actual Etag value of the Presence Information Element stored in the Presence Content XDMS.

The MIME object format SHALL conform to [3GPP-TS_26.141] and [3GPP2-C.P0071].

Change 4:  Section 5.1.1.2.1
NOTE to the Editor: An changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.2.1 Performing Content Indirection

If the Presence Source decides to use the content indirection mechanism for publishing an initial or modified value of a Presence Information Element, the Presence Source:

1) SHALL store the MIME object in the Content Server;
NOTE: The procedure for storing MIME objects is not defined by this specification.

The Presence Source MAY be provisioned with the HTTP URI, or optionally HTTPS URI, of the Content Server where the MIME objects will be stored. This can be done with OTA Provisioning or local configuration. In case it is performed with OTA Provisioning, it SHALL use the value of the CONTENT-SERVER-URI defined in Appendix Error! Reference source not found..
2) SHALL construct an HTTP URI, or optionally an HTTPS URI, referencing the stored MIME object;
3) SHALL use the ‘multipart/related’ content type as described in [RFC2387] with the content indirection mechanism as specified in [RFC4483] for the publication of Presence Information format as follows:

a) SHALL set a cid URI as described in [RFC2392] referencing to the MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content; 

b) SHALL include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ in the root of the body of the ‘multipart/related’ content; and
c) SHALL specify the part having information about the MIME object by using the ‘message/external-body’ content type, defining the HTTP or HTTPS URI, versioning information and other information about the MIME object as described in [RFC4483]. The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not.

5.2.1.2.2 Handling of Direct Content

When the Presence Source publishes a MIME object as direct content inside the presence document, the Presence Source 
1) SHALL utilize the ‘multipart/related’ content type as described in [RFC2387] in the PUBLISH request;
2) SHALL set a cid URI as described in [RFC2392] referencing to the multipart body which contains the MIME object; and
3) SHALL include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ in the root of the body of the ‘multipart/related’ content.

If the Presence Source supports OTA Provisioning, the size limit for MIME objects sent as direct content in a PUBLISH request as set via OTA Provisioning SHALL NOT be exceeded. 

In case it is performed with OTA Provisioning, it SHALL use the value of the CLIENT-OBJ-DATA-LIMIT parameter defined in [PRS_MO].

If the Presence Source does not support OTA Provisioning, the size limit for MIME objects sent as direct content in a PUBLISH request SHOULD be set by other means at the Presence Source, and its value SHALL be the same as defined for OTA-Provisioning-compliant Presence Sources.
Change 5:  Section 5.1.1.5
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.3 Permanent Presence State

The Presence Source MAY support the Permanent Presence State publication functionality. If supported, the Presence Source SHALL manipulate the Permanent Presence State via an XDMC using the Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”.
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks and i
f the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL set the value of the X-3GPP-Intended-Identity header field, described in [XDM_Core], of the XCAP request to the same value as the “entity” attribute of the <presence> element in the presence document.

2.2.1.1.1 Permanent Presence State Manipulation on behalf of Another Presentity

The Presence Source MAY support the Permanent Presence State publication on behalf of another Presentity.

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks and i
f the Presence Source is implemented in a UE and more than one registered public user identity is available, the Presence Source SHALL include the authenticated originator identity that it intends to use for publication authorization in the X-3GPP-Intended-Identity header field of the XCAP request.
Change 6:  Section 5.1.1.7
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.4 Publication of Presence Information on behalf of Another Presentity

A Presence Source MAY support publication of Presence Information on behalf of another Presentity. 
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks the Presence Source:

· SHALL, if implemented in a UE and more than one registered public user identity is available, include the authenticated originator identity that it intends to use for publication authorization in the P-Preferred-Identity header field of the PUBLISH request.
· SHALL, if implemented in an AS within the same trust domain as the PS, include the authenticated originator identity that it intends to use for publication authorization in the P-Asserted-Identity header field of the PUBLISH request.
5.2.1.4.1 Error Cases

If a Presence Source receives a 488 (Not Acceptable Here) response which contains a Policy-Contact header field as defined in [IETF-SessionPol], the Presence Source:

· SHOULD fetch the Publication Content Rules document from the Presence XDMS via an XDMC using the URI from the Policy-Contact header field; and

· SHOULD evaluate the Publication Content Rules and re-publish a presence document satisfying the Publication Content Rules.
Change 7:  Section 5.1.3
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

In case of successful authorization, the Presence Source SHALL check the “method” parameter of the Refer-To header field. For any other values than “method=PUBLISH?Event=presence”, the Presence Source SHALL reject the REFER request with a 403 (Forbidden) response. 

If the “method” parameter of the Refer-To header field has the value “PUBLISH?Event=presence”, the Presence Source:
1) SHALL accept the REFER request and send a 200 (OK) response;
2) SHALL, if the REFER request included a Refer-Sub header field set to “false”, include a Refer-Sub header field set to “false” in the 200 (OK) response according to the procedures described in [RFC4488]; and

3) SHALL perform one time publication of Presence Information according to the procedures described in section Error! Reference source not found..
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