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1 Reason for Change

This contribution deals with the following review comments:

	C029
	2008.05.8
	T
	3.2
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

A precise definition of “active Watchers”, based on information supplied in the winfo notifications is to be given, so PS and Presence Source implementations share and operate in the same context.
Proposed Change:

	Status: CLOSED

Closed in OMA-PAG-2008-0531

	C250
	2008.05.8
	T
	5.5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064
Comment: In order to clearly identify fetch operations in the <watcher-list>, it should be stated that fetch operation are characterized by <watcher> elements with attributes “duration-subscribed” and “expiration” valued zero.
Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0531

	C251
	2008.05.8
	T
	5.5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064
Comment: In order to reduce watcher information traffic, it should be recommended that fetch operations are only notified in case there are no active watchers. Alternatively, the watcher info subscriber must be given a means to explicitly request the inclusion of fetchers in watcher info subscriptions.
Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0531

	C254
	2008.05.8
	T
	5.5.4.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: Though it principally can be used, the Multipart/Related MIME type is not the appropriate MIME type, as this MIME type typically is used when where there is an ordered relationship between the contained MIME documents. This isn’t the case here. The Multipart/Mixed MIME type is more appropriate here.

When the Multipart/Related MIME type is used, it should be standardized what document will be the root document.
Proposed Change:

	Status: CLOSED

Closed in OMA-PAG-2008-0531

	C255
	2008.05.8
	T
	5.5.4.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Watcher information Content can be included only if support for multipart/related was indicated by Watcher Information Subscriber

Proposed Change: update the description
	Status: CLOSED

Closed in OMA-PAG-2008-0531

	C256
	2008.05.8
	T
	5.5.4.3
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: 

More details need to be provided on the behaviour of the Watcher Information Subscriber and the Presence Server in case of additional content in winfo notifications in order to achieve interoperability. E.g.
The notified Event Notification Filter is filter is persistent, meaning that the filter applies until a new filter is included in a notification. Hence the filter is not included in a notification due to a non-initial SUBSCRBE request unless the filter has changed. If the notification in response to an initial SUBSCRIBE doesn’t contain a filter, then no filter applies. The filter conveyed in a notification can be removed (meaning that no filter applied), by supplying an empty filter, i.e. <filter-set> <filter id=”empty”/> </filter-set>.
Proposed Change:

	Status: CLOSED

Closed in OMA-PAG-2008-0531


The CR introduces new definitions (from the RD) – Fetcher and Subscribed-watcher, 

Watcher Information Content is extended with a new element indicating whether:

· there is no watcher so publication is not needed

· there is a fetcher so one time publication has to be done

· there is one or more watchers so publication has to be done regularly

and also filters used as watcher content are more clarified.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

New SUP file with XML schema of winfo extension has to be provided.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 5.5.4

5.5.4 Watcher Information Event Package

Before accepting a SUBSCRIBE request for the Watcher Information Event Package, the PS SHALL perform authorization of the subscription attempt of the Watcher Information Subscriber, per local policy. The default policy SHALL be to authorize the subscription if the originator’s identity is equal to the Presentity URI or a configured URI of a Presence Source that is publishing on behalf of the Presentity, and to reject all other subscriptions. If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBSCRIBE request in accordance with [RFC3265], [RFC3857], and [RFC3858].

5.5.4.1 Applying Event Notification Filtering

The PS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the server procedures described in [RFC4660]; and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the PS supports event notification filtering, and 

· understands the particular filter included in the body of the SUBSCRIBE request, the PS SHALL apply the requested filter.

· does not understand the particular filter included in the body of the SUBSCRIBE request, the PS SHALL indicate it to the Watcher Information Subscriber as specified in [RFC4660] and [RFC4661].
5.5.4.2 Triggering Subscription to Watcher Information

The PS MAY be configured with a (list of) URI(s) of Presence Sources which implement the optimized publication of Presence Information according to section 5.1.1.6. If configured and the Watcher Information state changes from having no authorized Subscribed-watchers or Fetchers to having at least one authorized Subscribed-watcher or Fetcher, the PS SHALL send a REFER request towards those URIs which do not maintain an active Watcher Information subscription for the Presentity.

The REFER request SHALL be formulated according to the procedures in [RFC3515] and [RFC4488]. For each REFER request the PS SHALL:

1) set the Request-URI to the configured URI;

NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.

2) set the Refer-To header field to the Presentity URI;

3) set the “method” parameter of the Refer-To header field to the value “SUBSCRIBE?Event=presence.winfo”;

4) include a Refer-Sub header field set to “false” according to the procedures described in [RFC4488]; and

5) set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the Presentity.


When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.P0013-004] and insert the Presentity URI in the P-Asserted-Identity header field used in the REFER request.
5.5.4.3 Watcher Information Content
In order to support the optimized publication of Presence Information as described in section 5.1.1.6, the PS MAY include additional content in Watcher Information notifications in addition to the basic ‘application/watcherinfo+xml’ format defined in [RFC3858].
In case the Watcher Information Subscriber advertized support of the optimized publication of Presence Information by including the “pub-opt” option tag in the Supported header field, the PS SHALL include the <active> element defined in [XSD_pubOpt] as a child element of <watcher-list> element with the value:

· “none” in case that there is no authorized Subscribed-watcher or Fetcher;

· “fetcher” in case that there is an authorized Fetcher but no authorized Subscribed-watcher requesting the Presence Information; and
· “watcher” in case that there is at least one authorized Subscribed-watcher requesting the Presence Information.
In case the Watcher Information Subscriber advertized support for the additional content using the Accept header field with values “multipart/mixed” and “application/simple-filter+xml”, the PS MAY include 
in the notification event notification filtering information for presence event package. This information is included in ‘multipart/mixed’ content according to [RFC2046], where one part of the multipart content includes the ‘application/watcherinfo+xml’ format, while the other part includes the ‘application/simple-filter+xml’ format defined in [RFC4661] with the following restrictions:

· The <filter-set> element SHALL include only one <filter> child element;

· The <filter> element SHALL include only the <what> child element;
· The <filter> element SHALL include the “uri” attribute with the URI identifying the Presentity.
· The <filter> element SHALL NOT include the “enabled” and “domain” attributes. 
If the PS supports the inclusion of this information in Watcher Information notifications, the PS SHALL combine presence event notification filtering information from all Watchers in one ‘application/simple-filter+xml’ document. The PS MAY also consider the Presence Information content the Watchers are authorized to see and local policy restrictions for generating the combined filtering document. The resulting combined filtering document is the one which filters the largest set of Presence Information from the presence document. 
Change 2:  5.1.1.6 Optimizing Publication of Presence Information (Presence Source)

5.1.1.6 Optimizing Publication of Presence Information
The Presence Source MAY support optimizing publication of Presence Information as described in this section. If supported, the Presence Source SHALL be co-located with a Watcher Information Subscriber which subscribes to the Watcher Information of each Presentity that the Presence Source is publishing on behalf of, and provides the Watcher Information notifications to the Presence Source (see section 5.3.1.1).
The Presence Source SHALL publish Presence Information only upon receiving an indication in the Watcher Information notification that there is an authorized Subscribed-watcher or Fetcher for the Presentity who is subscribed for particular Presence Information this Presence Source is responsible for publishing. In case that Watcher Information notification indicates that there is:

· an authorized Fetcher, the Presence Source SHALL publish Presence Information once; the duration of this one time publication and the handling of changes in the published Presence Information before the scheduled expiry of the one-time publication is subject to a local policy;
· a Subscribed-watcher, the Presence Source SHALL start publishing Presence Information; and 
· no authorized Subscribed-watcher or Fetcher, the Presence Source SHALL stop publishing Presence Information. 
The Watcher Information notification can further include other Watcher-specific attributes that refine the publication content or the publication frequency of the Presence Source.  Section 5.5.4.3 defines the full list of these attributes as extensions to the Watcher Information Event Package. If the Watcher Information notification includes an ‘application/simple-filer+xml’ document, the Presence Source SHOULD publish only the Presence Information according to the received filter.
Change 3:  3.2 Definitions

3.2 Definitions

	Application Usage
	Use definition from [XDM_Core].

	Composition
	The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular Presentity.

	Content Server
	Use definition from [PRS_AD].

	Event Package
	An additional specification, which defines a set of state information to be reported by a notifier to a subscriber.  Event packages also define further syntax and semantics based on the framework defined by this document required to convey such state information.

Source: [RFC3265]

	Event Publication Agent (EPA)
	The User Agent Client (UAC) that issues PUBLISH requests to publish event state.

Source: [RFC3903]

	Event State Compositor (ESC)
	The User Agent Server (UAS) that processes PUBLISH requests, and is responsible for compositing event state into a complete, composite event state of a resource.

Source: [RFC3903]

	Fetcher
	Use definition from [PRS_RD].

	Permanent Presence State
	Use definition from [PRS_AD].

	Presence Content Rules
	Use definition from [PRS_AD].

	Presence External Agent (PEA)
	Use definition from [PRS_RD].

	Presence Information
	Use definition from [PRS_RD].

	Presence Information Element
	Use definition from [PRS_RD].

	Presence List
	Use definition from [PRS_AD].

	Presence Network Agent (PNA)
	Use definition from [PRS_RD].

	Presence Service
	Use definition from [PRS_RD].

	Presence Source
	Use definition from [PRS_RD].

	Presence User Agent (PUA)
	Use definition from [PRS_RD].

	Presentity
	Use definition from [PRS_RD].

	Publication Authorization and Content Rules
	Use definition from [PRS_AD].

	Request-contained Presence List
	Use definition from [PRS_AD].

	Resource List Server (RLS)
	Use definition from [PRS_AD].

	Subscribed-watcher
	Use definition from [PRS_RD].

	Subscription Authorization Rules
	Use definition from [PRS_AD].

	XCAP Server
	Use definition from [XDM_Core].

	Watcher
	Use definition from [PRS_RD].

	Watcher Information
	Use definition from [PRS_RD].

	Watcher Information Subscriber
	Use definition from [PRS_RD].


Change 4:  2.1 Normative References

2.1 Normative References

	OMA
	

	[CP_ProvCont]
	“Client Provisioning ProvBoot”, Version 1.1, Open Mobile Alliance(, OMA-WAP-TS-ProvCont-V1_1, URL: http://www.openmobilealliance.org/

	[DM_ERELD]
	“Device Management ( based on SyncML DM)”, Version 1.2, Open Mobile Alliance(, OMA-DM-V1_2, URL: http://www.openmobilealliance.com/

	[DM_StdObj]
	“OMA Device Management Standardized Objects”, Version 1.2, Open Mobile Alliance(, OMA-TS-DM_StdObj-V1_2, URL: http://www.openmobilealliance.org/

	[PDE_DDS]
	“Presence SIMPLE Data Specification”, Version 2.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V2_0, URL: http://www.openmobilealliance.org/

	[PRS_AC]
	“Presence Application Characteristics file of Presence V2.0”, Version 1.0, Open Mobile Alliance(, OMA-SUP-AC_ap0009_presence-V1_0, URL: http://www.openmobilealliance.org/

	[PRS_AD]
	“Presence SIMPLE Architecture”, Version 2.0, Open Mobile Alliance(, OMA-AD-Presence_ SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PRS_ContXDM]
	“Presence Content XDM Specification” Version 1.0, Open Mobile Alliance(, OMA-TS-Presence-SIMPLE_Content_XDM- V1_0, URL: http://www.openmobilealliance.org/

	[PRS_ERP-V1_1]
	“OMA Presence SIMPLE”, Version 1.1, Open Mobile Alliance(, OMA-ERP-Presence_ SIMPLE-V1_1, URL: http://www.openmobilealliance.com/

	[PRS_MO]
	“OMA Management Object for SIMPLE Presence”, Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_MO-V2_0, URL: http://www.openmobilealliance.org/.

	[PRS_PresXDM]
	“Presence XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_XDM- V2_0, URL: http://www.openmobilealliance.org/

	[PRS_RD]
	“Presence SIMPLE Requirements”, Version 2.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org/

	[PRS_RLSXDM]
	“Resource List Server (RLS) XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM-V2_0, URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[XDM_AD]
	“XML Document Management Architecture”, Version 2.0, Open Mobile Alliance(, OMA-AD-XDM-V2_0, URL: http://www.openmobilealliance.org/

	[XDM_Core]
	“XML Document Management Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/

	[XDM_List]
	“Shared List XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Shared-V2_0, URL: http://www.openmobilealliance.org/

	[XSD_suppNot]
	“OMA-defined presence-based event notification suppression filter”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_suppnotFilter-V1_0, URL: http://www.openmobilealliance.org/tech/profiles/

	[XSD_pubOpt]
	“OMA-defined extension of the watcher information”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_pubOptWinfo-V1_0, URL: http://www.openmobilealliance.org/tech/profiles/

	IETF
	

	[IETF-EventThrottle]
	IETF draft-niemi-sipping-event-throttle-06 “Session Initiation Protocol (SIP) Event Notification Extension for Notification Throttling”, A. Niemi, Feb 22, 2008, URL: http://www.ietf.org/internet-drafts/draft-niemi-sipping-event-throttle-06.txt
Note: IETF Draft work in progress

	[IETF-ParFormat]
	IETF draft-ietf-simple-partial-pidf-format-10 “Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., Nov 19, 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-10.txt

Note: IETF Draft work in progress

	[IETF-ParNot]
	IETF draft-ietf-simple-partial-notify-10 “Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., Jan 21, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-10.txt

Note: IETF Draft work in progress

	[IETF-ParPub]
	IETF draft-ietf-simple-partial-publish-07 “Publication of Partial Presence Information”, M. Lonnfors et al., Feb 19, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-07.txt

Note: IETF Draft work in progress

	[IETF-SessionPol]
	IETF draft-ietf-sip-session-policy-framework-03 “A Framework for Session Initiation Protocol (SIP) Session Policies”, V. Hilt et al., Apr 27, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-session-policy-framework-03.txt
Note: IETF Draft work in progress

	[IETF-SubNotEtag]
	IETF draft-ietf-sip-subnot-etags-02 “An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification”, A. Niemi, Feb 25, 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-subnot-etags-02.txt
Note: IETF Draft work in progress

	[IETF-URIListSub]
	IETF draft-ietf-sip-uri-list-subscribe-02 “Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo et al., November 2007, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt
Note: IETF Draft work in progress

	[IETF-ViewShare]
	IETF draft-ietf-simple-view-sharing-00 “Optimizing Federated Presence with View Sharing”, J. Rosenberg et al., February 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-view-sharing-00.txt
Note: IETF Draft work in progress

	[RFC1952]
	IETF RFC 1952 “GZIP file format specification version 4.3”, P. Deutsch, May, 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt

	[RFC2046]
	IETF RFC 2046 “Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et. al., November 1996, URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2387]
	IETF RFC 2387 “The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, URL: http://www.ietf.org/rfc/rfc2387.txt

	[RFC2392]
	IETF RFC 2393 “Content-ID and Message-ID Uniform Resource Locators”, E. Levinson, Aug. 1998, URL: http://www.ietf.org/rfc/rfc2392.txt

	[RFC2616]
	IETF RFC 2616 “Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding et al., June 1999, URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC2818]
	IETF RFC 2818 “HTTP Over TLS”, E. Rescorla, May 2000, URL: http://www.ietf.org/rfc/rfc2818.txt

	[RFC3261]
	IETF RFC 3261 "Session Initiaton Protocol (SIP)", J. Rosenberg et al., June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265 “Session Initiation Protocol (SIP)-Specific Event Notification”, A. B. Roach, June 2002, URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3320]
	IETF RFC 3320 “Signaling Compression (SigComp)”, R. Price et al., Jan. 2003, URL: http://www.ietf.org/rfc/rfc3320.txt

	[RFC3323]
	IETF RFC 3323 “A Privacy Mechanism for the Session Initiation Protocol (SIP)”, J. Peterson, Nov. 2002, URL: http://www.ietf.org/rfc/rfc3323.txt

	[RFC3325]
	IETF RFC 3325 “Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, C. Jennings et al., Nov. 2002, URL: http://www.ietf.org/rfc/rfc3325.txt

	[RFC3485]
	IETF RFC 3485 “The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, M. Garcia-Martin et al., Feb. 2003, URL: http://www.ietf.org/rfc/rfc3485.txt 

	[RFC3486]
	IETF RFC 3486 “Compressing the Session Initiation Protocol (SIP)”, G. Camarillo, Feb. 2003, URL: http://www.ietf.org/rfc/rfc3486.txt

	[RFC3515]
	IETF RFC 3515 “The Session Initiation Protocol (SIP) REFER Method”, R. Sparks, Apr. 2003, URL: http://www.ietf.org/rfc/rfc3515.txt

	[RFC3840]
	IETF RFC 3840 “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, Rosenberg, J., et al., Aug. 2004, RFC 3840, (http://www.ietf.org/rfc/rfc3840.txt)

	[RFC3841]
	IETF RFC 3841 “Caller Preferences for the Session Initiation Protocol (SIP)”, J. Rosenberg et al., Aug. 2004, URL: http://www.ietf.org/rfc/rfc3841.txt

	[RFC3856]
	IETF RFC 3856 “A Presence Event Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Jan. 2003, URL: http://www.ietf.org/rfc/rfc3856.txt

	[RFC3857]
	IETF RFC 3857 “A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Aug. 2004, URL: http://www.ietf.org/rfc/rfc3857.txt

	[RFC3858]
	IETF RFC 3858 “An Extensible Markup Language (XML) Based Format for Watcher Information”, J. Rosenberg, Aug. 2004, URL: http://www.ietf.org/rfc/rfc3858.txt

	[RFC3859]
	IETF RFC 3859 “Common Profile for Presence (CPP)”, J. Peterson, Aug. 2004, URL: http://www.ietf.org/rfc/rfc3859.txt

	[RFC3863]
	IETF RFC 3863 “Presence Information Data Format (PIDF)”, H. Sugano et al., Aug 2004, URL: http://www.ietf.org/rfc/rfc3863.txt

	[RFC3903]
	IETF RFC 3903 “An Event State Publication Extension to the Session Initiation Protocol (SIP)”, A. Niemi, Oct. 2004, RFC 3903, (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC3966]
	IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, Dec. 2004, URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC4483]
	IETF RFC 4483 “A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed., May 2006, URL: http://www.ietf.org/rfc/rfc4483.txt

	[RFC4488]
	IETF RFC “Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription”, O. Levin, May 2006, URL: http://www.ietf.org/rfc/rfc4488.txt
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	IETF RFC 4660 “Functional Description of Event Notification Filtering”, H.Khartabil et al., Sep 2006, URL: http://www.ietf.org/rfc/rfc4660.txt
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	IETF RFC 4661 “An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H. Khartabil et al., Sep 2006, URL: http://www.ietf.org/rfc/rfc4661.txt
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	IETF RFC 4662 “A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., August 2006, URL: http://www.ietf.org/rfc/rfc4662.txt

	[RFC5025]
	IETF RFC 5025 “Presence Authorization Rules”, J. Rosenberg, December 2007, URL: http://www.ietf.org/rfc/rfc5025.txt
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	IETF RFC 5112 “The Presence-Specific Static Dictionary for Signaling Compression (Sigcomp)”, M. Garcia-Martin, January 2008, URL: http://www.ietf.org/rfc/rfc5112.txt

	3GPP/3GPP2
	

	[3GPP-TS_23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP-TS_24.109]
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