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1 Reason for Change

This CR proposes some modifications to the Shared Group requirements, and also proposes that some CPM requirements needing support from the XDM enabler be marked as already met, as follows:

	CPM-CONV-019
	The CPM Enabler SHALL allow a CPM User to join or rejoin an ongoing CPM Group Session if the set of CPM Group Membership Rules for the CPM Group are satisfied (e.g. excluding banned users).
	CPM V1.0
	DOC-GRP-006

	CPM-CONV-020
	The CPM Enabler SHALL provide a mechanism to invite/remove/ban Participants to/from the ongoing CPM Group Session based on the CPM Group Membership Rules (e.g. limitation to conference initiator only).
	CPM V1.0
	DOC-GRP-009
DOC-GRP-025

DOC-GRP-006

	CPM-CONV-022
	The CPM Enabler SHALL allow for participation in a CPM Group Session using a Pseudonym depending on the CPM Group and service provider's policy.
	CPM V1.0
	DOC-GRP-008

	CPM-CONV-026
	The CPM Enabler MAY allow an Authorized Principal to join a CPM Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other Participants, subject to service provider policies.
	CPM V1.1
	

	CPM-CONV-029
	The CPM Enabler SHALL allow a CPM User to get information (e.g. a list) of the available Public Chat Rooms.
	CPM V1.1
	

	CPM-CONV-031
	The CPM Enabler SHALL allow a CPM User to dynamically add/modify/remove continuous Media during a CPM Session, according to group and service provider policies.
	CPM V1.0
	DOC-GRP-026
DOC-GRP-027

	CPM-CONV-033
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants.

The CPM Session SHALL be modified based on the group and provider’s policies, e.g.:

· CPM Session is only modified if all Participants accepted the request (group policy).
· CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0
	

	CPM-CONV-034
	The CPM Enabler SHOULD allow the CPM User to automatically accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants based on the Communication Capabilities and user preferences.

In this case, the CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0
	

	CPM-GRP-001
	The CPM Enabler SHOULD allow an Authorized Principal to set or update values for parameters like group information and the CPM Group Membership Rules for a CPM Pre-defined Group.
	CPM V1.0
	

	CPM-GRP-003
	The CPM Enabler MAY allow an Authorized Principal to search for CPM Group Sessions based on given criteria about the CPM Group Session.
	CPM V1.1
	DOC-GRP-034

	CPM-GRP-004
	The CPM Enabler MAY allow an Authorized Principal to view all or a subset of the CPM Group information (e.g. CPM Group Membership Rules, list of Participants, etc.) based on service provider policies.
	CPM V1.0
	Out of Scope

	CPM-GRP-005
	The CPM Enabler MAY allow an Authorized Principal to create a CPM Pre-defined Group on behalf of another Principal and transfer ownership rights over the group to that Principal.
	CPM V1.1
	

	CPM-GRP-006
	The CPM Enabler MAY allow the following continuous Media specific floor control: 

· Media burst control
based on the group’s policies. 
	CPM V1.0
	

	CPM-GRP-007
	The CPM Enabler MAY allow an Authorized Principal with a mechanism to ask for notifications of changes to the CPM Group Membership Rules of the groups he/she is part of, according to service provider's policy.
	CPM V1.1
	

	CPM-GRP-008
	The CPM Enabler MAY provide a mechanism to send information about a CPM Pre-defined Group to CPM Group members, e.g. for purposes to advertise a newly created group.
	CPM V1.0
	FUNC-GRPAD-002


Notes:
· CPM-GRP-004: Service provider policies are out of scope.
· CPM-GRP-001/005/007 should be addressed in the context of Access Permissions.
· CPM-GRP-006: This is supported by an enabler-specific extension in PoC 2.0.  Is any further action needed?
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the XDM2.1 RD.
6 Detailed Change Proposal

6.3.1.3 Shared Group Document

	Label
	Description
	Enabler Release

	DOC-GRP-001
	A document describing a Shared Group SHALL include a URI attribute to represent a group identity.
	XDM 2.0

	
	A document describing a Shared Group MAY have the following content:
	

	DOC-GRP-002
	1) Display name: This is a human readable name.
	XDM 2.0

	DOC-GRP-003
	2) Session Type: This identifies the nature of the Shared Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0

	DOC-GRP-004
	3) Allow session initiation: This describes who may initiate a group session
	XDM 2.0

	DOC-GRP-005
	4) Group member list: This identifies end-users who are members of the Shared Group. The semantics of group membership may depend on the session type, and may also be enabler-specific.
	XDM 2.0

	DOC-GRP-006
	5) Allow session access: This describes who may join a group session
	XDM 2.0

	DOC-GRP-007
	6) Maximum number of participants: This is the maximum number of end-users who can be active in the session
	XDM 2.0

	DOC-GRP-008
	7) Allow anonymous access: This describes who may join a group session anonymously, if anonymous access is requested
	XDM 2.0

	DOC-GRP-009
	8) Allow dynamic invitation: This describes who may invite additional participants to a group session.
	XDM 2.0

	DOC-GRP-010
	9) Key participant: This describes who may assume the role of a “Key Participant”.  The semantics of Key Participant may depend on the session type, and may also be enabler-specific (e.g. a  “Distinguished Participant” of a 1-many-1 PoC group session).
	XDM 2.0

	DOC-GRP-011
	10) Subject: This contains a topic or description of a Shared Group.
	XDM 2.0

	
	11) Session participation policy: This describes conditions that limit the participation in a group session.  The session participation policy MAY be based on the following:
	

	DOC-GRP-012
	a) Age minimum:  This indicates the minimum allowed age of a participant.
	XDM 2.0

	DOC-GRP-013
	b) Age maximum:  This indicates the maximum allowed age of a participant.
	XDM 2.0

	
	12) Session active policy: This describes the rules for determining the existence of a group session.
The session active policy MAY be based on the following:

NOTE: How to utilize the session active policy for the actual session initiation or termination is not the scope of XDM enabler but that of the application enabler (e.g., IM or PoC).
	

	DOC-GRP-014
	a) Maximum duration:  This indicates the maximum allowed time duration (e.g., 1 hour) for the session to remain active.
	XDM 2.0

	DOC-GRP-015
	b) Required participant: This describes who (e.g. session initiator) must participate for the session to get or remain active.
	XDM 2.0

	DOC-GRP-016
	c) Minimum number of participants: This describes how many must remain participating for the session to remain active.
	XDM 2.0

	DOC-GRP-017
	d) Allowed range of a time: This describes the allowed range of time (e.g., from 2pm to 4pm) for the session to get or remain active.
	XDM 2.0

	
	
	

	DOC-GRP-018
	13) Allow sub-conferencing: This describes who may create sub-conferences in a group session.
	XDM 2.0

	DOC-GRP-019
	14) Allow private messaging: This describes who may send private messages in a group session.
	XDM 2.0

	DOC-GRP-020
	15) Allowed media: This identifies which media are allowed to be used in a group session e.g. audio, text, video.
	XDM 2.0

	DOC-GRP-021
	16) Allow conference state: This describes who can see the state of the group session (e.g. who is currently online).
	XDM 2.0

	DOC-GRP-022
	17) QoE Profile: This describes the Quality of Experience profile assigned to the group. The profile defines how the end-user experience should be for the group session
	XDM 2.0

	DOC-GRP-023
	18) Dispatcher participant: This identifies who may assume the role of dispatcher (e.g. PoC Dispatcher).
	Deleted

	DOC-GRP-024
	19) Allow role transfer: This describes who can request the transfer of an active role (e.g. PoC Dispatcher) to another authorized participant.
	Deleted

	DOC-GRP-025
	20) Allow expelling: This describes who may expel other participants from the group session.
	XDM 2.0

	DOC-GRP-026
	21) Allow adding media: This describes who may add a media stream to a new or existing group session.
	XDM 2.0

	DOC-GRP-027
	22) Allow removing media: This describes who may remove an existing media stream from a group session.
	XDM 2.0

	DOC-GRP-028
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 1.1

	DOC-GRP-029
	Each URI in the Group member list SHALL occur only once.
	XDM 1.1

	DOC-GRP-030
	Each URI in the Group reject list SHALL occur only once.
	XDM 1.1

	DOC-GRP-031
	The Service Provider SHALL be able to set the maximum number of participants in a Shared Group document.
	XDM 1.1

	DOC-GRP-032
	A Principal with appropriate management permissions MAY be able to set the maximum number of participants in a Shared Group document to a value that does not exceed the maximum number set by the Service Provider.
	XDM 1.1

	DOC-GRP-033
	It SHALL be possible to create a Shared Group document that contains members in the Group member list or Group reject list that belong to different Service Providers.
	XDM 1.1

	DOC-GRP-034
	If search of Shared Group documents is supported (see section 6.1.2.9), an authorized Principal SHALL be able to search for Shared Groups based on a given criteria (e.g. display name, session type, subject, Group Identity, etc).
	XDM 2.0


Table 25: Shared Group Document
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