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1 Reason for Change

This CR proposes a solution to RDRR comment A066 
	A027
	2008.11.28
	T
	3.2
	Source: Ericsson

Form: OMA-PAG-2008-0799

Comment: The definition of Primary Principal needs to be refined when introducing “delegation”. Also some form of “subscription owner” to cover a common overriding entity is expected to be needed.

Proposed Change: Add and refine definitions
	Status: CLOSED

OMA-PAG-2009-0029

	A066
	2008.11.28
	T
	6.1.2

FUNC-DMT-004
	Source: Ericsson

Form: OMA-PAG-2008-0799

Comment: The requirement is coupled with the definition of Primary Principal but “delegation” will require refining

Proposed Change: Add another requirement for XDM 2.1
	Status: CLOSED

OMA-PAG-2009-0029

	A117
	2008.11.27
	T
	6.2.1
	Source: Telefonica

Form: OMA-PAG-2008-0235

Comment: OMA-PAG-2008-0200-INP_XDM2.1_RD_more_on_access_permissions input contribution ideas were agreed but never materialized on appropriate change requests.
Proposed Change: follow the proposal included in slides 3&4
	Status: CLOSED

OMA-PAG-2009-0029 



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes as proposed in chapter 6.
6 Detailed Change Proposal

Change 1:  Modify section 3.2
Definitions
3.2 Definitions

	Access Permissions
	A set of rules that defines which Principals have rights to perform which document management operations on a specific document.

	Active Network Profile
	The User Preferences Profile Identity used by network entities to select a User Preferences Profile when the network entities have no knowledge about any Active Device Profile (e.g. all the User’s devices are switched off and not registered in the network) or when performing procedures related to a User’s address only.

	Active Device Profile
	The User Preferences Profile Identity used to select which User Preferences Profile to use when performing a procedure involving a device and there exists a need to select a User Preferences Profile.

	Active Session
	An ongoing session of a communications service.

	Admin Principal
	A Principal which is authorized to modify Access Permissions associated with a Primary Principal’s documents.

	Automatic Answer Mode
	A mode of operation in which the client accepts a communication request without manual intervention from the User; media is immediately played when received.

	Client
	A device, user agent, or other entity that acts as the receiver of a service. (Source: [Dict])

	Enabler
	A technology intended for use in the development, deployment or operation of a Service; defined in a specification, or group of specifications, published as a package by OMA. (Source: [Dict])

	Group
	A set of User Addresses and/or Group Identities together with its policies and attributes, which is identified by a Group Identity.

	Group Identity
	The SIP URI of the Pre-arranged Group or Join-in Group.

	Group Usage List
	A list of group names or service URIs that are known by an XCAP Client.

	Join-in Group
	A persistent Group in which a User individually joins to have a Group Session with other joined Users, i.e., the establishment of a Group Session to a Join-in Group does not result in other Users being invited.  A Join-in Group optionally has an associated set of Group Members.

	Law Enforcement Agency
	A lawfully authorized organization conducting lawful interception.

	Lawful Interception
	The legal authorization, process, and associated technical capabilities and activities of Law Enforcement Agencies related to the timely interception of signalling and content of wire, oral, or electronic communications.

	Manual Answer Mode
	A mode of operation in which the client requires the User to manually accept the communication request before the communication session is established.

	Media Burst Control
	A mechanism that arbitrates requests from Clients for the right to send media in half-duplex communication.

	Offline Communication Storage
	A data storage where communication sessions can be stored when the User is offline (e.g. User has not registered to the communication service).

	Pre-arranged Group
	A persistent Group that has an associated set of Group Members.  The establishment of a Group Session to a Pre-arranged Group results in all Group Members being invited.

	Primary Principal
	The Primary Principal is the User associated with the XCAP User Identity, which defines where the document resides.

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual User, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. (Source: [Dict])

	Service Provider
	An entity that provides and administers service to a Subscriber and / or User. The Service Provider may or may not be the provider of the network and content. (Source: [Dict])

	URI List
	A collection of URIs put together for convenience.  

	User
	An entity which uses services. Example: a person using a device as a portable telephone. (Source [Dict])

	User Address
	The SIP URI of a User.

	User Preferences Profile
	A set of user settings which controls aspects of how a User perceives and receives services; a User may have several such profiles. (Source: [CPM_RD])

	User Preferences Profile Identifier
	An identifier (e.g. “work”, “home”) associated with a particular User Preferences Profile that is unique within the scope of a Primary Principal.

	User Profile
	TBD.

	Web Services
	Software system designed to support interoperable machine-to-machine interaction over a network. (Source: [3GPP-TS_29.199-1])


Change 2:  Modify section 6.1.2
Document Mangement Functions
5.1.6 Document Management Functions

The sub-sections below identify the set of available document management functions.

	Label
	Description
	Enabler Release

	
	Document management functions SHALL be controlled by Access Permissions which determine the capabilities available to a Principal wishing to perform a particular function on a document. Such Access Permissions SHALL be based on:
	

	FUNC-DMT-001
	1) A default authorization policy associated with the document type which cannot be modified by any Principal.
	XDM 1.1

	FUNC-DMT-002
	2) Access Permissions associated with each document (see section 6.1.3) that can be managed by authorized Principals.
	XDM 2.1

	FUNC-DMT-003
	Principals who try to perform a document management function SHALL first be authenticated.
	XDM 1.1

	FUNC-DMT-004
	The creator of a document SHALL become the Primary Principal of the document.
	Deleted . 


Table 2: Functional Requirements – Document Management

Change 3:  Modify section 6.1.3
Access permissions
5.1.6 Access Permissions

Access Permissions define which Principals have rights to perform which XDM functions on the associated document.

	Label
	Description
	Enabler Release

	
	Access Permissions SHALL include the following data:
	

	ACP-001
	1) Identities of the Principals who have Access Permissions to the associated document, including their human readable names.
	XDM 2.1

	
	2) Operations these Principals are allowed to perform on the associated document. Operations SHALL include the following:
	

	ACP-002
	a) Retrieve
	XDM 2.1

	ACP-003
	b) Search
	XDM 2.1

	ACP-004
	c) Subscription for changes
	XDM 2.1

	ACP-005
	d) Modify
	XDM 2.1

	ACP-006
	e) Delete
	XDM 2.1

	ACP-007
	f) Create
	XDM 2.1

	ACP-008
	g) Copy
	Future release

	ACP-009
	h) Forward
	Future release

	ACP-010
	i) Suspend
	Future release

	ACP-011
	j) Resume
	Future release

	ACP-012
	The Admin Principal of the associated document SHALL be the only one who has rights to modify the Access Permissions.
	XDM 2.1

	ACP-013
	The Access Permissions SHALL be managed with the same underlying mechanisms as defined is section 6.1.2.
	XDM 2.1

	ACP-014
	At the creation of a document, the default Access Permissions SHALL be generated automatically and prevent all Principals, except the Primary Principal, to perform any document management operations.
	XDM 2.1

	ACP-015
	An Admin Principal SHALL be able to authorize other Principals to perform selected document management operations on the associated Primary Principal’s documents.
	XDM 2.1

	ACP-016
	Access Permissions MAY be modified at any time, from creation to deletion of the associated document.  
	XDM 2.1

	ACP-017
	It SHOULD be possible for Principals to retrieve their own Access Permissions applied to a specific document.
	XDM 2.1

	ACP-018
	The Access Permissions associated with a document SHALL be deleted upon deletion of the document.
	XDM 2.1

	ACP-019
	Principals MAY be notified when their Access Permissions to a specific document are changed.
	Future release

	ACP-0xx
	An Admin Principal SHALL be able to retrieve the Access Permissions it has rights to modify.
	XDM 2.1


Table 13: Functional Requirements – Access Permissions
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