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1 Reason for Change

The XDM 2.1 RD no longer contains the concept of Shared XDMSs. See section 3.2 on the XDM 2.1 RD. The AD needs to be aligned with these new definitions on the RD.
The XDM 2.1 AD also contains references to the XDM TSs including also reference to TS for the XDM 2.0 defined Shared XDMSs. It is suggested to remove these references as they are not used. 
2 Impact on Backward Compatibility

The change has no impact on Backward Compatibility apart from the name change of the XDM defined XDMSs. Enablers using XDM 2.1 needs to adapt to be new XDM names in their specifications. Any Impact on other enabler’s implementation of functions using XDM defined XDMSs has not been found.
3 Impact on Other Specifications

Other specifications that is referring today to “Shared xyz XDMS” needed to be use “xyz XDMS” instead as soon as they are reusing XDM defined XDMS from the XDM 2.1 enabler.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 AD and update the AD document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 3 Reference as described below.
7. References
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Change 2:  Modify section 3.2 as described below.

<

7.2 Definitions
	Access Permissions
	Use definition in [XDM_RD].

	Chargeable Event
	Use definition in [Dict].

	History Information
	The information containing the details of XDM Operations performed on a particular XDM Document.

	Interface
	The common boundary between two associated systems. (Source: [Dict])

	Limited XQuery over HTTP
	The subset of XQuery functions that are used in OMA XDM Search requests.

	Primary Principal
	Use definition in [XDM_RD].

	Principal
	Use definition in [Dict].

	Reference Point
	Use definition in [Dict].

	Resource List Meta-Information
	A document describing the state of virtual subscriptions associated with a list subscription. (Source: [RFC4662])

	Resource List Server
	RLSes accept subscriptions to resource lists and send notifications to update subscribers of the state of the resources in a resource list. (Source: [RFC4662]) 

	XDMSs
	A logical entity to group XDMSs defined by the XDM enabler.

	XCAP Resource
	An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])


Change 3:  Modify section 3 Reference as described below.
7.3 Version 2.1
The XDM V2.1 enabler defines new functionalities that extend XDM. Among those functionalities some are related to the requirements derived from other OMA Enablers (i.e. [OMA_CPM], [OMA_CAB] and [OMA_POC].

The following functionalities are added in XDM V2.1:

· Access permissions to define which Principals have rights to perform XDM functions to an XML document;

· Notifying Principals when their Access Permissions to a specific XDM Resource are changed;

· Document history management in order to capture some (or all) changes applied to an XML document;

· Restore operation which enables the authorized Principals  to restore the XML documents to one of its previous versions;

· Forwarding of an XML document by a Principal with appropriate permissions to other Principals;

· A Web Service based interface to manage XML documents stored in an XDMS.

· User Preferences Profiles which controls aspects of how a user perceives and receives services;

· Support for searching for active sessions;

· Document Share by Reference which enables authorized Principals to share the contents in an XML document with other Principals;

· An alternative mechanism to SIP to perform subscription to document changes and receive notifications indicating document creations, modifications and removals; and

· Extensions to User Access Policy and Group documents.
All “Shared xyz XDMS”s defined by the XDM enabler are renamed to “xyz XDMS”.
Change 4:  Modify section 5.2 Reference as described below.
a. Architectural Diagram
Editor’s NOTE: The text “Shared” shall be removed in all places in figure 1 below.
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Figure 1: XDM Architecture

Change 5:  Modify section 5.3.1.6 to 5.3.1.10 as described below.
7.3.1.1 List XDMS 
The List XDMS is a server entity that supports the following functions:

· Manages and supports content of URI List and Group Usage List XML documents;

· Performs authorisation of incoming SIP and XCAP requests;
· Notifies subscribers of changes in XML documents;
· Stores the information about the operations performed on URI List and Group Usage List XML documents based on the preferences set by the user;

· Enforces Access Permissions for the URI List and Group Usage List XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.
7.3.1.2 Group XDMS
The Shared Group XDMS is a server entity that supports the following functions:

· Manages and supports content of Group XML documents;

· Performs authorisation of incoming SIP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on Group XML documents based on the preferences set by the user;

· Enforces Access Permissions for the Group XML documents;
· Provides aggregation of notifications of changes to multiple XML documents;

· Provides search results.
7.3.1.3 Profile XDMS
The Profile XDMS is a server entity that supports the following functions:

· Manages and supports content of User Profile XML documents;

· Performs authorisation of incoming SIP and XCAP requests;
· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Stores the information about the operations performed on User Profile XML documents based on the preferences set by the user;

· Enforces Access Permissions for the User Profile XML documents;
· Provides search results.
7.3.1.4 Policy XDMS
The Policy XDMS is a server entity that supports the following functions:

· Manages and supports content of user access policy XML documents;

· Performs authorisation of incoming SIP and XCAP requests;
· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on user access policy XML documents based on the preferences set by the user;

· Enforces Access Permissions for user access policy XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.

7.3.1.5 UPP Directory XDMS
The UPP Directory XDMS is a server entity that supports the following functions:

· Manages and supports content of  UPP Directory XML documents;

· Performs authorisation of incoming SIP and XCAP requests;
· Notifies subscribers of changes in XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.

Change 6:  Modify section 5.3.3.4 as described below.
7.3.1.6 Charging Enabler
The OMA Charging Enabler [Charging_AD] coordinates charging data triggers and flow from OMA enablers into an underlying charging infrastructure, supporting on-line and off-line charging.  XDM entities that may optionally report Chargeable Events are:

· Aggregation Proxy;

· Subscription Proxy;
· Search Proxy;
· XDM enabler defined XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, and  ListXDMS);

· Enabler specific XDMSs.
Change 7:  Modify section 5.3.4, 5.3.5 and 5.3.6 as described below.
7.3.2 Description of XDM Reference Points
7.3.2.1 Reference Point XDM-1: XDMC – SIP/IP Core
The XDM-1 reference point supports the communication between the XDMC and the SIP/IP Core network. The protocol for the XDM-1 reference point is SIP. 

The XDM-1 reference point provides the following functions:

· Subscription to the modification of any XDM documents;
· Notification of the modification of any XDM documents.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM-1 reference point conforms to the ISC reference point for XDMCs implemented in a server entity and to the Gm reference points for XDMCs implemented in a terminal entity as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].
7.3.2.2 Reference Point XDM-2: XDMSs – SIP/IP-Core
The XDM-2 reference point supports the communication between the XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, and List XDMS) and the SIP/IP Core.  The protocol for the XDM-2 reference point is SIP.

The XDM-2 reference point provides the following functions:

· Subscription to the modification of XML documents handled by a particular XDM enabler defined XDMS;
· Notification of the modification of XML documents handled by a particular XDM enabler defined XDMS.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM-2 reference point conforms to the ISC reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].
7.3.2.3 Reference Point XDM-3: XDMC – Aggregation Proxy
The XDM-3 reference point is between the XDMC and the Aggregation Proxy. The protocol for the XDM-3 reference point is XCAP.  

The XDM-3 reference point provides the following functions:

· XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS;
· History Information management for XDM documents (e.g. retrieve the History Information related to a XML document);
· Access Permissions management for XDM documents handled by any XDMS;
· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by any XDMS;

· Mutual authentication between XDMC and Aggregation Proxy;
· Optional compression.
When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-3 reference point conforms to the Ut reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].
7.3.2.4 Reference Point XDM-4: Aggregation Proxy –  XDMSs
The XDM-4 reference point is between the Aggregation Proxy and the XDM enabler defined XDMSs. The protocol for the XDM-4 reference point is XCAP.  

The XDM-4 reference point provides the following functions:

· XML document management (e.g. create, modify, retrieve, delete) of XML documents handled by a particular  XDMS;
· History Information management for XDM documents (e.g. retrieve the History information related to a XML document);
· Access Permissions management for XDM documents handled by a particular XDMS;
· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by particular XDMS.
7.3.2.5 Reference Point XDM-5: XDMC – Aggregation Proxy
The XDM-5 reference point is between the XDMC and the Aggregation Proxy. The protocol for the XDM-5 reference point is Limited XQuery over HTTP [XDM_Core].  

The XDM-5 reference point provides the following functions:

· Searching information from XML documents stored in any XDMS;

· Searching information from History Information documents stored in any XDMS;
· Mutual authentication of search requests between XDMC and Aggregation Proxy;
· Optional compression.
When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-5 reference point conforms to the Ut reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].
7.3.2.6 Reference Point XDM-6: Aggregation Proxy – Search Proxy
The XDM-6 reference point is between the Aggregation Proxy and the Search Proxy. The protocol for the XDM-6 reference point is Limited XQuery over HTTP [XDM_Core].  

The XDM-6 reference point provides the following functions:

· Searching information from XML documents stored in any XDMS;

· Searching information from History Information documents stored in any XDMS.
7.3.2.7 Reference Point XDM-7: Search Proxy – XDMSs
The XDM-7 reference points is between the Search Proxy and the XDM enabler defined XDMSs. The protocol for the XDM-7 reference point is Limited XQuery over HTTP [XDM_Core].  

The XDM-7 reference point provides the following functions:

· Searching information from XML documents stored in either the Group XDMS or the Profile XDMS;
· Searching information from History Information documents stored in the Group XDMS or in the Profile XDMS.
7.3.2.8 Reference Point XDM-8: Aggregation Proxy – Cross-Network Proxy
The XDM-8 reference point is between the Aggregation Proxy and the Cross-Network Proxy. The protocol for the XDM-8 reference point is XCAP. 

The XDM-8 reference point provides the following functions:

· Forwarding of requests/responses to the Cross-Network Proxy.

7.3.2.9 Reference Point XDM-9: Search Proxy – Cross-Network Proxy 
The XDM-9 reference point is between the Search Proxy and the Cross-Network Proxy. The protocol for the XDM-9 reference point is “Limited XQuery over HTTP”. 

The XDM-9 reference point provides the following functions:

· Forwarding of search requests/responses between the Search Proxy and the Cross-Network Proxy.
7.3.2.10 Reference Point XDM-10: Subscription Proxy – SIP/IP Core

The XDM-10 reference point supports the communication between the Subscription Proxy and the SIP/IP Core network. The protocol for the XDM-10 reference point is SIP. 

The XDM-10 reference point provides the following functions:

· Subscription to the modification of any XML documents;
· Notification of the modification of any XML documents;

· Back-end subscription to the modification of XML documents handled by a particular XDMS;

· Notification of the modification of XML documents handled by a particular XDMS.

When SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDM-10 reference point conforms to the ISC reference point as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].
7.3.2.11 Reference Point IP-1: SIP/IP Core – SIP/IP Core of remote network

The IP-1 reference point supports the communication between the SIP/IP Core network and an XDMS in the remote network via the SIP/IP Core of the remote network. The protocol for the IP-1 reference point is SIP.
When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the IP-1 reference point conforms to the Mw reference point as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].
7.3.2.12 Reference Point NNI-1: Cross-Network Proxy – Cross-Network Proxy of remote network

The NNI-1 reference point supports the communication between XDM enablers in different domains connected via Cross-Network Proxies. The protocols for the NNI-1 reference point are XCAP and “limited XQuery over HTTP” transported using any secure protocol or connection i.e. TLS.
7.3.3 Description of Enabler specific Reference Points
7.3.3.1 Reference Points: “Enabler specific XDMS” – SIP/IP-Core
Each of these reference points are named by and defined in the specifications for the enabler in question. 

They support the communication between an enabler specific XDMS and the SIP/IP Core network. 

The protocol for the reference points is SIP.

These reference points provide the following functions:

· Subscription to the modification of enabler specific XML documents;
· Notification of the modification of enabler specific XML documents.
7.3.3.2 Reference Points: “Enabler specific Server” – SIP/IP-Core
Each of these reference points are named by and defined in the specifications for the enabler in question. 

They support the communication between an enabler specific Server and the SIP/IP Core network. The protocol for the reference points is SIP. 
These reference points provide the following functions:

· Subscription to the modification of enabler specific XML documents;
· Notification of the modification of enabler specific XML documents.
7.3.3.3 Reference Points: Aggregation Proxy – “Enabler specific XDMS”
Each of these reference points are named in the specification for the enabler in question and owned by it. The basic XML Document Management requirements for the reference points are described in [XDM_Core].The enabler unique requirements for the reference points are described in the corresponding enabler specification".

The protocol for these reference points is XCAP.

These reference points provide the following functions:

· “Enabler specific” XML document management (e.g. create, modify, retrieve, delete).
7.3.3.4 Reference Points: Shared XDMSs – “Enabler Specific Server”
Each of these reference points are named in the specification for the enabler in question and owned by it. The requirements for the reference points are described in [XDM_Core] and in the enabler specific specification.

The protocol for the reference points is XCAP

They provide the one or more of the following functions:

· Retrieval of URI Lists in List XDMS;

· Retrieval of group data in Group XDMS;

· Retrieval of user profile data in Profile XDMS;

· Retrieval of user access policy data in Policy XDMS.

· Retrieval of User Preferences Profiles Meta data stored in UPP Directory XDMS.
7.3.3.5 Reference Points: “Enabler specific XDMS” – “Enabler specific Server”
Each of these reference points are named by and defined in the specifications for the enabler in question.

The protocol for the reference points is defined in the specifications for the enabler in question.

They provide the following function:

· Transfer of enabler specific data from the enabler specific XDMS to the enabler specific server.
7.3.3.6 Reference Points: “Search Proxy” – “Enabler specific XDMSs”
Each of these reference points are named by and defined in the specifications for the enabler in question. The protocol for these reference points is Limited XQuery over HTTP [XDM_Core].  

They provide the following functions:

· Searching enabler specific information from XML documents stored in the enabler specific XDMS.
7.3.3.7 Reference Points: “Enabler specific Server” – “Aggregation Proxy”
Each of these reference points are named in the specification for the enabler in question and owned by it. The basic XML Document Management requirements for the reference points are described in [XDM_Core]. The enabler unique requirements for the reference points are described in the corresponding enabler specification".

The protocol for these reference points is XCAP.

These reference points provide the following functions:

· “Enabler specific” XML document management (e.g. create, modify, retrieve, delete) in a remote network.
7.3.4 Description of External Reference Points Providing Services to XDM
7.3.4.1 Reference Point DM-1: DM Client – DM Server
The DM-1 reference point is described in [DM_Bootstrap] and [DM_ERELD]. The XDM enabler defines the XDM configuration object(s).
7.3.4.2 Reference Point CH-1/CH-2: Charging Enabler – Charging Enabler Users
The XDM CH-1/CH-2 Reference Points consist of the CH-1 and CH-2 Charging Enabler Interfaces. The CH-1 and CH-2 Interfaces are described in [Charging_AD].

The functional entities of Aggregation Proxy, Subscription Proxy, Search Proxy, XDM enabler definedXDMS (i.e., Profile XDMS, Group XDMS, Policy XDMS, and List XDMS) act as Charging Enabler users [Charging_AD].  Figure 2 shows the Reference Points between these entities and the charging enabler. Two Interfaces are currently supported by the Charging Enabler, CH-1 for offline charging and CH-2 for on line charging. These are described in [Charging_AD].
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Figure 2: Support of charging through the OMA Charging Enabler
Editor’s NOTE: The text “Shared” shall be removed in all places in figure 2 below.
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