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1 Reason for Change

This CR is an XDM 2.1 mirror of PAG-2009-0161-CR_XDM2_0_MO_new_format  
The Management Object Identifier is kept as urn:oma:mo:oma-xdm:2.0

NOTE: It is at this stage not clear if the MO file will be identical with the XDM 2.0 version. 
If so the OMA-TS-XDM_MO-V2_1 may be replaced by OMA-TS-XDM_MO-V2_0 during consistency review


Every MO file shall be accompanied by a corresponding data definitions file (.ddf). To be able to easily generate this duplicate data from the MO document it must follow a certain format defined by a tool “DDF Client”.
This CR reformats the normative content in section 5.2 “Management Object Parameters“ into excel cells to adopt to the format required by the tool “DDF Client”.
Please note that 
· “Value” is not used by the tool but the information is included in the comment.
· Changed node names read by the tool to not include common <X>

· Changed first node to <x>
· “Mandatory” has been changed to “Required” to adopt to the tool terminology
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

The need to generate a SUP file for XDM 2.1 depends on if new parameters are added or not. If no new or changed parameters the XDM 2.0 version can be used.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the change.
6 Detailed Change Proposal
Change 1:  Change section 5
7. OMA XDM Management Object

This subclause defines the mobile device Management Object (MO) for OMA XDM. The MO MAY be used for initial provisioning of parameters when the DM Profile is to be used, and the MO SHOULD be used for continuous provisioning, which allows the service provider to update any parameter defined in the MO tree for service configurations during service deployment  [DM_ERELD]. 

The OMA XDM Management Object consists of relevant parameters required by [XDM_RD]. It is defined using the OMA DM Device Description Framework as described in [DM_TND] and [DM_StdObj].


Protocol compatibility: This MO is compatible with OMA DM 1.2 [DM_ERELD].

Management object name: OMA_XDM
7.1 Management Object Tree 

Figure 1 shows the nodes and leaf objects for XDM continuous provisioning:
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Figure 1: The OMA XDM Management Object tree

7.2 Management Object Parameters 

This section describes the parameters for the OMA XDM Management Object.

7.2.1 Node: /<x>

	<x>



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	This interior node acts as a placeholder for one or more accounts for a fixed node. The interior node is mandatory if the UE supports OMA XDM.

The Management Object Identifier is: “urn:oma:mo:oma-xdm:2.0”



· 
· 
· 
· 
· 
.

7.2.2 Node: /<x>/NAME 

	NAME


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	The Name leaf node is the application name, which is to be displayed in the user's equipment.  It is specific for each service provider. Possible value is any user displayable name.



· 
· 
· 
· 
· 
7.2.3 Node: /<x>/ProviderID 

	ProviderID


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	The ProviderID leaf node provides an identifier for the provider of this service. 



· 
· 
· 
· 
· 
7.2.4 Node: /<x>/ToConRef

	ToConRef


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	The ToConRef interior node is used to allow an application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a given application under this interior node.



· 
· 
· 
· 
· 
7.2.5 Node: /<x>/ToConRef/<X> 

	ToConRef/<X>

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	OneOrMore
	node
	Get, 
	

	
	This run-time node acts as a placeholder for one or more connectivity parameters.



· 
· 
· 
· 
· 
7.2.6 Node: /<x>/ToConRef/<X>/ConRef 

	ToConRef/<X>/ConRef

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get, 
	

	
	The ConRef leaf node indicates the linkage to connectivity parameters. This parameter provides an identifier for the application service access point described by an APPLICATION characteristic, in this case the NAP ID and the SIP/IP core. Possible value is a relative URI.



· 
· 
· 
· 
· 
7.2.7 Node: /<x>/URI

	URI

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get, 
	

	
	This parameter defines the root of all XDM resources (this is the Aggregation Proxy address). This is useful when accessing via XCAP. Possible value is a relative HTTP URI.



· 
· 
· 
· 
· 
7.2.8 Node: /<x>/ AAUTHNAME

	AAUTHNAME

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get, 
	

	
	This parameter defines the user name for XDM Client authentication using HTTP digest.



· 
· 
· 
· 
· 
7.2.9 Node: /<x>/AAUTHSECRET

	AAUTHSECRET

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get, 
	

	
	This parameter defines the password for XDM Client authentication using HTTP digest. Possible value is any user specific value



· 
· 
· 
· 
· 
7. Node: /<x>/AAUTHTYPE

	AAUTHTYPE

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get, 
	

	
	This parameter defines the authentication type for XDM Client authentication. Possible value is a token which can be either “GAA” indicating GAA authentication or “Digest” indicating HTTP Digest



· 
· 
· 
· 
· 
· 
· 
7. Node: /<x>/Ext

	Ext

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get, 
	

	
	The Ext is an interior node where the vendor-specific information about the XDM MO is placed (vendor means application vendor, device vendor etc.). Usually the vendor extension is identified by a vendor-specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standardized sub-tree.



· 
· 
· 
· 
· 
7. Node: /<x>/CONF-URI-TMPLT

	CONF-URI-TMPLT

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get, 
	

	
	The Conference URI Template specifies the syntax of the conference URI of Groups stored in the Shared Group XDMS.  The Conference URI Template SHALL be a URI Template as specified in [XDM_Core]. Possible value is a SIP URI



· 
· 
· 
· 
· 
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